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2. Reason for Change

23.501 v0.4.0 states the following. The text significant for SM messages exchanged between UE and SMF is highlighted.
------------

5.6
Session Management

5.6.1
Overview
In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Id as defined in clause 5.3.2. The UE may also provide:

-
A PDU session Type.
-
Slicing information.

Editor's note:
slicing related information is to be further clarified. An S-NSSAI information is meant.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).
Editor's note:
It is FFS Whether the UE may also provide and information indicating its willingness to move a PDU session between 3GPP and Non 3GPP access.

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	Slicing information
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types
NOTE 2:
Slicing information and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 5.2.


5.6.9.3
SSC mode selection

...

If a UE provide an SSC mode when requesting a new PDU session, the SMF selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration.

If a UE does not provide an SSC mode when requesting a new PDU session, then the SMF selects the default SSC mode for the data network listed in the subscription or applies local configuration to select the SSC mode.

The SMF shall inform the UE of the selected SSC mode for a PDU session.
5.7
QoS model

5.7.1
General Overview

...

A default QoS rule is required for every PDU session.

...

------------
23.502 v0.3.0 states the following. The text significant for SM messages exchanged between UE and SMF is highlighted.
------------

4.3.2.2
UE requested PDU Session Establishment

4.3.2.2.1
Non-roaming and Roaming with Local Breakout

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, N1 SM information).


In order to establish a new PDU session, the UE generates a new PDU Session ID.

The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM information. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.

The Request Type indicates “Initial request” if the PDU Session Establishment is a request to establish a new PDU Session and indicates “Existing PDU Session” if the request refers to an existing PDU Session between 3GPP access and non-3GPP access.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.

The N1 SM information may contain SM PDU DN Request Container containing information for the PDU session authorization by the external DN.
...

10.
SMF to AMF: SM Response (Cause, N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info), N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode, S-NSSAI, allocated IPv4 address))).
Editor’s Note: It is FFS how the AMF and SMF associate the N11 transactions with a corresponding UE context.
...

The N1 SM information contains the PDU Session Establishment Accept that the AMF shall provide to the UE.


Multiple Authorized QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM information and in the N2 SM information.
...
------------
3. Conclusions

Observation-1:
If the UE requests to establish a new PDU session and the UE requests a particular PDU session type, the UE includes the PDU session type in the PDU Session Establishment Request.
Proposal-1:
If the UE does not include the PDU session type, the network informs the UE about the PDU session type selected for the PDU session.

Observation-2:
If the UE requests to establish a new PDU session and the UE requests a particular SSC mode, the UE includes the SSC mode in the PDU Session Establishment Request.
Observation-3:
The network selects the SSC mode when a new PDU session is created. The network can select an SSC mode different than the one requested by the UE.

Observation-4:
The network informs the UE about the selected SSC mode.
Observation-5:
In stage-2, the UE can include the protocol configuration options in the PDU Session Establishment Request.

Proposal-2:
Given the size limitation of the protocol configuration options IE, the extended protocol configuration options IE should be used instead of the protocol configuration options IE.
Proposal-3:
Given that 23.502 expects usage of protocol configuration options in the PDU Session Establishment Request, the extended protocol configuration options IE should be made available in all the SM messages, similarly as in E-UTRAN.
Observation-6:
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE includes the SM PDU DN request container.

Proposal-4:
When the UE requests handover of an existing PDU session between 3GPP access and non-3GPP access, the DN already authenticated and authorized the UE. So, there is no need to include the SM PDU DN request container.

Observation-7:
The network informs the UE about the authorized QoS rules.

Observation-8:
The network informs the UE about the selected S-NSSAI.
Observation-9:
If the selected PDU session type is IPv4, the network informs the UE about the assigned IPv4 address.

Proposal-5:
The network informs the UE about the selected DNN similarly as the UE is informed about the selected APN in EPC.

Furthermore, the following stage-3 aspects need to be considered:

-
the procedure in subclause 7.3.1.1 expects "DNN" (and not "requested DNN") so the text of subclause 8.4.1 is aligned.

-
a reliability mechanism needs to be provided for the SM messages exchanged during the UE-requested PDU session establishment procedure.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.890.
* * * Change * * *
8.4.1
UE-requested PDU session establishment procedure
Editor's note:
Transport between SMF and AMF depends on CT4 decisions.
8.4.1.1
General

The purpose of the UE-requested PDU session establishment procedure is to establish a PDU session with a DN. If accepted by the network, the PDU session enables exchange of PDUs between the UE and the DN. 

8.4.1.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 8.x.2, "ethernet" or "unstructured".
If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.

Editor's note: FFS whether we need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT REQUEST are FFS.

The UE shall transport the PDU SESSION ESTABLISHMENT REQUEST message, the PDU session ID, the S-NSSAI, if the UE requests a S-NSSAI, and the DNN, if the UE requests a connectivity to a DNN, using the UE-initiated SM message transport procedure as specified in subclause 7.3.1.1, and the UE shall start timer Tx (see example in figure 8.4.1.2-1).
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Figure 8.4.1.2-1: UE-requested PDU session establishment procedure
Upon receipt of an PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, the SMF checks whether connectivity with the requested DN can be established. If the DNN is not included, the SMF shall use the default DNN. If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
8.4.1.3
UE-requested PDU session establishment procedure accepted

If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session.

The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected SSC mode of the PDU session.

The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message does not include a PDU session type IE, the SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.

The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

Editor's note:
Furthercontents of the PDU SESSION ESTABLISHMENT ACCEPT are FFS.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 7.3.1.2, the UE shall stop timer Tx and shall consider that the PDU session was established.
8.4.1.4
UE requested PDU session establishment procedure rejected by SMF

If the connectivity with the requested DN is rejected by the network, the SMF shall create a PDU SESSION ESTABLISHMENT REJECT message.

The SMF shall set the SM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.

The SM cause IE typically indicates one of the following SM cause values:

Editor's note: SM causes are FFS.
Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT REJECT are FFS.
The SMF shall send the PDU SESSION ESTABLISHMENT REJECT message.

Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 7.3.1.2, the UE shall stop timer Tx and shall consider that the PDU session was not established.
8.4.1.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Tx expired
Editor's note:
Abnormal cases in the UE are FFS.
8.4.1.6
Abnormal cases on the network side

Editor's note:
Abnormal cases in the network side are FFS.

* * * Change * * *
X.Y
Timers
Timers of the UE-requested PDU session establishment procedure are shown in table X.Y-1.
Table X.Y-1: Timers of the UE-requested PDU session establishment procedure – UE side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	Tx
	TBD
	TBD
	Transmission of PDU SESSION ESTABLISHMENT REQUEST message.
	PDU SESSION ESTABLISHMENT ACCEPT message received or

PDU SESSION ESTABLISHMENT REJECT message received.
	TBD


* * * Change * * *
8.5
NAS session management coding
8.5.1
PDU session establishment request

8.5.1.1
Message definition
The PDU SESSION ESTABLISHMENT REQUEST message is sent by the UE to the network to initiate establishment of a PDU session.

Message type:
PDU SESSION ESTABLISHMENT REQUEST

Significance:

dual

Direction:


UE to network
Editor's note:
The content of the PDU SESSION ESTABLISHMENT REQUEST message is FFS. At least the following is needed: the PDU session type IE (optional), the SSC mode IE (optional), the extended protocol configuration options (optional), SM PDU DN Request Container (optional).
8.5.2
PDU session establishment accept

8.5.2.1
Message definition
The PDU SESSION ESTABLISHMENT ACCEPT message is sent by the network to the UE is sent in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates successful establishment of a PDU session.

Message type:
PDU SESSION ESTABLISHMENT ACCEPT

Significance:

dual

Direction:


network to UE

Editor's note:
 The content of the PDU SESSION ESTABLISHMENT ACCEPT message is FFS. At least the following is needed: the authorized QoS rules IE (mandatory), the selected SSC mode IE (mandatory), the selected S-NSSAI (mandatory), the PDU session type (conditional on not inclusion by the UE in PDU SESSION ESTABLISHMENT REQUEST), PDU address (conditional on PDU session type being IPv4), the extended protocol configuration options (optional), the selected DNN (mandatory). Session-AMBR (mandatory).
8.5.3
PDU session establishment reject

8.5.3.1
Message definition
The PDU SESSION ESTABLISHMENT REJECT message is sent by the network to the UE is sent in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates unsuccessful establishment of a PDU session.

Message type:
PDU SESSION ESTABLISHMENT REJECT

Significance:

dual

Direction:


network to UE
Editor's note:
The content of the PDU SESSION ESTABLISHMENT REJECT message is FFS. At least the following is needed: the SM cause (mandatory), the extended protocol configuration options (optional).
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