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1. Introduction

In CT1#103 CT1 initiated work on Reliable Data Service and agreed on a number of pCRs. However there were a number of open issues that are captured in Editor’s notes in TS 24.250 (version 0.1.0) that need to be resolved. Some of these Editor Notes are as follows:
· It is FFS if unacknowledged data transfer will be included in the scope of this specification.
· It is FFS if the logical link will be identified by a pair of port numbers or a single port number.
· It is FFS if a PDN connection will be used for data transfer using RDS only or for other purpose as well.
· It is FFS how port numbers will be specified.
· The figure showing frame headers and control field bits is FFS.
· The UI frames are needed only if unacknowledged mode of transfer is supported.
· It is FFS if other commands are needed.
· The frame format for SET_PARAMETERS command and response is FFS
· The range and default values of parameters used in RDS is FFS
This contribution discusses these issues and proposes a way forward.

2 Discussion
2.1 Port Numbers
RDS supports peer to peer data transfer between UE and SCEF. In TS 24.250, sub clause 4.1 it is stated that:
-
A UE can connect to multiple SCEFs. A UE can connect to multiple SCS/AS via the SCEF.

-
RDS shall support multiple applications on the UE to simultaneously conduct data transfers with their peer entities on the SCEF using a single PDN connection between the UE and SCEF.

Port numbers are used as:

· A way for the SCEF to determine which SCS/AS to send the data to.

· A way for the SCS/AS to determine which application on the UE sent the MO non-IP packet.

· A way for the UE to determine which UE application to send the MT Data to.

As such both source and destination port numbers are required to provide flexibility to support data transfer between any application on UE and any SCS/AS. The size of port number can be 4 bits or 8 bits.
Conclusion 1: Source and Destination port numbers are required to support data transfer between multiple applications on UE and multiple SCS/AS that the SCEF can connect to. The size of port number can be 4 bits or 8 bits.
2.2 PDN connection and RDS
When using RDS, the data is transferred via a PDN connection between the UE and SCEF. The UE establishes a PDN connection with the SCEF either during Attach or through UE requested PDN connectivity. The UE uses the EPS bearer ID to select the bearer to transfer RDS PDUs to the SCEF. The EPS bearer ID identifies the destination (at the UE or SCEF) and is not carried in the frame as it is already included in the NAS ESM message header.
A PDN connection can be used exclusively for data transfer using RDS or not. If a PDN connection is not used exclusively for data transfer using RDS then some other information element would need to be added in the NAS ESM message header to identify whether the message contains data in RDS format or not. Given the extra overhead of carrying this additional information element, it is proposed that once it is negotiated to use RDS for a particular PDN connection, the PDN connection should transfer data only using RDS.
Conclusion 2: Once it is negotiated to use RDS for a particular PDN connection, the PDN connection should transfer data only using RDS protocol. 

2.3 Support for unacknowledged mode
From a use case perspective, when the Reliable Data Service is enabled, it is not efficient to require that every packet be acknowledged.  Further applications need to send data in both acknowledged and unacknowledged mode and it is inefficient to send data in acknowledged mode using RDS protocol and use some other mechanism to send data in unacknowledged mode. Using RDS to transfer data in both modes by using the same PDN connection is more efficient.

As an example, consider the case where a sensor in an industrial setting periodically sends measurements and then quickly returns to a deep sleep state.  However, when a measurement enters some critical range, possibly indicating equipment failure, the sensor may want to send packets with increased reliability and require that the recipient acknowledge the packet. In such a scenario, it would be inefficient to require all packets be acknowledged in order to increase the reliability of the emergency packets.
CT1 has already sent an LS to SA2 in C1-171966 asking for support for unacknowledged mode. However in our view support for unacknowledged mode is required for RDS to be an efficient and useful protocol.  

Conclusion 3: RDS should support unacknowledged mode data transfer.
2.4 Traffic models and window size
At CT1#103, it was agreed to use sliding window as protocol of choice.

The SA2 TR 23.720, subclause 4.3 lists some Traffic models for CIoT. These have been copied from Annex E of TR 45.820. The below is from the Introduction of TR 45.820:

The study on which this technical report is based has considered both the possibility of evolving the current GERAN system and the design of a new access system to meet the requirements for a Cellular IoT system for the lower data rate end of the M2M market.
The above study in GERAN was specifically for NB-IoT use cases and does not cover potentially other use cases such as for eMTC which are also expected to be supported by RDS. Traffic models for eMTC would potentially include use cases with higher data rates.
Further SA2 has defined Release Assistance Information for CIoT in TS 23.401.
The UE may indicate in a Release Assistance Information in the NAS PDU whether no further Uplink or Downlink Data transmissions are expected, or only a single Downlink data transmission (e.g. Acknowledgement or response to Uplink data) subsequent to this Uplink Data transmission is expected.

The MME sends Uplink data to the PGW via the S-GW and executes any action related to the presence of Release Assistance Information as follows:

-
for the case where the release assistance information indicates there is no downlink data to follow the uplink data then unless the MME is aware of pending MT traffic, and unless S1-U bearers exist, the MME immediately releases the connection.

-
for the case where the release assistance information indicates that downlink data will follow the uplink transmission then unless the MME is aware of additional pending MT traffic and unless S1-U bearers exist, the MME sends a S1 UE Context Release Command to the eNodeB immediately after the S1-AP message including the Downlink data encapsulated in NAS PDU, so that the eNodeB can release the RRC connection immediately after sending the data to UE.
The presence of Release Assistance Information does indicate that stage-2 has taken into consideration the scenario wherein UE could potentially transfer multiple packets at a time and as such the Release Assistance Information indicates appropriately whether no further Uplink or Downlink Data transmissions are expected, or only a single Downlink data transmission is expected. As such CIoT applications can be expected to send multiple packets at a time and it is unclear if this is just an occasional scenario.
Larger window size allows the UE to send more packets at a time thus minimizing the amount of time the UE is awake resulting in greater battery efficiency. However larger window size raises the possibility of increased number of outstanding packets and possibly increased number of retransmissions in case of error scenarios. Further it also increases the range of sequence numbers and bitmap for expected acknowledgements. As such a window size of 3 is proposed for RDS.
Conclusion 4: For CIoT based applications UEs could potentially send multiple packets at a time. A window size of 3 is proposed for RDS to balance range of sequence numbers with potential number of retransmissions.

2.5 Need for synchronization commands
HDLC family of protocols have used a handshake between originator and receiver as a means to prepare for acknowledged mode transfer by allocating appropriate resources and synchronizing state variables, at beginning and when recovering from error scenarios. This handshake can also be used as a way of reserving port numbers across originator and receiver entities.

3. Conclusion and proposed way forward
Protocol specification work undertaken in CT1 and in general specification work undertaken in 3GPP is generally forward looking to encompass incoming requirements and ensure that these specifications meet the industry need n time to come. With this in mind and considering ongoing work in SA2 and 3GPP the following conclusions are proposed for RDS as way forward.
Conclusion 1: Source and Destination port numbers are required to support data transfer between multiple applications on UE and multiple SCS/AS that the SCEF can connect to. 

Conclusion 2: Once it is negotiated to use RDS for a particular PDN connection, the PDN connection should transfer data only using RDS protocol. 

Conclusion 3: RDS should support unacknowledged mode data transfer.

Conclusion 4: For CIoT based applications UEs could potentially send multiple packets at a time. A window size of 3 is proposed for RDS to balance range of sequence numbers with potential number of retransmissions.

4. References

C1-170303: LS on Reliable Data Service, SA2

S2-166939: (CR 238 on 23.682) Reliable Data Service, Convida Wireless
3GPP TS 44.064: Logical Link Control (LLC) layer specification

S2-171800: Discussion on “Routing Non-IP Data to/from Multiple UE Applications and Multiple SCS/AS’s”, Convida Wireless
