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1. Introduction
This CR proposes changes to the FD SIGNALLING PAYLOAD
2. Reason for Change
The FD SIGNALLING PAYLOAD needs to be updated to cater for "mandatory download indication" and also "metadata" that is used to describe attributes of the file. Additionally, a new "Payload content type" of "FILEURL" is added to the Payload IE.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.282 version 0.3.0.
* * * First Change * * * *

<Proposed change in revision marks>

15.1.3
FD SIGNALLING PAYLOAD message


15.1.3.1
Message definition

This message is sent by the UE to other UEs when sending an FD data payload. This message provides the signalling content related to the FD data payload. For the contents of the message see Table 15.1.3.1-1.

Message type:
FD SIGNALLING PAYLOAD

Direction:


UE to other UEs (via the network)

Table 15.1.3.1-1: FD SIGNALLING PAYLOAD message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	FD signalling payload message identity
	Message type
15.2.2
	M
	V
	1

	
	Date and time
	Date and time
15.2.8
	M
	V
	5

	
	Conversation ID
	Conversation ID
15.2.9
	M
	V
	16

	
	Message ID
	Message ID
15.2.10
	M
	V
	16

	21
	InReplyTo message ID
	InReplyTo message ID
15.2.11
	O
	TV
	17

	22
	Application ID
	Application ID

15.2.7
	O
	TV
	2

	9-
	FD disposition request type
	FD disposition request type
15.2.4
	O
	TV
	1

	A-
	Mandatory download
	Mandatory download
15.2.x
	O
	TV
	1

	79
	Metadata
	Metadata
15.2.x
	O
	TLV-E
	3-x


* * * Next Change * * * *

<Proposed change in revision marks>
15.2.6
FD disposition notification type


The purpose of the FD disposition notification type information element is to identify the type of FD disposition notification sent from receiver to the sender.

The value part of the FD disposition notification type information element is coded as shown in Table 15.2.6-1.

The FD disposition notification type information element is a type 3 information element with a length of 1 octet.

Table 15.2.6.1: FD disposition notification type

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	FILE DOWNLOAD REQUEST ACCEPTED

	0
	0
	0
	0
	0
	0
	1
	0
	
	FILE DOWNLOAD REQUEST REJECTED

	0
	0
	0
	0
	0
	0
	1
	1
	
	FILE DOWNLOAD COMPLETED

	0
	0
	0
	0
	0
	1
	0
	0
	
	FILE DOWNLOAD DEFERRED

	0
	0
	0
	0
	0
	1
	0
	1
	
	FILE EXPIRED UNAVAILABLE TO DOWNLOAD

	0
	0
	0
	0
	0
	1
	1
	0
	
	LIST OF AVAILABLE FILES WAITING TO DOWNLOAD

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.


* * * Next Change * * * *

<Proposed change in revision marks>
15.2.13
Payload

The Payload information element contains the payload intended for the recipient user or application;

The Payload information element is coded as shown in Figure 15.2.13-1, Table 15.2.13-1, Table 15.2.13-2 and Table 15.2.13-3.

The Payload information element is a type 6 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload IEI
	octet 1

	Length of Payload contents
	octet 2

	
	octet 3

	
	octet 4

	Payload contents
	

	
	octet n


Figure 15.2.13-1: Payload information element

Table 15.2.13-1: Payload contents

	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload content type
	octet 4

	
	octet 5

	Payload data
	

	
	octet n


Table 15.2.13-2: Payload content type

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	TEXT

	0
	0
	0
	0
	0
	0
	0
	1
	
	BINARY

	0
	0
	0
	0
	0
	0
	1
	0
	
	HYPERLINKS

	0
	0
	0
	0
	0
	0
	1
	1
	
	FILEURL

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.


Table 15.2.13-3: Payload data

	Payload data is included in octet 5 to octet n; Max value of 65535 octets.

Payload data contains the payload destined for the user or application.




* * * Next Change * * * *

<Proposed change in revision marks>

15.2.x
Mandatory download

The purpose of the Mandatory download information element is for the originating client to inform the terminating client that a file must be downloaded immediately.

The value part of the Mandatory download information element is coded as shown in Table 15.2.x-1.

The Mandatory download information element is a type 1 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Mandatory download IEI
	Mandatory download value
	octet 1


Figure 15.2.x-1: Mandatory download
Table 15.2.x-1: Mandatory download
	Mandatory download value (octet 1)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	MANDATORY DOWNLOAD


	All other values are reserved.


15.2.y
Metadata
The Metadata information element is data that is used to describe a file.
The Metadata information element is coded as shown in Figure 15.2.y-1 and Table 15.2.y-1.

The Metadata information element is a type 6 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Metadata IEI
	octet 1

	Length of Metadata contents
	octet 2

	
	octet 3

	
	octet 4

	Metadata contents
	

	
	octet n


Figure 15.2.y-1: Metadata information element

Table 15.2.y-1: Metadata information element

	Metadata is contained in octet 4 to octet n; Max value of 65535 octets.

	

	Metadata contains a concatenation of the following data:


- fileselector (which is a concatenation of filename, filesize, filetype and hash)


- file-date (which is set to creation”, “modification” or “read” with a date/time, to 




indicate date/time file was created, last modified or last read)

- file-availability (set to a date and time that the file is available until)
The file-selector is encoded as shown in the "file-selector-attr" ABNF specified in IETF RFC 5547 [x].

The file-date is encoded as shown in the "file-date-attr" ABNF specified in IETF RFC 5547 [x].
The file-availability is encoded as 
file-availability = "file-availability:" date-time






;date-time is defined in IETF RFC 5322 [y]


	


* * * End Changes * * * *

