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1. Introduction

The contribution introduces media plane procedures for on-network standalone SDS over media plane – client procedures.
2. Reason for Change

Requirements and procedures in 3GPP TS 23.582
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.582 v0.2.0.

* * * First Change * * * *
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* * * Next Change * * * *

6.x
General

6.x.1
Handling of MIME bodies in MSRP SEND messages
The MCData client and MCData server shall support several MIME bodies in MSRP SEND requests as specified in IETF RFC 4975 [r4975];
When the MCData client or the MCData server sends a MSRP SEND that contains more than one MIME body, the MCData client or the MCData server:

1)
shall, as specified in IETF RFC 2046 [r2046], include one Content-Type header field with the value set to multipart/mixed and with a boundary delimiter parameter set to any chosen value;

2)
for each MIME body:

a)
shall insert the boundary delimiter;

b)
shall insert the Content-Type header field with the MIME type of the MIME body; and

c)
shall insert the content of the MIME body;

3)
shall insert a final boundary delimiter; and

When the MCData client or the MCData server sends an MSRP SEND containing only one MIME body, the MCData client or the MCData server:

1)
shall include a Content-Type header field set to the MIME type of the MIME body; and

2)
shall insert the content of the MIME body.
* * * Next Change * * * *

6.1.1
Standalone SDS via media plane

Editor's note: The procedures in this subclause are preliminary and will require updates.

* * * Next Change * * * *

6.1.1.2
Procedures for the originating client

6.1.1.2.1
Handling MSRP connection














Upon receiving an indication to establish MSRP connection for standalone SDS using media plane as the originating client, the MCData client:
1.
shall act as an MSRP client according to IETF RFC 6135 [r6135];

2.
shall act either as an active endpoint or as an passive endpoint to open the transport connection based on the SDP answer received in the SIP 200, according to IETF RFC 6135 [r6135];

3.
shall establish the MSRP connection according to the MSRP connection parameters in the SDP answer received in the SIP 200 response according to IETF RFC 4975 [r4975];

4.
shall send an empty MSRP SEND request to bind the MSRP connection to the MSRP session from the perspective of the passive endpoint according to the rules and procedures of IETF RFC 4975 [r4975] and IETF RFC 6135 [r6135];

On receiving MSRP 200 response to the MSRP SEND request, the MCData client: 
1)
shall generate a SDS SIGNALLING PAYLOAD as specified in subclause 6.1.1.2.1;
2)
shall generate a SDS DATA PAYLOAD as specified in subclause 6.1.1.2.2;
3)
shall include the SDS SIGNALLING PAYLOAD and SDS DATA PAYLOAD in an MSRP SEND request as specified in subclause 6.1.1.2.3; and

4)
shall send the MSRP SEND request on the established MSRP connection.
If MSRP chunking is not used then on receipt of a 200 response, the MCData client shall terminate the SIP session as specified in 3GPP TS 24.282 [8];
If MSRP chunking is used, the MCData client:

1)
shall send further MSRP SEND requests containing SDS DATA PAYLOAD as necessary.
2)
shall wait for a 200 response to each MSRP SEND request sent; and

3)
on receipt of the last 200 response shall terminate the SIP session as specified in 3GPP TS 24.282 [8].
On receiving a non-200 MSRP response to the MSRP SEND request, the MCData client:

1)
if there are further MSRP chunks to send, shall abort transmission of these further  MSRP chunks;

2)
shall indicate to MCData user that the SDS message could not be sent; and

3)
shall terminate the SIP session as specified in 3GPP TS 24.282 [8].
6.1.1.2.2
Generate signalling paylod

When generating a signalling payload, the MCData client:

1.
shall generate a SDS SIGNALLING PAYLOAD message as defined in 3GPP TS 24.282 [8]. In the SDS SIGNALLING PAYLOAD message, the MCData client:

a.
may include and set the Disposition request type IE to:
i.
"DELIVERY", if only delivery disposition is requested;

ii.
"READ", if only read disposition is requested; or

iii.
"DELIVERY AND READ", if both delivery and read dispositions are requested;

b.
shall set Date and time IE to current UTC time;

c.
shall set Conversation ID IE to a universally unique message ID generated as per IETF RFC 4122 [r4122];

d.
shall set Message ID IE to a universally unique message ID generated as per IETF RFC 4122 [r4122];

e.
if indicated that the SDS message is in reply to another SDS message then, shall include the Reply ID IE set to the message identifier of the indicated SDS message; and
f.
if indicated that the target recipient of the SDS message is an application then, shall set Application Identifier IE to the application identifier.
6.1.1.2.3
Generate data payload

When generating a data payload, the MCData client:

1.
shall generate a SDS DATA PAYLOAD message as defined in 3GPP TS 24.282 [8]. In the SDS DATA PAYLOAD message, the MCData client:
a.
shall set Number of payloads IE to the total number of payloads being sent; and
b.
for each payload, shall include Payload IE. In the Payload IE:
i.
shall set Payload content type to "TEXT", or "BINARY" or "HYPERLINKS" according to the payload type; and
ii.
shall set Payload data IE to actual payload.

6.1.1.2.4
Generate MSRP SEND

The MCData client shall take the procedures in subclause 6.x.1 into consideration when generating MSRP SEND messages.
The MCData client shall generate MSRP SEND requests according to IETF RFC 4975 [r4975].
When generating an MSRP SEND request containing an SDS SIGNALLING PAYLOAD message and an SDS DATA PAYLOAD message, the MCData client 
1.
shall set To-Path header according to the MSRP URI(s) received in the answer SDP;

2.
shall set the first content type as Content-Type = "application/vnd.3gpp.mcdata-signalling";

3.
shall set the first body of the MSRP SEND request to the generated SDS SIGNALLING PAYLOAD message;
4.
shall set the second Content-Type as "application/vnd.3gpp.mcdata-payload"; and
5.
shall set the second body of the MSRP SEND request to the generated SDS DATA PAYLOAD message.
When generating an MSRP SEND request containing only an SDS DATA PAYLOAD message, the MCData client:

1.
shall set To-Path header according to the MSRP URI(s) received in the answer SDP;
2.
shall set the Content-Type as "application/vnd.3gpp.mcdata-payload"; and
3.
shall set the body of the MSRP SEND request to the generated SDS DATA PAYLOAD message;
When generating an MSRP SEND request containing only an SDS SIGNALLING PAYLOAD, the MCData client.
1.
shall set To-Path header according to the MSRP URI(s) received in the answer SDP;
2.
shall set the Content-Type as "application/vnd.3gpp.mcdata-signalling"; and
3.
shall set the body of the MSRP SEND request to the generated SDS SIGNALLING PAYLOAD message.
6.1.1.3
Procedures for the terminating client

6.1.1.3.1
Handling MSRP connection











Upon receiving an indication to establish MSRP connection for standalone SDS using media plane as the terminating client, the MCData client:

1.
shall act as an MSRP client according to IETF RFC 6135 [r6135];

2.
shall act either as an active endpoint or as an passive endpoint to open the transport connection based on the SDP offer received in the SIP 200, according to IETF RFC 6135 [r6135];

3.
shall establish the MSRP connection according to the MSRP connection parameters in the SDP offer received in the SIP INVITE request according to IETF RFC 4975 [r4975];

4.
shall send an empty MSRP SEND request to bind the MSRP connection to the MSRP session from the perspective of the passive endpoint according to the rules and procedures of IETF RFC 4975 [r4975] and IETF RFC 6135 [r6135];
5.
on receipt of an MSRP request in an MSRP session, shall follow the rules and procedures defined in IETF RFC 4975 [r4975] and in IETF RFC 6714 [r6714];
6.
If an MSRP SEND request indicates the use of chunking, the MCData Client shall wait until all further MSRP SEND requests for the remaining chunks have been received and shall reassemble the entire set of MSRP requests into the MCData standalone message before delivering the content to the application; and
7.
shall handle the received content as described in subclause 6.1.1.3.1.
6.1.1.3.2
Handling received content and disposition requests
The MCData client: 
1)
shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body;
Editor's Note: the SDS Signalling payload should be peer-peer protected. 
2)
shall decode the contents of the application/vnd.3gpp.mcdata-payload MIME body;

3)
if the SDS SIGNALLING PAYLOAD message contains a new Conversation ID, shall instantiate a new conversation with the Message ID in the SDS SIGNALLING PAYLOAD identifying the first message in the conversation thread;

4)
if the SDS SIGNALLING PAYLOAD message contains an existing Conversation ID and:

a)
if the SDS SIGNALLING PAYLOAD message does not contain an InReplyTo Message ID, shall use the Message ID in the SDS SIGNALLING PAYLOAD to identify a new message in the existing conversation thread; and

b)
if the SDS SIGNALLING PAYLOAD message contains an InReplyTo Message ID, shall associate the message to an existing message in the conversation thread as identified by the InReplyTo Message ID in the SDS SIGNALLING PAYLOAD and use the Message ID in the SDS SIGNALLING PAYLOAD to identify the new message;

5)
shall identify the number of Payload IEs  in the DATA PAYLOAD message from the Number of Payloads IE in the DATA PAYLOAD message;

6)
if the SDS SIGNALLING PAYLOAD message does not contain an Application identifier IE:

a)
shall determine that the payload contained in the DATA PAYLOAD message is for user consumption 

b)
may notify the MCData user; and

c)
shall render the contents of the Payload IE(s) to the MCData user; and

7)
if the SDS SIGNALLING PAYLOAD message contains an Application identifier IE:

a)
shall determine that the payload contained in the DATA PAYLOAD message is not for user consumption,

b)
shall not notify the MCData user;
c)
if the Application identifier value is unknown, shall discard the SDS message; and

d)
if the Application identifier value is known, shall deliver the contents of the Payload IE(s) to the identified application; and
8.
if SDS Disposition request type IE is present in the SDS SIGNALLING PAYLOAD message received in subclause 6.1.1.3.1 then, shall send a disposition notification as described in 3GPP TS 24.282 [8] subclause 12.2.2.1;

Editor's Note: End-to-end encryption mechanisms are FFS.
