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Abstract:
In incoming LS C1-171293/R2-1702441, RAN2 brought to CT1's attention some of RAN2s preliminary agreements w.r.t access control mechanisms for New Radio (NR). This paper looks further into those RAN2 (preliminary) agreements and perform some analysis on what those agreements mean to CT1 and also looks into some of the questions on feasibility of applying those RAN2 agreements in CT1 as asked in RAN2's LS.
1.
General

In the LS C1-171293/R2-1702441, RAN2 indicated the following agreements on access barring and access control mechanism for 5G NR:-
· to aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE

· that the unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios

· to aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR.

To meet these aims and to get to a unified way to manage access control, RAN2 further considers
a framework where the each access attempt is mapped onto an “access category” based on e.g.: 
-
the application triggering the access

-
services (e.g. MMTEL voice, MMTEL video, SMS)

-
call types (e.g. emergency access, high priority access)

-
device/subscription indicators (e.g. low priority UEs)

-
signalling procedure(s) (e.g. NAS procedures, RRC procedures)
-
etc.

The understanding then is that the access barring information broadcasted will be in relation to "access category" and that

The UE performs the subsequent access barring check taking only the above-mentioned “access category” into account. In other words, the access barring check and the corresponding barring parameters are unified.
This paper set out to discuss, from a CT1 perspective, if it is technically feasible for the NAS to map access attempts to access category and how and where the "unification" of access barring checks is better done.
In LS C1-171293/R2-1702441, RAN2 also asked CT1 the following:-

1. Whether it is possible for upper layer (application layer or Non-Access Stratum) to correctly identify each access attempt so that it can be mapped onto a corresponding access category
2. Whether determination of access categories can have the same meaning regardless of different network operators, i.e., standardized values. However, definition of operator-specific access categories in addition to the standardized ones may be further discussed.

3. The feasibility of applying this unified access barring mechanism in network slices scenario.
In the course of examining the technical feasibility of mapping access attempts to access categories, this paper will also seek to answer or at least discuss the points within the questions raised by RAN2.

2.
Discussion & Analysis

2.1
Points to note about the RAN2 agreements
In the agreements mentioned by RAN2, one notes:-
a) RAN2 is aiming for one single way (a unified way) to perform access control and no longer have piecemeal solutions like in LTE where on top of the basis LTE access class barring (ACB) were added further access control for EAB, and then for ACDC and then exceptions for certain MMTel services.
b) The single (unified) access barring method is to be forward compatible.
Further note:
In our understanding, it is RAN2's wish that the 'unification' of checks – and thus the unified method – resides in the Access Stratum.
c) That access barring mechanism applies to "all RRC states in NR". This means the chosen method applies also to Connected state (RRC_Connected) and not just as currently done, for Idle state (RRC_Idle).

Further note: 
In our understanding, RRC_INACTIVE is included in "all RRC states in NR". However, it is FFS in RAN2 on the modelling of RRC_INACTIVE (e.g. whether it is defined as a new RRC state or as a substate of RRC_CONNECTED or as a substate of RRC_IDLE). This RAN2 FFS should however, not affect CT1 as CT1 considers UE is either in IDLE or in CONNECTED.
Further note:
Currently the only service related access attempt subject to access control in connected mode is SSAC. For SSAC, means are in place for the application layers to interface directly with the access stratum to realise current access barring control in connected state.
2.2
Mapping to access categories
To the question as to whether an access attempt started by the upper layers can be mapped to an access category, the answer must be that technically it is possible. There are already existing today such (or similar) ways of mapping requests from upper layers (or applications) to certain categories to which lower layers can then match such categories to the indications provided in broadcast channels and thereby perform access checks. ACDC is one such case. 

Indications from upper layers of start and stop of certain MMTEL services is another case where services of certain types (categories) are indicated from the upper layers for the purposes of access control checking – albeit in the case of MMTEL services such indications are to allow override of access barring.
SSAC is yet another case. Although for SSAC that indication does not go through NAS but goes directly from upper layers to lower layers (transparent to NAS).

Note:
SSAC is also the current exception where access control is done when upper layers wants to send uplink data while UE is in connected mode.

So whether through use of Management Object (MO) or population of EF files in USIM/SIM or through a specified table of kinds of request for access mapped to access categories, it is technically feasible to map each access attempt to an access category. And while today indication of access request in connected mode is only supported for SSAC, it is not impossible that in 5G, for UE in connected mode, to provide indications of access categories from upper layers to lower layers for the purpose of access control by lower layers.
· Observation 1:
It is technically feasible to map each access attempt to an access category. 
2.3
Standardising access categories and choice of granularity
Whilst it is technically possible – in our view - to map access attempts to access category, there are unknowns that need to be clarified and questions that need to be answered.
Standardising the mapping of call types, device types/usage, subscription level, signalling (RRC signalling, NAS signalling or IMS signalling (even for or only for IMS registration/re-registration)) should not present too much a hurdle. Similar ways of such principles can be found in today's 24.301, Annex D and in 24.008, Annex L. Also the way SSAC and (certain) MMTEL services are now categorised/indicated to lower layers means mapping these to an access category in a standardised form is possible and is done. However, it is a different story when considering standardising the identification of applications that are in smartphones.
In the time when ACDC was specified, CT1 discussed using OS+Application IDs, APNs and even packet filters to classify ACDC categories, where eventually only OS+Application IDs was chosen and specified in the ACDC MO. For deriving the access category, similar use of OS + Application ID can be used but the questions that arose when working on ACDC (back in Rel-13) will still be valid and those (and probably more new ones) are:-
a) Given that "OS" and "applications" is not that which is within the specification domain of 3GPP 
(i.e these "OS" are e.g. Android and iOS and the "applications" are what a user can download from some commercial server e.g. Play Store), 
can the OS + Application ID for each and every application of different smartphones be standardised and thus can be commonly applied by all 3GPP operators?
Note: 
ACDC was specified in Rel-13 and is not extensively deployed and in that way, the operator(s) who deploy it can enforce their 'numbering and tagging' of smartphone applications. 
b) If such mapping to access categories cannot be standardised then applying access categories to access barring control in roaming cases becomes a problem. Access attempts of inbound roamers and access attempts of home users will be treated differently and uniform control cannot be performed.
This is a known weakness of the ACDC solution, i.e that applying ACDC access control today to inbound roamers does not work well for home operators.

c) Apart from what is said in b), another shortfall of the current ACDC solution is that home operators cannot differentiate access attempts of inbound roamers inline with different roaming agreements. 
E.g. Operators A cannot allow better service to inbound Operator B's users because A and B have 'special relationship' roaming agreements against inbound roamers of Operator C or D where only roaming agreements for 'cheaper' level of services have been strucked.
d) Apart from what is said in b), standardising a mapping of access categories will mean predictable uniformity but it will also reduce flexibility in that all Operators must use the same mapping and one could not set one's favourite applications a different access category to ensure better treatment at access attempts.
e) Many applications have a variety of usage after initial access. E.g. a HTTP based application makes an access attempt, but is it at time of access and later in connected mode for HTTP browsing or for HTTP streaming or vice-versa.

f) Does discriminating applications and services by natural of the kind/type of applications and service contravene rules on Net Neutrality?

· Observation 2:
While it is technically possible to map each access attempt to an access category, the granularity of that mapping to enable effective access barring control and checks is FFS.

· Observation 3: 
It is not for CT1 to decide if Operators can standardize "access category" mapped from applications and services that are no defined within 3GPP. SA1 might be the better WG to consult. Along with that SA1 is better placed to consider if mapping to an "access category" for access attempts is within Net Neutrality guidelines and if such mapping is flexible enough to meet any operators with different roaming agreements.

· Observation 4:
Just as standardising a mapping of access attempts to access categories will allow a predicted and uniform access barring checks, it also reduces flexibility in that different Operator service deployments could require different mappings of access categories.
2.4
Duration of validity (particularly when in connected mode)

If access category is also to be used for access attempts checking when UE is in connected mode, one should give due consideration to the duration of validity of the mapping to access category once that has been determined, say at time of initial request for access.
When making an access attempt for MMTEL services or for SSAC, such services are very specific and have specific pattern of usage, e.g. there will be a lot of user plane activity for a fixed duration. There is a START and STOP indication from upper layers. The same for SMS services, it is of fixed 'pattern' and it has a clear start and stop and duration. Such clear usage 'pattern' cannot be said of most other smartphone applications. But consider a user starts an application to check and received updates on traffic conditions. In between start and stop the 'pattern' of usage is not as predictable. Again taking the example of an HTTP application, during the time the access is up there is not a way to distinguish if over that granted access the application is doing HTTP browsing versus HTTP streaming.
If access barring checks – particularly in connected mode – is needed for types of applications and services with less predictable usage patterns, we feel unsure if using an access category derived at initial access attempt is a satisfactory solution.
· Observation 5:
The current SSAC indications and START / STOP indications for ACDC and for MMTEL services represent a very deterministic usage 'pattern' for a duration of time. It cannot be ensured that all other mapped to access categories will have this same clear deterministic usage pattern. 
2.5
On unifying access barring checks and corresponding barring parameters
RAN2 indicated in their LS that 

The UE performs the subsequent access barring check taking only the above-mentioned “access category” into account. In other words, the access barring check and the corresponding barring parameters are unified.
From this our understanding is that the actual checking of whether a request for an access is barred or not barred will be done by the lower layers, checking such access category against the broadcasted " barring parameters ". To the extent of that understanding, we do fully agree that such unification of checks has to be done at the lower layers. So it is like today, where NAS and/or the upper layers provide that indications of ACDC category, SSAC, EAB indications etc to the Access Stratum (AS) and with those indication, the AS checks against broadcasted information and decide if a request for access is allowed or barred.

However, is "access category" the only piece of information that NAS has to provide to lower layers? Is "RRC establishment cause" and "Call types" no longer necessary in the unified 5G NR access barring checks? We do not know but at least considering that at present RRC establishment cause is used beyond the Radio Access Network (i.e RRC establishment cause is passed over to the Core Network), we believe it is safe to assume that at least RRC establishment cause will have to be maintained, although maybe in a way different from currently specified in 24.301 / 36.331.
· Observation 6:
It works well for NAS that the unification of access barring checks reside in the Access Stratum. 
· Observation 7:
It is FFS whether the present indications of RRC establishment cause and Call Types will need to be provided to Access Stratum upon request for access.
2.6
Access categorization for access attempts related to network slicing

It is very early for CT1 to say much of how network slicing will be like. As things progresses further in Stage 2, that then is a better time to feedback to RAN2.

However, even then, we consider that if for one application or one established session/PDN connection, each and every access attempt for radio resources by that application or session can be for different 'slice' of network, then it will be very difficult to determine the access category for each of that attempt as it will change in an undetermined way. If however, a network slice of service remains the same for one application or even same for one PDN connection then determining an access category for that slice of network seems feasible. 
· Observation 8:
CT1 is not presently able to judge or provide feedback on whether RAN2's work towards a unified access barring mechanism is applicable to network slicing.
Perhaps – if an early assessment is needed, SA2's views should be sought.
3.
Conclusion and proposed way forward

To the question from RAN2 on 
1. Whether it is possible for upper layer (application layer or Non-Access Stratum) to correctly identify each access attempt so that it can be mapped onto a corresponding access category
considering Observation 1, 2, 4 and 5, we propose the following answer:-

· It is technically possible to map each access attempt by upper layers to a corresponding access category but

· the granularity of such mapping and thus the effect to services that can be denied access, is FFS

· while such an access category can be provided when UE transition from IDLE mode or when UE is in connected mode, the duration that that access category is valid for connected mode is hard to determine if (or as) the traffic usage of the initiating application can vary.
To the question from RAN2 on 
2. Whether determination of access categories can have the same meaning regardless of different network operators, i.e., standardized values. However, definition of operator-specific access categories in addition to the standardized ones may be further discussed.

considering Observation 3 and 4, we propose the following answer:-

· SA1 is better placed to answer whether access categories can be standardised. However, CT1 observed that a fixed or standardised mapping of access categories does reduce flexibility in that certain Operators wishing to give certain applications a more advantageous weighting at access attempts might be limited from doing so.

To the question from RAN2 on 

3. The feasibility of applying this unified access barring mechanism in network slices scenario.
given that CT1 is in very early stages of its 5G work, it would be better to direct the question to SA2.

To all these proposed answers to RAN2, CT1 should also indicate to RAN2 that CT1 considers that there are still many FFS items related to mapping of access attempts to access categories and that the answers given are preliminary and will be updated as CT1's work progresses.
In providing the preliminary answers to RAN2, CT1 should :-

· ask RAN2 to clarify if the use of "access category" is in place of "RRC establishment cause" and "Call Types" or is it along with these other two indications.

· confirm to RAN2 that in CT1's view, in the direction of unifying the mechanism of access barring checks, it is in CT1 view that any such unification is done at the Access Stratum and that the NAS will not be the entity performing and enforcing such access barring controls.

