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1. Introduction

SA1 completed the Rel-14 REAR (Remote UE access via relay UE) work item and specified the related requirements in TS 22.011 [1]-[3].
Also, RAN2 has been working the Rel-15 study item on FS_feD2D_IoT_relay_wearable (Further Enhancements to LTE Device to Device, UE to Network Relays for IoT and Wearables) [4] and SA2 has been the Rel-15 study item on FS_REAR (Study on architecture enhancements to ProSe UE-to-Network Relay) [5].
This paper aims at discussing the feasibility and UE impacts of the access control for REAR.
2. Discussion

2.1 Stage 1 requirement on access control for REAR
SA1 specified the access control for Indirect 3GPP communications in TS 22.011 subclause 4.3.6. 

Based on SA1 requirements, Evolved ProSe UE-to-Network Relay shall support ACB, ACB-skip, EAB, SSAC and ACDC.
However, UE shall support ACB, ACB-skip and SSAC mandatorily but for EAB and ACDC, if UE is configured EAB or ACDC, then UE shall support EAB or ACDC. Therefore, there can be some mismatch scenarios of supporting access control mechanisms between Evolved ProSe Remote UE and Evolved ProSe UE-to-Network Relay.

This issue can be addressed during the Evolved ProSe UE-to-Network Relay discovery or selection procedure and it should be further discussed in SA2 and RAN2.
Observation 1: How to fulfil this requirement (i.e. Evolved ProSe Remote UE and Evolved ProSe UE-to-Network Relay shall support ACB, ACB-skip, EAB, SSAC and ACDC) should be further discussed in SA2 and RAN2.
In addition, according to SA1 requirement, there are two features on the access control for REAR.
(1) Access control parameters broadcast by the serving cell where the Evolved ProSe UE-to-Network Relay is camped on or connected to shall be used
(2) All access control mechanisms related information of the Evolved ProSe Remote UE shall be used (i.e. Access Class, the type of access attempt for ACB and SSAC, EAB/overriding EAB configuration, and ACDC category of the Evolved ProSe Remote UE shall be used) 

Access control check can be performed in the Evolved ProSe Remote UE or in the Evolved ProSe UE-to-Network Relay or in combination of both but regardless of who performs the access control check, two features above shall be applied.
Observation 2: Regardless of who performs the access control check, the following two features shall be applied for REAR. 
(1) Access control parameters broadcast by the serving cell where the Evolved ProSe UE-to-Network Relay is camped on or connected to shall be used.
(2) All access control mechanisms related information of the Evolved ProSe Remote UE shall be used (i.e. Access Class, the type of access attempt for ACB and SSAC, EAB/overriding EAB configuration, and ACDC category of the Evolved ProSe Remote UE shall be used). 

2.2 UE impacts on the access control mechanism for REAR
In the SA1’s LS C1-170884/S1-170362 [1], SA1 left CT1 and RAN2 to decide the detailed access control mechanism.
Basically, there are three approaches to the access control mechanism for REAR.

(1) Evolved ProSe Remote UE based approach:
In this approach, the Evolved ProSe Remote UE should acquire the access control parameters from the Evolved ProSe UE-to-Network Relay. It can be done via the broadcast channel/message or dedicated channel/message. Afterwards, Evolved ProSe Remote UE performs the access control check based on the configured access control related information and acquired access control parameters. It seems there are no mismatch issues of access control mechanisms related information between Evolved ProSe Remote UE and Evolved ProSe UE-to-Network Relay.
(2) Evolved ProSe UE-to-Network Relay based approach:
Strictly considering SA1 requirements, the Evolved ProSe Relay should obtain the access control mechanisms related information of the Evolved ProSe Remote UE to perform the access control check. It can be done via the broadcast channel/message or dedicated channel/message. Also, there can be mismatch issues of access control mechanisms related information mechanisms between Evolved ProSe Remote UE and Evolved ProSe UE-to-Network Relay. This issue can be addressed during the Evolved ProSe UE-to-Network Relay discovery or selection procedure. Otherwise, this additional issue should be solved in Evolved ProSe UE-to-Network Relay.
Moreover, the Evolved ProSe UE-to-Network Relay cannot perform SSAC check of Evolved ProSe Remote UE since SSAC is basically performed by IMS layer of the UE. So, for SSAC, it should be desirable for Evolved ProSe Remote UE to perform SSAC always.
(3) In combination of both:
Considering SSAC, Evolved ProSe Remote UE should perform SSAC at least while Evolved ProSe UE-to-Network Relay can perform other access control checks. If so, for SSAC, the Evolved ProSe Remote UE should acquire the SSAC related parameters from the Evolved ProSe UE-to-Network Relay. For other access control mechanisms, the Evolved ProSe Relay should obtain the access control mechanisms related information of the Evolved ProSe Remote UE to perform the access control check.
This approach increases both UEs’ complexity and signalling overhead to share the access control related information. 
2.3 Evaluation of Access Control mechanisms for REAR
Table 1. Evaluation of Access Control mechanisms for REAR
	
	Characteristics
	Pros
	Cons

	Evolved ProSe Remote UE
	- Acquire the access control parameters from the Evolved ProSe UE-to-Network Relay 
	- There are no mismatch issues of access control mechanisms related information between Evolved ProSe Remote UE and Evolved ProSe UE-to-Network Relay
	- Acquiring the access control parameters from the Evolved ProSe UE-to-Network Relay would be burden

	Evolved ProSe UE-to-Network Relay UE
	- Obtain the access control mechanisms related information of the Evolved ProSe Remote UE to perform the access control check
	- There is no burden to acquire the access control parameters from the Evolved ProSe UE-to-Network Relay
	- There can be mismatch issues of access control mechanisms related information mechanisms between Evolved ProSe Remote UE and Evolved ProSe UE-to-Network Relay
- The Evolved ProSe UE-to-Network Relay cannot perform SSAC check of Evolved ProSe Remote UE

	In combination of both
	- For SSAC, the Evolved ProSe Remote UE should acquire the SSAC related parameters from the Evolved ProSe UE-to-Network Relay 

- For other access control mechanisms, the Evolved ProSe Relay should obtain the access control mechanisms related information of the Evolved ProSe Remote UE to perform the access control check
	N/A
	- Increases both UEs’ complexity and signalling overhead to share the access control related information


As shown above, strictly considering the SA1 requirement, Evolved ProSe Remote UE based approach should be the reasonable access control mechanism for REAR.
Definitely, the feedback and input from SA2 and RAN2 need to be provided and considered about this issue before make the decision on the access control mechanism for REAL. Currently, however, there are a lot of issues and aspects to be discussed and solved for REAR work item in SA2 and RAN2. It would be hard to expect their related agreements and inputs to proceed the related works in CT1.
Proposal 1: Strictly considering the SA1 requirement, Evolved ProSe Remote UE based approach should be the reasonable access control mechanism for REAR.

Proposal 2: The feedback and input from SA2 and RAN2 need to be provided and considered about this issue before make the decision on the access control mechanism in order to proceed the related works in CT1.
3. Conclusion

In summary, we proposes the followings for access control mechanism for REAR.

Observation 1: How to fulfil this requirement (i.e. Evolved ProSe Remote UE and Evolved ProSe UE-to-Network Relay shall support ACB, ACB-skip, EAB, SSAC and ACDC) should be further discussed in SA2 and RAN2.
Observation 2: Regardless of who performs the access control check, the following two features shall be applied for REAR. 

(1) Access control parameters broadcast by the serving cell where the Evolved ProSe UE-to-Network Relay is camped on or connected to shall be used.
(2) All access control mechanisms related information of the Evolved ProSe Remote UE shall be used (i.e. Access Class, the type of access attempt for ACB and SSAC, EAB/overriding EAB configuration, and ACDC category of the Evolved ProSe Remote UE shall be used). 

Proposal 1: Strictly considering the SA1 requirement, Evolved ProSe Remote UE based approach should be the reasonable access control mechanism for REAR.
Proposal 2: The feedback and input from SA2 and RAN2 need to be provided and considered about this issue before make the decision on the access control mechanism in order to proceed the related works in CT1.
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