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2. Reason for Change

TS 23.501 v0.3.1 contains stage-2 requirements on the 5G QoS model in subclause 5.7.

There is no stage-3 solution for those stage-2 requirements yet.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.890 v0.0.0.
* * * Change * * *
10.4.x
Coding

10.4.x.1
QoS rules
Editor's note: FFS whether the QFI is 8 bits long or longer.
Editor's note: Split of QFI code points to a standardized range and a non-standardized range is FFS.
The purpose of the QoS rules information element is to provide the QoS rules of a PDU session.

The QoS rules is a type 6 information element with a minimum length of 3 octets and a maximum length of 65538 octets.
The QoS rules information element is coded as shown in figure 10.4.x.1-1 and table 10.4.x.1-1.
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	QoS rules IEI
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Figure 10.4.x.1-1: QoS rules information element
Table 10.4.x.1-1: QoS rules information element
	QoS rule (octet 4 etc)
The contents of QoS rule are coded as shown in figure 10.4.x.1-2 and table 10.4.x.1-2.



	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of QoS rule contents
	octet 1

	QFI
	octet 2

	5QI
	octet 3

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	RQI
	octet 4

	Derived QoS rule precedence
	octet 5

	Packet filter list
	octet 6
octet x

	Maximum flow bit rate for uplink
	octet x+1*
octet x+2*

	Maximum flow bit rate for downlink
	octet x+3*
octet x+4*

	Guaranteed flow bit rate for uplink
	octet x+5*
octet x+6*

	Guaranteed flow bit rate for downlink
	octet x+7*
octet x+8*


Figure 10.4.x.1-2: QoS rule
Table 10.4.x.1-2: QoS rule
	Length of QoS rule contents (octet 1)

Length of QoS rule contents field contains the binary coded representation of total length of all fields of QoS rule as shown in figure 10.4.x.1-2, not including the octet 1.

Octets x+1 to x+8 are optional. If octet x+1 is included, then octets x+2 to x+8 shall also be included.



	QoS flow id (QFI) (octet 2) 

The QoS flow id field contains a binary coded representation of the QoS flow id of the QoS rule.



	5G QoS indicator (5QI) (octet 3) (see 3GPP TS 23.501 [r23501])

Bits

8 7 6 5 4 3 2 1

In UE to network direction:

0 0 0 0 0 0 0 0

no 5QI requested (NOTE)
In network to UE direction:

0 0 0 0 0 0 0 0

Reserved

In UE to network direction and in network to UE direction:

0 0 0 0 0 0 0 1

5QI 1

0 0 0 0 0 0 1 0

5QI 2

0 0 0 0 0 0 1 1

5QI 3

0 0 0 0 0 1 0 0

5QI 4

0 0 0 0 0 1 0 1

5QI 5

0 0 0 0 0 1 1 0

5QI 6

0 0 0 0 0 1 1 1

5QI 7

0 0 0 0 1 0 0 0

5QI 8

0 0 0 0 1 0 0 1

5QI 9
0 0 0 0 1 0 1 0



to



Spare

0 1 0 0 0 0 0 0

0 1 0 0 0 0 0 1

5QI 65
0 1 0 0 0 0 1 0

5QI 66
0 1 0 0 0 0 1 1



to



Spare

0 1 0 0 0 1 0 0

0 1 0 0 0 1 0 1

5QI 69
0 1 0 0 0 1 1 0

5QI 70
0 1 0 0 0 1 1 1



to



Spare

0 1 1 1 1 1 1 1

1 0 0 0 0 0 0 0



to



Non-standardized 5QIs

1 1 1 1 1 1 1 0 

1 1 1 1 1 1 1 1

Reserved
The network shall consider all other values not explicitly defined in this version of the protocol as unsupported.

NOTE:
The UE shall use "no 5QI requested" value, if the information element has presence requirement "M" in a message, but the information element does not serve any useful purpose in the specific procedure for which the message is sent.
If the UE receives a 5QI value (excluding the reserved 5QI values) that it does not understand, the UE shall choose a 5QI value from the set of 5QI values defined in this version of the protocol (see 3GPP TS 23.203 [7] and 3GPP TS 29.212 [16B]) and associated with:


-
GBR bearers if the IE includes a Guaranteed flow bit rate value; and


-
non-GBR bearers if the IE does not include a Guaranteed flow bit rate value.

The UE shall use this chosen 5QI value for internal operations only. The UE shall use the received 5QI value in subsequent NAS signalling procedures.

For all non-GBR 5QIs, the maximum flow bit rates and the guaranteed flow bit rates shall be ignored.


	Reflective QoS indication (RQI) (octet 4, bit 1)
Bit
1
0 
Reflective QoS indication not activated.

1 
Reflective QoS indication activated.



	Derived QoS rule precedence (octet 5)
The derived QoS rule precedence field contains the binary coded representation of the precedence value for a QoS rule derived using the UE reflective QoS procedures (see 3GPP TS 23.501 [r23501]).



	Packet filter list (octets 6 to octet x)

The packet filter list field is coded as shown in figure 10.4.x.1-3 and table 10.4.x.1-3.


	Maximum flow bit rate for uplink (octets x+1 to octet x+2)



	Maximum flow bit rate for downlink (octets x+3 to octet x+4)



	Guaranteed flow bit rate for uplink (octets x+5 to octet x+6)



	Guaranteed flow bit rate for downlink (octets x+7 to octet x+8)




Editor's note: coding of Guaranteed flow bit rate for uplink field, Guaranteed flow bit rate for downlink field, Maximum flow bit rate for uplink field and Maximum flow bit rate for downlink field is FFS.
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	0
Spare
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	octet 1

	Packet filter 1
	octet 2

octet w
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	octet w+1
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	...
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octet y

	Packet filter n
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octet z


Figure 10.4.x.1-3: Packet filter list
Table 10.4.x.1-3: Packet filter list
	Operation code (octet 3)

Bits

8 7 6

0 0 0 Reserved
0 0 1 Create new
0 1 0 Delete existing
0 1 1 Add packet filters to existing
1 0 0 Replace packet filters in existing
1 0 1 Delete packet filters from existing
1 1 0 No operation

1 1 1 Reserved

If the operation code is set to "No operation" or "Delete existing", the number of packet filters field shall be set to zero.

Number of packet filters (octet 1, bits 4 to 1) 

The number of packet filters field contains a binary coded representation of the number of the packet filters in the packet filter list.


	Packet filter (octet 2 etc)
The packet filter field is coded as shown in figure 10.4.x.1-4 and table 10.4.x.1-4. 
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	0

Spare
	0

Spare
	Packet filter direction
	Packet filter identifier
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	Packet filter evaluation precedence
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	Length of packet filter contents
	octet 3

	
	Packet filter contents
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octet z


Figure 10.4.x.1-4: Packet filter when the operation code is "create new", or "add packet filters to existing" or "replace packet filters in existing"
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	Packet filter identifier 1
	Octet 4

	
	Spare
	
	

	
	0
	0
	0
	0
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Figure 10.4.x.1-5: Packet filter when the operation code is "delete packet filters from existing"
Table 10.4.x.1-4: Packet filter
	Packet filter direction (octet 1, bits 6 to 5) 

The packet filter direction field indicates for what traffic direction the filter applies:

00 - reserved

01 - downlink only

10 - uplink only

11 - bidirectional



	Packet filter identifier (octet 1, bits 4 to 1) 

The packet filter identifier field is a binary coded representation of the identifier of a packet filter in a QoS rule.


	Packet filter evaluation precedence (octet 2)

The packet filter evaluation precedence field contains the precedence for the packet filter among all packet filters in all QoS rules associated with the PDU session. Higher the value of the packet filter evaluation precedence, lower the precedence of that packet filter is.



	Length of packet filter contents (octet 3)

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents.


	Packet filter contents (octet 4 to octet z)

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter.

The term local refers to the MS and the term remote refers to an external network entity.

Packet filter component type identifier

Bits

8 7 6 5 4 3 2 1 

0 0 0 1 0 0 0 0
IPv4 remote address type

0 0 0 1 0 0 0 1
IPv4 local address type 

0 0 1 0 0 0 0 0
IPv6 remote address type

0 0 1 0 0 0 0 1
IPv6 remote address/prefix length type

0 0 1 0 0 0 1 1
IPv6 local address/prefix length type

0 0 1 1 0 0 0 0
Protocol identifier/Next header type

0 1 0 0 0 0 0 0
Single local port type

0 1 0 0 0 0 0 1
Local port range type

0 1 0 1 0 0 0 0
Single remote port type 

0 1 0 1 0 0 0 1
Remote port range type

0 1 1 0 0 0 0 0
Security parameter index type

0 1 1 1 0 0 0 0
Type of service/Traffic class type

1 0 0 0 0 0 0 0
Flow label type

All other values are reserved.

The description and valid combinations of packet filter component type identifiers in a packet filter are defined in 3GPP TS 23.060 [74] subclause 15.3.2.

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv4 local address type", the packet filter component value field shall be encoded as defined for "IPv4 remote address type".

Both the MS and network indication for support of the Local address in TFTs are required to use this packet filter component.

For "IPv6 remote address type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and a sixteen octet IPv6 address mask field. The IPv6 address field shall be transmitted first.

For "IPv6 remote address/prefix length type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.

This parameter shall be used, instead of IPv6 remote address type, when both the MS and network indication for support of the Local address in TFT are present.

For "IPv6 local address/prefix length type", the packet filter component value field shall be encoded as defined for "IPv6 remote address /prefix length".

Both the MS and network indication for support of the Local address in TFTs are required to use this packet filter component.

NOTE:
Local IP address and mask can be used when IPv6 prefix delegation is used (see 3GPP TS 23.060 [74] subclause  9.2.1.2).

For "Protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

For "Single local port type" and "Single remote port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

For "Local port range type" and "Remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "Security parameter index", the packet filter component value field shall be encoded as four octet which specifies the IPSec security parameter index.

For "Type of service/Traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet Type-of-Service/Traffic Class field and a one octet Type-of-Service/Traffic Class mask field. The Type-of-Service/Traffic Class field shall be transmitted first.

For "Flow label type", the packet filter component value field shall be encoded as three octet which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.




Editor's note: FFS whether packet filter component types related to "Ethernet" or "unstructure" PDU types are needed.
10.4.x.2
PDU session aggregate maximum bit rate
The purpose of the PDU session aggregate maximum bit rate information element is to indicate the initial Session-AMBR when the UE establishes a PDU session or to indicate the new Session-AMBR if it is changed by the network.

The PDU session aggregate information element is coded as shown in figure 10.4.x.2-1 and table 10.4.x.2-1.

The PDU session aggregate is a type 4 information element with a length of 6 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	PDU session aggregate IEI
	octet 1

	Length of PDU session aggregate contents
	octet 2

	Session-AMBR for downlink
	octet 3
octet 4

	Session-AMBR for uplink
	octet 5

octet 6


Figure 10.4.x.2-1: PDU session aggregate information element

Table 10.4.x.2-1: PDU session aggregate information element

	Session-AMBR for downlink (octet 3 to octet 4)
Session-AMBR for uplink (octet 5 to octet 6)



Editor's note: coding of Session-AMBR for downlink field and Session-AMBR for uplink field is FFS.
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