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7.2.2A
Liveness check

If the UE supports the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute as specified in subclause 8.2.4.2 and the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute as specified in subclause 8.2.4.2 was included in the CFG_REPLY configuration payload within the IKE_AUTH response message received in subclause 7.2.2 the UE shall set the timeout period for the liveness check to the value of the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute.

If the UE does not support the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute as specified in subclause 8.2.4.2 or the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute as specified in subclause 8.2.4.2 was not included in the CFG_REPLY configuration payload within the IKE_AUTH response message received in subclause 7.2.2 then:

1)
if the upper layers have indicated the timeout period for the liveness check associated with the IKEv2 authentication and security association, the UE shall use the timeout period for the liveness check indicated by the upper layers; and
2)
if the upper layers have not indicated the timeout period for the liveness check associated with the IKEv2 authentication and security association, the UE shall use the pre-configured value of the timeout period for liveness check.

NOTE:
The timeout period is pre-configured in the UE in implementation-specific way.
If the UE has not received any cryptographically protected IKEv2 or IPSec message for the duration of the timeout period for liveness check, the UE shall send an INFORMATIONAL request with no payloads as per IETF RFC 5996 [28]. If an INFORMATIONAL response is not received, the UE shall deem the IKEv2 security association to have failed.
***** Change *****
7.2.2C
NAT keep alive handling
If the UE supports the NAT traversal as specified in IETF RFC 5996 [28], the UE determines that it is behind a NAT as specified in IETF RFC 5996 [28], the upper layers have indicated the NAT keep alive time associated with the IKEv2 authentication and security association, and the UE has not sent an IPSec message, an IKEv2 message or a NAT-keepalive packet for the duration of the NAT keep alive time indicated by the upper layers, the UE shall send a NAT-keepalive packet as specified in IETF RFC 3948[r3948].
***** Change *****
7.4.1C
NAT keep alive handling

Void.
