Page 1



3GPP TSG-CT WG1 Meeting #102
C1-170559
Dubrovnik (Croatia), 13-17 February 2017
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.481
	CR
	0004
	rev
	-
	Current version:
	13.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Corrections to elements, identifiers, names, steps, and labels

	
	

	Source to WG:
	US Department of Commerce

	Source to TSG:
	C1

	
	

	Work item code:
	MCPTT-CT
	
	Date:
	2017-01-25

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	There are a number of errors that need to be corrected, if the text is to be readable and correctly implementable.

	
	

	Summary of change:
	Correction of element name; completion of explicit request name; correction to use of term; correction of element name; correction of list lettering to avoid possible misreading of missing list item(s); correction when applying TR 21.801, 5.2.5 list labeling; correction of figure and step descriptions.

	
	

	Consequences if not approved:
	GMC subscription proxy procedures will fail (#1) and group regroup creation will fail (#4).

	
	

	Clauses affected:
	6.3.13.3.2.2, 6.3.15.3.1, 6.3.16.2, 7.3.4.3, 7.3.4.5, 7.4.2, A.2.3

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Next change *****
6.3.13.3.2.2
GMC originated subscription proxy procedure
Upon reception of an initial SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI set to own public service identity for performing subscription proxy function of the GMS;
c)
with a P-Asserted-Identity header field not containing an identity listed in the authorized MCPTT server list specified in subclause 6.2.5.1 and not containing an identity listed in the authorized GMS list as specified in subclause 6.2.5.1;

d)
with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-access-token> element;

e)
with an application/resource-lists+xml MIME body; and

f)
with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24 229 [12]), in a P-Asserted-Service header field according to IETF RFC 6050 [14];
the GMS:

a)
if an <EncryptedData> XML tag is included in the application/vnd.3gpp.mcptt-info+xml MIME body and the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/vnd.3gpp.mcptt-info+xml MIME body;

b)
if an <EncryptedData> XML tag is included in the application/resource-lists+xml MIME body and the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/resource-lists+xml MIME body;

c)
shall identify the originating MCPTT ID from <mcptt-access-token> element received in the application/vnd.3gpp.mcptt-info+xml MIME body and shall use the originating MCPTT ID as an authenticated identity when performing the authorization;

d)
if the authenticated identity is not authorized to subscribe to notification of changes of any resource in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps;
e)
act as a notifier according to IETF RFC 5875 [13]. Additionally, if an XCAP URI in the "uri" attribute of the <entry> element of the application/resource-lists+xml MIME body of the initial SIP SUBSCRIBE request identifies:

1)
a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is an MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of the GMS; or

2)
a element of an MCPTT GKTP document as described in subclause 7.7.10 where the group ID is an MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of GMS;


shall perform the procedure in subclause 6.3.13.3.2.4 for each such MCPTT group ID and shall interwork information of received SIP NOTIFY requests in subclause 6.3.13.3.2.4 in SIP NOTIFY requests associated with a subscription created as result of the received initial SIP SUBSCRIBE request.

Upon sending a SIP NOTIFY request associated with a subscription created as result of the received initial SIP SUBSCRIBE request, if the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, the GMS shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT server.

Upon reception of a SIP re-SUBSCRIBE request:

a)
with the Event header field set to xcap-diff; and

b)
with an application/resource-lists+xml MIME body;

the GMS:

a)
if an <EncryptedData> XML tag is included in the application/resource-lists+xml MIME body of the received SIP re-SUBSCRIBE request and the CSK was received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/resource-lists+xml MIME body; and

b)
act as a notifier according to IETF RFC 5875 [13]. Additionally, if an XCAP URI in the "uri" attribute of the <entry> element of the application/resource-lists+xml MIME body of the SIP re-SUBSCRIBE request identifies:

1)
a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is an MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of the GMS; or

2)
a element of an MCPTT GKTP document as described in subclause 7.7.10 where the group ID is an MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of GMS;


and for which there is no related subscription established according to the subclause 6.3.13.3.2.4, shall perform the procedure in subclause 6.3.13.3.2.4 for each such MCPTT group ID and shall interwork information of received SIP NOTIFY requests in subclause 6.3.13.3.2.4 in SIP NOTIFY requests associated with a subscription created as result of the received initial SIP SUBSCRIBE request.

***** Next change *****
6.3.15.3.1
Procedure of GMS owning the temporary MCPTT group

Upon reception of an HTTP DELETE request with Request-URI with an XCAP URI identifying a group document of a temporary MCPTT group, the GMS:

a)
for each constituent MCPTT group indicated in the group document indicated by Request-URI:

1)
shall send an HTTP DELETE request. In the HTTP DELETE request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID as specified in subclause 7.2.10.2, where the group ID is set to the MCPTT group ID of the constituent MCPTT group;

ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group, such that the "temporary-MCPTT-group-ID" attribute of the <on-network-regrouped> element contains the temporary MCPTT group ID of the temporary MCPTT group;

iii)
if the MCPTT group ID of the constituent MCPTT group is owned by the MCPTT provider of the GMS, with the XCAP root URI of the MCPTT provider of the GMS; and

iv)
if the MCPTT group ID of the constituent MCPTT group is owned by an MCPTT provider other than the MCPTT provider of the GMS, with XCAP root URI derived using the group ID routing database as specified in subclause 6.2.5.2 and the MCPTT group ID of the constituent MCPTT group; and

B)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS.

Upon reception of an HTTP response to all sent HTTP DELETE requests, the GMS shall remove the group document of the temporary MCPTT group and shall send an HTTP 2xx response to the received HTTP DELETE request.

***** Next change *****
6.3.16.2
Group management client (GMC) procedures

In order to retrieve a group document excluding group members, a GMC shall send an HTTP POST request according to procedures specified in IETF RFC 2616 [21] and subclause 6.2.3. In the HTTP POST request, the GMC:

a)
shall set the Request-URI to XCAP URI of the group document addressed by a group ID; and

b)
shall include an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting retrieval of a group document excluding group members specified in subclause 7.3.4.2.
Upon reception of an HTTP 2xx response to the HTTP POST request such that the HTTP 2xx response contains a MIME body of the MIME type specified in subclause 7.2.6, the GMC shall consider the MIME body as the group document excluding group members.

***** Next change *****
7.3.4.3
GMOP document requesting group regroup creation

The GMOP document requesting group regroup creation is a GMOP document according to subclause 7.3.3.1, where the <request> element includes a <group-regroup-creation> element specified in subclause 7.3.3.
The <group-regroup-creation> element:

a)
shall include an <group> element specified in subclause 7.2.4; and

b)
may include an <anyExt> element specified in subclause 7.3.3.
***** Next change *****
7.3.4.5
GMOP document requesting group regroup notification

The GMOP document requesting group regroup notification is a GMOP document according to subclause 7.3.3.1, where the <request> element includes a <group-regroup-notification> element specified in subclause 7.3.3.

The <group-regroup-notification> element:

a)
shall include an <on-network-regrouped> element specified in subclause 7.2.4; and
b)
may include an <anyExt> element specified in subclause 7.3.3.

***** Next change *****
7.4.2
Group key transport payload structure

The group key transport payload is an I_MESSAGE as specified in IETF RFC 3830 [16] containing a GMK or an MKFC, with additional fields as specified in IETF RFC 6509 [18], composed with the following clarification:

a)
the common header payload specified in IETF RFC 3830 [16] is included and the CSB_ID field of the common header payload:

1)
for transport of the GMK, contains GUK-ID as specified in 3GPP TS 33.179 [15]; and

2)
for transport of the MKFC, contains MKFC-ID as specified in 3GPP TS 33.179 [15];

b)
the timestamp payload specified in IETF RFC 3830 [16] is included and the TS type field of the timestamp payload is set to 'NTP-UTC';

c)
the RAND payload specified in IETF RFC 3830 [16] is included;

d)
if MCPTT identifiers are not protected, the IDRi payload specified in IETF RFC 6509 [18] is included and:

1)
the ID type field of the IDRi payload is set to the 'URI';

2)
if the originator of the I_MESSAGE is the GMS, the ID data field of the IDRi payload is set to the GMS's URI, consisting of the HTTP URI identifying the directory of the application unique ID as specified in subclause 7.2.3 under the XCAP root URI; and

3)
if the originator of the I_MESSAGE is an MCPTT server, the ID data field of the IDRi payload is set to the MCPTT server's URI;

e)
if MCPTT identifiers are protected, the ID payload with role indicator specified in IETF RFC 6043 [17] is included and:

1)
the ID role field of the ID payload is set to the 'IDRuidi' as specified in subclause 7.5.2;

2)
the ID type field of the ID payload is set to the 'Byte string';

3)
if the originator of the I_MESSAGE is the GMS, the ID data field of the ID payload is set to the UID generated from the GMS's URI as specified in 3GPP TS 33.179 [15], consisting of the HTTP URI identifying the directory of the application unique ID as specified in subclause 7.2.3 under the XCAP root URI; and

4)
if the originator of the I_MESSAGE is an MCPTT server, the ID data field of the ID payload is set to the MCPTT server's URI;

f)
if MCPTT identifiers are not protected, the IDRr payload specified in IETF RFC 6509 [18] is included and:

1)
the ID type field of the IDRr payload is set to the 'URI';

2)
if an MCPTT user is targeted, the ID data field of the IDRr payload is set to the MCPTT ID of the targeted MCPTT user;

3)
if an constituent MCPTT group is targeted, the ID data field of the IDRr payload is set to the MCPTT Group ID of the targeted constituent MCPTT group; and

4)
if an MCPTT server is targeted, the ID data field of the IDRr payload is set to the MCPTT server's URI;

g)
if MCPTT identifiers are protected, the ID payload with role indicator specified in IETF RFC 6043 [17] is included and:

1)
the ID role field of the ID payload is set to the 'IDRuidr' as specified in subclause 7.5.2;

2)
the ID type field of the ID payload is set to the 'Byte string';

3)
if an MCPTT user is targeted, the ID data field of the ID payload is set to the UID generated from the MCPTT ID of the targeted MCPTT user;

4)
if an constituent MCPTT group is targeted, the ID data field of the ID payload is set to the UID generated from the MCPTT Group ID of the targeted constituent MCPTT group; and

5)
if an MCPTT server is targeted, the ID data field of the ID payload is set to the MCPTT's server URI;

h)
the IDRkmsi payload specified in IETF RFC 6509 [18] is included and:

1)
the ID type field of the IDRkmsi payload is set to the 'URI';

2)
if the originator of the I_MESSAGE is the GMS, the ID data field of the IDRkmsi payload is set to the URI of the MCPTT KMS used by the group management server; and

3)
if the originator of the I_MESSAGE is an MCPTT server, the ID data field of the IDRkmsi payload is set to the URI of the MCPTT KMS used by MCPTT server;
i)
the IDRkmsr payload specified in IETF RFC 6509 [18] is included and:

1)
the ID type field of the IDRkmsr payload is set to the 'URI';

2)
if an MCPTT user is targeted, the ID data field of the IDRkmsr payload is set to the URI of the MCPTT KMS used by targeted MCPTT user;

2)
if an constituent MCPTT group is targeted, the ID data field of the IDRkmsr payload is set to the URI of the MCPTT KMS used by targeted constituent MCPTT group; and

3)
if an MCPTT server is targeted, the ID data field of the IDRkmsr payload is set to the URI of the MCPTT KMS used by the MCPTT server;

j)
the SAKKE payload specified in IETF RFC 6509 [18] is included and:

1)
the SAKKE params field of the SAKKE payload is set to 'Parameter Set 1';

2)
the ID scheme field of the SAKKE payload is set to 'MCPTT-ID-scheme' as specified in subclause 7.5.3; and

3)
the SAKKE data field of the SAKKE payload contains the GMK or MKFC specified in 3GPP TS 33.179 [15];

k)
the SIGN payload specified in IETF RFC 6509 [18] is included and the S type field of the SIGN payload is set to the 'ECCSI';

l)
the security policy payload specified in IETF RFC 3830 [16] can be included;

m)
the general extension payload specified in IETF RFC 3830 [16] with the type field set to the 'GMK-or-MKFC-associated-parameters' as specified in subcaluse 7.5.4 is included and the data field of the general extension payload contains the associated parameters of GMK or MKFC as specified in 3GPP TS 33.179 [15] figure E.6.1-1; and

n)
the General extension payload specified in IETF RFC 3830 [16] with the type field set to the 'SAKKE-to-self' as specified in subcaluse 7.5.4 can be included and the data field of the general extension payload contains a SAKKE payload specified in IETF RFC 6509 [18]. In the SAKKE payload included in the general extension payload:

1)
the SAKKE params field of the SAKKE payload is set to 'Parameter Set 1';

2)
the ID scheme field of the SAKKE payload is set to 'MCPTT-SAKKE-to-self-ID-scheme' as specified in subclause 7.5.3; and

3)
the SAKKE data field of the SAKKE payload contains the GMK or MKFC specified in 3GPP TS 33.179 [15].

***** Next change *****
A.2.3
GMC performing a temporary MCPTT group formation of two MCPTT groups to be combined

Figure A.2.3-1 shows a flow for a group management client GMC-1 performing formation of a temporary MCPTT group by combination of two MCPTT groups to be combined.

The temporary MCPTT group is identified by the temporary MCPTT Group ID sip:groupT@MCPTTSP1.example.com and is being created in GMS-1 under the groupdocumentT.xml document name.

The temporary MCPTT group is a pre-arranged MCPTT group.

The GMK is required to confidentiality and integrity protect media for calls on the temporary MCPTT group. Both confidentiality protection and integrity protection of floor control signalling are required for calls on the temporary MCPTT group. Multicast bearers are used for floor controlling signalling for the temporary MCPTT group requiring that an MKFC is used to protect multicast floor control signalling.

One MCPTT group to be combined is identified by the MCPTT Group ID sip:groupA@MCPTTSP1.example.com and is owned by GMS-1.

The other MCPTT group to be combined is identified by the MCPTT Group ID sip:groupB@MCPTTSP2.example.com and is owned by GMS-2.

The GMS-1 is configured with the group ID routing database stating:

-
the XCAP Root URI of sip:groupB@MCPTTSP2.example.com is http://xcap.MCPTTSP2.example.com/path2; and

-
the public service identity for accessing documents of the MCPTT provider of sip:groupB@MCPTTSP2.example.com is sip:gms.MCPTTSP2.example.com.

The GMS-2 is configured with the group ID routing database stating:

-
the XCAP Root URI of sip:groupT@MCPTTSP1.example.com is http://xcap.MCPTTSP1.example.com/path1; and

-
the public service identity for accessing documents of the MCPTT provider of sip:groupT@MCPTTSP1.example.com is sip:gms.MCPTTSP1.example.com.
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Figure A.2.3-1: GMC performing a temporary MCPTT group formation of two MCPTT groups to be combined
The details of the flows are as follows:

1)
GMC-1 sends an HTTP POST request with the GMOP document requesting group regroup creation shown in table A.2.3-1 to the GMS-1.

Table A.2.3-1: 1. HTTP POST (GMOP document requesting group regroup creation)

	POST http://xcap.MCPTTSP1.example.com/path1/org.openmobilealliance.groups/users/sip:department1@example.com/groupdocumentT.xml HTTP/1.1
Host: xcap.MCPTTSP1.example.com
Content-Type: application/g.3gpp.GMOP+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>
<gmop:document

  xmlns="urn:oma:xml:poc:list-service"
  xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
  xmlns:cp="urn:ietf:params:xml:ns:common-policy"
  xmlns:ocp="urn:oma:xml:xdm:common-policy"
  xmlns:oxe="urn:oma:xml:xdm:extensions"
  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:gmop="urn:3gpp:ns:mcpttGMOP:1.0"

  >

  <gmop:request>

    <gmop:group-regroup-creation>

      <group>
        <list-service uri="sip:groupT@MCPTTSP1.example.com">
          <mcpttgi:on-network-invite-members>true</mcpttgi:on-network-invite-members>
          <oxe:supported-services>
           <oxe:service enabler="urn:urn-7:3gpp-service.ims.icsi.mcptt">
            <oxe:group-media>
             <mcpttgi:mcptt-speech/>
            </oxe:group-media>
           </oxe:service>
          </oxe:supported-services>
          <mcpttgi:on-network-temporary>

            <mcpttgi:constituent-MCPTT-group-IDs>

              <mcpttgi:constituent-MCPTT-group-ID>sip:groupA@MCPTTSP1.example.com</mcpttgi:constituent-MCPTT-group-ID>
              <mcpttgi:constituent-MCPTT-group-ID>sip:groupB@MCPTTSP2.example.com</mcpttgi:constituent-MCPTT-group-ID>

            </mcpttgi:constituent-MCPTT-group-IDs>

          </mcpttgi:on-network-temporary>
        </list-service>
      </group>

    </gmop:group-regroup-creation>

  </gmop:request>

</gmop:document>


2)
GMS-1 authorizes the request as specified in subclause 6.3.14.3.1 and sends HTTP POST request with the GMOP document requesting group regroup check.

3)
GMS-1 sends HTTP POST request with the GMOP document requesting group regroup check to GMS-2 as shown in table A.2.3-3.

Table A.2.3-3: 3. HTTP POST (GMOP document requesting group regroup check)

	POST http://xcap.MCPTTSP2.example.com/path2/org.openmobilealliance.groups/global/byGroupID/sip:groupB@MCPTTSP2.example.com/~~/group/list-service/mcpttgi:on-network-regrouped%5b@temporary-MCPTT-group-ID=%22sip:groupT@MCPTTSP1.example.com%22%5d?xmlns(mcpttgi=urn:3gpp:ns:mcpttGroupInfo:1.0) HTTP/1.1
Host: xcap.MCPTTSP2.example.com
X-3GPP-Asserted-Identity: sip:gms.MCPTTSP1.example.com
Content-Type: application/g.3gpp.GMOP+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>

<gmop:document

  xmlns="urn:oma:xml:poc:list-service"
  xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
  xmlns:cp="urn:ietf:params:xml:ns:common-policy"
  xmlns:ocp="urn:oma:xml:xdm:common-policy"
  xmlns:oxe="urn:oma:xml:xdm:extensions"
  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:gmop="urn:3gpp:ns:mcpttGMOP:1.0"

  >

  <gmop:request>

    <gmop:group-regroup-check>

      <mcpttgi:on-network-regrouped

        temporary-MCPTT-group-ID="sip:groupT@MCPTTSP1.example.com"
        temporary-MCPTT-group-requestor="sip:user1@MCPTTSP1.example.com"
      >
        <mcpttgi:constituent-MCPTT-group-IDs>

          <mcpttgi:constituent-MCPTT-group-ID>sip:groupA@MCPTTSP1.example.com</mcpttgi:constituent-MCPTT-group-ID>

          <mcpttgi:constituent-MCPTT-group-ID>sip:groupB@MCPTTSP2.example.com</mcpttgi:constituent-MCPTT-group-ID>
        </mcpttgi:constituent-MCPTT-group-IDs>

      </mcpttgi:on-network-regrouped>

      <protect-media>true</protect-media>

      <protect-floor-control-signalling>true</protect-floor-control-signalling>

      <require-multicast-floor-control-signalling>true</require-multicast-floor-control-signalling>
    </gmop:group-regroup-check>

  </gmop:request>

</gmop:document>


4)
GMS-1 authorizes the request as specified in subclause 6.3.14.3.2 and responds with a HTTP 200 (OK) response to the HTTP POST request.

5)
GMS-2 authorizes the request as specified in subclause 6.3.14.3.2 and responds with a HTTP 200 (OK) response to the HTTP POST request.

6)
GMS-1 sends HTTP POST request with the GMOP document requesting group regroup notification.

7)
GMS-1 sends HTTP POST request with the GMOP document requesting group regroup notification to GMS-2 as shown in table A.2.3-7.

Table A.2.3-7: 7. HTTP POST (GMOP document requesting group regroup notification)

	POST http://xcap.MCPTTSP2.example.com/path2/org.openmobilealliance.groups/global/byGroupID/sip:groupB@MCPTTSP2.example.com/~~/group/list-service/mcpttgi:on-network-regrouped%5b@temporary-MCPTT-group-ID=%22sip:groupT@MCPTTSP1.example.com%22%5d?xmlns(mcpttgi=urn:3gpp:ns:mcpttGroupInfo:1.0) HTTP/1.1
Host: xcap.MCPTTSP2.example.com
X-3GPP-Asserted-Identity: sip:gms.MCPTTSP1.example.com
Content-Type: application/g.3gpp.GMOP+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>

<gmop:document

  xmlns="urn:oma:xml:poc:list-service"
  xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
  xmlns:cp="urn:ietf:params:xml:ns:common-policy"
  xmlns:ocp="urn:oma:xml:xdm:common-policy"
  xmlns:oxe="urn:oma:xml:xdm:extensions"
  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:gmop="urn:3gpp:ns:mcpttGMOP:1.0"

  >

  <gmop:request>

    <gmop:group-regroup-notification>

      <mcpttgi:on-network-regrouped

        temporary-MCPTT-group-ID="sip:groupT@MCPTTSP1.example.com"

        temporary-MCPTT-group-requestor="sip:user1@MCPTTSP1.example.com"
      >
        <mcpttgi:constituent-MCPTT-group-IDs>

          <mcpttgi:constituent-MCPTT-group-ID>sip:groupA@MCPTTSP1.example.com</mcpttgi:constituent-MCPTT-group-ID>

          <mcpttgi:constituent-MCPTT-group-ID>sip:groupB@MCPTTSP2.example.com</mcpttgi:constituent-MCPTT-group-ID>
        </mcpttgi:constituent-MCPTT-group-IDs>

        <protect-media>true</protect-media>

        <protect-floor-control-signalling>true</protect-floor-control-signalling>

        <require-multicast-floor-control-signalling>true</require-multicast-floor-control-signalling>
      </mcpttgi:on-network-regrouped>

    </gmop:group-regroup-notification>
  </gmop:request>

</gmop:document>


8)
GMS-1 authorizes the request as specified in subclause 6.3.14.3.2, place the <on-network-regrouped> element of the GMOP document requesting group regroup notification of the HTTP POST request at the location identified by the Request-URI of the received HTTP POST request and responds with a HTTP 200 (OK) response to the HTTP POST request.

9)
GMS-2 authorizes the request as specified in subclause 6.3.14.3.2, place the <on-network-regrouped> element of the GMOP document requesting group regroup notification of the HTTP POST request at the location identified by the Request-URI of the received HTTP POST request and responds with a HTTP 200 (OK) response to the HTTP POST request.

10)
GMS-1 creates the temporary MCPTT group document so that it is accessible using the XCAP URIs


http://xcap.MCPTTSP1.example.com/path1/org.openmobilealliance.groups/users/sip:department1@MCPTTSP1.example.com/groupdocumentT.xml

and

http://xcap.MCPTTSP1.example.com/path1/org.openmobilealliance.groups/global/byGroupID/sip:groupT@MCPTTSP1.example.com.


GMS-1 also creates the MCPTT GKTP document at http://xcap.MCPTTSP1.example.com/path1/org.3gpp.MCPTT-GKTP/global/byGroupID/sip:groupT@MCPTTSP1.example.com
11)
GMS-1 accepts the HTTP POST request with HTTP 200 (OK) response. The HTTP 200 (OK) response includes the GMOP document with group regroup creation response.

12)
GMS-1 subscribes to changes of the <GKTPs> element of MCPTT-GKTP document of the temporary MCPTT group, is notified about the current state and updates the MCPTT-GKTP document for the MCPTT group with sip:groupA@MCPTTSP1.example.com MCPTT Group ID.

13)
GMS-2 subscribes to changes of the <GKTPs> element of MCPTT-GKTP document of the temporary MCPTT group as shown in table A.2.3-11.

Table A.2.3-13: 13. SIP SUBSCRIBE request

	SUBSCRIBE sip:gms.MCPTTSP1.example.com SIP/2.0

...

Accept: application/xcap-diff+xml

Event: xcap-diff; diff-processing=no-patching

Content-Type: multipart/mixed;boundary="xyz"

P-Asserted-Identity: sip:gms.MCPTTSP2.example.com

Content-Length: ...

--xyz

Content-Type: application/resource-lists+xml

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists">

  <list>

    <entry uri="org.3gpp.MCPTT-GKTP/global/byGroupID/sip:groupT@MCPTTSP1.example.com/~~/group/list-service/mgktp:GKTPs?xmlns(mgktp=urn:3gpp:ns:mcpttGKTP:1.0)"/>

  </list>

</resource-lists>

--xyz

Content-Type: application/vnd.3gpp.mcptt-info+xml

<?xml version="1.0" encoding="UTF-8"?>

<mcptt-info>

  <mcptt-Params>

    <mcptt-calling-group-id>sip:groupB@MCPTTSP2.example.com</mcptt-calling-group-id>

  </mcptt-Params>

</mcptt-info>

--xyz--


14)
GMS-1 authorizes the SIP SUBSCRIBE request and accepts it with SIP 200 (OK) response.

15)
GMS-1 sends a SIP NOTIFY request with the content of the <GKTPs> element of MCPTT-GKTP document of the temporary MCPTT group as shown in table A.2.3-13.

Table A.2.3-15: 15. SIP NOTIFY request

	NOTIFY XXX SIP/2.0

...

Event: xcap-diff

Content-Type: application/xcap-diff+xml

Content-Length: ...

<?xml version="1.0" encoding="UTF-8"?>

<d:xcap-diff xmlns:d="urn:ietf:params:xml:ns:xcap-diff" xcap-root="http://xcap.MCPTTSP1.example.com/path1">

  <d:element sel="org.3gpp.MCPTT-GKTP/global/byGroupID/sip:groupT@MCPTTSP1.example.com/~~/group/list-service/mgktp:GKTPs?xmlns(mgktp=urn:3gpp:ns:mcpttGKTP:1.0)">

    <mgktp:GKTPs>

      <mgktp:GMK-GKTPs>

        <mgktp:GKTP id="1">AAA</mgktp:GKTP>

      </mgktp:GMK-GKTPs>

      <mgktp:MKFC-GKTPs>

        <mgktp:GKTP id="1">BBB</mgktp:GKTP>

      </mgktp:MKFC-GKTPs>

    </mgktp:GKTPs>

  <d:element>

</d:xcap-diff>


16)
GMS-2 accepts the SIP NOTIFY request with SIP 200 (OK) response and updates the MCPTT-GKTP document for the MCPTT group with sip:groupB@MCPTTSP2.example.com MCPTT Group ID.
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