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***** Next change *****
6.2.8.1.4
Receiving a SIP 2xx response to a SIP request for a priority call

In the procedures in this subclause, a priority group call refers to an MCPTT emergency group call or an MCPTT imminent peril group call.

On receiving a SIP 2xx response to a SIP request for a priority group call, the MCPTT client:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted":
a)
shall set the MCPTT client emergency group state of the group to "MEG 2: in-progress" if it was not already set;
b)
if the MCPTT emergency alert state is set to "MEA 2: emergency-alert-confirm-pending" and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated;
c)
shall set the MCPTT emergency group call state to "MEGC 3: emergency-call-granted"; and

d)
shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-capable" and the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; or
2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted" and the SIP 2xx response to the SIP request for an imminent peril group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149":

a)
set the MCPTT imminent peril group call state to "MIGC 3: imminent-peril-call-granted"; and

b)
set the MCPTT imminent peril group state to "MIG 2: in-progress".
***** Next change *****
6.2.8.1.13
Receiving a SIP INFO request in the dialog of a SIP request for a priority group call

This subclause is referenced from other procedures.

Upon receiving a SIP INFO request within the dialog of the SIP request for a priority group call:

-
with the Info-Package header field containing the g.3gpp.mcptt-info package name;

-
with the application/vnd.3gpp.mcptt-info+xml MIME body associated with the info package according to IETF RFC 6086 [54]; and

-
with one or more of the <alert-ind>, <imminentperil> ind and <emergency-ind> elements set in the application/vnd.3gpp.mcptt-info+xml MIME body;
the MCPTT client:
1)
if the MCPTT emergency group call state is set to "MEGC 3: emergency-call-granted":
a)
if the MCPTT emergency alert state is set to "MEA 2: emergency-alert-confirm-pending":

i)
if the <alert-ind> element is set to a value of "false", shall set the MCPTT emergency alert state to "MEA 1: no-alert"; and
ii)
if the <alert-ind> element is set to a value of "true", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated";
2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted":




a)
if the <imminentperil-ind> element is set to a value of "false" and an <emergency-ind> element is set to a value of "true", shall:

i)
set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";

ii)
set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-capable"; and

iii)
set the MCPTT client emergency group state of the group to "MEG 2: in-progress"; and

NOTE 1:
This is the case of an MCPTT client attempting to make an imminent peril group call when the group is in an in-progress emergency group state. The MCPTT client will then receive a notification that the imminent peril call request was denied, however they will be participating at the emergency level priority of the group. This could occur for example when an MCPTT client requests an imminent peril call to a group that they are not currently affiliated with.
NOTE 2:
the MCPTT client emergency group state above is the MCPTT client's view of the in-progress emergency state of the group.
3)
if the SIP request for a priority group call sent by the MCPTT client did not contain an <originated-by> element and if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending":
a)
if the <alert-ind> element contained in the SIP INFO request is set to a value of "true", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

b)
if the <alert-ind> element contained in the SIP INFO request is set to a value of "false", shall set the MCPTT emergency alert state to "MEA 1: no-alert".
