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***********  First Change  ***********
[bookmark: _Toc438051210]5.2.1.x	Policy on access type used for XCAP
The policy on access type used for the XCAP enables HPLMN control of access used for XCAP messages.
The policy on access type used for the XCAP can be set to one of the following values:
a)	any access type;
b)	3GPP accesses only;
c)	EPC via WLAN IP-CAN only;
d)	 Non-seamless WLAN offload only;
e)	3GPP accesses preferred, non-seamless WLAN offload as secondary; and
f)	3GPP accesses preferred, EPC via WLAN IP-CAN as secondary.
The UE may support the policy on access type used for the XCAP.
If the UE supports the policy on access type used for the XCAP:
a)	when the UE needs to send an XCAP request:
1)	if the policy on access type used for the XCAP is set to "any access type", the UE shall send XCAP requests from an IP address associated with a bearer of any access;
2)	if the policy on access type used for the XCAP is set to "3GPP accesses only":
A)	the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y];
B)	if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP; and
C)	if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall not send XCAP request;
3)	if the policy on access type used for the XCAP is set to "EPC via WLAN IP-CAN only":
A)	the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u] and the UE shall attempt to obtain a PDN connection for XCAP as specified in 3GPP TS 24.302 [u], or 3GPP TS 24.244 [v];
B)	if the UE obtains the PDN connection for XCAP, the UE shall send XCAP requests from an IP address associated with the PDN connection for XCAP; and
C)	if the UE cannot obtain the PDN connection for XCAP, the UE shall not send XCAP request;
4)	if the policy on access type used for the XCAP is set to "Non-seamless WLAN offload only":
A)	the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u];
B)	if the UE associates with a WLAN and the WLAN is either untrusted non-3GPP access or the UE established NSWO via TWAN, the UE shall send XCAP requests from an IP address associated with the WLAN; and
C)	if the UE cannot associate with a WLAN or the UE associates with TWAN and NSWO is not available, the UE shall not send XCAP request;
5)	if the policy on access type used for the XCAP is set to "3GPP accesses preferred, non-seamless WLAN offload as secondary":
A)	the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y];
B)	if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP; and
C)	if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP:
i)	the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u];
ii)	if the UE associates with a WLAN and the WLAN is either untrusted non-3GPP access or the UE established NSWO via TWAN, the UE shall send XCAP requests from an IP address associated with the WLAN; and
iii)	if the UE cannot associate with a WLAN or the UE associates with TWAN and NSWO is not available, the UE shall not send XCAP request; and
6)	if the policy on access type used for the XCAP is set to "3GPP accesses preferred, EPC via WLAN IP-CAN as secondary":
A)	the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y];
B)	if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP; and
C)	if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP:
i)	the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u] and the UE shall attempt to obtain a PDN connection for XCAP as specified in 3GPP TS 24.302 [u], or 3GPP TS 24.244 [v];
ii) if the UE obtains the PDN connection for XCAP, the UE shall send XCAP requests from an IP address associated with the PDN connection for XCAP; and
iii)	if the UE cannot obtain the PDN connection for XCAP, the UE shall not send XCAP request; and
b)	the UE may support being configured with the policy on access type used for the XCAP in the AccessForXCAP node of 3GPP TS 24.424 [z].

Editor's note [CR#xxxx, IOC_UE_conf]: Handling of any configuration on UICC related to the policy on access type used for the XCAP is FFS.


 
