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***** First change: Originating PF *****
6.3.2.1.3
Sending an INVITE request on receipt of an INVITE request

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP INVITE request, the participating MCPTT function:

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall include the public service identity of the participating MCPTT function in the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE request;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

7)
if the incoming SIP INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20];

8)
if the incoming SIP INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request to the outgoing SIP INVITE request; and

9)
if the incoming SIP INVITE request contained an application/vnd.3gpp.location-info+xml MIME body, shall copy the contents of the application/vnd.3gpp.location-info+xml MIME body of the incoming SIP INVITE request to the outgoing SIP INVITE request.
6.3.2.1.4
Sending an INVITE request on receipt of a REFER request

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP REFER request, the participating MCPTT function:

1)
shall include in the SIP INVITE request all header fields included in the headers portion of the SIP URI contained in the <entry> element of the application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field in the incoming SIP REFER request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall include the public service identity of the participating MCPTT function in the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" into the Contact header field of the outgoing SIP INVITE request;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request; and

7)
shall include in the SIP INVITE request the option tag "tdialog" in a Supported header field according to the rules and procedures of IETF RFC 4538 [23];

8)
shall include in the SIP INVITE request an SDP offer as specified in subclause 6.3.2.1.1.2 based upon: 
a)
the SDP negotiated during the pre-established session establishment and any subsequent pre-established session modification; and

b)
the SDP offer (if any) included in the"body" URI parameter of the SIP-URI contained in the <entry> element of the application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field in the incoming SIP REFER request for a pre-established session;
9)
shall determine if the SIP REFER request is regarded as being received with an implicit floor request;

a)
if according to subclause 6.4, the SIP REFER request is regarded as being received with an implicit floor request, the participating MCPTT function shall include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request; and

b)
if, according to subclause 6.4, the SIP REFER request is regarded as being not received with an implicit floor request, the participating MCPTT function shall not include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request;
10)
shall copy the application/vnd.3gpp.mcptt-info+xml MIME body from the "body" URI header field of the SIP-URI in the application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field of the SIP REFER request, to the outgoing SIP INVITE request;

11)
shall include the <mcptt-calling-user-identity> element set to the MCPTT ID of the calling user in the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request; and
12)
if the incoming SIP REFER request contained an application/resource-lists MIME body in the "body" URI header field of the SIP-URI contained in the <entry> element of an application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field, shall copy the application/resources-lists MIME body in the "body" URI header field to the SIP INVITE request;
***** Next change: Originating PF *****
6.3.2.1.10
Sending a SIP INVITE request on receipt of SIP 3xx response

This subclause is referenced from other procedures.

Upon:

1)
receipt of a SIP INVITE request or SIP REFER request from the MCPTT client;

2)
having sent a SIP INVITE request to the controlling MCPTT function; and

3)
having received a SIP 302 (Moved Temporarily) response from the controlling MCPTT function with:

a)
a Contact header field containing a SIP-URI; and

b)
an application/vnd.3gpp.mcptt-info+xml MIME body with an <mcptt-request-uri> element;
the participating MCPTT function:

1)
shall generate a SIP INVITE request with the Request-URI set to the contents of the Contact header field of the SIP 302 (Moved Temporarily) response;

2)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the original incoming SIP INVITE or SIP REFER request from the MCPTT client;

3)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

4)
shall include the option tag "timer" in the Supported header field;

5)
shall include the public service identity of the participating MCPTT function in the P-Asserted-Identity header field of the outgoing SIP INVITE request;

6)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE request;
7)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the outgoing SIP INVITE request;
8)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

9)
if an SIP INVITE request was received from the client containing an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body of the original incoming SIP INVITE request to the outgoing SIP INVITE request;
10)
if a SIP REFER request was received from the client with a "cid" URL pointing to an application/resource-lists MIME body as specified in IETF RFC 5366 [20] containing SIP-URI with a "body" URI header field containing an application/vnd.3gpp.mcptt-info MIME body, shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body un the INVITE request to the outgoing SIP INVITE request;

11)
shall copy the contents of the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body received in the SIP 302 (Moved Temporarily) response, to the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request;

12)
shall set the <mcptt-calling-user-identity> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request to the MCPTT ID of the calling user that was determined when the participating MCPTT function received the SIP INVITE request or SIP REFER request from the client ; and

13)
if the <session-type> element is received in the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP 3xx response, shall set the <session-type> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request to the value of the <session-type> element received in the SIP 3xx response.
***** Next change: Terminating PF *****
6.3.2.2.5.2
Automatic commencement for On-Demand session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for an on-demand session that requires automatic commencement mode the participating MCPTT function:

1)
if:

a)
the incoming SIP INVITE request contained a Priv-Answer-Mode header field set to the value of "Auto";

b)
no Answer-Mode header field or Priv-Answer-Mode header field were received in the incoming SIP INVITE request and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCPTT client as defined in subclause 7.3.3 or subclause 7.3.4 is set to "auto-answer"; or

c)
the incoming SIP INVITE request contained an Answer-Mode header field set to "Auto" and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCPTT client as defined in subclause 7.3.3 or subclause 7.3.4 is set to "auto-answer";

then:

a)
shall generate a SIP 183 (Session Progress) response to the "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.4.1; and

NOTE:
The SIP 183 (session Progress) response can be sent reliably or unreliably depending on the content of the received SIP INVITE request. Regardless of if the SIP 183 (Session Progress) response is sent reliably or unreliably, SDP is not included in the SIP 183 (Session Progress) response.
b)
shall set the P-Answer-State header field to "Unconfirmed" in the SIP 183 (Session Progress) response;
2)
shall copy the public user identity contained in the Request-URI of the incoming "SIP INVITE request for terminating participating MCPTT function" to the P-Asserted-Identity header field of the SIP 183 (Session Progress) response;
3)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;

4)
shall set the Request-URI to the public user identity associated to the MCPTT ID of the MCPTT user to be invited;

5)
shall perform the procedures specified in subclause 6.3.2.2.9 to include any MIME bodies in the received SIP INVITE request, into the outgoing SIP INVITE request;

6)
shall include the public service identity of the participating MCPTT function in the P-Asserted-Identity header field of the outgoing SIP INVITE request;

7)
if the Priv-Answer-Mode header field is present in the incoming SIP INVITE request with a value of "Auto", shall include a Priv-Answer-Mode header field with the value "Auto" in the outgoing SIP INVITE request. Otherwise, if the Answer-Mode header field is present in the incoming SIP INVITE request, the participating MCPTT function shall include an Answer-Mode header field with the value "Auto" in the outgoing SIP INVITE request;

8)
if no Answer-Mode header field or Priv-Answer-Mode header field were received in the incoming SIP INVITE request and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCPTT client as defined in subclause 7.3.3 or subclause 7.3.4 is set to "auto-answer", shall set the Answer-Mode header field to "Auto" in the outgoing SIP INVITE request;
9)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1;
10)
if the received SIP INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and
11)
shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].

If the SIP 183 (Session Progress) response was sent reliably, then upon receiving a SIP PRACK request, the participating MCPTT function shall generate a SIP 200 (OK) response to the SIP PRACK request and forward the SIP 200 (OK) response, according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the above SIP INVITE request sent to the MCPTT client, the participating MCPTT function:

1)
if the SIP 183 (Session Progress) was sent unreliably, shall send the SIP 200 (OK) response immediately; and

2)
if the SIP 183 (Session Progress) was sent reliably and,
a)
if the SIP PRACK request to the SIP 183 (Session Progress) response has been received by the participating MCPTT function and the SIP 200 (OK) response to the SIP PRACK request has been sent, shall send the SIP 200 (OK) response immediately;

b)
if the SIP PRACK request to the SIP 183 (Session Progress) response has not yet been received, then upon receipt of the SIP PRACK request, the participating MCPTT function shall generate a SIP 200 (OK) response to the SIP PRACK request and forward the SIP 200 (OK) response, according to 3GPP TS 24.229 [4], before sending the SIP 200 (OK) response to the "SIP INVITE request for terminating participating MCPTT function".

When the participating MCPTT function sends the SIP 200 (OK) response to the "SIP INVITE request for terminating participating MCPTT function", the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

5)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].

The participating MCPTT function shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [4].
***** Next change: Terminating PF *****
6.3.2.2.6.2
Manual commencement for On-Demand session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for an on-demand session that requires manual commencement mode the participating MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;

2)
shall set the Request-URI to the public user identity associated to the MCPTT ID of the MCPTT user to be invited;

3)
shall perform the procedures specified in subclause 6.3.2.2.9 to include any MIME bodies in the received SIP INVITE request;
4)
if the Answer-Mode header field is present in the incoming SIP INVITE request, participating MCPTT function, shall include an Answer-Mode header field with the value "Manual";
5)
if no Answer-Mode header field was received in the incoming SIP INVITE request and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCPTT client as defined in subclause 7.3.3 or subclause 7.3.4 is set to "manual-answer", shall set the Answer-Mode header field to "Manual" in the outgoing SIP INVITE request;
6)
shall include the public service identity of the participating MCPTT function in the P-Asserted-Identity header field of the outgoing SIP INVITE request;
7)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1;
8)
if the received SIP INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and
9)
shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 180 (Ringing) response to the above SIP INVITE request, the participating MCPTT function:

NOTE 1:
A SIP 180 (Ringing) response is received from a terminating MCPTT client in the case of a private call.

1)
shall generate a SIP 180 (Ringing) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) response; and
3)
shall forward the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response to the above SIP INVITE request, the participating MCPTT function:

NOTE 2:
A SIP 183 (Session Progress) response can be received from a terminating MCPTT client in the case of a group call.

1)
shall generate a SIP 183 (Session Progress) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 183 (Session Progress) response;

3)
shall include the P-Answer-State header field if received in the incoming SIP 183 (Session Progress) request; and
4)
shall forward the SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP INVITE request sent to the MCPTT client, the participating MCPTT function:

When the participating MCPTT function sends the SIP 200 (OK) response the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;

3)
shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.4; and

5)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].

The participating MCPTT function shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [4].

***** Next change *****
8.4.2.2
Participating MCPTT function initiated

When a participating MCPTT function needs to release a pre-established session as created in subclause 8.2.2, the participating MCPTT function:

1)
shall first release any participants of all MCPTT calls that are using the pre-established session using the procedures as follows. The participating MCPTT function:
a)
shall interact with the media plane as specified in subclause 6.4 in 3GPP TS 24.380 [5];

b)
shall generate a SIP BYE request as specified in 3GPP TS 24.229 [4];



c)
shall send the SIP BYE request toward the controlling MCPTT function, according to 3GPP TS 24.229 [4]; and

d)
shall, upon receiving a SIP 200 (OK) response to the SIP BYE request the terminating MCPTT function shall interact with the media plane as specified in subclause 6.4 in 3GPP TS 24.380 [5];
2)
shall generate a SIP BYE request according to rules and procedures of 3GPP TS 24.229 [4];

3)
shall set the Request-URI of the SIP BYE request to the URI that identifies the pre-established session;

4)
shall send the SIP BYE request towards the MCPTT client within the SIP dialog of the pre-established session according to rules and procedures of the 3GPP TS 24.229 [4]; and

5)
shall, upon receiving a SIP 200 (OK) response to the SIP BYE request interact with the media plane as specified in 3GPP TS 24.380 [5].
***** Next change *****
A.1.3
Signalling flow

The temporary group consists of a group A1 (police), group A2 (police in other town) and a group B (security company in a partner system).

For the mcptt-id-B@mcptt-city1.net the controlling MCPTT function is using the connection model in figure 5.3.2-5.

For the mcptt-id-A3@mcptt-op.gov the controlling MCPTT function is using the connection model in figure 5.3.2-2.

Preconditions:

1)
the temporary group mcptt-group-A-B is already created and all members are affiliated to the group;

2)
this is not an emergency or imminent peril call;

3)
MCPTT client A2 has a pre-established session and the MCPTT services setting for the commencement mode is auto-answer;

4)
MCPTT client A3 has no pre-established session and the MCPTT services setting for the commencement mode is manual-answer;

5)
MCPTT client has no pre-established session and the MCPTT services setting for queueing the commencement mode is auto-answer;

6)
the IMS service provider (ims-op.net) is the same for all groups;

7)
the flow does not consider confidentiality and integrity protection; and

8)
non-controlling model used between the Primary and the partner is the "untrusted" model.
Figure A.1.3-1 shows the signalling flow when the controlling MCPTT function invites the prearranged groups consisting in the temporary group.
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Figure A.1.3-1: Temporary prearranged group call setup

The steps of the flow are as follows:

NOTE 1:
The parameters in the coding parts are only those specified in the normative part of the present document. For information about other parameters, see 3GPP TS 24.229 [4].

1)
SIP INVITE request (MCPTT client A1 to participating MCPTT function A1) - see example in table A.1.3-1

Upon receiving a request from an MCPTT user A1 to establish an MCPTT temporary group session the MCPTT client A1 sends a SIP INVITE request towards the participating MCPTT function A1 according to 3GPP TS 24.229 [4].
Table A.1.3-1: SIP INVITE request (MCPTT client A1 to participating MCPTT function A1)

INVITE sip: pf-A1.ims-op.net SIP/2.0

Accept-Contact: *;+g.3gpp.mcptt;require;explicit,+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt;require;explicit

P-Preferred-Service:urn:urn-7:3gpp-service.ims.icsi.mcptt

Supported: timer
Session-Expires: 3600;refresher=uac

Contact: <sip:[5555::aaa:bbb:ccc:eee]>;g.3gpp.mcptt;g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
P-Preferred-Identity:<sip:userA1@ims-op.net>

Content-Type: multipart/mixed;boundary="boundary1"

--boundary1

Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ccc:eee

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=maxptime:20

i=speech

m=application 3457 udp mcptt fmtp

a=fmtp:MCPTT mc_queueing;mc_implicit_request
--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-group-T@mcptt-op.gov</>

  </mcptt-Params>

</mcpttinfo>

--boundary1—

Request-URI:
Contains the public service identity of the participating MCPTT function serving the MCPTT user.
Accept-Contact:
Contains the g.3gpp.mcptt feature tag.

P-Preferred-Service:
Contains the ICSI for MCPTT.
Contact:
Contains the registered contact and the g.3gpp.mcptt feature tag.
P-preferred-Identity:
Contains the public user identity of the MCPTT user.

mcptt-info:
The application/vnd.3gpp.mcptt-info+xml contains the <mcptt-Params> element with the <session-type> element set to "prearranged" and the <mcptt-request-uri> element set to "mcptt-group-T@mcptt-op.gov".

SDP offer:
Contains a media-level section for the MCPTT speech media stream and a media-level section for the media-floor control entity indicating that  of floor requests is supported ("mc:queueing") and that the SIP INVITE request is an implicit floor request ("mc_implicit_request").
2)
SIP INVITE request (participating MCPTT function A1 to controlling MCPTT function A) - see example in table A.1.3-2

Upon receiving of a "SIP INVITE request for originating participating MCPTT function" containing an application/vnd.3gpp.mcptt-info+xml MIME body with the <session-type> element set to a value of "prearranged", the participating MCPTT function authorizes the MCPTT user to initiate the prearranged group call and since the MCPTT user is authorized, the participating MCPTT function A1 forwards the SIP INVITE request according to 3GPP TS 24.229 [4].

Table A.1.3-2: SIP INVITE request (participating MCPTT function A to controlling MCPTT function A)

INVITE sip: cf-A.ims-op.net SIP/2.0

Accept-Contact:
P-Asserted-Service:

Supported:
Session-Expires:
Contact:
P-Asserted-Identity:<sip:pfA1@ims-op.net>

Content-Type: multipart/mixed;boundary="boundary1"

--boundary1
Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ccc:eef

m=audio 7890 RTP/AVP 97

a=

a=

i=

m=application 7891 udp mcptt
a=

--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-group-T@mcptt-city1.gov</>

    <mcptt-calling-user-id>mcptt-id-A1@mcptt-op.gov</>

  </mcptt-Params>

</mcpttinfo>

--boundary1--

Request-URI:
Updated to include the public service identifier of the MCPTT server owning the mcptt-group-T@mcptt-city1.gov.
mcptt-info:
The application/vnd.3gpp.mcptt-info+xml is updated to include the MCPTT ID of the MCPTT user in the <mcptt-calling-user-id> element. The participating MCPTT function A1 determines the MCPTT-ID using the public user identity to locate the binding formed during service authorisation.

SDP offer:
The SDP offer is updated to include the IP address and port numbers of the participating MCPTT function.
3)
HTTP GET request (controlling MCPTT function A to GMS A)


Upon receipt of the "SIP INVITE request for controlling MCPTT function of an MCPTT group" the controlling MCPTT functions fetches the group document mcptt-group-T@mcptt-op.gov from the GMS A.
4)
HTTP 200 response (GMS A to controlling MCPTT function A)


The GMS A returns the mcptt-group-T@mcptt-op.gov group document and the document indicates that this is a temporary group consisting of mcptt-group-A1@mcptt-op.gov, mcptt-group-B@mcptt-city1.net and mcptt-group-A2@mcptt-op.gov.

5)
HTTP GET request (controlling MCPTT function A to GMS A)

Since the mcptt-id-A1@mcptt-op.gov is affiliated to the mcptt-group-A1@mcptt-op.gov the controlling MCPTT function fetches the group document from GMS A by means of a HTPP GET request as described in 3GPP TS 24.381 [31].

6)
HTTP 200 response (GMS A to controlling MCPTT function B)


The GMS A returns the mcptt-group-A1@mcptt-op.gov group document with the list of group members in a HTTP 200 response as described in 3GPP TS 24.381 [31].


The controlling MCPTT function verifies that the mcptt-id-A1@mcptt-op.gov is authorized to initiate a prearranged group call.


The following steps describe the invitation of the group member mcptt-id-A@mcptt-op.gov using a pre-established session between the participating MCPTT function A2 and MCPTT client A2. Other members can be invited using the same method or using on-demand session signalling.
7)
SIP INVITE request (controlling MCPTT function A to participating MCPTT function A2) - see example in table A.1.3-7


The controlling MCPTT function sends an initial SIP INVITE request towards the participating MCPTT function A2 according to 3GPP TS 24.229 [4].
Table A.1.3-7: SIP INVITE request (controlling MCPTT function A to participating MCPTT function A2)

INVITE sip: pf-A2.ims-op.net SIP/2.0

Accept-Contact: *;+g.3gpp.mcptt;require;explicit,+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt;require;explicit
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mcptt
Supported:timer
Session-Expires:3600

Contact: <sip:session@cf-A@ims-op.net:66350>;g.3gpp.mcptt;isfocus;g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
P-Asserted-Identity:<sip:cf-a@ims-op.net>
Content-Type: multipart/mixed;boundary="boundary1"
--boundary1
Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ddd:aaa

m=audio 23124 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=maxptime:20

i=speech

m=application 23125 udp mcptt fmtp

a=fmtp:MCPTT mc_queueing;

--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-id-A2@mcptt-op.gov</>


<mcptt-calling-group-id>mcptt-group-T@mcptt-op.gov</> 

    <mcptt-calling-user-id>userA1@mcptt-op.gov</>

  </mcptt-Params>

</mcpttinfo>
--boundary1--
Request-URI:
Contains the public service identity of the participating MCPTT function A2 associated to the MCPTT user mcptt-id-A2@mcptt-op.gov.

Contact:
Contains the MCPTT session identity.
P-Asserted-Identity:
Contains the public service identity of the controlling MCPTT function A.

mcptt-info
Is copied from the received INVITE request and updated to include the "mcptt-id-A2@mcptt-op.gov" in the <mcptt-request-uri> element and mcptt-group-T@mcptt-op.gov in the <mcptt-calling-group-id> element.

SDP offer:
The SDP offer is based on the received SDP offer where the IP address and port numbers are replaced with the IP address and port numbers of the controlling MCPTT function. The media-level section for the media-floor control entity is indicating that queueing of floor requests is supported ("mc:queueing").
8)
SIP 200 (OK) response (participating MCPTT function A2 to controlling MCPTT function A) - see example in table A.1.3-8


The participating MCPTT function detects that there is a pre-established session to the MCPTT client A2 where negotiated MCPTT speech media stream parameters and media-floor control entity 'fmtp' attributes matches the incoming SIP INVITE request and that the MCPTT service setting for commencement mode is set to "auto-answer".


The participating MCPTT function A2 sends a SIP 200 (OK) response to the controlling MCPTT function A according to 3GPP TS 24.229 [4].
Table A.1.3-8: SIP 200 (OK) response (participating MCPTT function A2 to controlling MCPTT function A)
SIP/2.0 200 OK

Session-Expires:3600;refresher=uac

Require: timer

P-Asserted-Identity:<sip:userA2@ims-op.net>

Contact: <sip:[5555::aaa:ccc:aaa:bbbb]>; g.3gpp.mcptt;
Supported: tdialog, norefersub, explicitsub, nosub
P-Answer-State:Unconfirmed
Content-Type: multipart/mixed;boundary="boundary1"
--boundary1

Content-Type: application/sdp

Content-Length: (…)

c=IN IP6 5555::aaa:ccc:aaa:bbbb
m=audio 26456 RTP/AVP 97

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=maxptime:20

i=speech

m=application 26457 udp mcptt

a=fmtp:MCPTT mc_queueing
--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>
    <mcptt-called-party-id>mcptt-id-A2@mcptt-op.gov</>
  </mcptt-Params>

</mcpttinfo>

--boundary1—
P-Asserted-Identity:
Contains a public user identity of the sip: userA2@ims-op.net.

Contact:
Contains a URI that identifies the session in the participating MCPTT function A2.

P-Answer-State:
Contains the value "Unconfirmed" to indicate that the participating MCPTT function A2 sent this on behalf of the MCPTT A2.

SDP answer:
The SDP answer is based on the received SDP offer and is updated to IP address and port numbers of the participating MCPTT function A2. The media-floor control entity 'fmtp' attributes includes the "mc_queueing" to indicate that queueing is supported.

9)
SIP ACK request (controlling MCPTT function A to participating MCPTT function A2)

The controlling MCPTT function A acknowledge the SIP 200 (OK) response by means of the SIP ACK request.

10)
MCPC Connect message (participating MCPTT function to MCPTT client B)


Since the MCPTT client B has a pre-established session the participating MCPTT function B uses the pre-established session to invite the MCPTT client B by means of a MCPC Connect messages as described in 3GPP TS 24.380 [5] annex A.

11)
MCPC Acknowledgement message (MCPTT client B to participating MCPTT B)


The MCPTT client B acceptes the invitation and sends an MCCP Acknowledge message as as described in 3GPP TS 24.380 [5] annex A.

12)
SIP 200 (OK) response (controlling MCPTT function A to participating MCPTT function A1) - see example in table A.1.3-12


Upon receiving the SIP 200 (OK) response from the participating MCPTT function A2, the controlling MCPTT function A interacts with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3 and sends the SIP 200 (OK) towards the participating MCPTT function A1 according to 3GPP TS 24.229 [4].
NOTE 2:
When more than one MCPTT user is invited (not done in this example) then when receiving additional SIP 200 (OK) responses from other participating MCPTT functions, the controlling MCPTT function sends the SIP ACK request towards the other participating MCPTT functions and interacts with the media plane as specified in subclause 6.3 i.e. there is no SIP signalling sent towards the MCPTT client A1.

NOTE 3:
If there more than one user in the group, the 200 (OK) response is not sent if the acknowledged timeout value for the group is running if some members of the group are marked as <on-network-required> as specified in 3GPP TS 24.381 [31], and responses are not received from those members.
Table A.1.3-12: SIP 200 (OK) response (controlling MCPTT function A to participating MCPTT function A1)

SIP/2.0 200 OK

Session-Expires:3600;refresher=uac

Require: timer

P-Asserted-Identity:<sip:cf-A.ims-op.net>

Contact: <sip:[5555::aaa:bbb:ddd:bbbb]>; +g.3gpp.mcptt;+g.3gpp.icsi-ref; isfocus

Supported: tdialog, norefersub, explicitsub, nosub

Content-Type: application/sdp

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ddd:bbbb

m=audio 23124 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=maxptime:20

i=speech

m=application 23125 udp mcptt fmtp

a=fmtp:MCPTT mc_queueing;mc_implicit_request
P-Asserted-Identity:
Contains the public user identifier identifying the controlling MCPTT function.

Contact:
Contains the MCPTT session identifier and the g.3gpp.icsi-ref and isfocus media feature tags.

SDP answer:
Contains the SDP answer to the SDP offer received from the participating MCPTT function A2 updated with the IP address and port numbers of the controlling MCPTT function. The media-level section for the media-floor control entity acknowledges that queueing is supported ("mc_queueing") and that the SIP INVITE request is accepted as an implicit floor request.
13)
SIP 200 (OK) response (participating MCPTT function A to MCPTT client A) - see example in table A.1.3-13


The participating MCPTT function A1 interacts with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.4 and sends the SIP 200 (OK) response towards the MCPTT client A1.
Table A.1.3-13: SIP 200 (OK) response (participating MCPTT function A to MCPTT client A1)

SIP/2.0 200 OK

Session-Expires:

Require: 

P-Asserted-Identity:
Contact: 

Resouce-Share: media-sharing; session-initiator; rules="k1::UL"; timestamp=55688
Priority-Share:allowed
Supported: tdialog

Content-Type: application/sdp

Content-Length: (…)

c=IN IP6 5555::aaa:ccc:aaa:bbb
m=audio 7890 RTP/AVP 97

a=

a=

a=

m=application 7891 udp mcptt
a=
Resource-Share:
Contains a new sharing key along with indication that MCPTT speech media can be shared in the uplink (UL) direction. The value "k1" is the key that P-CSCF can use to identify media streams towards MCPTT client A1 that can share media.

Priority-Share:
The Priority-Share header field is set to "allowed" indicating that priority sharing can be applied by IMS.
SDP answer:
Contains the SDP answer received from the controlling MCPTT function updated with the IP address and port numbers of the participating MCPTT function.
14)-15)
SIP ACK request (MCPTT client A1 to controlling MCPTT function A via participating MCPTT function A1)


The MCPTT client A1 acknowledges the receipt of the SIP 200 (OK) response by means of a SIP ACK request. The ACK request is forwarded by the participating MCPTT function A1 to the controlling MCPTT function A.
16)
SIP INVITE request (controlling MCPTT function A to non-Controlling MCPTT function C) - see example in table A.1.3-16


Since the GMS storing the group document of the "mcptt-group-B@mcptt-city1.net" is not available to the controlling MCPTT function A, the controlling MCPTT function A decides to use the non-controlling MCPTT function connectivity model (see figure 5.3.2-5) and sends a SIP INVITE request towards the MCPTT server hosting "mcptt-group-B@mcptt-city1.net" according to 3GPP TS 24.229 [4].

Table A.1.3-16: SIP INVITE request (controlling MCPTT function A to non-Controlling MCPTT function B)

INVITE sip:cf-B.ims-op.net SIP/2.0

Accept-Contact: *;+g.3gpp.mcptt;require;explicit,+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt;require;explicit
P-Asserted-Service:urn:urn-7:3gpp-service.ims.icsi.mcptt
Supported:timer
Session-Expires:3600
Contact: <sip:session@cf-A@ims-op.net:66350>;g.3gpp.mcptt;isfocus;g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
P-Asserted-Identity:<sip:cf-a@ims-op.net>

Content-Type: multipart/mixed;boundary="boundary1"
--boundary1
Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ddd:aaa

m=audio 23124 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=maxptime:20

i=speech

m=application 23125 udp mcptt fmtp

a=fmtp:MCPTT mc_queueing
--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-group-B@mcptt-city1.net</>

    <mcptt-calling-user-id>userA1@mcptt-op.gov</>
    <mcptt-calling-group-id>mcptt-group-T@mcptt-op.gov</>
  </mcptt-Params>

</mcpttinfo>

--boundary1--
Request-URI:
Contains the public service identity of the MCPTT server hosting the "mcptt-group-B@mcptt-city1.net".

Contact:
Contains the MCPTT session identity.
mcptt-info:
Is copied from the received INVITE request and updated to include the "mcptt-group-B@mcptt-city1.net" in the <mcptt-request-uri> element and mcptt-group-T@mcptt-op.gov in the <mcptt-calling-group-id> element.

SDP offer:
Is based on the received SDP offer where the IP address and port numbers are replaced with the IP address and port numbers of the controlling MCPTT function. The media-level section for the media-floor control entity is indicating that queueing is supported ("mc:queueing").
17)
HTTP GET request (controlling MCPTT function A to GMS B)


Since mcptt-group-B@mcptt-city1.net is hosted by the non-controlling MCPTT function B the group document is fetched from GMS B.

The group document are fetched by means of a HTPP GET request as described in 3GPP TS 24.381 [31].
18)
HTTP 200 response (GMS B to controlling MCPTT function B)


The GMS B returns the mcptt-group-B@mcptt-city1.net group document with the list of group members in a HTTP 200 response as described in 3GPP TS 24.381 [31].


The following steps describes the invitation of one group member, mcptt-id-B@mcptt-city1.net, using an on-demand session between the participating MCPTT function B and MCPTT client B. Other members can be invited using the same method or using pre-established session.

19)
SIP INVITE request (non-controlling MCPTT function B to participating MCPTT function B) - see example in table A.1.3-19

The non-controlling MCPTT function B invites the MCPTT user "mcptt-id-B@mcptt-city1.net" to the session by sending and SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [4].

Table A.1.3-19: SIP INVITE request (non-Controlling MCPTT function B to participating MCPTT function B)

INVITE sip: pf-B.ims-op.net SIP/2.0

Accept-Contact:

P-Asserted-Service:

Supported:
Session-Expires:

Contact: <sip:sessionB@cf-B@ims-op.net:45678>;g.3gpp.mcptt; isfocus; g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
P-Asserted-Identity:<sip:cf-b@ims-op.net>
Content-Type: multipart/mixed;boundary="boundary1"
--boundary1
Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ddd:ddd
m=audio 34456 RTP/AVP 97

a=

a=

a=

i=

m=application 34457 udp mcptt

a=fmtp:MCPTT mc_queueing

--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-id-B@mcptt-city1.net</>

    <mcptt-calling-user-id>mcptt-id-A@mcptt-op.gov</>

    <mcptt-calling-group-id>mcptt-group-T@mcptt-op.gov</>
  </mcptt-Params>

</mcpttinfo>

--boundary1--
Contact:
Contains a new MCPTT session identity and can be used by the members to rejoin the session. 

NOTE 4:
The MCPTT session identity received from the controlling MCPTT function A cannot be used since when a member of group mcptt-group-B@mcptt-city1.net rejoins the session, the member shall rejoin the session in the non-controlling MCPTT function B and not the session in the controlling MCPTT function A.
P-Asserted-Identity:
Contains the public service identity of the non-controlling MCPTT function B.

mcptt-info:
The identity of the invited MCPTT user mcptt-id-B@mcptt-city1.net is added.

SDP offer:
The SDP offer is a copy of the received SDP offer updated with the IP address and port numbers of the non-controlling MCPTT function B.

20)
SIP 183 (Session Progress) response (participating MCPTT function B to non-Controlling MCPTT function B) - see example in table A.1.3-20


The participating MCPTT function B sends a SIP 183 (Session Progress) response towards the non-controlling MCPTT function B according to 3GPP TS 24.229 [4].
Table A.1.3-20: SIP 183 (Session Progress) response (participating MCPTT function B non-Controlling MCPTT function B)

SIP/2.0 183 Session Progress
P-Asserted-Identity:
Contact: <sip:[5555::aaa:bbb:ccc:eef]>;+g.3gpp.mcptt;,+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
P-Answer-State:Unconfirmed
P-Answer-State:
Contains the "Unconfirmed" indication acknowledging the automatic commencement mode.
21)
SIP INVITE request (participating MCPTT function B to MCPTT client B) - see example in table A.1.3-21


The participating MCPTT function B sends the SIP INVITE request towards the MCPTT client B according to 3GPP TS 24.229 [4].
Table A.1.3-21: SIP INVITE request (participating MCPTT function B to MCPTT client B)

INVITE sip: userB@ims-op.net SIP/2.0

Accept-Contact:
P-Asserted-Service:
Supported:timer;tdialog
Session-Expires:refresher;uac

Contact:
Resouce-Share: media-sharing; session-receiver; rules="k2::UL"; timestamp=55750
Priority-Share:allowed
P-Asserted-Identity:<sip:pf-b@ims-op.net>
Answer-Mode:Auto
Content-Type: multipart/mixed;boundary="boundary1"
--boundary1
Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ccc:eef
m=audio 16412 RTP/AVP 97

a=

a=

a=

i=

m=application 16413 udp mcptt

a=fmtp:MCPTT mc_queueing
--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>
  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-id-B@mcptt-city1.net</>

    <mcptt-calling-user-id>userA1@mcptt-op.gov</>

    <mcptt-calling-group-id>mcptt-group-T@mcptt-op.gov</>
  </mcptt-Params>

</mcpttinfo>

--boundary1--
Request-URI:
Contains the public user identity of the mcptt-id-B@mcptt-city1.net.

Resource-Share:
Contains a new sharing key along with indication that MCPTT speech media can be shared in the uplink (UL) direction. The value "k2" is the key that P-CSCF can use to identify media streams towards MCPTT client A2 that can share media.

Priority-Share:
The Priority-Share header field is set to "allowed" indicating that priority sharing can be applied by IMS.
Answer-Mode:
The MCPTT service setting is "auto-answer" so the participating MCPTT function includes the value "auto" in the Answer-Mode header field.

SDP offer:
The SDP offer is a copy of the received SDP offer updated with the IP address and port numbers of the participating MCPTT function B.

22)
SIP 200 (OK) response (non-controlling MCPTT function B to controlling MCPTT function A) - see example in table A.1.3-22


Upon receipt of the first SIP 200 (OK) response from the participating MCPTT function B serving the invited MCPTT user B in the prearranged group mcptt-group-C@mcptt-city1.net, the non-controlling MCPTT function interact with the media plane as specified in 3GPP TS 24.380 [5] and sends the SIP 200 (OK) response towards the controlling MCPTT function A in accordance with 3GPP TS 24.229 [4].
NOTE 6:
The non-controlling function translates the SIP 183 (Session Progress) response with a P-Answer-State header field set to "Auto" to a SIP 200 (OK) response only if the non-controlling function supports media-buffering otherwise a SIP 183 (Session Progress) response is sent.
Table A.1.3-22: SIP 200 (OK) response (non-controlling MCPTT function B to controlling MCPTT function A)

SIP/2.0 200 OK

Session-Expires:3600;refresher=uac

Require: timer

P-Asserted-Identity:<sip:cf-B.op.net>

Contact: <sip:[5555::aaa:bbb:ddd:ddd]>; g.3gpp.mcptt;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
Supported: tdialog, norefersub, explicitsub, nosub

Content-Type: application/sdp

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ddd:ddd
m=audio 34456 RTP/AVP 97

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=maxptime:20

i=speech

m=application 34457 udp mcptt

a=fmtp:MCPTT mc_queueing
P-Asserted-Identity
Contains a public service identity identifying the non-controlling MCPTT function B.

Contact
Contains a contact address and the media feature tags g.3gpp.mcptt and g.3gpp.icsi-ref.

SDP
Contains the SDP answer to the SDP offer received from the controlling MCPTT function A. The media-level section for the media-floor control entity acknowledges that queueing is supported ("mc_queueing").

NOTE 5:
The SDP answer is based on the capabilities of the non-controlling MCPTT function and not based on the SIP 200 (OK) response received from the participating MCPTT function.
23)
SIP ACK request (controlling MCPTT function A to MCPTT client B via non-controlling MCPTT function B and participating MCPTT function B)

The controlling MCPTT function acknowledges the receipt of the SIP 200 (OK) response by means of a SIP ACK request.

24)-25)
SIP 200 (OK) response (MCPTT client B to non-controlling MCPTT function B via participating MCPTT function B) - see example in table A.1.3-24


Upon receiving the SIP INVITE request the MCPTT client B accepts the invitation, interacts with the media plane as specified in 3GPP TS 24.380 subclause 6.2 and sends the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
Table A.1.3-24: SIP 200 (OK) response (MCPTT client B to non-controlling MCPTT function B via participating MCPTT function B)

SIP/2.0 200 OK

Session-Expires:3600;refresher=uas
Require: timer
Contact:<sip:[5555::baa:abb:ddd:cccc]>;+g.3gpp.mcptt;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt"
P-Asserted-Identity:<sip:userB@ims-op.net>
Supported: tdialog, norefersub, explicitsub, nosub
P-Answer-State:Confirmed
Content-Type: multipart/mixed;boundary="boundary1"
--boundary1

Content-Type: application/sdp

Content-Length: (…)

c=IN IP6 5555::baa:abb:ddd:cccc

m=audio 62122 RTP/AVP 97

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=maxptime:20

i=speech

m=application 62123 udp mcptt

a=fmtp:MCPTT mc_queueing
--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>
    <mcptt-called-party-id>mcptt-id-B@mcptt-city1.net</>
  </mcptt-Params>

</mcpttinfo>

--boundary1—
Contact:
Contains the registered contact and the g.3gpp.mcptt feature tag.
P-Answer-State:
Contains the value "Confirmed" to indicate that the MCPTT client B sent the response.

SDP answer:
The received SDP offer is accepted and updated with the IP address and port numbers of the MCPTT client B. The MCPTT client B confirms that queueing of floor requests are supported in the 'fmtp' attribute "mc_queueing".

The participating MCPTT function B updates the IP address and port numbers with the IP address and port numbers of the participating MCPTT function B.
26)-27)
SIP ACK request (non-controlling MCPTT function B to MCPTT client B via participating MCPTT function B)

The non-controlling MCPTT function acknowledges the receipt of the SIP 200 (OK) response by means of a SIP ACK request.
28)
SIP INVITE request (controlling MCPTT function A to non-controlling MCPTT function A) – see example in table A.1.3-28


Since the GMS storing the group document of the "mcptt-group-A2@mcptt-op.gov" is not available to the controlling MCPTT function A, the controlling MCPTT function A decides to use the non-controlling MCPTT function connectivity model (see figure 5.3.2-2) and sends a SIP INVITE request towards the MCPTT server hosting "mcptt-group-A2@mcptt-op.gov" in accordance with 3GPP TS 24.229 [4].

Table A.1.3-28: SIP INVITE request (controlling MCPTT function A to non-Controlling MCPTT function A)

INVITE sip: cf-A2.ims-op.net SIP/2.0

Accept-Contact: *;+g.3gpp.mcptt;require;explicit,+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt;require;explicit
P-Asserted-Service:urn:urn-7:3gpp-service.ims.icsi.mcptt
Supported:timer
Session-Expires:3600

Contact: <sip:session@cf-A@ims-op.net:66350>;g.3gpp.mcptt;isfocus;g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
P-Asserted-Identity:<sipcf-a@ims-op.net>
Content-Type: multipart/mixed;boundary="boundary1"
--boundary1
Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ddd:aaa

m=audio 23124 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=maxptime:20

i=speech

m=application 23125 udp mcptt fmtp

a=fmtp:MCPTT mc_queueing

--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-group-A2@mcptt-op.gov</>

    <mcptt-calling-user-id>userA1@mcptt-op.gov</>

    <mcptt-calling-group-id>mcptt-group-T@mcptt-op.gov</>

  </mcptt-Params>

</mcpttinfo>
--boundary1--
Request-URI:
Contains the public service identity of the MCPTT server hosting the "mcptt-group-A2@mcptt-op.gov".

Contact:
Contains the MCPTT session identity.

mcptt-info:
Is copied from the received INVITE request and updated to include the "mcptt-group-A2@mcptt-op.gov" in the <mcptt-request-uri> element and mcptt-group-T@mcptt-op.gov in the <mcptt-calling-group-id> element.

SDP offer:
Is based on the received SDP offer where the IP address and port numbers are replaced with the IP address and port numbers of the controlling MCPTT function. The media-level section for the media-floor control entity is indicating that queueing is supported ("mc:queueing").
29)
HTTP GET request (controlling MCPTT function A to GMS B)


Since mcptt-group-A@mcptt-city1.net is hosted by the non-controlling MCPTT function A the group document is fetched from GMS A2.

The group document is fetched by means of a HTPP GET request as described in 3GPP TS 24.381 [31].
30)
HTTP 200 response (GMS B to controlling MCPTT function B)


The GMS B returns the mcptt-group-A2@mcptt-op.gov group document with the list of group members in a HTTP 200 response as described in 3GPP TS 24.381 [31].


The following steps describes the invitation of one group member, mcptt-id-A@mcptt-op.gov, using an on-demand session between the participating MCPTT function B and MCPTT client B. Other members can be invited using the same method or using pre-established session.

31)
SIP INVITE request (non-controlling MCPTT function A to participating MCPTT function A3) – see example in table A.1.3-31


The non-controlling MCPTT function A invites the MCPTT user mcptt-id-A3@mcptt-op.gov to the session by sending and SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [4].

Table A.1.3-31: SIP INVITE request (non-Controlling MCPTT function A to participating MCPTT function A3)

INVITE sip: pf-A3.ims-op.net SIP/2.0

Accept-Contact:

P-Asserted-Service:

Supported:
Session-Expires:

Contact: <sessionA@cf-A2@ims-op.net61234>;g.3gpp.mcptt; isfocus; g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
P-Asserted-Identity:<sip:cf-A2.ims-op.net>
Content-Type: multipart/mixed;boundary="boundary1"
--boundary1

Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ddd:eee
m=audio 12344 RTP/AVP 97

a=

a=

a=

i=

m=application 12345 udp mcptt

a=fmtp:MCPTT mc_queueing

--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-id-A3@mcptt-op.gov</>

    <mcptt-calling-user-id>mcptt-id-A@mcptt-op.gov</>

    <mcptt-calling-group-id>mcptt-group-T@mcptt-op.gov</>

  </mcptt-Params>

</mcpttinfo>

--boundary1--
Contact:
Contains a new MCPTT session identity and can be used by the members to rejoin the session. 

NOTE 7:
The MCPTT session identity received from the controlling MCPTT function A cannot be used since when a member of group mcptt-group-A2@mcptt-op.gov rejoins the session, the member shall rejoin the session in the non-controlling MCPTT function A and not the session in the controlling MCPTT function A.

P-Asserted-Identity:
Contains the public service identity of the non-controlling MCPTT function A.
mcptt-info:
The identity of the invited MCPTT user mcptt-id-A3@mcptt-op.gov is added.

SDP offer:
The SDP offer is a copy of the received SDP offer updated with the IP address and port numbers of the non-controlling MCPTT function A.
32)
SIP INVITE request (participating MCPTT function A3 to MCPTT client A3) – see example in table A.1.3-32


The participating MCPTT function A3 sends the SIP INVITE request towards the MCPTT client A3 according to 3GPP TS 24.229 [4].
Table A.1.3-32: SIP INVITE request (participating MCPTT function A3 to MCPTT client A3)

INVITE sip: userA3@ims-op.net SIP/2.0

Accept-Contact:

P-Asserted-Service:

Supported:timer;tdialog
Session-Expires:refresher;uac

Contact:

Resouce-Share: media-sharing; session-receiver; rules="k3::UL"; timestamp=32651
Priority-Share:allowed
P-Asserted-Identity:<sip:pf-A3.ims-op.net>
Answer-Mode:Manual
Content-Type: multipart/mixed;boundary="boundary1"
--boundary1
Content-Type: application/sdp 

Content-Length: (…)

c=IN IP6 5555::aaa:ccc:aaa:ccc
m=audio 18412 RTP/AVP 97

a=

a=

a=

i=

m=application 18413 udp mcptt

a=fmtp:MCPTT mc_queueing

--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>

    <mcptt-request-uri>mcptt-id-A3@mcptt-op.gov</>

    <mcptt-calling-user-id>mcptt-id-A@mcptt-op.gov</>

    <mcptt-calling-group-id>mcptt-group-T@mcptt-op.gov</>

  </mcptt-Params>

</mcpttinfo>

--boundary1--
Request-URI:
Contains the public user identity of the userA3@ims-op.net.

Resource-Share:
Contains a new sharing key along with indication that MCPTT speech media can be shared in the uplink (UL) direction. The value "k3" is the key that P-CSCF can use to identify media streams towards MCPTT client A3 that can share media.

Priority-Share:
The Priority-Share header field is set to "allowed" indicating that priority sharing can be applied by IMS.
Answer-Mode:
The MCPTT service setting is "manual-answer" so the participating MCPTT function includes the value "Manual" in the Answer-Mode header field.

SDP offer:
The SDP offer is a copy of the received SDP offer updated with the IP address and port numbers of the participating MCPTT function B.
33)-34)
SIP 200 (OK) response to the SIP INVITE request (MCPTT client A3 to non-controlling MCPTT function A) – see example in table A.1.3-33


Upon receiving the SIP INVITE request the MCPTT client A3 accepts the invitation, interacts with the media plane as specified in 3GPP TS 24.380 subclause 6.2 and sends the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
Table A.1.3-33: SIP 200 (OK) response (MCPTT client A3 to non-controlling MCPTT function via participating MCPTT function A3)

SIP/2.0 200 OK

Session-Expires:3600;refresher=uas

Require: timer

Contact:<sip:[5555::bbb:aaa:ccc:aaa]>;+g.3gpp.mcptt;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt"

P-Asserted-Identity:<sip:userA3@ims-op.net>
Supported: tdialog, norefersub, explicitsub, nosub

P-Answer-State:Confirmed

Content-Type: multipart/mixed;boundary="boundary1"
--boundary1

Content-Type: application/sdp

Content-Length: (…)

c=IN IP6 5555::baa:abb:ddd:cccc

m=audio 25644 RTP/AVP 97

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=maxptime:20

i=speech

m=application 25644 udp mcptt

a=fmtp:MCPTT mc_queueing

--boundary1

Content-Type: application/vnd.3gpp.mcptt-info+xml

Content-Length: (…)

<?xml version="1.0"?>

<mcpttinfo>

  <mcptt-Params>

    <session-type>prearranged</>
    <mcptt-called-party-id>mcptt-id-A3@mcptt-op.gov</>
  </mcptt-Params>

</mcpttinfo>

--boundary1—
Contact:
Contains the registered contact, the g.3gpp.mcptt feature tag and the g.3gpp.icsi-ref media feature tag with the IMS communication service MCPTT.

P-Answer-State:
Contains the value "Confirmed" to indicate that the MCPTT client sent the response.

SDP answer:
The received SDP offer is accepted and updated with the IP address and port numbers of the MCPTT client A3. The MCPTT client A3 confirms that queueing of floor requests are supported in the 'fmtp' attribute "mc_queueing".

The participating MCPTT function A3 updates the IP address and port numbers with the IP address and port numbers of the participating MCPTT function A3.
35)-36)
SIP ACK request (non-controlling MCPTT function A to MCPTT client A3 via participating MCPTT function A3.


The non-controlling MCPTT function A acknowledges the receipt of the SIP 200 (OK) response to the INVITE request by means of a SIP ACK request.
37)
SIP 200 (OK) response to the SIP INVITE request (non-controlling MCPTT function A to controlling MCPTT function A) – see example in table A.1.3-37


Upon receipt of the first SIP 200 (OK) response from the participating MCPTT function A3 serving the invited MCPTT user A3 in the prearranged group mcptt-id-A3@mcptt-op.gov, the non-controlling MCPTT function A interact with the media plane as specified in 3GPP TS 24.380 [5] and sends the SIP 200 (OK) towards the controlling MCPTT function A in accordance with 3GPP TS 24.229 [4].
Table A.1.3-37: SIP 200 (OK) response (non-controlling MCPTT function A to controlling MCPTT function A)

SIP/2.0 200 OK

Session-Expires:3600;refresher=uac

Require: timer

P-Asserted-Identity:<sip:cf-B.ims-op.net>

Contact: <sip:[5555::aaa:bbb:ddd:eee]>;+g.3gpp.mcptt;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
Supported: tdialog, norefersub, explicitsub, nosub

Content-Type: application/sdp

Content-Length: (…)

c=IN IP6 5555::aaa:bbb:ddd:eee
m=audio 12344 RTP/AVP 97

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=maxptime:20

i=speech

m=application 12345 udp mcptt

a=fmtp:MCPTT mc_queueing
P-Asserted-Identity
Contains a public service identity identifying the non-controlling MCPTT function A3.

Contact
Contains a contact address and the media feature tags g.3gpp.mcptt and g.3gpp.icsi-ref.

SDP
Contains the SDP answer to the SDP offer received from the controlling MCPTT function A. The media-level section for the media-floor control entity acknowledged that queueing is supported ("mc_queueing").

NOTE 8:
The SDP answer is based on the capabilities of the non-controlling MCPTT function and not based on the SIP 200 (OK) response received from the participating MCPTT function.
38)
SIP ACK request (controlling MCPTT function A to non-controlling MCPTT function A.


The controlling MCPTT function A acknowledges the receipt of the SIP 200 (OK) response to the INVITE request by means of a SIP ACK request.
***** Next change *****
H.2
Group Call

Table H.2-1 describes the contents of the SIP headers and SIP bodies inserted by MCPTT clients and MCPTT servers involved in a group call.

Table H.2-1: Routing considerations for group call

	Interface
	Content of SIP headers
	Content of "mcptt-info" MIME body
	Notes

	originating MCPTT client to originating participating MCPTT function (O-PF).
	Request-URI contains PSI of O-PF.

P-Preferred-Identity may contain IMPU of originating user.
	"mcptt-request-uri" contains the group identity.
	PSI of O-PF configured for each client.

MCPTT-id of each client is never sent in session initiation.

	O-PF to controlling MCPTT function (CF).
	Request-URI contains PSI of CF.

P-Asserted-Identity contains the address of the O-PF.
	"mcptt-request-uri" contains the group identity.

"mcptt-calling-user-id" contains MCPTT ID of originating user.
	CF finds the MCPTT ID of the originating user from the stored IMPU-MCPTT ID binding and locates the PSI of the controller that serves the group identity.

O-PF contains configuration of the PSIs of the CFs. 

	CF to terminating participating MCPTT function (T-PF).
	Request-URI contains the address of the T-PF.

P-Asserted-Identity contains the address of the CF.
	"mcptt-request-uri" contains the MCPTT ID of the terminating user.

"mcptt-calling-user-id" contains MCPTT ID of originating user.

"mcptt-calling-group-id" contains the group identity.
	For each client in the group, CF maps the MCPTT-ID of the terminator to the address of the T-PF.
If the terminator is in another domain, the CF can map the MCPTT ID of the terminator to a PSI identifying a interrogating function in the partner network that is able to find the T-PF using the MCPTT ID.

	CF to non-controlling MCPTT function of an MCPTT group (NCF).
	Request-URI contains the PSI of the NCF.

P-Asserted-Identity contains the PSI of the CF.
	"mcptt-request-uri" contains the group identity.

"mcptt-calling-user-id" contains MCPTT ID of originating user.
	-

	T-PF to terminating MCPTT client.
	Request-URI contains the IMPU of the terminating user.

P-Asserted-Identity contains the address of the T-PF.
	"mcptt-request-uri" contains the MCPTT ID of the terminating user.

"mcptt-calling-user-id" contains MCPTT ID of originating user.

"mcptt-calling-group-id" contains the group identity.
	T-PF finds the IMPU of the terminating user from the stored IMPU-MCPTT ID binding at the time of registration.

	terminating MCPTT client to T-PF (response).
	as in TS 24.229.
	"mcptt-called-party-id" contains contacted client's MCPTT ID.
	-

	T-PF to NCF (response)
	as in TS 24.229
	"mcptt-called-party-id" contains contacted client's MCPTT ID.
	-

	T-PF to CF (response).
	as in TS 24.229.
	"mcptt-called-user" contains contacted client's MCPTT ID.
	-

	NCF to CF (response) 
	as in TS 24.229.
	-
	In the case of trusted mutual aid, the NCF returns the identities of the group in a "resource-lists" MIME body. 

	CF to O-PF (response)
	as in TS 24.229.
	-
	-

	O-PF to originating MCPTT client (response)
	as in TS 24.229.
	-
	-


H.3
Private Call

Table H.3-1 describes the contents of the SIP headers and SIP bodies inserted by MCPTT clients and MCPTT servers involved in a private call.

Table H.3-1: Routing considerations for private call
	Interface
	Content of SIP headers
	Content of SIP bodies (body in brackets)
	Notes

	originating MCPTT client to originating participating MCPTT function (O-PF)
	Request-URI contains the PSI for the private call service.

P-Preferred-Identity may contain IMPU of originating user
	MCPTT ID of called user (resource-lists)

"mcptt-calling-user-id" (mcptt-info)
	PSI for private call is configured on the client.

	O-PF to controlling MCPTT function (CF)
	Request-URI contains the PSI for the private call service.

P-Asserted-Identity contains the address of the O-PF.
	MCPTT ID of called user (resource-lists)

MCPTT ID of calling user contained in "mcptt-calling-user-id" (mcptt-info)
	-

	CF to terminating participating MCPTT function (T-PF)
	Request-URI contains the address of the T-PF.

P-Asserted-Identity contains IMPU of originating user.
	MCPTT ID of calling user contained in "mcptt-calling-user-id" (mcptt-info).

MCPTT ID of called user contained in "mcptt-called-party-id" (mcptt-info).
	If the terminator is in another domain, the CF can map the MCPTT ID of the terminator to a PSI identifying an interrogating function in the partner network that is able to find the T-PF using the MCPTT ID.

	T-PF to terminating MCPTT client
	Request-URI contains the IMPU of the terminating user.

P-Asserted-Identity contains the address of the T-PF.
	MCPTT ID of calling user contained in "mcptt-calling-user-id" (mcptt-info).

MCPTT ID of called user contained in "mcptt-called-party-id" (mcptt-info).
	-

	terminating MCPTT client to T-PF (response)
	as in TS 24.229
	"mcptt-called-party-id" contains contacted client's MCPTT ID.
	-

	T-PF to CF (response)
	as in TS 24.229
	"mcptt-called-user" contains contacted client's MCPTT ID.
	-

	CF to O-PF (response)
	as in TS 24.229
	"mcptt-called-party-id" contains contacted client's MCPTT ID.
	-

	O-PF to originating MCPTT client (response)
	as in TS 24.229
	"mcptt-called-party-id" contains contacted client's MCPTT ID.
	-


***** End changes *****
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