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1.
Introduction

According to TS 23.285 [1] subclause 5.1.1: 

The PC5-U stack as defined in clause 5.1.2.1 of TS 23.303 [5] is used for the V2X communication over PC5 reference point. IP and Non-IP PDCP SDU types are supported for the V2X communication over PC5. 

For IP PDCP SDU type, only IPv6 is supported. The IP address allocation and configuration are as defined in clause 4.5.1. 

The Non-IP PDCP SDU contains a Non-IP Type header, which indicates the V2X message family used by the application layer, e.g. IEEE 1609 family's WSMP [x], ISO defined FNTP [y], etc.

NOTE: The Non-IP Type header and allowed value will be defined by stage 3.
In this paper, we discuss possible ways to specify support for non-IP data in Stage 3 and therefore accomplish the task defined in the NOTE of TS 23.285 [1].
2.
Discussion
2.1
Design options for non-IP support

At SA2#116bis, the PC5-U protocol stack in TS 23.303 [2] was updated for support of non-IP data as follows:
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Figure 1: PC5-U protocol stack (updated with support of V2X)

As can be seen in figure 1, the “Non-IP” layer can be regarded as a protocol layer between the PDCP layer and the application layer.  Also, in subclause 6.3.14 of PDCP specification TS 36.323 [3],  a new SDU type “Non-IP” was specified:

PDCP SDU type, i.e. Layer-3 Protocol Data Unit type as specified in [14]. PDCP entity may handle the SDU differently per SDU Type, e.g. header compression is applicable to IP SDU but not ARP SDU and Non-IP SDU.
Table 6.3.14.1: SDU Type

	Bit
	Description

	000
	IP

	001
	ARP

	010
	PC5 Signaling

	011
	Non-IP

	100-111
	reserved


Given the above decisions in SA2 and RAN2, we have identified three design options regarding how to support this new feature in 3GPP specifications, these are:

Option A:  Define new protocol/handler for non-IP data above PDCP

In this option, V2X non-IP data is sent over PC5 using PDCP SDU Type ‘011’ i.e., ‘Non-IP’. A protocol layer above PDCP is specified to handle this data and pass it to the appropriate V2X application. Triage of the data requires a Non-IP Type header to be pre-pended to the data. As required by SA2, this Non-IP Type header should indicate the V2X message family. Since the non-IP data will contain  aV2X application message, the upper layer (V2X application protocol) will encapsulate this message properly with the message size information, so no length field is needed in the Non-IP Type header itself. As a result, the encapsulation of the V2X non-IP message into a PDCP SDU is done as shown below in Figure 2:
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Figure 2: PDCP SDU to carry non-IP data over PC5-U (Option A)
As can be seen from Figure 2, with this option the differentiation between the various types of non-IP data types, for example differentiation between V2X messages of the  “WSMP”, “Geonetworking/BTP” (Basic Transport Protocol) or “FNTP" (Fast networking & transport layer protocol) types, is done above the PDCP layer using the content of the Non-IP Type header..

The advantages of this option are:

· It makes use of new PDCP SDU Type ‘Non-IP’ created by RAN2 and is thus aligned with RAN2’s decision
· It is aligned with SA2’s assumption that non-IP V2X traffic uses PC5-U stack

· It does not require the V2X UE to support the PC5-SP protocol

The drawbacks of this options are:

· It requires a new protocol/handler to be defined above PDCP
· Future applications other than V2X applications which are required to transport non-IP data over PC5-U may require a different protocol/hander. However, this could be alleviated by making the Non-IP Type header generic enough to support a variety of different applications not limited to V2X.
Option B:  Define additional PDCP SDU types for each type of V2X non-IP data
In this option, instead of differentiating between the various types of V2X non-IP data above the PDCP layer, the PDCP layer is extended to do the differentiation. In other words, additional PDCP SDU types are defined for each type of V2X non-IP data, as shown in the example below:

	Bit
	Description

	000
	IP

	001
	ARP

	010
	PC5 Signaling

	011
	Non-IP

	100
	V2X Non-IP FNTP

	101
	V2X non-IP WSMP

	110-111
	reserved
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Figure 3: PDCP SDU to carry non-IP data over PC5-U (Option B)
The advantages of this option are:

· It has less overhead than Option Ad because it does not introduce a new header
· It does not require defining a new protocol/handler above PDCP 
However, this option also have significant drawbacks, which are:

· It requires Access Stratum change (defining a new PDCP SDU type) each time a new application comes along

· The code space for the SDU Type field is very limited (only 3 bits)

· It directly conflicts with RAN2’s decision to only introduce a single value ‘011’ for Non-IP data support in TS 36.323 [3]
Overall the drawbacks listed above make this option not acceptable.
Option C: Define new PC5-SP “Generic Transport message” to carry V2X non-IP data
In this option, the V2X non-IP data is encapsulated in a new PC5-SP message, using PDCP SDU Type ‘010’ ie ‘PC5 Signaling” (instead of using the ‘011’  value for Non-IP). The new PC5-SP message is identified by a new PC5-SP Message Identity value, contains a Data Container, an associated Data Container Type and optionally an Additional Info field which can be used to indicate the V2X message family, similarly to how the UL GENERIC NAS TRANSPORT message is used to transport application data such as LPP data), as shown in Figure 4 below:


[image: image3]
Figure 4: PDCP SDU to carry non-IP data over PC5-U (Option C)
The PC5 Signaling Protocol, as specified in TS 24.334 [4], passes the data to the appropriate upper layer application based on the contents of the Container Type and of the Additional info fields..
The advantages of this options are:

· It is similar to existing NAS mechanisms (UL GENERIC NAS TRANSPORT message, CIoT data over control plane)
· It allows any type of application data to be transported over PC5 (not just for V2X)

· It fits  into the PC5-SP framework specified in TS 24.334 [4]
The drawbacks of this option are:

· It is not aligned with SA2’s assumption that V2X non-IP data uses the PC5-U stack (user plane), not the PC5-SP stack (control-plane)
· It is not aligned with RAN2’s decision to use PDCP SDU Type ‘Non-IP’ for V2X Non-IP data
· It introduces more overhead than Option A

· It requires the V2X UE to support the PC5-SP protocol. Note that V2X one-to-one communication , if specified in Rel-15, would anyway require support of the PC5-SP protocol to establish the one-to-one link.
Given the pros and cons of these 3 options, it is the view of the authors that Option A is the best way forward as it strikes a good balance between overhead and extensibility, and is more aligned with decisions in other WGs (SA2, RAN2).
Proposal 1: Define a new Non-IP protocol/handler above PDCP to support the transport of V2X non-IP data.

Proposal 2: Introduce a Non-IP Type header to differentiate between different types of non-IP data over PC5-U. 
2.2 
How to specify values in Non-IP Type header

Two options can be identified regarding how to specify the allowed values of the Non-IP Type Header to differentiate between the types of non-IP data :

Option 1: Each value in the Non-IP Type header maps to a specific next-layer protocol, e.g., WSMP (IEEE 1609.3), FNTP, Geonetworking/BTP . The SAE specification, ISO specification and or ETSI ITS specification would need to define the mapping and it would need to be recorded in a 3GPP specification. This option requires long-term maintenance of this protocol type space in 3GPP, but it also provides flexibility.

Option 2: Each value in the Non-IP Type header maps to the standards organization/subgroup which defines the protocol, e.g. IEEE 1609, ETSI ITS, ISO. In this way, the SDOs, when adding/modifying their respective non-IP protocol, would need to differentiate between the variants of their protocols at their layer, e.g.,using different protocol version numbers. The benefit of this approach is that 3GPP does not need to update the mapping each time one of these other SDOs change their protocol. 

Given the above two options, we believe that the benefit of Option 2 avoiding the need to maintain a mapping of Non-IP Type header value to V2X application-layer protocol outweighs the flexibility provided by Option 1. 
Therefore, it is proposed to use Option 2 as a way forward.
Proposal 3: Each value in the Non-IP Type header maps to a standards organization/subgroup which defines the upper-layer protocol, e.g. IEEE 1609, ETSI ITS, ISO.
3.
Proposals
Based on the discussion in the previous section, we propose the following way forward:
Proposal 1: Define a new Non-IP protocol/handler above PDCP to support the transport of V2X non-IP data.

Proposal 2: Introduce a Non-IP Type header to differentiate between different types of non-IP data over PC5-U. 
Proposal 3: Each value in the Non-IP Type header maps to a standards organization/subgroup which defines the upper-layer protocol, e.g. IEEE 1609, ETSI ITS, ISO.
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