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Proposed changes:
*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5G-RG
5G Residential Gateway

AF
Application Function

ARP
Allocation and Retention Priority

BSSID
Basic Service Set IDentifier

CHF
Charging Function

DEI
Drop Eligible Indicator

DNAI
DN Access Identifier
DNN
Data Network Name

E-UTRA
Evolved Universal Terrestrial Radio Access 

FN-RG
Fixed Network Residential Gateway

GPSI
Generic Public Subscription Identifier

H-PCF
PCF in the HPLMN

IMS
IP-Multimedia Subsystem
JSON
JavaScript Object Notation
MCPTT
Mission Critical Push to Talk Service
MCVideo
Mission Critical Video
MPS
Multimedia Priority Service
NEF
Network Exposure Function

NR
New Radio

NRF
Network Repository Function

NWDAF
Network Data Analytics Function

PCC
Policy and Charging Control

PCF
Policy Control Function

PCP
Priority Code Point

P-CSCF
Proxy Call Session Control Function
PEI
Permanent Equipment Identifier

PRA
Presence Reporting Area
QoS
Quality of Service

RFSP
RAT Frequency Selection Priority

RTCP
Real Time Control Protocol

RTP
Real Time Protocol

SDF
Service Data Flow

SDP
Session Description Protocol

SIP
Session Initiation Protocol

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

SSID
Service Set IDentifier
SUPI
Subscription Permanent Identifier
TNAP
Trusted Non-3GPP Access Point

UDR
Unified Data Repository

UPF
User Plane Function

URSP
UE Route Selection Policy

VID
VLAN Identifier

VLAN
Virtual Local Area Network

V-PCF
PCF in the VPLMN 

W-5GAN
Wireline 5G Access Network

W-AGF
Wireline Access Gateway Function

*** 2nd Change ***

4.2.4.6
Request and report of access network information

This procedure is used by an AF to request the PCF to report the access network information (i.e. user location and/or user timezone information) at the deletion of the "Individual Application Session Context" resource when the "NetLoc" feature is supported.

This procedure is initiated when:

-
the "Individual Application Session Context" is deleted by the AF; or

-
the PCF requests the deletion of the "Individual Application Session Context" from the AF, as described in subclause 4.2.5.3, due to PDU session termination or the termination of all the service data flows of the AF session.

The AF shall include in the HTTP POST request message described in subclause 4.2.4.2:

-
an entry of the "AfEventSubscription" data type in the "events" attribute with:

a)
the "event" attribute set to the value "ANI_REPORT"; and

b)
the "notifMethod" attribute set to the value "ONE_TIME"; and

-
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information).

When the PCF determines that the access network does not support the access network information reporting because the SMF does not support the NetLoc feature, the PCF shall respond to the AF including in the "EventsNotification" data type the "noNetLocSupp" attribute set to true (NetLoc access not supported). Otherwise, the PCF shall immediately configure the SMF to provide such access information, as specified in 3GPP TS 29.512 [8].

When the PCF receives the access network information from the SMF, the PCF shall provide the corresponding access network information to the AF by including the "EventsNotification" data type in the "200 OK" response to the HTTP POST request. The PCF shall include:

-
in case of 3GPP access, the user location information in the "eutraLocation" or in the "nrLocation" attribute in the "ueLoc" attribute, if available and required;

-
in case of untrusted non-3GPP access, the user location information in the "n3gaLocation" attribute in the "ueLoc" attribute, if required, as follows:

a)
the user local IP address in the "ueIpv4Addr" or "ueIpv6Addr" attribute, if available;

b)
the UDP source port in the "portNumber" attribute if available; and

c)
the TCP source port in the "portNumber" attribute if available;

-
in case of trusted non-3GPP access, the user location information in the "n3gaLocation" attribute in the "ueLoc" attribute, if required, as follows:

a)
the user local IP address in the "ueIpv4Addr" or "ueIpv6Addr" attribute, if available;

b)
the UDP source port in the "portNumber" attribute if available; 

c)
the TCP source port in the "portNumber" attribute if available; and
d)
the TNAP identifier, that shall consist of:

i.
the SSID in the "ssId" attribute;

ii.
the BSSID the "bssId" attribute if available; and
iii.
the TNAP civic address in the "tnapCivicAddress" attribute if available;

-
the serving PLMN network code and country code in the "plmnId" attribute, if user location information is required but not available in any access; and/or

-
the UE timezone in the "ueTimeZone" attribute if required.

The PCF shall also include an event of the "AfEventNotification" data type in the "evNotifs" attribute with the "event" attribute set to the value "ANI_REPORT".


*** 3rd Change ***

4.2.5.11
Reporting access network information

This procedure is used by the PCF to report the access network information (i.e. user location and/or user timezone information) to the AF when the "NetLoc" feature is supported.

When the PCF receives the access network information from the SMF, the PCF shall include the "EventsNotification" data type in the body of the HTTP POST request message sent to the AF as described in subclause 4.2.5.2. The PCF shall include in the "EventsNotification" data type:

-
in case of 3GPP access, the user location information in the "eutraLocation" or in the "nrLocation" attribute in the "ueLoc" attribute, if available and required;

-
in case of untrusted non-3GPP access, the user location information in the "n3gaLocation" attribute in the "ueLoc" attribute, if required, as follows:

a)
the user local IP address in the "ueIpv4Addr" or "ueIpv6Addr" attribute, if available;

b)
the UDP source port in the "portNumber" attribute if available; and

c)
the TCP source port in the "portNumber" attribute if available;

-
in case of trusted non-3GPP access, the user location information in the "n3gaLocation" attribute in the "ueLoc" attribute, if required, as follows:

a)
the user local IP address in the "ueIpv4Addr" or "ueIpv6Addr" attribute, if available;

b)
the UDP source port in the "portNumber" attribute if available; 

c)
the TCP source port in the "portNumber" attribute if available; and

d)
the TNAP identifier, that shall consist of:

i.
the SSID in the "ssId" attribute;

ii.
the BSSID the "bssId" attribute if available; and

iii.
the TNAP civic address in the "tnapCivicAddress" attribute if available;

-
the serving PLMN network code and country code in the "plmnId" attribute, if user location information is required but not available in any access; and/or

-
the UE timezone in the "ueTimeZone" attribute if required.

The PCF shall also include an event of the "AfEventNotification" data type in the "evNotifs" attribute with the "event" attribute set to the value "ANI_REPORT".

NOTE:
The PCF receives the access network information from the SMF if it is previously requested by the AF or at PDU session termination or at the termination of all the service data flows of the AF session.
The PCF shall not invoke the Npcf_PolicyAuthorization_Notify service operation with the "event" attribute set to the value "ANI_REPORT" to report to the AF any subsequently received access network information, unless the AF sends a new request for access network information.


*** 4th Change ***

5.6.2.9
Type EventsNotification

Table 5.6.2.9-1: Definition of type EventsNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accessType
	AccessType
	C
	0..1
	Includes the access type. It shall be present when the notified event is "ACCESS_TYPE_CHG".
	

	anChargAddr
	AccNetChargingAddress
	O
	0..1
	Includes the access network charging address. It shall be present if available when the notified event is "CHARGING_CORRELATION".
	IMS_SBI

	anChargIds
	array(AccessNetChargingIdentifier)
	C
	1..N
	Includes the access network charging identifier(s). It shall be present when the notified event is "CHARGING_CORRELATION".
	IMS_SBI

	anGwAddr
	AnGwAddress
	O
	0..1
	Access network Gateway Address. It shall be present, if applicable, when the notified event is "ACCESS_TYPE_CHG".
	

	evSubsUri
	Uri
	M
	1
	The Events Subscription URI. Identifies the Events Subscription sub-resource that triggered the notification.
	

	evNotifs
	array(AfEventNotification)
	M
	1..N
	Notifications about individual events.
	

	failedResourcAllocReports
	array(ResourcesAllocationInfo)
	C
	1..N
	Indicates the status of the PCC rule(s) related to certain failed media components. It shall be included when the event trigger is "FAILED_RESOURCES_ALLOCATION".
	

	noNetLocSupp
	boolean
	O
	0..1
	Indication of whether the access network supports access network information reporting.

true: not supported

false: supported

The absence of this attribute indicates that the access network supports access network information reporting.
	NetLoc

	outOfCredReports
	array(OutOfCreditInformation)
	C
	1..N
	Out of credit information per service data flow. It shall be present when the notified event is "OUT_OF_CREDIT".
	IMS_SBI

	plmnId
	PlmnId
	C
	0..1
	PLMN Identifier. It shall be present when the notified event is "PLMN_CHG" or "ANI_REPORT".
	

	qncReports
	array(QosNotificationControlInfo)
	C
	1..N
	QoS notification control information. It shall be present when the notified event is "QOS_NOTIF".
	

	ratType
	RatType
	O
	0..1
	RAT type. It shall be present, if applicable, when the notified event is "ACCESS_TYPE_CHG".
	

	ueLoc
	UserLocation
	O
	0..1
	E-UTRA, NR, or non-3GPP trusted and untrusted access user location information. "n3gppTai" and "n3IwfId" attributes within the "N3gaLocation" data type shall not be supplied.
	NetLoc

	ueTimeZone
	TimeZone
	O
	0..1
	UE time zone.
	NetLoc

	usgRep
	AccumulatedUsage
	C
	0..1
	Indicates the measured volume and/or time for sponsored data connectivity. It shall be present when the notified event is "USAGE_REPORT".
	SponsoredConnectivity


*** 5th Change ***

B.8.2
Retrieval of network provided location information at originating P-CSCF for inclusion in SIP Request

If the originating P-CSCF is required by operator policy to retrieve network provided location information before forwarding a SIP INVITE request, upon reception of the SIP INVITE/UPDATE request, the P-CSCF shall invoke:

-
the Npcf_PolicyAuthorization_Create service operation according to subclause 4.2.2.14 (SIP INVITE request); or

-
the Npcf_PolicyAuthorization_Update service operation according to subclause 4.2.3.14 or the Npcf_PolicyAuthorization_Subscribe service operation according to subclause 4.2.6.6 (SIP INVITE/UPDATE request);

including in the corresponding HTTP request:

-
an entry of the "AfEventSubscription" data type in the "events" attribute with:

a)
the "event" attribute set to the value "ANI_REPORT"; and

b)
the "notifMethod" attribute set to the value "ONE_TIME"; and

-
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information).

If the SIP INVITE request is an initial SIP INVITE request, the P-CSCF shall create a new "Individual Application Session Context" for the new SIP session with the Npcf_PolicyAuthorization_Subscribe service operation according to subclause 4.2.6.6 (if no session information is included) or with the Npcf_PolicyAuthorization_Create service operation according to subclause 4.2.2.14 (if preliminary session information is included).
The P-CSCF will receive the access network information from the PCF within the Npcf_PolicyAuthorization_Notify service operation as described in subclause 4.2.5.11, and should include this access network information in the SIP INVITE/UPDATE requests that it forwards.


*** 6th Change ***

B.8.3
Retrieval of network provided location information at originating P-CSCF for inclusion in SIP response confirmation

If an originating P-CSCF is required by operator policy to retrieve network provided location information before forwarding an SDP answer, the P-CSCF shall apply the following procedures.

Upon reception of an SDP offer, the P-CSCF may invoke the Npcf_PolicyAuthorization_Create service operation to the PCF according to clause B.1 and may include in the corresponding HTTP POST request:

-
an entry of the "AfEventSubscription" data type in the "events" attribute with:

a)
the "event" attribute set to the value "ANI_REPORT"; and

b)
the "notifMethod" attribute set to the value "ONE_TIME"; and

-
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information).

Upon reception of an SDP answer, the P-CSCF will invoke the Npcf_PolicyAuthorization_Update service operation to the PCF according to clause B.1. If the P-CSCF has not requested access network information upon reception of the SDP offer, the P-CSCF shall include in the corresponding HTTP PATCH request:

-
an entry of the "AfEventSubscription" data type in the "events" attribute with:

a)
the "event" attribute set to the value "ANI_REPORT"; and

b)
the "notifMethod" attribute set to the value "ONE_TIME"; and

-
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information).

The P-CSCF will receive the access network information from the PCF in the Npcf_PolicyAuthorization_Notify service operation, and should include this access network information in the SIP message with the response confirmation before forwarding it.


*** 7th Change ***

B.8.4
Retrieval of network provided location information at terminating P-CSCF

If a terminating P-CSCF is required by operator policy to retrieve network provided location information at session establishment and/or modification, the P-CSCF shall apply the following procedures.

The terminating P-CSCF may request network provided location information upon reception of a SIP INVITE request in the following manner:

-
if the SIP INVITE request is an initial SIP INVITE request, the P-CSCF shall create a new "Individual Application Session Context" for the new SIP session with the Npcf_PolicyAuthorization_Subscribe service operation according to subclause 4.2.6.6 (if no session information is included) or with the Npcf_PolicyAuthorization_Create service operation according to subclause 4.2.2.14 (if preliminary session information is included);
-
if the SIP INVITE contains an SDP offer, the P-CSCF shall include in the corresponding HTTP request:

a)
an entry of the "AfEventSubscription" data type in the "events" attribute with:

(i)
the "event" attribute set to the value "ANI_REPORT"; and

(ii)
the "notifMethod" attribute set to the value "ONE_TIME";

b)
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information);

c)
service information derived from the SDP offer; and

d)
the "servInfStatus" attribute with the value set to "PRELIMINARY"; and

-
if the SIP INVITE does not contain an SDP offer, the P-CSCF shall include in the corresponding HTTP request:

a)
an entry of the "AfEventSubscription" data type in the "events" attribute with:

(i)
the "event" attribute set to the value "ANI_REPORT"; and

(ii)
the "notifMethod" attribute set to the value "ONE_TIME"; and

b)
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information).
Upon reception of a SIP response that requires the inclusion of access network information, if the P-CSCF has not already requested network provided location information upon reception of the corresponding SIP INVITE request, the P-CSCF shall request network provided location information in the following manner:

-
if an "Individual Application Session Context" related to service data has not yet been created, the P-CSCF shall create an "Individual Application Session Context" for the new SIP session with the Npcf_PolicyAuthorization_Subscribe service operation according to subclause 4.2.6.6 (if no session information is included) or with the Npcf_PolicyAuthorization_Create service operation according to subclause 4.2.2.14 (if session information is included);
-
if the SIP response includes an SDP answer, the P-CSCF shall send an HTTP request to the PCF according to clause B.1; the P-CSCF shall include in this HTTP request:

a)
an entry of the "AfEventSubscription" data type in the "events" attribute with:

(i)
the "event" attribute set to the value "ANI_REPORT"; and

(ii)
the "notifMethod" attribute set to the value "ONE_TIME"; and

b)
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information);
-
if the SIP response does not contain an SDP body, the P-CSCF shall include in the corresponding HTTP request:

a)
an entry of the "AfEventSubscription" data type in the "events" attribute with:

(i)
the "event" attribute set to the value "ANI_REPORT"; and

(ii)
the "notifMethod" attribute set to the value "ONE_TIME"; and

b)
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information); and
-
if the SIP reponse includes an SDP offer, the P-CSCF shall include in the corresponding HTTP request:
-
a)
an entry of the "AfEventSubscription" data type in the "events" attribute with:

(i)
the "event" attribute set to the value "ANI_REPORT"; and

(ii)
the "notifMethod" attribute set to the value "ONE_TIME";

b)
the "reqAni" attribute, with the required access network information, i.e. user location and/or user time zone information);

c)
service information derived from the SDP offer; and

d)
the "servInfStatus" attribute with the value set to "PRELIMINARY".

The P-CSCF will receive the access network information from the PCF in the Npcf_PolicyAuthorization_Notify service operation, and should include this access network information in the appropriate SIP response before forwarding it.

*** End of Changes ***

