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[bookmark: _Toc20212040]-------------------------------------------------- Next Change ---------------------------------------------------
5.3A.1	General
There are two modes of PLMN selection, namely, manual selection and automatic selection.
The UE follows one of the following two procedures defined in subclause 5.3.2.2 and 5.3.2.3 depending on its implementation.
The PLMN selected in accordance with these procedures determines the WLAN that is selected. When the selected WLAN is a trusted non-3GPP IP access and the UE decides to access 5GC via trusted non-3GPP IP access, the UE shall derive a NAI from the identity of the selected PLMN and use the NAI as the identity for authentication and authorization with the PLMN and usage of the WLAN.
Editor's note:Stage 2 does not consider the WLAN dynamically indicating whether it is considered trusted or untrusted. Usage of this indicator in this specification is FFS.
[bookmark: _Toc20212054]-------------------------------------------------- Next Change ---------------------------------------------------
6.3.1	General
In order to register to the 5G core network (5GCN) via untrusted non-3GPP IP access, the UE first needs to be configured with a local IP address from the untrusted non-3GPP access network (N3AN).
Once the UE is configured with a local IP address, the UE shall select the Non-3GPP InterWorking Function (N3IWF) as described in subclause 7.2 and shall initiate the IKEv2 SA establishment procedure as described in subclause 7.3. During the IKEv2 SA establishment procedure, authentication and authorization for access to 5GCN is performed.
Editor's note:Stage 2 does not consider the WLAN dynamically indicating whether it is considered trusted or untrusted. Usage of this indicator in this specification is FFS.
In a trusted non-3GPP access, a UE shall first connect to a TNAN and shall initiate registration to the 5GC. The registration procedure is performed by EAP and EAP-5G encapsulation in the link layer protocol between the UE and the TNAN, see subclause 7.3A.2.1. Upon completion of EAP authentication, the UE shall be assigned an IP address by that TNAN. Once the UE is configured with an IP address, it shall initiate the IKEv2 SA establishement procedure as described in subclause 7.3A.
-------------------------------------------------- Next Change ---------------------------------------------------
