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[bookmark: _Toc20232586][bookmark: _Toc20232716][bookmark: _Toc20233284]5.3.20.2	Requirements for UE in a PLMN
The UE shall maintain: 
-	a list of PLMN-specific attempt counters (see 3GPP  TS 24.301 [15]). The maximum number of possible entries in the list is implementation dependent. This list is applicable to access attempts via 3GPP access only;
-	a list of PLMN-specific attempt counters for non-3GPP access. The maximum number of possible entries in the list is implementation dependent. This list is applicable to access attempts via non-3GPP access only;
-	a list of PLMN-specific N1 mode attempt counters for 3GPP access. The maximum number of possible entries in the list is implementation dependent. This list is applicable to access attempts via 3GPP access only;
-	a list of PLMN-specific N1 mode attempt counters for non-3GPP access. The maximum number of possible entries in the list is implementation dependent. This list is applicable to access attempts via non-3GPP access only;
-	one counter for "SIM/USIM considered invalid for GPRS services" events (see 3GPP TS 24.301 [15]); and
-	one counter for "SIM/USIM considered invalid for 5GS services over non-3GPP access" events.
A UE supporting non-EPS services shall maintain one counter for "SIM/USIM considered invalid for non-GPRS services" events (see 3GPP TS 24.008 [12]).
The UE shall store the above lists of attempt counters and the event counters in its non-volatile memory. The UE shall erase the lists and reset the event counters to zero when the UICC containing the USIM is removed. The counter values shall not be affected by the activation or deactivation of MICO mode or power saving mode (see 3GPP TS 24.301 [15]).
The UE implementation-specific maximum value for any of the above counters shall not be greater than 10.
NOTE 1:	Different counters can use different UE implementation-specific maximum values.
If the UE receives a REGISTRATION REJECT or SERVICE REJECT message without integrity protection with 5GMM cause value #3, #6, #7, #11, #12, #13, #15, #27, #72 or #73 before the network has established secure exchange of NAS messages for the N1 NAS signalling connection, the UE shall stop timer T3510 or T3517 if running, start timer T3247 (see 3GPP TS 24.008 [12]) with a random value uniformly drawn from the range between 30 minutes and 60 minutes, if the timer is not running, and take the following actions:
1)	if the 5GMM cause value received is #3, #6 or #7, and:
a)	if the 5GMM cause value is received over 3GPP access, the UE shall: 
i)	if the counter for "SIM/USIM considered invalid for GPRS services" events has a value less than a UE implementation-specific maximum value, 
-	set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.2.2) and shall delete 5G-GUTI, last visited registered TAI, TAI list and ngKSI for 3GPP access;
-	delete the list of equivalent PLMNs if any;
-	increment the counter for "SIM/USIM considered invalid for GPRS services" events;
-	if the 5GMM cause value received is #3 or #6, and if the counter for "SIM/USIM considered invalid for non-GPRS services" events has a value less than a UE implementation-specific maximum value, increment the counter;
-	if a registration procedure was performed, reset the registration attempt counter and if a service request procedure was performed, reset the service request attempt counter;
-	if the UE is operating in single-registration mode, handle the EMM parameters EMM state, EPS update status, EPS attach attempt counter or tracking area updating attempt counter, 4G-GUTI, TAI list, eKSI as specified in 3GPP TS 24.301 [15] for the case when the EPS attach or tracking area updating procedure is rejected with the EMM cause of the same value in a NAS message without integrity protection;
-	store the current TAI in the list of "5GS forbidden tracking areas for roaming" and enter the state 5GMM-DEREGISTERED.LIMITED-SERVICE; and
-	search for a suitable cell in another tracking area according to 3GPP TS 38.304 [28] or 3GPP TS 36.304 [21]; and as a UE implementation option, the UE may perform registration attempt over the non-3GPP access, if non-3GPP access is available, the UE is not registered over non-3GPP access yet and the SIM/USIM is not considered invalid for 5GS services over non-3GPP access; and
ii)	otherwise proceed as specified in subclauses 5.5.1 and 5.6.1;
b)	if the 5GMM cause value is received over non-3GPP access, the UE shall:
i)	if the counter for "SIM/USIM considered invalid for 5GS services over non-3GPP access" events has a value less than a UE implementation-specific maximum value,
-	set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.2.2) and shall delete the 5G-GUTI, last visited registered TAI, TAI list and ngKSI for non-3GPP access;
-	enter the state 5GMM-DEREGISTERED.LIMITED-SERVICE;
-	increment the counter for "SIM/USIM considered invalid for 5GS services over non-3GPP access" events; and as a UE implementation option, the UE may either perform registration attempt over the non-3GPP access if another access point for non-3GPP access is available, or if 3GPP access is available, the UE is not registered over 3GPP access yet, and the SIM/USIM is not considered invalid for 5GS services over 3GPP access, perform registration attempt over the 3GPP access; and  
NOTE 2: How to select another access point for non-3GPP access is implementation specific.
ii)	otherwise proceed as specified in subclauses 5.5.1 and 5.6.1;
2)	if the 5GMM cause value received is #12, #13 or #15, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1. Additionally, the UE may:
a)	if the 5GMM cause value is received over 3GPP access, non-3GPP access is available, the UE is not registered over non-3GPP access yet, and the SIM/USIM is not considered invalid for 5GS services over non-3GPP access, perform registration attempt over the non-3GPP access; or
b)	if the 5GMM cause value is received over non-3GPP access, 3GPP access is available, the UE is not registered over 3GPP access yet, and the SIM/USIM is not considered invalid for 5GS services over 3GPP access, perform registration attempt over the 3GPP access;
3)	if the 5GMM cause value received is #11 or #73 and the UE is in its HPLMN or EHPLMN:,
a)	if the 5GMM cause value is received over 3GPP access, the UE shall:
-	set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.2.2) and shall delete, the 5G-GUTI, last visited registered TAI, TAI list, ngKSI for 3GPP access and the list of equivalent PLMNs. Additionally, if a registration procedure was performed, the UE shall reset the registration attempt counter and if a service request procedure was performed, reset the service request attempt counter;
-	if the UE is operating in single-registration mode, handle the EMM parameters EMM state, EPS update status, EPS attach attempt counter or tracking area updating attempt counter, 4G-GUTI, TAI list, eKSI as specified in 3GPP TS 24.301 [15] for the case when the EPS attach or tracking area updating procedure is rejected with the EMM cause of the same value in a NAS message without integrity protection;
-	store the current TAI in the list of "5GS forbidden tracking areas for roaming" and enter the state 5GMM-DEREGISTERED.LIMITED-SERVICE; and
-	search for a suitable cell in another tracking area according to 3GPP TS 38.304 [28] or 3GPP TS 36.304 [21]; and as a UE implementation option, the UE may perform registration attempt over the non-3GPP access, if non-3GPP access is available, the UE is not registered over non-3GPP access yet, and the SIM/USIM is not considered invalid for 5GS services over non-3GPP access;  
b)	if the 5GMM cause value is received over non-3GPP access, the UE shall:
-	set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.2.2) and shall delete the 5G-GUTI, last visited registered TAI, TAI list and ngKSI for non-3GPP access. Additionally, if a registration procedure was performed, the UE shall reset the registration attempt counter and if a service request procedure was performed, reset the service request attempt counter; and
-	enter the state 5GMM-DEREGISTERED.LIMITED-SERVICE. As a UE implementation option, the UE may perform registration attempt over the non-3GPP access if another access point for non-3GPP access is available, or if 3GPP access is available, the UE is not registered over 3GPP access yet, and the SIM/USIM is not considered invalid for 5GS services over 3GPP access, perform registration attempt over the 3GPP access;
4)	if the 5GMM cause value received is #11 or #73 and the UE is not in its HPLMN or EHPLMN, in addition to the UE requirements specified in subclause 5.5.1 and 5.6.1:,
-	if the message was received via 3GPP access and if the PLMN-specific attempt counter for the PLMN sending the reject message has a value less than a UE implementation-specific maximum value, the UE shall increment the PLMN-specific attempt counter for the PLMN; or
-	if the message was received via non-3GPP access and if the PLMN-specific attempt counter for non-3GPP access for the PLMN sending the reject message has a value less than a UE implementation-specific maximum value, the UE shall increment the PLMN-specific attempt counter for non-3GPP access for the PLMN;
5)	if the 5GMM cause value received is #27, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1. Additionally, if the PLMN-specific N1 mode attempt counter for the respective access type and for the PLMN sending the reject message has a value less than a UE implementation-specific maximum value, the UE shall increment this counter for the PLMN; and
6)	if the 5GMM cause value received is #72, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1. Additionally, if the PLMN-specific N1 mode attempt counter for non-3GPP access for the PLMN sending the reject message has a value less than a UE implementation-specific maximum value, the UE shall increment this counter for the PLMN.
Upon expiry of timer T3247, the UE shall:
-	erase the list of "5GS forbidden tracking areas for regional provision of service" and the list of "5GS forbidden tracking areas for roaming";
-	erase the list of "forbidden tracking areas for regional provision of service" and the list of "forbidden tracking areas for roaming" (see 3GPP TS 24.301 [15]);
-	set the USIM to valid for 5GS services for 3GPP access, if:
-	the counter for "SIM/USIM considered invalid for GPRS services" events has a value less than a UE implementation-specific maximum value;
-	set the USIM to valid for 5GS services for non-3GPP access, if:
-	the counter for " SIM/USIM considered invalid for 5GS services over non-3GPP access" events has a value less than a UE implementation-specific maximum value;
-	set the USIM to valid for non-EPS services, if:
-	the counter for "SIM/USIM considered invalid for non-GPRS services" events has a value less than a UE implementation-specific maximum value;
-	for each PLMN-specific attempt counter that has a value greater than zero and less than a UE implementation-specific maximum value, remove the respective PLMN from the forbidden PLMN list; 
-	for each PLMN-specific attempt counter for non-3GPP access that has a value greater than zero and less than a UE implementation-specific maximum value, remove the respective PLMN from the forbidden PLMN list; 
-	re-enable the N1 mode capability for 3GPP access and, for each PLMN-specific N1 mode attempt counter for 3GPP access that has a value greater than zero and less than a UE implementation-specific maximum value, remove the respective PLMN from the list of PLMNs where N1 mode is not allowed for 3GPP access (see 3GPP TS 23.122 [5]);
-	re-enable the N1 mode capability for non-3GPP access and, for each PLMN-specific N1 mode attempt counter for non-3GPP access that has a value greater than zero and less than a UE implementation-specific maximum value, remove the respective PLMN from the list of PLMNs where N1 mode is not allowed for non-3GPP access (see 3GPP TS 23.122 [5]); and
-	initiate a registration procedure, if still needed, dependent on 5GMM state and 5GS update status, or perform PLMN selection according to 3GPP TS 23.122 [5].
When the UE is switched off, the UE shall, for each PLMN-specific attempt counter that has a value greater than zero and less than the UE implementation-specific maximum value, remove the respective PLMN from the forbidden PLMN list. When the USIM is removed, the UE should perform this action.
When the UE is switched off, the UE shall, for each PLMN-specific attempt counter for non-3GPP access that has a value greater than zero and less than the UE implementation-specific maximum value, remove the respective PLMN from the forbidden PLMN list for non-3GPP access. When the USIM is removed, the UE should perform this action.
NOTE 3:	If the respective PLMN was stored in the extension of the "forbidden PLMNs" list, then according to 3GPP TS 23.122 [5] the UE will delete the contents of this extension when the USIM is removed.
*** Next change ***
5.6.1.4.2	UE is using 5GS services with control plane CIoT 5GS optimization
For case a in subclause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "mobile terminating request", after completion of the 5GMM common procedures (if initiated) according to subclause 5.6.1.3, the AMF shall send a SERVICE ACCEPT message. 
For case c and d in subclause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "mobile originating request", after completion of the 5GMM common procedures (if initiated) according to subclause 5.6.1.3, the AMF shall send a SERVICE ACCEPT message.
For case a, c and d:
a)	if the CIoT small data container IE is included in the message, the AMF shall:
1)	if the Data type field indicates "control plane user data", extract the PDU session ID and data content from the CIoT small data container IE, look up a PDU session routing context for the UE, and forward the content of the CIoT small data container IE to the SMF associated with the UE; and
2)	if the Data type field indicates "SMS", forward the content of the Payload container IE to the SMSF associated with the UE; and
b)	otherwise, the AMF shall; 
1)	if the Payload container IE is included in the message and if the Payload container type IE is set to "CIoT user data container", the AMF shall forward the content of the Payload container IE to the SMF associated with the UE;
2)	if the Payload container IE is included in the message and if the Payload container type IE is set to "SMS", the AMF shall forward the content of the Payload container IE to the SMSF associated with the UE; 
3)	if the PDU session status IE is included in the message or the AMF needs to perform a PDU session status synchronization, the AMF shall include a PDU session status IE in the SERVICE ACCEPT message to indicate which PDU sessions associated with the access type the SERVICE ACCEPT message is sent over are active in the AMF.
4)	If the Uplink data status IE is included in the message, the AMF shall:
i)	indicate the SMF to re-establish the user-plane resources for the corresponding PDU sessions; and
ii)	include the PDU session reactivation result IE in the SERVICE ACCEPT message to indicate the user-plane resources re-establishment result of the PDU sessions for which the UE requested to re-establish the user-plane resources.
If the DDX field in the CIoT small data container IE or the Release assistance indication IE indicates "No further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected", the AMF initiates the release of the N1 NAS signalling connection (sSee 3GPP TS 23.502 [9]).
Upon successful completion of the procedure, the UE shall reset the service request attempt counter, stop the timer T3517 and enter the state 5GMM-REGISTERED.
If the PDU session status information element is included in the SERVICE ACCEPT message, then the UE shall perform a local release of all those PDU sessions which are active on the UE side associated with the 3GPP access but are indicated by the AMF as being inactive.
If the AMF has included the PDU session reactivation result IE in the SERVICE ACCEPT message and there exist one or more PDU sessions for which the user-plane resources cannot be re-established, then the AMF may include the PDU session reactivation result error cause IE to indicate the cause of failure to re-establish the user-plane resources.
If the user-plane resources cannot be established for a PDU session, the AMF shall include the PDU session reactivation result IE in the SERVICE ACCEPT message indicating that user-plane resources for the corresponding PDU session cannot be re-established, and shall include the PDU session reactivation result error cause IE with the 5GMM cause set to #92 "insufficient user-plane resources for the PDU session" if the user-plane resources cannot be established because the SMF indicated to the AMF that the resource is not available in the UPF (see 3GPP TS 29.502 [20A]).
NOTE:	It is up to UE implementation when to re-send a request for user-plane re-establishment for the associated PDU session after receiving a PDU session reactivation result error cause IE with a 5GMM cause set to #92 "insufficient user-plane resources for the PDU session".
For case d) in subclause 5.6.1.1, the UE shall also treat the indication from the lower layers that the RRC connection has been released as successful completion of the procedure. The UE shall reset the service request attempt counter, stop the timer T3517 and enter the state 5GMM-REGISTERED.
Editor's note:	abnormal cases for the CONTROL PLANE SERVICE REQUEST on the UE and network side are FFS.
If the AMF sends a SERVICE ACCEPT message upon receipt of the CONTROL PLANE SERVICE REQUEST message with uplink data:
-	if the UE has indicated support for the control plane CIoT 5GS optimizations; and 
-	if the AMF decides to activate the congestion control for transport of user data via the control plane,
then the AMF shall include the T3448 value IE in the SERVICE ACCEPT message.
If the T3448 value IE is present in the received SERVICE ACCEPT message and the value indicates that this timer is neither zero nor deactivated, the UE shall:
a)	stop timer T3448 if it is running;
b)	consider the transport of user data via the control plane as successful; and
c)	start timer T3448 with the value provided in the T3448 value IE.
If the UE is using 5GS services with control plane CIoT 5GS optimization, the T3448 value IE is present in the SERVICE ACCEPT message and the value indicates that this timer is either zero or deactivated, the UE shall consider this case as an abnormal case and proceed as if the T3448 value IE was not present.
If the UE in 5GMM-IDLE mode initiated the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message and the SERVICE ACCEPT message does not include the T3448 value IE and if timer T3448 is running, then the UE shall stop timer T3448.
[bookmark: _Toc20233068]*** Next change ***
[bookmark: _Toc20232766][6.2.4.3	Additional RG requirements for IP address allocation
If an 5G-RG or an W-AGF acting on behalf of an FN-RG receives a Router Advertisement Message as specified in IETF RFC 4861 [38B] with the "Managed address configuration" flag set to zero, the 5G-RG and the W-AGF acting on behalf of the FN-RG:
a)	shall obtain /64 IPv6 prefix via IPv6 stateless address autoconfiguration as specified in 3GPP TS 23.501 [8] and IETF RFC 4862 [39];
b)	may obtain IPv6 configuration parameters via stateless DHCPv6 as specified in IETF RFC 3736 [35] or as specified in IETF RFC 3315 [33B]; and
c)	may request additional IPv6 prefixes using DHCPv6. If the 5G-RG and the W-AGF acting on behalf of the FN-RG request IPv6 prefixes using DHCPv6, the 5G-RG and the W-AGF acting on behalf of the FN-RG shall act as a "Requesting Router" as described in IETF RFC 3633 [33C], shall obtain IPv6 prefixes using the DHCPv6 Identity association for prefix delegation option as specified in IETF RFC 3633 [33C] and IETF RFC 3315 [33B], may include DHCPv6 Rapid commit option as specified in IETF RFC 3315 [33B] in a DHCP message, and may include DHCPv6 OPTION_ORO option with the OPTION_PD_EXCLUDE option code as specified in IETF RFC 6603 [40A] in the DHCP message.
NOTE 1:	The 5G-RG and the W-AGF acting on behalf of the FN-RG can include several DHCP options in a DHCP message.
If the 5G-RG or the W-AGF acting on behalf of the FN-RG receives a Router Advertisement Message as specified in IETF RFC 4861 [38B] with the "Managed address configuration" flag set to one, the 5G-RG and the W-AGF acting on behalf of the FN-RG:
a)	shall obtain an IPv6 address via DHCPv6 and the DHCPv6 Identity association for non-temporary addresses option as specified in IETF RFC 3315 [33B];
b)	may obtain IPv6 configuration parameters via DHCPv6 as specified in IETF RFC 3315 [33B]; and
c)	may request IPv6 prefixes using DHCPv6. If the 5G-RG and the W-AGF acting on behalf of the FN-RG requests IPv6 prefixes using DHCPv6, the 5G-RG and the W-AGF acting on behalf of the FN-RG shall act as a "Requesting Router" as described in IETF RFC 3633 [33C], shall obtain IPv6 prefixes using the DHCPv6 Identity association for prefix delegation option as specified in IETF RFC 3633 [33C] and IETF RFC 3315 [33B], may include DHCPv6 Rapid commit option as specified in IETF RFC 3315 [33B] in a DHCP message, and may include DHCPv6 OPTION_ORO option with the OPTION_PD_EXCLUDE option code as specified in IETF RFC 6603 [40A] in the DHCP message.
NOTE 2:	The 5G-RG and the W-AGF acting on behalf of the FN-RG can include several DHCP options in a DHCP message.
*** Next change ***
8.2.30.1	Message definition
The CONTROL PLANE SERVICE REQUEST message is sent by the UE to the AMF when the UE is using 5GS services with control plane CIoT 5GS optimization. See table 8.2.30.1.1.
Message type:	CONTROL PLANE SERVICE REQUEST
Significance:	dual
Direction:		UE to network
Table 8.2.30.1.1: CONTROL PLANE SERVICE REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Control plane service request message identity
	Message type
9.7
	M
	V
	1

	
	Control plane service type
	Control plane service type
9.11.3.65
	M
	V
	1/2

	
	ngKSI 
	NAS key set identifier
9.11.3.32
	M
	V
	1/2

	xx
	CIoT small data container
	CIoT small data container 
9.11.3.67z
	O
	TLV
	4-257

	8-
	Payload container type
	Payload container type
9.11.3.40
	O
	TV
	1

	7B
	Payload container
	Payload container
9.11.3.39
	O
	TLV-E
	4-65538

	12
	PDU session ID
	PDU session identity 2
9.11.3.41
	C
	TV
	2

	50
	PDU session status
	PDU session status
9.11.3.44
	O
	TLV
	4-34

	F-
	Release assistance indication
	Release assistance indication
9.11.3.66y
	O
	TV
	1

	40
	Uplink data status
	Uplink data status
9.11.3.57
	O
	TLV
	4-34

	71
	NAS message container
	NAS message container
9.11.3.33
	O
	TLV-E
	4-n



Editor's note:	Whether a new EPD can be used in order to further reduce the message header of the message is FFS.
Editor's note:	Whether ngKSI can be removed from CPSR message is FFS.
Editor's note: 	Whether a short or a full MAC will be used to integrity protect the message is FFS.
Editor's note:	Whether Control plane service type IE can be removed is FFS.
Editor's note:	Whether Data Type field is needed is FFS.
Editor's note:	CIoT Control plane data transfer for UE in Connected mode is FFS.
Editor's note: Whether the CIoT small data container IE can be TV format is FFS.
*** Next change ***
9.11.3.67	CIoT small data container
This information element is used to encapsulate the small user data or SMS not more than 254 octets between the UE and the AMF when the UE is using control plane CIoT 5GS optimization. The CIoT small data container information element is coded as shown in figure 9.11.3.67.1 and table 9.11.3.67.1.
The CIoT small data container is a type 4 information element with a minimum length of 4 octets and a maximum length of 257 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	CIoT small data container IEI
	octet 1

	Length of CIoT small data container contents
	octet 2

	
	octet 3

	CIoT small data container contents
	

	
	octet 257



Figure 9.11.3.67.1: CIoT small data container information element
	8
	7
	6
	5
	4
	3
	2
	1
	

	Data type
	DDX
	PDU session identity
	octet 3

	

Data contents


	octet 4



octet 257


Figure 9.11.3.67.2: CIoT small data container contents
Table 9.11.3.67.1: CIoT small data container information element
	CIoT small data container contents (octet 3 to octet 257)

	

	These octets include user data to be delivered between UE and AMF.

	

	Data type (octet 3)
Bits

	8
	7
	6
	
	

	0
	0
	1
	
	Control plane user data

	0
	1
	0
	
	SMS

	

	All other values are spare.

	

	When the Data type is "Control plane user data ", the PDU session identity and  Downlink data expected (DDX) fields are encoded as follows:

	

	PDU session identity (octet 3, bits 1 to 4)
Bit

	3
	2
	1
	
	

	0
	0
	0
	
	No PDU session identity assigned

	0
	0
	1
	
	PDU session identity value 1

	0
	1
	0
	
	PDU session identity value 2

	0
	1
	1
	
	PDU session identity value 3

	1
	0
	0
	
	PDU session identity value 4

	1
	0
	1
	
	PDU session identity value 5

	1
	1
	0
	
	PDU session identity value 6

	1
	1
	1
	
	PDU session identity value 7

	

	

	Downlink data expected (DDX) (octet 3, bits 5 to 6)

	Bits

	5
	4
	

	0
	0
	No information available

	0
	1
	No further uplink orand no further downlink data transmission subsequent to the uplink data transmission is expected

	1
	0
	Only a single downlink data transmission and no further uplink data transmission subsequent to the uplink data transmission is expected

	1
	1
	reserved

	

	NOTE:	The DDX field is only used in the UE to network direction..

	

	Data contents (octet 4 to octet 257)
This field contains the control plane user data.

	

	When the Data type is "SMS", Bits 1 to 5 of octet 3 are spare and shall be coded as zero.

	Data contents (octet 4 to octet 257)
This field contains an SMS message.

	



[bookmark: _Hlk20223509][bookmark: _Toc20233310]*** Next change ***
9.11.4.23	Control plane only indication
The purpose of the control plane only indication information element is to indicate that a PDU session is only for control plane CIoT 5GS optimization.
The control plane only indication information element is coded as shown in figure 9.11.4.23.1.
The control plane only indication is a type 1 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Control plane only indication IEI
	0
Spare
	0
Spare
	0
Spare
	CPOI value
	octet 1



Figure 9.11.4.23.1: Control plane only indication information element
Table 9.11.4.23.1: Control plane only indication information element
	Control plane only indication value (CPOI) (octet 1)

	Bit

	1
	

	0
	reserved

	1
	PDU session can be used for control plane CIoT 5GS optimization only

	

	The value 0 is reserved. If received, it shall be interpreted as if the control plane only indication IE was not included in the message.

	Bits 4 to 2 of octet 1 are spare and shall be all encoded as zero.
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