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Proposed changes:
*** 1st Change ***
4.4.7.4
Handling of UP path management event notification
If the NEF receives a UP path management event notification from the SMF indicating that the subscribed event has been detected, then the NEF shall provide a notification by sending an HTTP POST message that shall include the EventNotification data type at least with the subscribed event (e.g. UP Path has changed) to the AF identified by the notification destination received during creation of the Individual Traffic Influence Subscription. If the AFRelocationAck feature is supported and the indication of AF acknowledgement to be expected within the "afAckInd" attribute was provided during creation and/or update of the Individual Traffic Influence Subscription, the NEF shall also provide a URI for AF acknowledgement within the "afAckUri" attribute in the EventNotification data. 


Upon receipt of the event notification, the AF shall respond with a "204 No Content" status code to confirm the received event notification.
Afterwards, if the indication of AF acknowledgement to be expected within the "afAckInd" attribute was provided during creation and/or update of the Individual Traffic Influence Subscription, the AF may determine that an application layer relocation is needed, and may then send an HTTP POST request as acknowledgement for the UP path management event notification to inform the NEF about the result of application layer relocation. If the application layer is ready and/or the application relocation is completed, within the payload of the HTTP POST request, the AF shall include the AfAckInfo data type with the "afStatus" attribute sets to "SUCCESS" and may provide the N6 traffic routing information associated to the target DNAI as a "trafficRoute" attribute within the AfResultInfo data; otherwise, the AF shall indicate the failure by including the AfAckInfo data type in the payload with the "afStatus" attribute sets to the corresponding failure cause. The NEF Northbound interface transaction identifier generated by the AF shall also be provided as the "afTransId" attribute within the AfAckInfo data if the AF has previously provided it.

Editor’s Note:
If the N6 traffic routing information is omitted, it’s FFS that whether it means PSA change is not allowed. 
Upon receipt of the AF acknowledgement, the NEF shall respond with a "204 No Content" status code to confirm the received acknowledgement.
*** Next Change ***
5.4.2.1
Introduction

Upon receipt of a UP management event notification from the SMF indicating the subscribed event (e.g. a DNAI has changed) is detected, the NEF shall send an HTTP POST message including the notified event to the AF. 
Upon receipt of the event notification, the AF may send an HTTP POST request as acknowledgement for the UP path management event notification to inform the NEF about the result of application layer relocation.
The NEF and the AF shall support the notification mechanism as described in subclause 5.2.5 of 3GPP TS 29.122 [4].
*** Next Change ***
5.4.2.2
Event Notification
5.4.2.2.1
Description

The Event Notification is used by the NEF to report the UP path management event notification from the SMF to the AF.

5.4.2.2.2
Target URI

URI: {notificationDestination}
The operation shall support the URI variables defined in table 5.4.2.2.2-1.

Table 5.4.2.2.2-1: URI variables 
	Name
	Definition

	notificationDestination
	Callback reference provided by the AF during creation of the subscription within the TrafficInfluSub data type as defined in Table 5.4.3.3.2-1.


5.4.2.2.3
Operation Definition
5.4.2.2.3.1
Notification via HTTP POST

This method shall support the request data structures specified in table 5.4.2.2.3.1-1 and the response data structures and response codes specified in table 5.4.2.2.3.1-2.

Table 5.4.2.2.3.1-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	EventNotification
	M
	1 
	The UP management event notification is provided by the NEF to the AF.


Table 5.4.2.2.3.1-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	N/A
	
	 
	204 No Content
	The event notification is received successfully.

	NOTE:
The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.


5.4.2.2.3.2
Notification via Websocket 

If supported by both AF and NEF and successfully negotiated, the EventNotification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4 of 3GPP TS 29.122 [4].
*** Next Change ***
5.4.2.3
Acknowledgement of event notification
5.4.2.3.1
Description

The Acknowledgement of Event Notification is used by the AF to acknowledge the NEF about handling result of the event notification (e.g. UP path change).

5.4.2.3.2
Target URI

URI: {afAckUri}
The operation shall support the URI variables defined in table 5.4.2.3.2-1.

Table 5.4.2.3.2-1: URI variables 
	Name
	Definition

	afAckUri
	Callback reference provided by the NEF during event notification within the EventNotification data type as defined in Table 5.4.3.3.4-1.


5.4.2.3.3
Operation Definition
5.4.2.3.3.1
Notification via HTTP POST

This method shall support the request data structures specified in table 5.4.2.3.3.1-1 and the response data structures and response codes specified in table 5.4.2.3.3.1-2.

Table 5.4.2.2.3.1-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AfAckInfo
	M
	1 
	Acknowledgement information of event notification.


Table 5.4.2.3.3.1-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	N/A
	
	 
	204 No Content
	The acknowledgement of event notification is received successfully.

	NOTE:
The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.


*** Next Change ***
5.4.3.3.4
Type: EventNotification
Table 5.4.3.3.4-1: Definition of type EventNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
(NOTE 1)

	afTransId
	string
	O
	0..1
	Identifies an NEF Northbound interface transaction, generated by the AF.
	

	dnaiChgType
	DnaiChangeType
	M
	1
	Identifies the type of notification regarding UP path management event.
	

	sourceTrafficRoute
	RouteToLocation
	O
	0..1
	Identifies the N6 traffic routing information associated to the source DNAI.

May be present if the "subscribedEvent" sets to "UP_PATH_CHANGE". (NOTE 3)
	

	subscribedEvent
	SubscribedEvent
	M
	1
	Identifies a UP path management event the AF requested to be notified of.
	

	targetTrafficRoute
	RouteToLocation
	O
	0..1
	Identifies the N6 traffic routing information associated to the target DNAI.

May be present if the "subscribedEvent" sets to "UP_PATH_CHANGE". (NOTE 3)
	

	sourceDnai
	Dnai
	O
	0..1
	Source DN Access Identifier. Shall be included for event "UP_PATH_CH" if the DNAI changed (NOTE 2, NOTE 3).
	

	targetDnai
	Dnai
	O
	0..1
	Target DN Access Identifier. Shall be included for event "UP_PATH_CH" if the DNAI changed (NOTE 2, NOTE 3).
	

	gpsi
	Gpsi
	O
	0..1
	Identifies a user. 
	

	srcUeIpv4Addr
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE for the source DNAI. 
	

	srcUeIpv6Prefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE for the source DNAI. 
	

	tgtUeIpv4Addr
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE for the target DNAI. 
	

	tgtUeIpv6Prefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE for the target DNAI. 
	

	ueMac
	MacAddr48
	O
	0..1
	UE MAC address of the served UE. 
	

	afAckUri
	Link
	O
	0..1
	The URI provided by the SMF for the AF acknowledgement.

May only be included for event "UP_PATH_CHANGE".
	AFRelocationAck

	NOTE 1:
Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in subclause 5.2.7 of 3GPP TS 29.122 [4]. If no feature is indicated, the related property applies for all the features.
NOTE 2:
If the DNAI is not changed while the N6 traffic routing information is changed, the "sourceDnai" attribute and "targetDnai" attribute shall not be provided.

NOTE 3:
The change from the UP path status where no DNAI applies to a status where a DNAI applies indicates the activation of the related AF request and therefore only the target DNAI and N6 traffic routing information is provided in the event notification; the change from the UP path status where a DNAI applies to a status where no DNAI applies indicates the de-activation of the related AF request and therefore only the source DNAI and N6 traffic routing information is provided in the event notification.


*** Next Change ***
5.4.3.3.x
Type AfAckInfo
Table 5.4.3.3.x-1: Definition of type AfAckInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afTransId
	string
	C
	0..1
	Identifies an NEF Northbound interface transaction, generated by the AF. It shall be provided if the AF has previously provided it.
	

	ackResult
	AfResultInfo
	M
	1
	Identifies the result of application layer handling.
	

	gpsi
	Gpsi
	O
	0..1
	Identifies a GPSI. 
	


*** Next Change ***
A.2
TrafficInfluence API

openapi: 3.0.0

info:

  title: 3gpp-traffic-influence

  version: 1.1.0.alpha-1
  description: |
    API for AF traffic influence
    © 2019, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).

    All rights reserved.
externalDocs:
  description: 3GPP TS 29.522 V16.0.0; 5G System; Network Exposure Function Northbound APIs.
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.522/'
(… text not shown for clarity …)
    EventNotification:

      type: object

      properties:

        afTransId:

          type: string

          description: Identifies an NEF Northbound interface transaction, generated by the AF.

        dnaiChgType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DnaiChangeType'

        sourceTrafficRoute:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'

        subscribedEvent:

          $ref: '#/components/schemas/SubscribedEvent'

        targetTrafficRoute:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'

        sourceDnai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
        targetDnai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        srcUeIpv4Addr:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        srcUeIpv6Prefix:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        tgtUeIpv4Addr:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        tgtUeIpv6Prefix:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        ueMac:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/MacAddr48'
        afAckUri:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'
      required:

        - dnaiChgType
        - subscribedEvent

    AfResultInfo:

      type: object

      properties:

        afStatus:

          $ref: '#/components/schemas/AfResultStatus'

        trafficRoute:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'

      required:

        - appStatus
    AfAckInfo:

      type: object

      properties:

        afTransId:

          type: string

        ackResult:

          $ref: '#/components/schemas/AfResultInfo'

        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

      required:

        - ackResult
(… text not shown for clarity …)
*** End of Changes ***

