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	Reason for change:
	For the coding description of Integrity protection maximum data rate IE, it states “All other values are spare”.

However, from binary coding perspective, it is impossible to encode “all other values are spare” as spare value normally was set to ‘0’ but in fact, all other values are not full ‘0’. Hence, here the “spare” value actually is a treatment not a coding value.

It proposes to clarify the handling of “spare” values as one of defined value if received.

	
	

	Summary of change:
	It proposes to clarify the handling of “spare” values as one of defined value if received.

	
	

	Consequences if not approved:
	Handling of “spare” values are not clear at the receiver.
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* * * First Change * * * *
[bookmark: _Toc4677730]9.11.4.7	Integrity protection maximum data rate
The purpose of the integrity protection maximum data rate information element is for the UE to indicate to the network the maximum data rate per UE for user-plane integrity protection for uplink and the maximum data rate per UE for user-plane integrity protection for downlink that are supported by the UE.
The integrity protection maximum data rate is coded as shown in figure 9.11.4.7.1 and table 9.11.4.7.2.
The integrity protection maximum data rate is a type 3 information element with a length of 3 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Integrity protection maximum data rate IEI
	octet 1

	Maximum data rate per UE for user-plane integrity protection for uplink
	octet 2

	Maximum data rate per UE for user-plane integrity protection for downlink
	octet 3


Figure 9.11.4.7.1: Integrity protection maximum data rate information element
Table 9.11.4.7.2: Integrity protection maximum data rate information element
	Maximum data rate per UE for user-plane integrity protection for uplink (octet 2)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	64 kbps

	1
	1
	1
	1
	1
	1
	1
	1
	
	Full data rate

	All other values are spare. If received they shall be interpreted as "64 kbps".

	

	Maximum data rate per UE for user-plane integrity protection for downlink (octet 3)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	64 kbps

	1
	1
	1
	1
	1
	1
	1
	1
	
	Full data rate

	
All other values are spare. If received they shall be interpreted as "64 kbps".The receiving entity shall treat a spare value as "64 kbps".


* * * End of Change * * * *
