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* * * First Change * * * *
[bookmark: _Toc533199139][bookmark: _Toc533199208]6.1.0	Message Type
GTP defines a set of messages between two associated EPC network elements. The messages to be used shall be as defined in Table 6.1-1.
Table 6.1-1: Message types for GTPv2
	Message Type value (Decimal)
	Message
	Reference
	Initial
	Triggered

	0
	Reserved
	
	
	

	1
	Echo Request
	
	X
	

	2
	Echo Response
	
	
	X

	3
	Version Not Supported Indication
	
	
	X

	4 to 16
	Reserved for S101 interface
	TS 29.276 [14]
	
	

	17 to 24
	Reserved for S121 interface
	TS 29.276 [14]
	
	

	25 to 31
	Reserved for Sv interface
	TS 29.280 [15]
	
	

	
	SGSN/MME/ TWAN/ePDG to PGW (S4/S11, S5/S8, S2a, S2b)
	
	
	

	32
	Create Session Request
	
	X
	

	33
	Create Session Response
	
	
	X

	36
	Delete Session Request
	
	X
	

	37
	Delete Session Response
	
	
	X

	
	SGSN/MME/ePDG to PGW (S4/S11, S5/S8, S2b)
	
	
	

	34
	Modify Bearer Request
	
	X
	

	35
	Modify Bearer Response
	
	
	X

	
	MME to PGW (S11, S5/S8)
	
	
	

	40
	Remote UE Report Notification
	
	X
	

	41
	Remote UE Report Acknowledge
	
	
	X

	
	SGSN/MME to PGW (S4/S11, S5/S8)
	
	
	

	38
	Change Notification Request
	
	X
	

	39
	Change Notification Response
	
	
	X

	42 to 63
	For future use
	
	
	

	164
	Resume Notification
	
	X
	

	165
	Resume Acknowledge
	
	
	X

	
	Messages without explicit response
	
	
	

	64
	Modify Bearer Command 
(MME/SGSN/ TWAN/ePDG to PGW – S11/S4, S5/S8, S2a, S2b)
	
	X
	

	65
	Modify Bearer Failure Indication 
(PGW to MME/SGSN/ TWAN/ePDG – S5/S8, S11/S4, S2a, S2b)
	
	
	X

	66
	Delete Bearer Command 
(MME/SGSN to PGW – S11/S4, S5/S8)
	
	X
	

	67
	Delete Bearer Failure Indication
(PGW to MME/SGSN – S5/S8, S11/S4))
	
	
	X

	68
	Bearer Resource Command 
(MME/SGSN/TWAN/ePDG to PGW – S11/S4, S5/S8, S2a, S2b)
	
	X
	

	69
	Bearer Resource Failure Indication 
(PGW to MME/SGSN/TWAN/ePDG – S5/S8, S11/S4, S2a, S2b)
	
	
	X

	70
	Downlink Data Notification Failure Indication
(SGSN/MME to SGW – S4/S11)
	
	X
	

	71
	Trace Session Activation
(MME/SGSN/ TWAN/ePDG to PGW – S11/S4, S5/S8, S2a, S2b)
	
	X
	

	72
	Trace Session Deactivation
(MME/SGSN/ TWAN/ePDG to PGW – S11/S4, S5/S8, S2a, S2b)
	
	X
	

	73
	Stop Paging Indication
(SGW to MME/SGSN – S11/S4)
	
	X
	

	74 to 94
	For future use
	
	
	

	
	PGW to SGSN/MME/ TWAN/ePDG (S5/S8, S4/S11, S2a, S2b)
	
	
	

	95
	Create Bearer Request
	
	X
	X

	96
	Create Bearer Response
	
	
	X

	97
	Update Bearer Request
	
	X
	X

	98
	Update Bearer Response
	
	
	X

	99
	Delete Bearer Request
	
	X
	X

	100
	Delete Bearer Response
	
	
	X

	
	PGW to MME, MME to PGW, SGW to PGW, SGW to MME, PGW to TWAN/ePDG, TWAN/ePDG to PGW (S5/S8, S11, S2a, S2b)
	
	
	

	101
	Delete PDN Connection Set Request
	
	X
	

	102
	Delete PDN Connection Set Response
	
	
	X

	
	PGW to SGSN/MME (S5, S4/S11)
	
	
	

	103
	PGW Downlink Triggering Notification
	
	X
	

	104
	PGW Downlink Triggering Acknowledge
	
	
	X

	105 to 127
	For future use
	
	
	

	
	MME to MME, SGSN to MME, MME to SGSN, SGSN to SGSN, MME to AMF, AMF to MME (S3/S10/S16/N26)

	
	
	

	
	
	S3
	S10
	S16
	N26
	
	
	

	128
	Identification Request
	X
	X
	X
	X
	
	X
	

	129
	Identification Response
	X
	X
	X
	X
	
	
	X

	130
	Context Request
	X
	X
	X
	X
	
	X
	

	131
	Context Response
	X
	X
	X
	X
	
	
	X

	132
	Context Acknowledge
	X
	X
	X
	X
	
	
	X

	133
	Forward Relocation Request
	X
	X
	X
	X
	
	X
	

	134
	Forward Relocation Response
	X
	X
	X
	X
	
	
	X

	135
	Forward Relocation Complete Notification
	X
	X
	X
	X
	
	X
	

	136
	Forward Relocation Complete Acknowledge
	X
	X
	X
	X
	
	
	X

	137
	Forward Access Context Notification
	-
	X
	X
	-
	
	X
	

	138
	Forward Access Context Acknowledge
	-
	X
	X
	-
	
	
	X

	139
	Relocation Cancel Request
	X
	X
	X
	X
	
	X
	

	140
	Relocation Cancel Response
	X
	X
	X
	X
	
	
	X

	141
	Configuration Transfer Tunnel
	-
	X
	-
	-X
	
	X
	

	142 to 148
	For future use
	
	
	
	
	
	
	

	152
	RAN Information Relay
	X
	-
	X
	-
	
	X
	

	
	SGSN to MME, MME to SGSN (S3)
	
	
	

	149
	Detach Notification
	
	X
	

	150
	Detach Acknowledge
	
	
	X

	151
	CS Paging Indication
	
	X
	

	153
	Alert MME Notification
	
	X
	

	154
	Alert MME Acknowledge
	
	
	X

	155
	UE Activity Notification
	
	X
	

	156
	UE Activity Acknowledge
	
	
	X

	157
	ISR Status Indication
	
	X
	

	158
	UE Registration Query Request
	
	X
	

	159
	UE Registration Query Response
	
	
	X

	
	SGSN/MME to SGW, SGSN to MME (S4/S11/S3)
SGSN to SGSN (S16), SGW to PGW (S5/S8)
	
	
	

	162
	Suspend Notification
	
	X
	

	163
	Suspend Acknowledge
	
	
	X

	
	SGSN/MME to SGW (S4/S11)
	
	
	

	160
	Create Forwarding Tunnel Request
	
	X
	

	161
	Create Forwarding Tunnel Response
	
	
	X

	166
	Create Indirect Data Forwarding Tunnel Request
	
	X
	

	167
	Create Indirect Data Forwarding Tunnel Response
	
	
	X

	168
	Delete Indirect Data Forwarding Tunnel Request
	
	X
	

	169
	Delete Indirect Data Forwarding Tunnel Response
	
	
	X

	170
	Release Access Bearers Request
	
	X
	

	171
	Release Access Bearers Response
	
	
	X

	172 to 175
	For future use
	
	
	

	
	SGW to SGSN/MME (S4/S11)
	
	
	

	176
	Downlink Data Notification
	
	X
	

	177
	Downlink Data Notification Acknowledge
	
	
	X

	179
	PGW Restart Notification
	
	X
	

	180
	PGW Restart Notification Acknowledge
	
	
	X

	
	SGW to SGSN (S4)
	
	
	

	178
	Reserved. Allocated in earlier version of the specification.
	
	
	

	181 to 199
	For future use
	
	
	

	
	SGW to PGW, PGW to SGW (S5/S8)
	
	
	

	200
	Update PDN Connection Set Request
	
	X
	

	201
	Update PDN Connection Set Response
	
	
	X

	202 to 210
	For future use
	
	
	

	
	MME to SGW (S11)
	
	
	

	211
	Modify Access Bearers Request
	
	X
	

	212
	Modify Access Bearers Response
	
	
	X

	213 to 230
	For future use
	
	
	

	
	MBMS GW to MME/SGSN (Sm/Sn)
	
	
	

	231
	MBMS Session Start Request
	
	X
	

	232
	MBMS Session Start Response
	
	
	X

	233
	MBMS Session Update Request
	
	X
	

	234
	MBMS Session Update Response
	
	
	X

	235
	MBMS Session Stop Request
	
	X
	

	236
	MBMS Session Stop Response
	
	
	X

	237 to 239
	For future use
	
	
	

	
	Other
	
	
	

	240 to 247
	Reserved for Sv interface (see also types 25 to 31)
	TS 29.280 [15]
	
	

	248 to 255
	For future use
	
	
	

	




* * * Next Change * * * *
7.3.18	Configuration Transfer Tunnel
A Configuration Transfer Tunnel message shall be used to: 
-	tunnel eNodeB Configuration Transfer messages from a source MME to a target MME over the S10 interface. The purpose of the eNodeB Direct Configuration Transfer is to transfer information from an eNodeB to another a target eNodeB or an en-gNB connected to a target eNB in unacknowledged mode (see 3GPP  TS 36.413  [10]);
-	tunnel eNodeB Configuration Transfer messages from a source MME to a target AMF, or to tunnel Uplink RAN Configuration Transfer messages from a source AMF to a target MME, over the N26 interface. This is to transfer RAN configuration information between an eNodeB and a gNB in unacknowledged mode (see 3GPP TS 36.413 [10] and 3GPP TS 38.413 [84]).
Table 7.3.18-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.18-1: Information Elements in a Configuration Transfer Tunnel Message
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	E-UTRAN Transparent Container / EN-DC Container
	M
	This IE shall contain: 

-	the "SON Configuration Transfer" as specified in 3GPP TS 36.413 [10]. In this case, the 
Container Type shall be set to 3.
or 
-	the "EN-DC SON Configuration Transfer" as specified in 3GPP TS 36.413 [10]. In this case the Container Type shall be set to 5. (NOTE)
	F-Container
	0

	Target eNodeB ID / en-gNB ID
	M
	This IE shall contain the ID of the target eNodeB or en-gNB.

This IE shall encode a target en-gNB ID over the S10 or N26 interface during: 
-	a TNL address discovery request of a candidate en-gNB via the S1 interface or via inter-system signalling. 

This IE shall encode a target eNodeB ID: 
-	over the S10 interface, when no EN-DC SON Configuration Transfer IE is received from the source eNB;
-	over the S10 or N26 interface, during a TNL address discovery response of a candidate en-gNB via the S1 interface or via inter-system signalling.
See subclauses 22.3.6.x and 22.3.6.y of 3GPP TS 36.300 [19].

	Target Identification
	0

	Connected Target eNodeB ID
	CO
	This IE shall be present during an TNL address discovery request of a candidate en-gNB via the S1 interface (see subclauses 22.3.6.x of 3GPP TS 36.300 [19]) if the source eNB provided the ID of a target eNB connected to the target en-gNB ID.
	Target Identification
	1

	NOTE:	An EN-DC Container shall only be sent towards MMEs known to support TNL address discovery of a candidate en-gNB via the S1 interface or via inter-system signalling (see subclauses 22.3.6.x and 22.3.6.y of 3GPP TS 36.300 [19]).       




* * * Next Change * * * *
[bookmark: _Toc533199322]8.48	Fully Qualified Container (F-Container)
Fully Qualified Container (F-Container) is coded as depicted in Figure 8.48-1.
All Spare bits are set to zeros by the sender and ignored by the receiver.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 118 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Spare
	Container Type
	

	
	6 to (n+4)
	F-Container field
	


Figure 8.48-1: Full Qualified Container (F-Container)
The F-Container field shall contain one of the following information, depending of the contents of the container transported by the specific GTP Information Element:
-	transparent copy of the corresponding IEs (see subclause 8.2.2):
-	the "Source to Target Transparent Container" or the "Target to Source Transparent Container" as specified in 3GPP TS 25.413 [33]; or
-	the "SON Configuration Transfer" as specified in 3GPP TS 36.413 [10] or "EN-DC SON Configuration Transfer" as specified in 3GPP TS 36.413 [10]; or
-	the "eNB Status Transfer Transparent Container" as specified in 3GPP TS 36.413 [10]; or
-	"Source BSS to Target BSS Transparent Container" or "Target BSS to Source BSS Transparent Container" as specified in 3GPP TS 48.018 [34] or 3GPP TS 25.413 [33], which contains the value part of the "Source BSS to Target BSS Transparent Container" IE or the value part of the "Target BSS to Source BSS Transparent Container" IE defined in 3GPP TS 48.018 [34], i.e. octets 3 to n, excluding octet 1 (Element ID) and octet 2, 2a (Length); or
-	transparent copy of the value part of the "NBIFOM Container" as specified in 3GPP TS 24.161 73].
-	transparent copy of the octets of the encoded OCTET STRING of the "Source to Target Transparent Container" or the "Target to Source Transparent Container" specified in 3GPP TS 36.413 [10] and 3GPP TS 38.413 [84]; or
-	transparent copy of the BSSGP RIM PDU as specified in 3GPP TS 48.018 [34]; or
-	the Packet Flow ID, Radio Priority, SAPI, PS Handover XID parameters as specified in figure 8.42-2.
NOTE 1:	Annex B.2 provides further details on the encoding of Generic Transparent Containers over RANAP, S1-AP and GTP. See also Annex C of 3GPP TS 36.413 [10] for further details on how the MME constructs the F-Container field from the Source to Target Transparent Container or Target to Source Transparent Container IEs received from S1-AP. 
Container Type values are specified in Table 8.48-2.
Table 8. 48-2: Container Type values
	Container Types
	Values (Decimal)

	Reserved
	0

	UTRAN Transparent Container
	1

	BSS Container
	2

	E-UTRAN Transparent Container
	3

	NBIFOM Container
	4

	EN-DC Container
	5

	<spare>
	56-255



NOTE 2:	For any other new future F-Container content types, new Container Type values may be needed, although use of RAT agnostic containers should be used whenever possible.
The BSS Container IE in the Bearer Context IE in Forward Relocation Request and Context Response messages is coded as depicted in Figure 8.48-3.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	6
	Spare
	PHX
	SAPI
	RP
	PFI
	

	
	a
	Packet Flow ID
	

	
	b
	SAPI
	Spare
	Radio Priority
	

	
	c
	XiD parameters length
	

	
	d to n
	XiD parameters
	


Figure 8.48-3: BSS Container
The flags PFI, RP, SAPI and PHX in octet 6 indicate the corresponding type of parameter (Packet FlowID, Radio Priority, SAPI and PS handover XID parameters) shall be present in a respective field or not. If one of these flags is set to "0", the corresponding field shall not be present at all. The Spare bit shall be set to zero by the sender and ignored by the receiver.
If PFI flag is set, Packet Flow ID shall be present in Octet a.
If RP flag is set, Radio Priority shall be present in Octet b.
If SAPI flag is set, SAPI shall be present in Octet b.
If PHX flag is set:
· XiD parameters length is present in Octet c.
· XiD parameters are present in Octet d to n.

* * * Next Change * * * *
[bookmark: _Toc533199325]8.51	Target Identification
[bookmark: _Toc533199326]8.51.1	General
The Target Identification information element is coded as depicted in Figure 8.51-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 121 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Target Type
	

	
	6 to (n+4)
	Target ID
	


Figure 8.51-1: Target Identification
Target Type values are specified in Table 8.51-1.
Table 8.51-1: Target Type values and their meanings
	Target Types
	Values (Decimal)

	RNC ID
	0

	Macro eNodeB ID
	1

	Cell Identifier
	2

	Home eNodeB ID
	3

	Extended Macro eNodeB ID
	4

	gNodeB ID
	5

	Macro ng-eNodeB ID
	6

	Extended ng-eNodeB ID
	7

	en-gNB ID
	8

	<spare>
	8 9 to 255



* * * Next Change * * * *
[bookmark: _Toc533199328]8.51.3	Macro eNodeB ID
The Target Type is Macro eNodeB ID for: 
-	handover to E-UTRAN Macro eNodeB; and 
-	RAN Information Relay towards E-UTRAN; and
-	a TNL address discovery response of a candidate en-gNB via the S1 interface or via inter-system signalling (see subclauses 22.3.6.x and 22.3.6.y of 3GPP TS 36.300 [19]). 
In this case the coding of the Target ID field shall be coded as depicted in Figure 8.51-2.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	6
	MCC digit 2
	MCC digit 1
	

	
	7
	MNC digit 3
	MCC digit 3
	

	
	8
	MNC digit 2 
	MNC digit 1
	

	
	9
	Spare
	Macro eNodeB ID
	

	
	10 to 11
	Macro eNodeB ID
	

	
	12 to 13
	Tracking Area Code (TAC)
	


Figure 8.51-2: Target ID for Type Macro eNodeB
The Macro eNodeB ID consists of 20 bits. Bit 4 of Octet 9 is the most significant bit and bit 1 of Octet 11 is the least significant bit. The coding of the Macro eNodeB ID is the responsibility of each administration. Coding using full hexadecimal representation (binary, not ASCII encoding) shall be used.

* * * Next Change * * * *
[bookmark: _Toc533199330]8.51.5	Extended Macro eNodeB ID
The Target Type is Extended Macro eNodeB ID for: 
-	handover to E-UTRAN Macro eNodeB; and 
-	RAN Information Relay towards E-UTRAN; and
-	a TNL address discovery response of a candidate en-gNB via the S1 interface or via inter-system signalling (see subclauses 22.3.6.x and 22.3.6.y of 3GPP TS 36.300 [19]). 
In this case the coding of the Target ID field shall be coded as depicted in Figure 8.51-4.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	6
	MCC digit 2
	MCC digit 1
	

	
	7
	MNC digit 3
	MCC digit 3
	

	
	8
	MNC digit 2 
	MNC digit 1
	

	
	9
	SMeNB 
	Spare
	Extended Macro eNodeB ID
	

	
	10 to 11
	Extended Macro eNodeB ID
	

	
	12 to 13
	Tracking Area Code (TAC)
	


Figure 8.51-4: Target ID for Type Extended Macro eNodeB
The Extended Macro eNodeB ID consists of 21 bits. The coding of the Macro eNodeB ID is the responsibility of each administration. Coding using full hexadecimal representation (binary, not ASCII encoding) shall be used.
If the SMeNB flag is not set the Extended Macro eNodeB ID contains a Long Macro eNodeB ID with a length of 21 Bits. Bit 5 of Octet 9 is the most significant bit and bit 1 of Octet 11 is the least significant bit.
If the SMeNB flag is set the Extended Macro eNodeB ID contains a Short Macro eNodeB ID with a length of 18 Bits. Bits 5 to 3 of Octet 9 shall be set to 0 by the sender and shall be ignored by the receiver. Bit 2 of Octet 9 is the most significant bit and bit 1 of Octet 11 is the least significant bit.

* * * Next Change * * * *
8.51.x	en-gNB ID
The Target Type is an en-gNB ID for: 
-	a TNL address discovery request of a candidate en-gNB via the S1 interface or via inter-system signalling (see subclauses 22.3.6.x and 22.3.6.y of 3GPP TS 36.300 [19]).  
In this case, the Target ID field shall be coded as depicted in Figure 8.51.x-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	6
	MCC digit 2
	MCC digit 1
	

	
	7
	MNC digit 3
	MCC digit 3
	

	
	8
	MNC digit 2 
	MNC digit 1
	

	
	9
	5TAC
	ETAC
	en-gNB ID Length
	

	
	10 to 13
	en-gNB ID
	

	
	p to (p+1)
	Tracking Area Code (TAC)
	

	
	q to (q+2)
	5GS Tracking Area Code (TAC)
	


Figure 8.51.x-1: Target ID for Type en-gNB ID
The en-gNB ID Length field, in bits 1 to 6 of octet 9, indicates the length of the en-gNB ID in number of bits.  
Bits 7 and 8 of octet 9 shall be encoded as follows: 
-	Bit 7 - ETAC: when set to "1", octets p to (p+1) shall be present and encode a TAC (EPS); otherwise, octets p to (p+1) shall be absent.
-	Bit 8 - 5TAC: when set to "1", octets q to (q+2) shall be present and encode a 5GS TAC; otherwise, octets q to (q+2) shall be absent.
The en-gNB ID consists of 22 to 32 bits. The en-gNB ID shall be coded as the gNodeB ID field of the gNodeB ID in subclause 8.51.7.
When present, the TAC shall consist of 2 octets and shall be coded as the TAC field of the Macro eNodeB ID in subclause 8.51.3. 
When present, the 5GS TAC shall consist of 3 octets and shall be coded as the 5GS TAC field of the gNodeB ID in ubclause 8.51.7.

* * * End of Changes * * * *

