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*** Next change ***
[bookmark: _Toc533171715][bookmark: _Toc525306501]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
4G-GUTI	4G-Globally Unique Temporary Identifier
5GCN	5G Core Network
5G-GUTI	5G-Globally Unique Temporary Identifier
5GMM	5GS Mobility Management
5GS	5G System
5GSM	5GS Session Management
5G-S-TMSI	5G S-Temporary Mobile Subscription Identifier
5G-TMSI	5G Temporary Mobile Subscription Identifier
5QI	5G QoS Identifier
AKA	Authentication and Key Agreement
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
APN	Access Point Name
DL	Downlink
DN	Data Network
DNN	Data Network Name
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
EAP-AKA'	Improved Extensible Authentication Protocol method for 3rd generation Authentication and Key Agreement
ECIES	Elliptic Curve Integrated Encryption Scheme
EPD	Extended Protocol Discriminator
EMM	EPS Mobility Management
EPC	Evolved Packet Core Network
EPS	Evolved Packet System
ESM	EPS Session Management
Gbps	Gigabits per second
GFBR	Guaranteed Flow Bit Rate
GUAMI	Globally Unique AMF Identifier
IP-CAN	IP-Connectivity Access Network
KSI	Key Set Identifier
LADN	Local Area Data Network
LMF	Location Management Function
LPP	LTE Positioning Protocol
MAC	Message Authentication Code
Mbps	Megabits per second
MFBR	Maximum Flow Bit Rate
MICO	Mobile Initiated Connection Only
N3IWF	Non-3GPP Inter-Working Function
NAI	Network Access Identifier
NITZ	Network Identity and Time Zone
NR	New Radio
ngKSI	Key Set Identifier for Next Generation Radio Access Network
NSSAI	Network Slice Selection Assistance Information
OS	Operating System
OS Id	OS Identity
PTI	Procedure Transaction Identity
QFI	QoS Flow Identifier
QoS	Quality of Service
QRI	QoS Rule Identifier
(R)AN	(Radio) Access Network
RPLMN	Registered PLMN
RQA	Reflective QoS Attribute
RQI	Reflective QoS Indication
RFSP	RAT Frequency Selection Priority
S-NSSAI	Single NSSAI
SA	Security Association
SDF	Service Data Flow
SNN	Serving Network Name
SMF	Session Management Function
SOR	Steering of Roaming
TA	Tracking Area
TAC	Tracking Area Code
TAI	Tracking Area Identity
Tbps	Terabits per second
UL	Uplink
UPF	User Plane Function
UPSC	UE Policy Section Code
UPSI	UE Policy Section Identifier
URN	Uniform Resource Name
URSP	UE Route Selection Policy


*** Next change ***
[bookmark: _Toc533172521][bookmark: _Toc525307277]D.1	General
The PCF can may provide the UE with one or more UE policies using the network-requested UE policy management procedure. The UE provides the PCF with a list of one or more stored UE policy section identifiers (UPSIs), and tThe PCF provides each UE policy using one or more UE policy sections, each identified by a UE policy section identifier (UPSI). The UPSI is composed of two parts:
a)	a PLMN ID part containing the PLMN ID for the PLMN of the PCF which provides the UE policies; and
b)	a UE policy section code (UPSC) containing a value assigned by the PCF. 
The UE processes the UE policy sections, each identified by the UPSI, received from the PCF and informs the PCF of the result.
The UE provides the PCF with the UE policy related capabilities such as the UE's support for ANDSP and the UE's OS Id. 
The message coding rules for the messages exchanged between the UE and the PCF for UE policy delivery are specified in subclause D.4.


*** Next change ***
D.2.2.1	General
The purpose of the UE-initiated UE state indication procedure is: 
a)	to deliver the UPSI(s) of the UE policy section(s) which are: 
-	identified by a UPSI with the PLMN ID part indicating the HPLMN or the selected PLMN; and 
-	stored in the UE;
to the PCF, if the UE has one or more stored UE policy sections identified by a UPSI with  the PLMN ID part indicating the HPLMN or the selected PLMN; 
b)	and to indicate whether UE supports ANDSP; and 
c)	to deliver the UE's one or more OS Ids.
*** Next change ***

D.2.2.2	UE-initiated UE state indication procedure initiation
In order to initiate the UE-initiated UE state indication procedure, the UE shall create a UE STATE INDICATION message. The UE shall:
a)	shall allocate a PTI value currently not used and set the PTI IE to the allocated PTI value; 
b)	shall include the UPSI(s) of the UE policy section(s) which are identified by a UPSI with the PLMN ID part indicating the HPLMN or the selected PLMN available in the UE in the UPSI list IE; and
c)	shall specify whether the UE supports ANDSP in the UE policy classmark IE; and
d)	may include the UE's one or more OS Ids in the UE OS Id IE.
The UE shall send the UE STATE INDICATION message (see example in figure D.2.2.2.1). The UE shall transport the created UE STATE INDICATION message using the registration procedure (see subclause 5.5.1).


Figure D.2.2.2.1: UE-initiated UE state indication procedure
[bookmark: _Toc525307301]***** Next change *****
D.5.4.1	Message definition
The UE STATE INDICATION message is sent by the UE to the PCF:
a)	 to deliver the UPSI(s) of the UE policy section(s) stored in the UE;
b)	 and to indicate whether the UE supports ANDSP; and
c)	to deliver the the UE's one or more OS Ids;. S
see table D.5.4.1.1.
Message type:	UE STATE INDICATION
Significance:		dual
Direction:			UE to network
Table D.5.4.1.1: UE STATE INDICATION message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	UE STATE INDICATION message identity
	UE policy delivery message type
D.6.1
	M
	V
	1

	
	UPSI list
	UPSI list
D.6.4
	M
	LV-E
	8-65537

	
	UE policy classmark
	UE policy classmark
D.6.5
	M
	LV
	2-4

	XX
	UE OS Id
	OS Id
D.6.6
	O
	TLV
	18-242 



***** Next change *****

[bookmark: _Toc525307307]D.6.5	UE policy classmark
The purpose of the UE policy classmark information element is to provide the network with information concerning about the policy aspects of the UE. 
The UE policy classmark information element is coded as shown in figure D.6.5.1 and table D.6.5.1.
The UE policy classmark is a type 4 information element with a minimum length of 3 octets and a maximum length of 5 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Policy information IEI
	octet 1

	Length of Policy information contents
	octet 2

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0 Spare
	0 Spare
	SupportANDSP
	
octet 3

	0
	0
	0
	0
	0
	0
	0
	0
	
octet 4* -5*

	Spare
	


Figure D.6.5.1: UE policy classmark information element
Table D.6.5.1: UE policy classmark information element
	Support of ANDSP by the UE (SupportANDSP) (octet 3, bit 1)

	Bit

	1
	

	0
	ANDSP not supported by the UE

	1
	ANDSP supported by the UE

	

	

	All other bits in octet 3 to 5 are spare and shall be coded as zero, if the respective octet is included in the information element.




*** Next change ***

D.6.X	UE OS Id
The purpose of the UE OS Id information element is to provide the network with information about the OS of the UE. 
The UE OS Id information element is coded as shown in figure D.6.X.1 and table D.6.X.1.
The UE OS Id is a type 4 information element with a minimum length of 18 octet and a maximum length of 242 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	OS Id IEI
	octet 1

	Length of OS Id information contents
	octet 2

	OS Id_1
	octets 3 - 18

	…
	 …

	OS Id_15
	octets 226* -242*


Figure D.6.X.1: UE OS Id information element
Table D.6.X.1: UE OS Id information element
	OS Id:

	The OS Id is coded as a sequence of a sixteen octet OS Id value field. The OS Id value field is defined as Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [35A].





***** End of changes *****
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