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	Reason for change:
	24.501 states:

-------

UE stores operator-defined access category definitions valid in the current PLMN as specified in subclause 4.5.3, and access attempt is matching criteria of an operator-defined access category definition.
-------

However, 24.501 does not define "criteria" of an operator-defined access category definition. It seems to be the "one or more access category criteria type and associated access category criteria type values" as specified in subclause 4.5.3, but it is not stated explicitly. There is the following NOTE but it only clarifies handling for multiple values of one access category criteria type.
-------

NOTE 1:
An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt match any of the associated access criteria type values.
-------

Futhermore, when "several access category criteria type and associated access category criteria type values" are included in the criteria of an operator-defined access category definition, it is not clear whether it is sufficient that one of them matches or all of them has to match.

Reason for change for changes on top of revision 1 agreed in Jan 2019 CT1 meeting:

Revision 1 stated: "The UE shall discard any received operator-defined access category definition with a criteria type set to a reserved value before storing the remaining received operator-defined access category definitions for the RPLMN." - i.e. when the operator-defined access category definition IE contained an operator-defined access category definition with a criteria type set to a reserved value, then the UE discarded such operator-defined access category definition and used the remaining operator-defined access category definitions.
However, this text of revision 1 was against TS 24.007 stating "An IE is defined to be syntactically incorrect in a message if it contains at least one value defined as "reserved", or if its value part violates syntactic rules given in the specification of the value part.") and 24.501 stating ("The UE shall treat all optional IEs that are syntactically incorrect in a message as not present in the message.") - i.e. TS 24.007 and TS 24.501 imply that the UE needs to ignore the entire operator-defined access category definition IE if containing an operator-defined access category definition with a criteria type set to a reserved value.

	
	

	Summary of change:
	"criteria" is defined to consists of the "one or more access category criteria type and associated access category criteria type values".

An access attempt matches "criteria" only if all of the one or more access category criteria type with any associated access category criteria type value match.
Interoperability impact analysis:
The CR is backward compatible.
1) UE compliant to this CR interworking with network compliant to 24.501 v15.2.0: Interoperability not changed.

Summary of change for changes on top of revision 1 agreed in Jan 2019 CT1 meeting:

Changes in 5.4.4.3, 5.5.1.2.4, 5.5.1.3.4 were removed.

	
	

	Consequences if not approved:
	access attempt matches incorrect operator-defined access category, resulting in access attempt being barred (when should actually proceed) or proceeding (when should actually be barred).
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***** change *****
4.5.3
Operator-defined access categories
Operator-defined access category definitions can be signalled to the UE using NAS signalling. Each operator-defined access category definition consists of the following parameters:
a)
a precedence value which indicates in which order the UE shall evaluate the operator-defined category definition for a match;

b)
an operator-defined access category number, i.e. access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE;

c)
criteria consisting of one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:

1)
DNN;

2)
5QI;

Editor's note:
Whether the 5QI is a suitable access category criteria type is FFS.
3)
OS Id + OS App Id of application triggering the access attempt; or

4)
S-NSSAI; and
NOTE 1:
An access category criteria type can be associated with more than one access category criteria values.
d)
optionally, a standardized access category. This standardized access category is used in combination with the access identities of the UE to determine the RRC establishment cause as specified in subclause 4.5.6.

An access attempt matches the criteria of an operator-defined access category definition, if the access attempt matches all access category criteria types included in the criteria with any of the associated access criteria type values.

Each operator-defined access category definition has a different precedence value.

Several operator-defined access category definitions can have the same operator-defined access category number.
If:

-
an access category in bullet d) is not provided;

-
an access category in bullet d) is provided and is not a standardized access category; or

-
an access category in bullet d) is provided, is a standardized access category and is not recognized by the UE;

the UE shall use instead:

-
access category 3 (MO_sig) if the access attempt is triggered by uplink signalling; or
-
access category 7 (MO_data) if the access attempt is triggered by uplink data

in combination with the access identities of the UE to determine the RRC establishment cause as specified in subclause 4.5.6.

The operator-defined access category definitions are valid in the PLMN which provided them and in a PLMN equivalent to the PLMN which provided them, as specified in annex C.

If the UE stores operator-defined access category definitions valid in the selected PLMN or the RPLMN, then access control in 5GMM-IDLE mode will only be performed for the event a) defined in subclause 4.5.1. If the transition from 5GMM-IDLE mode over 3GPP access to 5GMM-CONNECTED mode is due to a UE NAS initiated 5GMM specific procedure, then this access attempt shall be mapped to one of the standardized access categories in the range < 32, see subclause 4.5.2. I.e. for this case the UE shall skip the checking of operator-defined access category definitions.
If the UE is stores operator-defined access category definitions valid in the selected PLMN or the RPLMN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication will only be performed for the events 1) to 6) defined in subclause 4.5.1.
The UE shall handle the operator-defined access category definitions stored for the RPLMN as specified in subclause 5.4.4.3, subclause 5.5.1.2.4, and subclause 5.5.1.3.4.

When the UE is switched off, the UE shall keep the operator-defined access category definitions so that the operator-defined access category definitions can be used after switch on.

When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE shall stop using the operator-defined access category definitions stored for the previously selected PLMN and should keep the operator-defined access category definitions stored for the previously selected PLMN.

NOTE 2:
When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE can delete the operator-defined access category definitions stored for the previously selected PLMN e.g. if there is no storage space in the UE.

