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*** 1st Change ***

4.2.3.9.1
Provisioning of PCC rule
When the PCF receives IMS service information from the AF for an Emergency service and derives authorized PCC Rules from the service information, the "priorityLevel" attribute, the "preemptCap" attribute and the "preemptVuln" attribute in the ARP within the QoS data decision which the PCC Rule refers to shall be assigned a priority and pre-emption as required by local operator policies (e.g. if an IMS Emergency session is prioritized the "priorityLevel" attribute may contain a value that is reserved for an operator domain use of IMS Emergency session).
The PCF shall immediately initiate the procedure as described in clause 4.2.6.2.1 to provision PCC Rules and the procedures described in clause 4.2.6.2.3 to provision the authorized QoS per service data flow.

The provisioning of PCC Rules at the SMF that require the establishment of a dedicated QoS flow for emergency services shall cancel the inactivity timer in the SMF, if running.

Any SMF-initiated request for PCC Rules for an IMS Emergency service triggered by "authPolicyConReqTrigger" assigned to "RES_MO_RE" (i.e. UE-initiated resource reservation) shall be rejected by the PCF with an appropriate status code. 

The SMF shall execute the procedures to ensure that a new QoS flow is established for the Emergency service.

When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedure shall be performed.
*** End of Changes ***

