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Therefore, 404 error has to be removed from 5.3.2.3.1, and 5.3.3.4.2.2 and APPLICATION_SESSION_CONTEXT_NOT_FOUND has to be clarified.
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Proposed changes:

*** 1st Change ***

5.3.2.3.1
POST

This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AppSessionContext
	M
	1
	Contains the information for the creation of a new Individual Application Session Context resource.


Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	AppSessionContext
	M
	1
	201 Created
	Successful case.

The creation of an Individual Application Session Context resource is confirmed and a representation of that resource is returned.

	n/a
	
	
	303 See Other
	The result of the HTTP POST request would be equivalent to the existing Application Session Context. The HTTP response shall contain a Location header field set to the URI of the existing individual Application Session Context resource.

	ProblemDetails
	M
	1
	403 Forbidden
	(NOTE 2)

	
	
	
	
	

	NOTE 1:
In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [5] for the POST method shall also apply.

NOTE 2:
Failure cases are described in subclause 5.7.


*** 2nd Change ***

5.3.3.4.2.2
Operation Definition

This custom operation deletes an existing Individual Application Session Context resource and the child Events Subscription sub-resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.2.2-1 and the response data structure and response codes specified in table 5.3.3.4.2.2-2.

Table 5.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	EventsSubscReqData
	O
	0..1
	Events subscription information to be sent by the AF to request event notification when the Individual Application Session Context resource is deleted.


Table 5.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case.

The Individual Application session context resource was deleted.

	EventsNotification
	M
	1
	200 OK
	Successful case.

The Individual Application Session Context resource was deleted and a partial representation of that resource containing event notification information is returned.

	
	
	
	
	

	NOTE 1:
In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [5] for the POST method shall also apply.



*** 3rd Change ***

5.7.3
Application Errors

The application errors defined for the Npcf_PolicyAuthorization API are listed in table 5.7.3-1. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1.

Table 5.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	REQUESTED_SERVICE_NOT_AUTHORIZED
	403 Forbidden
	The service information provided in the request is rejected. (NOTE 1)

	REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED
	403 Forbidden
	The service information provided in the request is temporarily rejected. (NOTE 2)

	UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY
	403 Forbidden
	The request for sponsored data connectivity is not authorized. (NOTE 3)

	APPLICATION_SESSION_CONTEXT_NOT_FOUND
	404 Not Found
	The HTTP request is rejected because the specified Individual Application Session Context does not exist. (NOTE 4)

	PDU_SESSION_NOT_AVAILABLE
	500 Internal Server Error
	The PCF failed in executing session binding. (NOTE 5)

	NOTE 1:
This application error is included in the response to the POST request (see subclauses 4.2.2.2 and 4.2.2.5) and to the PATCH request (see subclauses 4.2.3.2 and 4.2.3.5).

NOTE 2:
This application error is included in the response to the POST request (see subclause 4.2.2.2) and to the PATCH request (see subclause 4.2.3.2).

NOTE 3:
This application error is included in the response to the POST request (see subclause 4.2.2.5) and to the PATCH request (see subclause 4.2.3.5).

NOTE 4:
This application error is included in the responses to the GET, PATCH and delete custom operation requests to the Individual Application Session Context resource.

NOTE 5:
This application error is included in the response to the POST request (see subclauses 4.2.2.2).


*** End of Changes ***

