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*** 1st Change ***

4.2.3.2
Creating a new subscription

Figure 4.2.3.2-1 illustrates the creation of a subscription.
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Figure 4.2.3.2-1: Creation of a subscription

To subscribe to event notifications, the NF service consumer shall send an HTTP POST request with: "{apiRoot}/nsmf-eventexposure/v1/subscriptions/" as Resource URI and the Nsmf_EventExposure data structure as request body that shall include:

-
if the subscription applies to events related to a single PDU session, the PDU Session ID of that PDU session as "pduSeId" attribute;
-
if the subscription applies to events not related to a single PDU session, identification of UEs to which the subscription applies via:

a)
identification of a single UE by SUPI as "supi" attribute;

b)
identification of a group of UE(s) via a "groupId" attribute; or

c)
identification of any UE using a specific DNN via the "dnn" attribute;

NOTE:
The identification of any UE does not apply for local breakout roaming scenarios where the the SMF is located in the VPLMN and the NF service consumer is located in the HPLMN.
-
an URI where to receive the requested notifications as "notifURI" attribute;

-
a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute; and

-
if the NF service consumer is an AMF, the GUAMI encoded as "guami" attribute:
-
a description of the subscribed events as "eventSubs" attribute that for each event shall include:

a)
an event identifier as "event" attribute; and

b)
for event DNAI_CH (DNAI change), whether the subscription is for early, late, or early and late notifications of UP path reconfiguration in the "dnaiChType" attribute;





The Nsmf_EventExposure data structure as request body may also include:
-
Alternate or backup IPv4 Addess(es) where to send Notifications encoded as " altNotifIpv4Addrs" attribute;
-
Alternate or backup IPv6 Addess(es) where to send Notifications encoded as " altNotifIpv6Addrs" attribute; 
-
if the NF service consumer is an AMF, the name of a service produced by the AMF that expects to receive the notification about subscribed events encoded as "serviceName" attribute;
-
event notification method (periodic, one time, on event detection) as "notifMethod" attribute;

-
Maximum Number of Reports as "maxReportNbr" attribute;

-
Monitoring Duration as "expiry" attribute; and/or
-
Repetition Period for periodic reporting as "repPeriod" attribute.
Upon the reception of an HTTP POST request with: "{apiRoot}/nsmf-eventexposure/v1/subscriptions/" as Resource URI and Nsmf_EventExposure data structure as request body, the SMF shall:

-
create a new subscription;

-
assign a subscription correlation ID;
-
select an expiry time that is equal or less than a possible expiry time in the request;
-
store the subscription; and

-
send a HTTP "201 Created" response with Nsmf_EventExposure data structure as request body that shall include the assigned subscription correlation ID in the "subId" attribute.

If the SMF received an GUAMI, the SMF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [13], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [12] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.

*** 2nd Change ***

5.6.2.2
Type Nsmf_EventExposure

Table 5.6.2.2-1: Definition of type Nsmf_EventExposure

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier (NOTE)
	

	dnn
	Dnn
	C
	0..1
	DNN (NOTE)
	

	groupId
	GroupId
	C
	0..1
	Identifies a group of UEs. (NOTE)
	

	pduSeId
	PduSessionId
	C
	0..1
	PDU session ID (NOTE)
	

	subId
	SubId
	C
	0..1
	Subscription ID.
This parameter shall be supplied by the SMF in HTTP responses that include an object of Nsmf_EventExposure type.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	notifUri
	Uri
	M
	1
	Identifies the recipient of Notifications sent by the SMF.
	

	altNotifIpv4Addrs
	array(Ipv4Addr)
	O
	1..N
	Alternate or backup IPv4 Addess(es) where to send Notifications.
	

	altNotifIpv6Addrs
	array(Ipv6Addr)
	O
	1..N
	Alternate or backup IPv6 Addess(es) where to send Notifications.
	

	eventSubs
	array(EventSubscription)
	M
	1..N
	Subscribed events
	

	notifMethod
	NotificationMethod
	O
	0..1
	If "notifMethod" is not supplied, the default value "ON_EVENT_DETECTION" applies.
	

	maxReportNbr
	Uinteger
	O
	0..1
	If omitted, there is no limit.
	

	expiry
	DateTime
	C
	0..1
	This attribute indicates the expiry time of the subscription, after which the SMF shall not send any event notifications and the subscription becomes invalid. It may be included in an event subscription request and may be included in an event subscription response based on operator policies. If an expiry time was included in the request, then the expiry time returned in the response should be less than or equal to that value. If the expiry time is not included in the response, the NF Service Consumer shall not associate an expiry time for the subscription.
	

	repPeriod
	DurationSec
	C
	0..1
	Is supplied for notification Method "periodic".
	

	guami
	Guami
	C
	0..1
	The Globally Unique AMF Identifier (GUAMI) shall be provided by an AMF as service consumer.
	

	serviceName
	string
	O
	0..1
	If the NF service consumer is an AMF, it should provide the name of a service produced by the AMF that makes use of the notification about subscribed events.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	List of Supported features used as described in subclause 5.8.

This parameter shall be supplied by NF service consumer and SMF in the POST request that request the creation of an SMF Notification Subscriptions resource and the related reply, respectively.
	

	NOTE:
Either pduSeId, or supi, or groupId, or dnn shall be included. 


*** 3rd Change ***

5.6.2.4
Type EventSubscription

Table 5.6.2.4-1: Definition of type EventSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	SmfEvent
	M
	1
	Subscribed events
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	dnaiChType
	DnaiChangeType
	C
	0..1
	For event DNAI_CH (DNAI change), whether the subscription is for early, late, or early and late DNAI change notification shall be supplied.
	


*** 4th Change ***

A.2
Nsmf_EventExposure API

openapi: 3.0.0

info:

  description: Session Management Event Exposure Service API

  version: "1.PreR15.0.0"

  title: Nsmf_EventExposure

externalDocs:
  description: 3GPP TS 29.508 V0.6.0 (2018-05) 5G System; Session Management Event Exposure Service; Stage 3
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.508/

servers:

  - url: '{apiRoot}/Nsmf_EventExposure/v1'
    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 4.4 of 3GPP TS 29.501

paths:

  /subscriptions:

    post:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/Nsmf_EventExposure'

      responses:

        '201':

          description: Success

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/Nsmf_EventExposure'

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '411':

          $ref: 'TS29571_CommonData.yaml#/components/responses/411'

        '413':

          $ref: 'TS29571_CommonData.yaml#/components/responses/413'

        '415':

          $ref: 'TS29571_CommonData.yaml#/components/responses/415'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:

        myNotification:

          '{$request.body#/notifUri}': 

            post:

              requestBody:

                required: true

                content:

                  application/json:

                    schema:

                      $ref: '#/components/schemas/Nsmf_EventExposureNotification'

              responses:

                '204':

                  description: No Content, Notification was succesfull

                '307':

                  description: temporary redirect
                '400':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'

                '401':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'

                '404':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'

                '411':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'

                '413':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'

                '415':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'

                '500':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'

                '503':

                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'

                default:

                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
  /subscriptions/{subId}:

    get:

      parameters:

        - name: subId

          in: path

          description: Event Subscription ID

          required: true

          schema:

            type: string

      responses:

        '200':

          description: OK. Resource representation is returned

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/Nsmf_EventExposure'

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '414':

          $ref: 'TS29571_CommonData.yaml#/components/responses/414'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    put:

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/Nsmf_EventExposure'

      parameters:

        - name: subId

          in: path

          description: Event Subscription ID

          required: true

          schema:

            type: string

      responses:

        '200':

          description: OK. Resource was succesfully modified and representation is returned

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/Nsmf_EventExposure'

        '204':

          description: No Content. Resource was succesfully modified

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '411':

          $ref: 'TS29571_CommonData.yaml#/components/responses/411'

        '413':

          $ref: 'TS29571_CommonData.yaml#/components/responses/413'

        '415':

          $ref: 'TS29571_CommonData.yaml#/components/responses/415'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    delete:

      parameters:

        - name: subId

          in: path

          description: Event Subscription ID

          required: true

          schema:

            type: string

      responses:

        '204':

          description: No Content. Resource was succesfully deleted

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
components:

  schemas:

    Nsmf_EventExposure:

      type: object

      properties:

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        dnn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        groupId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'

        pduSeId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

        subId:

          $ref: '#/components/schemas/SubId'

        notifId:

          type: string

          description: Notification Correlation ID assigned by the NF service consumer.

        notifUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        altNotifIpv4Addrs:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

          description: Alternate or backup IPv4 Addess(es) where to send Notifications.
          minItems: 1
        altNotifIpv6Addrs:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'

          description: Alternate or backup IPv6 Addess(es) where to send Notifications.
          minItems: 1
        eventSubs:

          type: array

          items:

            $ref: '#/components/schemas/EventSubscription'

          minItems: 1

          description: Subscribed events
        notifMethod:

          $ref: '#/components/schemas/NotificationMethod'

        maxReportNbr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'

        expiry:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        repPeriod:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        guami:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'

        serviveName:

          type: string

          description: If the NF service consumer is an AMF, it should provide the name of a service produced by the AMF that makes use of notifications about subscribed events.

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      required:

        - notifId

        - notifUri

        - eventSubs

    Nsmf_EventExposureNotification:

      type: object

      properties:

        notifId:

          type: string

          description: Notification correlation ID

        eventNotifs:

          type: array

          items:

            $ref: '#/components/schemas/EventNotification'

          minItems: 1

          description: Notifications about Individual Events

      required:

        - notifId

        - eventNotifs

    EventSubscription:

      type: object

      properties:

        event:

          $ref: '#/components/schemas/SmfEvent'









        dnaiChgType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DnaiChangeType'
      required:

        - event

    EventNotification:

      type: object

      properties:

        event:

          $ref: '#/components/schemas/SmfEvent'

        timeStamp:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'

        sourceDnai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
        targetDnai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'

        dnaiChgType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/DnaiChangeType'

        sourceUeIpv4Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        sourceUeIpv6Prefix:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        targetUeIpv4Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        targetUeIpv6Prefix:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        sourceTraRouting:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'

        targetTraRouting:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'

        adIpv4Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        adIpv6Prefix:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        reIpv4Addr:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'

        reIpv6Prefix:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'

        plmnId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'

        accType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'

        pduSeId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

      required:

        - event

        - timeStamp

    SubId:

      type: string

      format: SubId

      description: Identifies an Individual SMF Notification Subscription. To enable that the value is used as part of a URI, the string shall only contain characters allowed according to the "lower-with-hyphen" naming convention defined in 3GPP TS 29.501 [2]. In an OpenAPI [10] schema, the format shall be designated as "SubId".

    SmfEvent:

      anyOf:

      - type: string

        enum:

          - AC_TY_CH

          - TRA_ROUT_CH
          - DNAI_CH

          - PDU_SES_REL

          - PLMN_CH

          - UE_IP_CH

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - AC_TY_CH: Access Type Change

        - TRA_ROUT_CH: N6 traffic routing information change

        - DNAI_CH: DNAI Change

        - PDU_SES_REL: PDU Session Release

        - PLMN_CH: PLMN Change

        - UE_IP_CH: UE IP address change

    NotificationMethod:

      anyOf:

      - type: string

        enum:

          - PERIODIC

          - ONE_TIME

          - ON_EVENT_DETECTION

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - PERIODIC

        - ONE_TIME

        - ON_EVENT_DETECTION

*** End of Changes ***
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