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	Reason for change:
	Specification contains the following editor's notes that need to be resolved:

-
in subclause 7.3.5 indicating that it is FFS which error code is returned in this failure case. Either a Diameter routing error code such as DIAMETER_UNABLE_TO_DELIVER or the DRA may follow the procedures for the corresponding application and reject with the appropriate code (e.g. IP_CAN_SESSION_NOT_AVAILABLE for an Rx request). This editor's note was introduced in release 8 but resolved in release 11 only, i.e. it still exists in the earlier releases. This editor's note in release 11 was replaced with requirement saying that DIAMETER_UNABLE_TO_COMPLY error code should be used (see C3-122084) i.e. none of the error codes listed in the editor's note.
Therefore, in the earlier releases the editor's note should be replaced with a note saying that an error code which is returned in this case is not specified in the present release.
-
in subclause 7.3.7 indicating that it is FFS:
how the AF (e.g. a third party or non-IMS application server) finds the DRA if it does not have the proper knowledge about the user identity; and
whether a pre-configured destination realm will suffice in these cases.
This editor's note exists in all releases and should be replaced with a note saying that how the AF which is a third party or non-IMS application server finds the DRA if it does not have the proper knowledge about the user identity is out of scope of this specification.
-
in subclause G.4.1 indicating that a result code when rejecting a request in the above cases needs to be used according to IETF RFC 7683. This editor's note was introduced in release 12 but resolved in release 13 only and it was replaced with a note providing the same information (see C3-161261).
Therefore, in the release 12 this editor's note should be replaced with a note indicating that a result code when rejecting a request in the above cases needs to be used according to IETF RFC 7683.

	
	

	Summary of change:
	Editor's notes deleted.
In subclause 7.3.5, in release 8, 9 and 10:

a new note added saying that an error code which is returned in this case is not specified in the present release.

In subclause 7.3.7, in all releases:

a new note added saying that how the AF which is a third party or non-IMS application server finds the DRA if it does not have the proper knowledge about the user identity is out of scope of this specification.
In subclause G.4.1, in release 12:

a new note added saying that a result code when rejecting a request in the above cases needs to be used according to IETF RFC 7683.
In addition, some editorial errors corrected.

	
	

	Consequences if not approved:
	Specification would be considered incomplete and due to inappropriate editor’s notes would then be misleading or potentially feature may be treated as unusable or unimplementable.
Furthermore, it will not be aligned with the CT3#98Bis meeting agreement and discussion paper in C3-186056 specifying that editor's note should be resolved starting from the release where the editor's note was introduced.
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Proposed changes:

*** 1st Change ***

7.3.5
Proxy DRA

The DRA shall support the functionality of a Diameter proxy agent as defined in RFC 3588 [14]. 

When the DRA receives a request from a client, it shall check whether it already has selected a PCRF for the UE or the UE’s IP-CAN session; if it does have a PCRF already selected for that UE or UE’s IP-CAN session, it shall proxy the request to the corresponding PCRF. If the request is an IP-CAN session termination or gateway control session termination, the DRA shall check whether PCRF routing information shall be removed as specified in section 7.3.3. If the DRA does not have a PCRF already selected, it shall follow one of the procedures below:
-
If the request is an IP-CAN session establishment or gateway control session establishment, it shall select a PCRF to handle all sessions for that UE or UE’s IP-CAN session. It shall then proxy the request to the selected PCRF.

-
Otherwise, if the request is not an IP-CAN session establishment or gateway control session establishment, it shall reject the request.

NOTE:
An error code which is returned in this case is not specified in the present Release.

If a DRA is deployed in a PCRF’s realm, clients of the DRA shall send the first request of a session to the DRA handling the PCRF’s realm. Clients of the DRA shall as well send IP-CAN session termination and gateway control termination requests to the DRA. A client of the DRA shall be capable of sending every message of a session to the DRA. A client of the DRA may be configured to bypass the DRA on session modification messages and AF session termination messages by sending these types of messages directly to the PCRF.

*** 2nd Change ***

7.3.7
PCRF selection by AF

If the AF has the realm identification (i.e. FQDN from a UE NAI) and is located in the H-PLMN, the AF sends the user identity in the Subscription-Id AVP and PDN information (i.e. APN) if available in the Called-Station-Id AVP in a Diameter request to the DRA which acts as a Diameter agent. 
If the AF does not have proper knowledge about the user identity and the AF is located in the HPLMN, the AF may use pre-configured information to find the DRA. 
NOTE:
How the AF which is a third party or non-IMS application server finds the DRA if it does not have the proper knowledge about the user identity is out of scope of this specification.

The AF shall provide the DRA of the PCRF realm with identity parameters upon the first interaction between the AF and the PCRF realm. 
If redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 3588 [14], and include the PCRF address (Diameter Identity) in the Redirect-Host AVP in the Diameter reply sent to the AF. 
If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 3588 [14]. For PA2 solution (described in clause 7.1), only AF session establishment messages shall be sent through the DRA. 
The parameters from the AF may comprise the UE IP address in either the Framed-IP-Address AVP or the Framed-IPv6-Prefix AVP, PDN information in the Called-Station-Id AVP and user identity in the Subscription-Id AVP (3GPP TS 23.203 [2]). 

*** End of Changes ***

