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* * * First Change * * * *
[bookmark: _Toc525396906]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 29.505: "5G System; Usage of the Unified Data Repository Services for Subscription Data; Stage 3".
[3]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository Service for Policy Data, Structured Data for Exposure and Application Data; Stage 3".
[4]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[5]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[6]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2". 
[7]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[8]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[9]	IETF RFC 6901(April 2013): "JavaScript Object Notation (JSON) Pointer".
[10]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[11]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[12]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[13]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[14]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[xx]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[yy]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
* * * Next Change * * * *
6.1.2.2.x3	Cache-Control
As described in IETF RFC 7234 [yy] section 5.2, a "Cache-Control" header should be included in HTTP responses carrying a representation of cacheable resources (e.g. SessionManagementSubscriptionData). If it is included, it shall contain a "max-age" value, indicating the amount of time in seconds after which the received response is considered stale.
The "max-age" value shall be configurable by operator policy.
* * * Next Change * * * *
6.1.2.2.x4	ETag
As described in IETF RFC 7232 [xx] section 2.32, an "ETag" (entity-tag) header should be included in HTTP responses carrying a representation of cacheable resources (e.g. AccessAndMobilitySubscriptionData) to allow an NF Service Consumer performing a conditional request with "If-None-Match" header. If it is included, it shall contain a server-generated strong validator, that allows further matching of this value (included in subsequent client requests) with a given resource representation stored in the server or in a cache.
* * * Next Change * * * *
6.1.2.2.x5	If-None-Match
As described in IETF RFC 7232 [xx] section 3.2, an NF Service Consumer may issue conditional GET request towards UDR by including an "If-None-Match" header in HTTP requests containing one or several entity tags received in previous responses for the same resource.
* * * Next Change * * * *
6.1.2.2.x6	Last-Modified
As described in IETF RFC 7232 [xx] section 2.2, a "Last-Modified" header should be included in HTTP responses carrying a representation of cacheable resources (e.g. SmfSelectionSubscriptionData) to allow an NF Service Consumer performing a conditional request with "If-Modified-Since" header.
* * * Next Change * * * *
6.1.2.2.x7	If-Modified-Since
As described in IETF RFC 7232 [xx] section 3.3, an NF Service Consumer may issue conditional GET request towards UDR, by including an "If-Modified-Since" header in HTTP requests.
* * * Next Change * * * *
6.1.2.2.x8	When to Use Entity-Tags and Last-Modified Dates
Both "ETag" and "Last-Modified" headers should be sent in the same HTTP response as stated in IETF RFC 7232 [xx] section 2.4.
NOTE: "ETag" is a stronger validator than "Last-Modified" and is preferred.
If the UDR included an "ETag" header with the resource then a conditional request for this resource shall be performed with the "If-None-Match" header.
* * * Next Change * * * *
[bookmark: _Toc525396964]6.1.6	Error Handling
Table 6.1.6-1 lists common response body data structures used within the nudr_dr API
Table 6.1.6-1: Common Response Body Data Structures
	Data type
	P
	Cardinality
	Response
codes
	Description

	ProblemDetails
	O
	0..1
	4xx, 5xx responses
	For error status codes, the UDR may provide detailed information.

	NOTE:	In addition common data structures as defined in 3GPP TS 29.500 [7] are supported.



The "ProblemDetails" data structure may contain a "cause" attribute to indicate the application error, see 3GPP TS 29.571 [10]. The values for "cause" attribute are defined in table 6.1.6-2.
Table 6.1.6-2: Application Errors
	Application Error
	HTTP status code
	Description

	NF_TYPE_NOT_ALLOWED
	403 Forbidden
	The target data set is not permitted to access for the NF type of the NF consumer.

	UNSUPPORTED_MONITORED_URI
	501 Not Implemented
	The subscribe service operation is not able to be implemented due to  invalid resource URI to be monitored).

	USER_NOT_FOUND
	404 Not Found
	The user indicated in the HTTP/2 request does not exist in the UDR.

	DATA_NO_LONGER_AVAILABLE
	410 Gone
	The data indicated in the HTTP/2 request is no longer available in the UDR.

	INCORRECT_CONDITIONAL_GET_REQUEST
	412 Precondition Failed
	One or more conditions given in the request header fields evaluated to false when tested in the UDR.

	UNPROCESSABLE_REQUEST
	422 Unprocessable Entity
	The request cannot be procesed due to semantic errors when trying to process a patch method.. 

	DATABASE INCONSISTENCY
	500 Internal Server Error
	Requested data cannot be returned due to database inconsistency

	NOTE:	The error codes shall apply to both 3GPP TS 29.505 [2] and 3GPP TS 29.519 [3]. In addition error codes shall comply with the definition in subclause 5.2.7.2 of 3GPP TS 29.500 [7].



* * * End of Changes * * * *

