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	Reason for change:
	The abnormal case handling in the UE for the identification procedure only covers the case in which it was triggered by a tracking area updating procedure:
"b)
Transmission failure of IDENTITY RESPONSE message indication from lower layers (if the identification procedure is triggered by a tracking area updating procedure)


The UE shall re-initiate the tracking area updating procedure."
This is imcomplete due to the identification procedure can also be triggered by the MME during the service request procedure. Note that for other EMM common procedures, the UE abnormal case handling covers service request procedure as well, e.g. for SMC procedure, it specifies as below:
"a)
Transmission failure of SECURITY MODE COMPLETE message or SECURITY MODE REJECT message indication from lower layers (if the security mode control procedure is triggered by a tracking area updating procedure)


The UE shall abort the security mode control procedure and re-initiate the tracking area updating procedure.
b)
Transmission failure of SECURITY MODE COMPLETE message or SECURITY MODE REJECT message indication with TAI change from lower layers (if the security mode control procedure is triggered by a service request procedure)

If the current TAI is not in the TAI list, the security mode control procedure shall be aborted and a tracking area updating procedure shall be initiated.


If the current TAI is still part of the TAI list, the security mode control procedure shall be aborted and it is up to the UE implementation how to re-run the ongoing procedure that triggered the security mode control procedure.

c)
Transmission failure of SECURITY MODE COMPLETE message or SECURITY MODE REJECT message indication without TAI change from lower layers (if the security mode control procedure is triggered by a service request procedure)

The security mode control procedure shall be aborted and it is up to the UE implementation how to re-run the ongoing procedure that triggered the security mode control procedure."
Hence it proposes to complete the UE abnormal case handling for the identification procedure as other EMM common procedure, e.g. SMC procedure.

	
	

	Summary of change:
	It proposes to complete the UE abnormal case handling for the identification procedure as other EMM common procedure, e.g. SMC procedure.

	
	

	Consequences if not approved:
	The UE abnormal case handling for the identification procedure is incomplete.
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* * * First Change * * * *

5.4.4.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Requested identity is not available


If the UE cannot encode the requested identity in the IDENTITY RESPONSE message, e.g. because no valid USIM is available, then it shall encode the identity type as "no identity".

b)
Transmission failure of IDENTITY RESPONSE message indication from lower layers (if the identification procedure is triggered by a tracking area updating procedure)


The UE shall abort the identification procedure and re-initiate the tracking area updating procedure.

c)
Transmission failure of IDENTITY RESPONSE message indication with TAI change from lower layers (if the identification procedure is triggered by a service request procedure)


If the current TAI is not in the TAI list, the identification procedure shall be aborted and a tracking area updating procedure shall be initiated.


If the current TAI is still part of the TAI list, the identification procedure shall be aborted and it is up to the UE implementation how to re-run the ongoing procedure that triggered the identification procedure.

d)
Transmission failure of IDENTITY RESPONSE message indication without TAI change from lower layers (if the identification procedure is triggered by a service request procedure)


The identification procedure shall be aborted and it is up to the UE implementation how to re-run the ongoing procedure that triggered the identification procedure.

* * * End of Change * * * *
