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*** 1st Change ***

5.5.3
Traffic influence procedures











*** 2nd Change ***

5.5.3.1
General
As described in 3GPP TS 23.501 [2] subclause 5.6.7, an AF may send requests to influence SMF routing decisions for User Plane traffic of PDU Sessions. The AF may also provide in its request subscriptions to SMF events (e.g. DNAI change).

The following cases are included in this clause: 

· AF requests targeting an individual UE address: such requests are routed (by the AF or by the NEF) to an individual PCF using the BSF or by configuration as described in subclause 5.5.3.2.
NOTE 1: 
Such requests target an on-going PDU Session. Whether the AF needs to use the NEF or not depends on local deployment.

· AF requests targeting PDU Sessions that are not identified by an UE address: For such requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. PCF(s) that have subscribed to the modification of the AF request information receive a corresponding notification from the UDR. This is described in subclause 5.5.3.3. 
NOTE 2: 
Such requests can target on-going or future PDU Sessions.
NOTE 3:
The 5GC functions used in the following procedures are assumed to all belong to the same PLMN (HPLMN in non-roaming case or VPLMN in the case of a PDU Session in LBO mode).

NOTE 4:
AF requests invoked from an AF located in the HPLMN for home routed roaming scenario are not supported.
*** 3rd Change ***

5.5.3.2
AF requests targeting an individual UE address
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Figure 5.5.3.2-1: Processing AF requests to influence traffic routing for Sessions identified by an UE address
1A.
The AF sends the AF request to PCF via the NEF.
1a-1b. 
These steps are the same as steps 1-2 in subclause 4.3.6.3
1c-1d. 
If the PCF address is not available on the NEF based on local configuration, the NEF invokes the Nbsf_Management_Discovery service operation, specified in subclause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in the AF request.

1e-1f.
The NEF forwards the AF request to the PCF.


When receiving the Nnef_TrafficInfluence_Create request in step 1a, the NEF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI "{apiRoot}/npcf-policyauthorization/v1/app-sessions" as described in subclause 5.2.2.2.2.1.

When receiving the Nnef_TrafficInfluence_Update request in step 1a, the NEF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the resource URI "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}" as described in subclause 5.2.2.2.2.2.

When receiving the Nnef_TrafficInfluence_Delete request in step 1a The NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the resource URI "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/delete" as described in subclause 5.2.2.2.2.3.
1g.
The NEF sends the HTTP response message to the AF correspondingly.
1B.

The AF sends the AF request to PCF directly.
1a-1b.
If the PCF address is not available on the AF based on local configuration, the AF invokes the Nbsf_Management_Discovery service operation, as specified in subclause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in its request.
1c-1d.
To create a new AF request, the AF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI "{apiRoot}/npcf-policyauthorization/v1/app-sessions" as described in subclause 5.2.2.2.2.1.


To update an existing AF request, the AF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the resource URI "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}" as described in subclause 5.2.2.2.2.2.

To remove an existing AF request, the AF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the resource URI "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/delete" as described in subclause 5.2.2.2.2.3.
2-5.
These steps are the same as steps 8-11 in subclause 5.5.3.3.

6A.
In case of 1A, if the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes Nsmf_EventExposure_Notify to the AF via the NEF by sending an HTTP POST request. The step is the same as steps 12-13 in subclause 4.3.6.3.

6B.

In case of 1B, if the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes Nsmf_EventExposure_Notify to the AF directly by sending an HTTP POST request.
NOTE 1: Instead of steps 4-6, if the AF indicates to create a subscription to events, the PCF can provision corresponding Policy Control Request Triggers to the SMF in step 2. The SMF will then use the Npcf_SMPolicyControl_Update service operation when those events occur and the PCF can use the Npcf_PolicyAuthorizationl_UpdateNotify service operation to inform the AF (not depicted in the present figure).
NOTE 2: For details of the Nsmf_EventExposure_(Un)Subscribe and Nsmf_EventExposure_Notify service operations refer to 3GPP TS 29.508 [8].
*** 4th Change ***

5.5.3.3
AF requests targeting PDU Sessions not identified by an UE address
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Figure 5.5.3.3-1: Processing AF requests to influence traffic routing for Sessions not identified by an UE address

1.
To create a new AF request, the AF invokes the Nnef_TrafficInfluence_Create service operation to the NEF by sending the HTTP POST request to the resource URI "3gpp-traffic-Influence/v1/{afId}/subscriptions".

To update an existing AF request, the AF invokes the Nnef_TrafficInfluence_Update service operation by sending the HTTP PUT or PATCH request to the resource URI "3gpp-traffic-Influence/v1/{afId}/subscriptions/{subscriptionId}".

To remove an existing AF request, the AF invokes the Nnef_TrafficInfluence_Delete service operation by sending the HTTP DELETE request to the resource URI "3gpp-traffic-Influence/v1/{afId}/subscriptions/{subscriptionId}".
NOTE 1:
For details of Nnef_TrafficInfluence_Create\Update\Delete service operations refer to 3GPP TS 29.522 [24].

2.
Upon receipt of the AF request, the NEF authorizes it and then performs the mapping from the information provided by the AF into information needed by the 5GC as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
3-4.
When receiving the Nnef_TrafficInfluence_Create request, the NEF invokes the Nudr_DataRepository_Create service operation to store the AF request information in the UDR.

When receiving the Nnef_TrafficInfluence_Update request, the NEF invokes the Nudr_DataRepository_Update service operation to modify the AF request information in the UDR.

When receiving the Nnef_TrafficInfluence_Delete request The NEF invokes the Nudr_DataRepository_Delete service operation to delete the AF requirements from the UDR.
The UDR sends the HTTP response message to the NEF correspondingly.

NOTE 2:
For details of the Nudr_DataRepository_Create/Update/Delete service operations refer to 3GPP TS 29.519 [12].

5.
The NEF sends the HTTP response message to the AF correspondingly.

6-7.
The UDR invokes the Nudr_DataRepository_Notify service operation to PCF(s) that have subscribed to modifications of AF requests. 
8-9.
Upon receipt of the AF request, the PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking the Npcf_SMPolicyControl_UpdateNotify service operation as described in subclauses 5.2.2.2.1 and 5.2.3.2.
10-11.
If the AF indicates to create a subscription to events, the PCF invokes the Nsmf_EventExposure_Subscribe service operation by sending the HTTP POST request to the resource URI "{apiRoot}/nsmf-eventexposure/v1/subscriptions ". The HTTP request includes the subscribed events and may also includes a Notification URI to indicate to the SMF where to send the notification of the subscribed events.
The SMF sends an HTTP "201 Created" response to the PCF.

-
If the AF indicates to modify the events subscription, the PCF invokes the Nsmf_EventExposure_Subscribe service operation by sending the HTTP PUT request to the resource URI "{apiRoot}/nsmf-eventexposure/v1/subscriptions/{subId}".

The SMF sends an HTTP "200 OK" response to the PCF.
-
If the AF indicates to remove subscription to all subscribed events for the existing application session context, the PCF invokes the Nsmf_EventExposure_Unsubscribe service operation by sending the HTTP DELETE request to the resource URI "{apiRoot}/nsmf-eventexposure/v1/subscriptions/{subId}".

The SMF sends an HTTP "204 No Content" response to the PCF.
12-13.
If the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes Nsmf_EventExposure_Notify to the AF via the NEF by sending an HTTP POST request.


The AF sends an HTTP "204 No Content" response to SMF via the NEF.
NOTE 3: Instead of steps 10-13, if the AF indicates to create a subscription to events, the PCF can provision corresponding Policy Control Request Triggers to the SMF in steps 8-9. The SMF will then use the Npcf_SMPolicyControl_Update service operation when those events occur and the PCF can use the Npcf_PolicyAuthorizationl_UpdateNotify service operation to inform the AF (not depicted in the present figure).
NOTE 4: For details of the Nsmf_EventExposure_(Un)Subscribe and Nsmf_EventExposure_Notify service operations refer to 3GPP TS 29.508 [8].
*** End of Changes ***
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