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	The behaviours for code 400 Bad Request are defined.
C3-184527 agreed in CT3#97Bis meeting is revised to:
Add the change of clause 4.2.3.3

Add the descriptions of partial successful update
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*** 1st Change ***

4.2.3.2
SM Policy Association Notification request
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Figure 4.2.3.2-1: SMPolicyControl UpdateNotify Update Service Operation

1.
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{smPoliciesUpdateNotifyUri}/notify). The payload body of the message shall contain an SmPolicyNotification data structure that contains the representation of the updated policies within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.

2.
In case of a successful update of PCC rule(s) a "200 OK" shall be returned in the response.
Editor's note:
If a body is being sent in the response and the content is FFS.
If errors occur when processing the HTTP POST request, the SMF shall apply error handling procedures as specified in subclause 5.7.
If the SMF received one or more PCC rules from the PCF but the validation of all the PCC Rules were unsuccessful, the SMF shall reject the request and include an HTTP "400 Bad Request" status code together with the "cause" attribute of the ProblemDetails data structure set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT" in the response message. 
If the SMF received one or more PCC rules from the PCF but the validation of some of them were unsuccessful, the SMF shall include an HTTP "207 Multi-Status" status code together with the one or more RuleReport data structure(s) to report the PCC rule status of affected PCC rules as defined in subclause 4.2.3.x. in response message. 
*** Next Change ***

4.2.3.3
SM Policy Association termination request
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Figure 4.2.3.3-1: SMPolicyControl UpdateNotify Service Operation

1.
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{smPoliciesUpdateNotifyUri}/delete). The PCF shall provide in the body of the HTTP POST request the identifier of the individual SM policy resource and the PDU session termination request.
2.
If the SMF accepted received POST request the SMF shall send "204 No Content" response.

Editor's note:
Additional encoding details will be added when they are agreed.

If errors occur when processing the HTTP POST request, the SMF shall apply error handling procedures as specified in subclause 5.7.
*** End of Changes ***

_1588441354.vsd
SMF


PCF


1. POST  {smPoliciesUpdateNotifyUrI}/notify 


2. 200 OK



_1588440745.vsd
SMF


PCF


1. POST  {smPoliciesUpdateNotifyUrI}/delete  


2. 204 No Content



