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1. Overall Description:
SA4 would like to inform SA6 about the current status of Rel-14 support for end-to-end eMBMS service delivery which could be of benefit to SA6 work, for instance, for the use with file delivery, FEC protection and file repair. 
Rel-14 has defined two interfaces that facilitate the creation and end-to-end delivery of services between the BM-SC and the UE, for application services originating from any Application/Content service provider. On the BM-SC side, the xMB interface (Stage 2 TS 26.346 and Stage 3 TS 29.116) allows any Application/Content service provider to create MBMS services using either the “File Download Delivery Method”, the “Streaming Delivery Method” or the “Transparent Delivery Method” (similar to the “Group Communication Delivery Method” being already used in association with MB2). On the UE side, TS 26.347 defines the MBMS client API enabling an application to retrieve MBMS content in a standardized manner, as depicted in the figure below.
[image: ]
End-to-end Architecture for Application Service Providers using eMBMS for Delivery (TS 26.347)
Of potential interest to SA6, the BM-SC “File Download Delivery Method” allows for either push-based or pull-based ingestion of content files, addition of AL-FEC to protect the data, and reuse of the existing HTTP-based file repair mechanism to allow a UE to retrieve missing data from a network file repair server when file recovery is not possible using FEC, or when FEC is not employed. The SA4-defined FEC and file repair mechanisms are already used in commercial deployments and can avoid duplication of such functionality at the application layer. A file can also be a binary file or a message file. Such file repair technology is robust and already in use in commercial deployments. 
In addition, the new Rel-14 “Transparent Delivery Method” enables the delivery of any form of opaque content, similarly to MB2-U, but is designed for extensibility, for instance, application of FEC. 
SA4 believes that xMB, as a 3GPP reference point exposed by the MBMS system to any application or content provider, could be used to support Group Communications service delivery over eMBMS. For transparent data delivery, xMB-U allows content ingestion in an identical way to MB2-U. The same interface supports easy integration with the other MBMS delivery methods. Note that the received content using the MBMS delivery methods are exposed on the UE side through a fully defined API to an application, such that the complexity of MBMS reception is hidden from the application.
One key difference between xMB and MB2 is that xMB-C is HTTPS and REST-based, while MB2-C is Diameter-based. Note also that the RTP-based “Streaming Delivery Method” intrinsically supports AL-FEC for reception reliability on the UE.
xMB is jointly defined by SA4 (Stage 2) and CT3 (Stage 3). SA3 has defined the necessary security mechanism such that both the xMB-C and xMB-U are protected through DTLS/TLS technology, hence ensuring that the connection between an application/content provider server such as a GCS-AS and the BM-SC is authenticated and authorized. In addition to domain-based authentication, xMB-C also allows user-based authorization for fine-grained security. 
SA6 might consider the use of xMB as the interface and enabler for its services to be delivered over eMBMS, and not solely the MB2 interface that only uses the “Group Communication Delivery method” of the BM-SC.
SA4 kindly asks SA6 to take this information into consideration, in particular to prevent redefining functions already present within 3GPP.

2. Actions:
To SA6 group.
ACTION: 	SA6 is kindly requested to take the above into account.

3. Date of Next TSG-SA WG4 Meetings:
SA4#96	13 - 17 November 2017	Albuquerque, New Mexico, USA
SA4#97	5 - 9 February 2018		Fukuoka, Japan
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