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Starting with Rel-5 in 3GPP the Diameter base protocol defined in RFC 3588 is used. This RFC is replaced by RFC6733 and RFC 3588 was marked as obsolete by IETF in October 2012.

In TR 29.819 the differences between the two diameter base protocol versions and the impacts to 3GPP specifications were analysed and recommendations were provided what should be taken into account when the new diameter base protocol version is referenced.

To align 3GPP specifications with the newest RFC 6733 it is decided that starting with Release 14 new reference points using diameter will refer to RFC 6733 and in specification on reference points referring to RFC 3588 the reference is replaced by a reference to RFC 6733 in the Rel-14 versions of these specifications.
For backward compatibility it is considered that existing application for which nothing has been specified regarding the presence of the Vendor-Specific-Application-Id AVP in the command's CCF specification, it is assumed that the requirement on the mandatory presence of the Vendor-Specific-Application-Id AVP applies. For those applications, if the command's CCF specifications are not updated, an informative note is added to indicate that the Vendor-Specific-Application-Id AVP is present in any command supported by the application.
In line with the agreement in TR 29.819 the following TS's are modified and refer to RFC 6733 in TS 29 series: TS 29.061, TS  29.109, TS  29.128, TS  29.153, TS  29.154, TS  29.172, TS  29.173, TS  29.212, TS  29.214, TS  29.215, TS  29.217, TS  29.219, TS  29.228, TS  29.229, TS  29.272, TS  29.273, TS  29.283, TS  29.328, TS  29.329, TS  29.336, TS  29.337, TS  29.338, TS  29.343, TS  29.344, TS  29.345, TS  29.368, TS  29.468, TS  29.213, TS  29.155, TS  29.201.



The 3GPP TS 32.299 (Diameter charging applications) is now referring to the new IETF RFC 6733 for the Diameter Base protocol, including the Accounting functionality as before.

The impacts on TS 32.299 resulting from this new version for the Diameter Base Protocol are: 

-
Explicit reference to 
TS 33.210, which is the common reference for Diameter transport security, to ensure IPsec is kept as mandatory to support (for backward compatibility), in addition to TLS/DTLS mandated by IETF RFC 6733. 
-
The new Command Code Format (CCF) for several commands re-used from Diameter Base protocol.

-
Information related to end-to-end security has been removed from the 3GPP specific AVPs table description since E2E security framework is deprecated by IETF RFC 6733.

The reference to the Diameter Base Protocol is removed from the TS 32.2xx series charging specifications which are protocol independent.
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