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* * * First Change * * * *

5.4.1
General

The MME/SGSN shall send the monitoring event configuration information to the IWK-SCEF in roaming scenarios, when the MME/SGSN receives the monitoring event configuration from the HSS. The monitoring event configuration information shall be locally consumed at the IWK-SCEF and the IWK-SCEF shall not route such requests beyond it.

This procedure is mapped to the commands Configuration-Information-Request/Answer in the Diameter application specified in clause 6. The tables 5.4.1-1 and 5.4.1-2 detail the involved information elements.
Table 5.4.1-1: Configuration-Information-Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Monitoring Event Configuration

(see 8.4.2)
	Monitoring-Event-Configuration
	C
	If present, this Information Element shall contain the details of Monitoring event(s). 

	Monitoring Event Report

(see 8.4.3)
	Monitoring-Event-Report
	C
	If an immediate report is available this information element shall contain the event reported by the MME/SGSN. The IWK-SCEF may normalize the event report and return it in the Configuration-Information-Answer.

	Supported Features

(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this Information Element shall contain the list of features supported by the origin host.


Table 5.4.1-2: Configuration-Information-Answer

	Information Element Name
	Mapping to Diameter AVP
	Cat
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Supported Features

(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event-Configuration Status

(see 3GPP TS 29.336 [5] subclause 8.4.24)
	Monitoring-Event-Config-Status
	O
	If present it shall contain the status of each monitoring event configuration identified by an SCEF-Reference-ID


* * * Next Change * * * *

5.5.2
Detailed Behaviour of the MME/SGSN
The MME shall make use of this procedure over a T6a connection identified by its EPS bearer identity and previously established with the SCEF to forward the Non-IP data received from the UE to the SCEF or to an IWK-SCEF when deployed for a roaming case.
The SGSN shall make use of this procedure over a T6b connection identified by the NSAPI of the PDP context, and previously established with the SCEF, to forward the Non-IP data received from the UE to the SCEF or to an IWK-SCEF when deployed for a roaming case.
The MME shall increment the "MO Exception data counter" by one each time the MME has received the RRC cause "MO Exception data". The MME may defer sending a MO Data command message to report a non-zero value for the MO Exception Data Counter based on local configuration.
If the MME has sent the RRC-Cause-Counter for RRC Cause "MO Exception data" in the MO Data Request command the MME shall reset the RRC-Cause-Counter when receiving MO Data Answer command.
When receiving a Permanent Failure Result-Code/Experimental-Result, the MME or SGSN shall initiate a PDN disconnection procedure or Detach procedure towards the UE and if the permanent failure is different from DIAMETER_ERROR_ INVALID_EPS_BEARER and different from DIAMETER_ERROR_USER_UNKNOWN, the MME or SGSN shall make use of the "Connection Management by MME/SGSN" Procedure (see clause 5.7) to release the T6a/b connection between the MME/SGSN and the SCEF.


* * * Next Change * * * *

5.7
Connection Management by MME/SGSN Procedure 
5.7.1
General

This procedure shall be used between the MME/SGSN and the SCEF, between the MME/SGSN and the IWK-SCEF and between the IWK-SCEF and the SCEF.
When the procedure is invoked by the MME or SGSN, it is used:
-
to establish a T6a/b connection between the MME/SGSN and the SCEF;

-
to update the parameters or the status of a T6a/b connection between the MME/SGSN and the SCEF, e.g. to indicate to the SCEF that the UE has become or is about to become reachable when MT non-IP data is pending at the SCEF for a UE using a power saving function;
-
to release a T6a/b connection between the MME/SGSN and the SCEF.
This procedure is used according to 3GPP TS 23.682 [2] subclause 5.13.1 and 5.13.5 and 5.13.6. The IWK-SCEF may be in the path between the MME/SGSN and the SCEF for roaming cases when the IWK-SCEF is deployed by the operator of the visited PLMN.
When the procedure is invoked by the IWK-SCEF, it is used to forward the Connection Management Request received from the MME or SGSN to the SCEF.
This procedure is mapped to the commands Connection-Management-Request/Answer (CMR/CMA) in the Diameter application specified in clause 6.
The tables 5.7.1-1 and 5.7.1-2 detail the involved information elements.
Table 5.7.1-1: Connection Management Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
(See 6.4.16)
	User-Identifier
	M
	This Information Element shall be present and shall contain the identity of the UE. This is a grouped AVP which shall contain the IMSI.

	EPS Bearer Identity
(See 6.4.17)
	Bearer-Identifier
	M
	This Information Element shall be present and shall contain either the identity of the EPS bearer identifying the T6a connection, or the NSAPI of the PDP context of the T6b connection, to which the request applies.



	T6a/b Connection Action
(See 6.4.18)
	Connection-Action
	M
	This Information element shall be present and shall contain a T6a/b connection management action indicating a T6a/b connection establishment or a T6a/b connection release or a T6a/b connection update.



	APN

(See 6.4.20)
	Service-Selection
	C
	This Information element shall contain the APN the user wants to connect to.

It shall be present if the request is for a T6a/b connection establishment.

	Serving PLMN Rate Control 

(See 6.4.21)
	Serving-PLMN-Rate-Control
	O
	If present, this information element shall contain the Serving PLMN rate control set by the MME.

	CMR Flags

(See 6.4.25) 
	CMR-Flags
	O
	This Information Element contains a bit mask. See subclause 6.4.25 for the meaning of the bits and the condition for each bit to be set or not.


	Maximum UE Availability Time

(See 3GPP TS 29.338 [27]) 
	Maximum-UE-Availability-Time
	O
	This information element may be included, if available, if the Connection-Action AVP indicates a T6a/b connection update and the UE-Reachable-Indicator is set in the CMR-Flags AVP.
When present, it shall indicate the timestamp (in UTC) until which a UE using a power saving mechanism (such as extended idle mode DRX) is expected to be reachable for MT Non-IP Data Delivery. 

This information may be used by the SCEF to prioritize the retransmission of MT Non-IP Data to UEs using a power saving mechanism.

	Extended PCO
	Extended-PCO
	C
	This Information Element shall be present, if the MME or SGSN receives Extended PCO information from the UE.

	3GPP Charging Characteristics

(See 3GPP TS 32.298 [30]
	3GPP-Charging-Characteristics
	C
	This Information element shall contain the PDN Connection Charging Characteristics data for an APN Configuration with SCEF-based NIDD mechanism.

It shall be present if the request is for a T6a/b connection establishment and may be present if the request is for a T6a/b connection update.

	RAT-Type

(See 3GPP TS 29.212 [10])
	RAT-Type
	C
	This Information Element shall contain the used RAT Type.

It shall be present if the request is for a T6a/b connection establishment or for a T6a/b connection update.

	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Terminal Information

(See 3GPP TS 29.272 [16])
	Terminal-Information
	C
	This Information Element shall contain the identity of the UE.

It shall be present if available.

	Visited PLMN ID

(See 3GPP TS 29.272 [16])
	Visited-PLMN-Id
	C
	This Information Element shall contain the identity (MCC and MNC) of serving PLMN.

It shall be present if the request is for a T6a/b connection establishment or for a T6a/b connection update.


Table 5.7.1-2: Connection Management Answer

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP, which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.



	NIDD Charging Identifier

(See 3GPP TS 32.299 [22])
	PDN-Connection-Charging-Id
	C
	This Information element is defined in 3GPP TS 32.253 [23] and shall be present if the answer is for a T6a/b connection establishment.

	Extended PCO
	Extended-PCO
	C
	This Information Element shall be present, if the SCEF needs to send Extended PCO information to the UE.

	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


Editor's Note:
The Extended PCO Information Element has not been defined yet for GERAN/UTRAN access, but it is foreseen that CT1 will define it during Rel-14.
* * * Next Change * * * *

5.7.2
Detailed Behaviour of the MME/SGSN

The MME or SGSN shall make use of this procedure to request one of the following T6a/b connection management actions:

-
for a T6a/b connection establishment, the MME shall:

-
include the user’s IMSI.
-
fill the EPS Bearer Identity information element with either the identity of the EPS bearer that MME allocated to the Non-IP PDN connection, or the NSAPI of the PDP context used by the SGSN for the Non-IP connection, as described in 3GPP TS 23.682 [2]; 
-
if Serving PLMN Rate Control is configured, the MME shall include the Serving PLMN Rate Control information as described in 3GPP TS 23.401 [25];

-
for a T6a/b connection release, the MME or SGSN shall:

-
fill the EPS Bearer Identity information element with the identity of the EPS bearer of the T6a connection, or the NSAPI of the PDP context of the T6b connection, which is released as described in 3GPP TS 23.682 [2];

-
upon getting the Connection Management Answer from the SCEF, delete the T6a/b connection context; 
-
for a T6a/b connection update, the MME or SGSN shall:

-
fill the EPS Bearer Identity information element with the identity of the EPS bearer of the T6a connection, or the NSAPI of the PDP context of the T6b connection, that needs to be updated;

-
set the UE-Reachable-Indicator in the CMR-Flags AVP if the UE has become or is about to become reachable. The MME or SGSN may additionally include the Maximum UE Availability Time AVP, if available, to indicate the timestamp (in UTC) until which a UE using a power saving mechanism (such as extended idle mode DRX) is expected to be reachable for MT Non-IP Data Delivery;

-
upon getting the Connection Management Answer from the SCEF, reset the Not Reachable for NIDD flag if this flag was set and if the UE-Reachable-Indicator was set in the CMR-Flags AVP in the Connection Management Request;

-
if Serving PLMN Rate Control needs to be added or updated, the MME shall include Serving PLMN Rate Control information as described in 3GPP TS 23.401 [25].

NOTE:
If the UE has several T6a/b connections to the same SCEF, for which Non-IP data is pending, the MME or SGSN initiates a T6a/b connection update for only one of the T6a/b connections towards this SCEF; the UE can have either T6a or T6b connections, but not both simultaneously.

If the MME or SGSN receives the Extended-PCO AVP in the Connection Management Answer from the SCEF, the MME or SGSN shall forward the Extended-PCO to the UE transparently, as specified in 3GPP TS 24.301 [28].
* * * Next Change * * * *

5.7.3
Detailed Behaviour of the SCEF

When the SCEF receives a Connection Management Request from the MME or SGSN the SCEF shall, in the following order:

-
check that the User Identity exists in the SCEF. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the Connection Management Answer;

-
check that the T6a/b connection action indicates a T6a/b connection establishment, a T6a/b connection release or a T6a/b connection update. If not, the Experimental-Result shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED in the Connection Management Answer; 
-
if the T6a/b connection action indicates a T6a/b connection establishment:

-
check whether a valid NIDD configuration exists for the UE at the SCEF; 

If not, the SCEF shall:
-
reject the Connection Management Request, with Experimental-Result set to DIAMETER_ERROR_NIDD_CONFIGURATION_NOT_AVAILABLE in the Connection Management Answer, or

-
accept the Connection Management Request, and initiate a NIDD Configuration procedure with a default SCS/AS configured in the SCEF and the MSISDN or an external ID obtained from the HSS, as specified in sub-clause 7.2.3.2. If such NIDD Configuration procedure fails, the SCEF shall reject the Connection Management Request, with Experimental-Result set to DIAMETER_ERROR_NIDD_CONFIGURATION_NOT_AVAILABLE in the Connection Management Answer;
-
create an EPS bearer context;
-
store the MME or SGSN Identity identified by the Origin-Host AVP of the T6a/b Connection Management Request, and the MME or SGSN realm identified by the Origin-Realm AVP of the T6a/b Connection Management Request in the EPS bearer context;

-
include the Extended-PCO AVP in the Connection Management Answer, if the Extended PCO information (e.g. APN Rate Control information) needs to be provided to the UE;
-
if Serving PLMN Rate Control is provided by the MME, restrict the number of messages for the downlink to not exceed the values provided in Serving PLMN Rate Control. If it is not provided and Serving PLMN Rate Control is active, then continue using the previously provided values;

-
If successful, Result shall be set to DIAMETER_SUCCESS in the Connection Management Answer;

-
if the T6a/b connection action indicates a T6a/b connection release:

-
check whether, for this user and the received EPS bearer ID, a T6a/b connection context exists. If not, Experimental-Result shall be set to DIAMETER_ERROR_INVALID_EPS_BEARER in the Connection Management Answer; 
-
include the Extended-PCO AVP in the Connection Management Answer, if the Extended PCO information needs to be provided to the UE;
-
delete the T6a/b connection context at the SCEF. If successful, Result code shall be set to DIAMETER_SUCCESS in the Connection Management Answer; 
- 
if the T6a/b connection action indicates a T6a/b connection update:

-
check whether, for this user and the received EPS Bearer Identity, a T6a/b connection context exists. If not, Experimental-Result shall be set to DIAMETER_ERROR_INVALID_EPS_BEARER in the Connection Management Answer;

-
if successful:

-
if Serving PLMN Rate Control is provided by the MME, restrict the number of messages for the downlink to not exceed the values provided in Serving PLMN Rate Control. If it is not provided and Serving PLMN Rate Control is active, then continue using the previously provided values;

-
include the Extended-PCO AVP in the Connection Management Answer, if the Extended PCO information (e.g. APN Rate Control information) needs to be provided to the UE;

-
store the MME or SGSN Identity identified by the Origin-Host AVP of the T6a/b Connection Management Request and the MME or SGSN realm identified by the Origin-Realm AVP of the T6a/b Connection Management Request, if the MME or SGSN identity has changed, in the bearer context, and the Result shall be set to DIAMETER_SUCCESS in the Connection Management Answer;

-
if the UE-Reachable-Indicator was set in the CMR-Flags AVP, forward any MT Non-IP data pending for any T6a/b connection for this UE, to the MME or SGSN.
If the Serving-PLMN-Rate-Control AVP is included in the Connection Management Request message from the MME, the SCEF shall enforce the Serving PLMN Rate Control as specified in 3GPP TS 23.401 [12] subclause 4.7.7.2.
* * * Next Change * * * *

5.8.1
General

This procedure shall be used between the SCEF and the MME/SGSN, and between the SCEF and the MME/SGSN via the IWK-SCEF acting as a Diameter proxy agent for roaming cases.
When the procedure is invoked by the SCEF, it is used 

-
to update the parameters (e.g. Extended PCO information) associated to a T6a/b connection between the MME/SGSN and the SCEF.

This procedure is used according to 3GPP TS 23.682 [2]. The IWK-SCEF may be in the path between the MME/SGSN and the SCEF for roaming cases when the IWK-SCEF is deployed by the operator of the visited PLMN.
This procedure is mapped to the commands Connection-Management-Request/Answer (CMR/CMA) in the Diameter application specified in clause 6.
The tables 5.8.1-1 and 5.8.1-2 detail the involved information elements.
Table 5.8.1-1: Connection Management SCEF Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
(See 6.4.16)
	User-Identifier
	M
	This Information Element shall be present and shall contain the identity of the UE. This is a grouped AVP containing the IMSI.

	EPS Bearer Identity
(See 6.4.17)
	Bearer-Identifier
	M
	This Information Element shall be present and shall contain either the identity of the EPS bearer identifying the T6a connection, or the NSAPI of the PDP context identifying the T6b connection, to which the request applies.



	T6a/b Connection Action
(See 6.4.18)
	Connection-Action
	M
	This Information element shall be present and shall contain a T6a/b connection management action indicating a T6a/b connection update.



	Extended PCO

(see 6.4.26)
	Extended-PCO
	C
	This Information Element shall be present if the SCEF needs to send updated Extended PCO information (e.g. APN Rate Control information) to the UE.

	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


Table 5.8.1-2: Connection Management SCEF Answer

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP, which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


* * * Next Change * * * *

6.3.3.6
DIAMETER_ERROR_USER_UNKNOWN (5001)

This result code shall be sent by the SCEF or the MME/SGSN to indicate that the user identified by the IMSI is unknown. This error code is defined in 3GPP TS 29.229 [4].

* * * Next Change * * * *

6.3.3.7
DIAMETER_ERROR_OPERATION_NOT_ALLOWED (5101)

This result code shall be sent by the SCEF to indicate that the operation is not allowed when an EPS bearer context exists for the user. This error code is defined in 3GPP TS 29.329 [17].
This result code shall be sent by the SCEF or the MME/SGSN to indicate that the requested T6a/b connection action is not allowed.

* * * Next Change * * * *

6.3.3.8
DIAMETER_ERROR_INVALID_EPS_BEARER (5651)

This result code shall be sent by the SCEF or the MME/SGSN to indicate that there is no bearer context for the user.
* * * Next Change * * * *

6.3.3.11
DIAMETER_ERROR_USER_TEMPORARILY_UNREACHABLE (5653)

This result code shall be sent by the MME or SGSN to indicate that the UE is temporarily not reachable due to a power saving function, and that the MME or SGSN will update the SCEF when it detects that the UE is reachable or about to become reachable as specified in subclause 5.6.3. 
* * * Next Change * * * *

6.3.3.12
DIAMETER_ERROR_UNREACHABLE_USER (4221)

This result code shall be sent by the MME or SGSN to indicate that the UE is not reachable. This error code is defined in 3GPP TS 29.172 [26].
* * * Next Change * * * *

6.4.14
Feature-List AVP

6.4.14.1
Feature-List AVP for the T6a/T6b application

The syntax of this AVP is defined in 3GPP TS 29.229 [4].

For the T6a/b application, the meaning of the bits shall be as defined in table 6.4.14.1-1 for the Feature-List-ID. 

Table 6.4.14.1-1: Features of Feature-List-ID used in T6a/b
	Feature bit
	Feature
	M/O
	Description

	0
	MONTE
	O
	Configuration and reporting of monitoring events

This feature is applicable to from an SCEF with CIR/CIA command pair and the reporting of events to the SCEF with RIR/RIA command pair.
If the MME/SGSN does not support this feature, the SCEF shall not send monitoring event configurations to the HSS within CIR. 

	1
	NIDD
	O
	Support of Non-IP Data service over T6a/b 

This feature is applicable to OSR/OSA, ODR/ODA and TDR/TDA command pairs.
If the SCEF does not indicate support of this feature in an OSA, the MME or SGSN may store this information and not send any further OSR commands to that SCEF.

	Feature bit: The order number of the bit within the Supported-Features AVP, e.g. "1".

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "MONTE".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O"). 

Description: A clear textual description of the feature.




* * * Next Change * * * *

6.4.17
Bearer-Identifier
The Bearer-Identifier AVP contains either the identity of the EPS bearer used to identify the T6a connection between the MME and the SCEF or the NSAPI of the PDP context identifying the T6b connection between the SGSN and the SCEF. It is defined in 3GPP TS 29.212 [10].
* * * Next Change * * * *

6.4.18
Connection-Action
The Connection-Action AVP is of type Unsigned32 and it shall identify the action to be performed on the T6a/b connection. The following values are defined: 

CONNECTION_ESTABLISHMENT (0)

This value shall be used if the T6a/b Connection-Management-Request applies to a T6a/b connection establishment.

CONNECTION_RELEASE (1)


This value shall be used if the T6a/b Connection-Management-Request applies to a T6a/b connection release.

CONNECTION_UPDATE (2)


This value shall be used if the T6a/b Connection-Management-Request applies to updating the properties of a T6a/b connection.

* * * Next Change * * * *

6.4.19
Non-IP-Data

The Non-IP-Data AVP is of type OctetString and it contains the Non-IP data conveyed between the MME or SGSN and the SCEF.
* * * Next Change * * * *

A.1.1
General

The Diameter overload control mechanism is an optional feature over the T6a/b and T7 interface, which may be applied to the traffic of requests commands sent to the SCEF and/or to the traffic of request commands sent to the MME or SGSN.
It is recommended to make use of the IETF RFC 7683 [9] on the T6a/b and T7 interface where: 

-
when applied to the traffic of request commands sent to the SCEF, the SCEF shall behave as a reporting node while the MME/SGSN, and as an alternative the IWK-SCEF, shall behave as a reacting node;

-
when applied to the traffic of request commands sent to the MME or SGSN, the MME or SGSN shall behave as a reporting node while the SCEF, and as an alternative  the IWK-SCEF, shall behave as a reacting node.
* * * Next Change * * * *

A.1.2
SCEF behaviour

The SCEF requests traffic reduction from the MME/SGSN and the IWK-SCEF when it is in an overload situation, by including OC-OLR AVP in answer commands as described in IETF RFC 7683 [9].

The SCEF identifies that it is in an overload situation by implementation specific means. For example, the SCEF may take into account the traffic over the T6a/b interfaces or other interfaces, the level of usage of internal resources (CPU, memory), the access to external resources etc.

The SCEF determines the specific contents of the OC-OLR AVP in overload reports and the SCEF decides when to send OC-OLR AVPs by implementation specific means.

The SCEF may decide to deactivate Monitoring events to reduce the number of Reporting-Information-Requests sent for reporting monitoring events.

The SCEF shall apply required traffic reduction according to the OC-OLR AVPs received in answer commands from the MME to subsequent applicable requests, as per IETF RFC 7683 [9].

Requested traffic reduction is achieved by the SCEF by implementation specific means. It may in particular implement throttling of MT non-IP data messages.
* * * Next Change * * * *

A.1.3
MME/SGSN behaviour

The MME or SGSN requests traffic reduction from the SCEF when it is in an overload situation, by including OC-OLR AVP in answer commands as described in IETF RFC 7683 [9].

The MME or SGSN identifies that it is in an overload situation by implementation-specific means.
The MME or SGSN shall apply required traffic reduction according to the OC-OLR AVPs received in answer commands from the SCEF to subsequent applicable requests, as per IETF RFC 7683 [9].

Requested traffic reduction is achieved by the MME or SGSN by implementation-specific means. It may in particular implement:

-
throttling of monitoring event reports or stop reporting with prioritization (e.g. prioritisation on the type of events, or that one-time reporting takes priority over continuous reporting, …);

-
throttling of new T6a/b connection establishment messages;
-
throttling of MO non-IP data messages.
* * * Next Change * * * *

A.1.4
IWK-SCEF behaviour

The IWK-SCEF, when acting as a reacting node towards the SCEF shall apply required traffic reduction received in answer commands from the SCEF to subsequent applicable requests received from the MME or SGSN, as per IETF RFC 7683 [9]. In this case the IWK-SCEF does not forward OC-OLR AVPs to the MME or SGSN.
The IWK-SCEF, when acting as a reacting node towards the MME or SGSN, shall apply required traffic reduction received in answer commands from the MME or SGSN to subsequent applicable requests received from the SCEF, as per IETF RFC 7683 [9]. In this case the IWK-SCEF does not forward OC-OLR AVPs to the SCEF.

Requested traffic reduction is achieved by the IWK-SCEF by implementation specific means. For example, it may implement throttling of monitoring event report with prioritization, throttling of MO data or MT data messages.
* * * End of Changes * * * *

