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***** 1st change *****
6.2.8.1.z
SIP re-INVITE request for cancelling the in-progress emergency group state of a group by a third-party
This subclause is referenced from other procedures.
Upon receiving an authorised request to cancel an in-progress emergency group state of a group as determined by the procedures of subclause 6.2.8.1.7 from an MCPTT user, the MCPTT client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.

The MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false";

2)
shall set MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending"; and

3)
if the MCPTT user has indicated that an MCPTT emergency alert on the MCPTT group originated by another MCPTT user should be cancelled and this is an authorised request for an MCPTT emergency alert cancellation as determined by the procedures of subclause 6.2.8.1.6:

a)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set a value of "false"; and

b)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <originated-by> element set to the MCPTT ID of the MCPTT user who originated the MCPTT emergency alert.

NOTE:
When an MCPTT emergency alert is cancelled by a MCPTT user other than its originator, the <originated-by> element is needed to identify which MCPTT emergency alert is being cancelled, as more than one MCPTT user could have originated emergency alerts to the same group.
***** 2nd change *****
6.2.8.3.v
SIP re-INVITE request for cancelling the MCPTT emergency private call state by a third-party
This subclause is referenced from other procedures.
Upon receiving a request to cancel the MCPTT emergency private call state from an MCPTT user other than the originator of the MCPTT emergency private call, the MCPTT client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.

The MCPTT client:
NOTE 1: This procedure assumes that the calling procedure has verified that the MCPTT user has made an authorised request for cancelling the MCPTT emergency private call state of the call. 
1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false";

2)
shall set the MCPTT emergency private priority state of the MCPTT emergency private call to "MEPP 3: cancel-pending"; and
3)
if the MCPTT user has indicated that an MCPTT emergency alert associated with the MCPTT emergency private call originated by another MCPTT user should be cancelled and this is an authorised request for an MCPTT emergency alert cancellation as determined by the procedures of subclause 6.2.8.3.1.3:

a)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to a value of "false"; and

b)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <originated-by> element set to the MCPTT ID of the MCPTT user who originated the MCPTT emergency alert.

NOTE 2:
When an MCPTT emergency alert is cancelled by a MCPTT user other than its originator, the <originated-by> element is needed to identify which MCPTT emergency alert is being cancelled, as conceivably each participant in the MCPTT emergency private call could have originated an MCPTT emergency alert.
***** 3rd change *****
6.3.3.1.6
Sending a SIP re-INVITE request for MCPTT emergency group call

This subclause is referenced from other procedures.

The controlling MCPTT function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4];
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-calling-user-id> element set to the MCPTT ID of the initiating MCPTT user;
3)
if the in-progress emergency group state of the group is set to a value of "true" the controlling MCPTT function:
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body the <emergency-ind> element set to a value of "true";

c)
if the <alert-ind> element is set to "true" in the received SIP re-INVITE request and MCPTT emergency alerts are authorised for this group and MCPTT user as determined by the procedures of subclause 6.3.3.1.13.1, shall populate the application/vnd.3gpp.mcptt-info+xml MIME body and application/vnd.3gpp.location-info+xml MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body; and
d)
if the in-progress imminent peril state of the group is set to a value of "true" shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <imminentperil-ind> element set to a value of "false"; and
NOTE:
If the imminent peril state of the group is true at this point, the controlling function will be setting it to false as part of the calling procedure. This is in effect an upgrade of an MCPTT imminent peril group call to an MCPTT emergency group call.
4)
if the in-progress emergency group state of the group is set to a value of "false":
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the normal priority level designated for this MCPTT user; and
b)
if the received SIP re-INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false" and this is an authorised request to cancel an MCPTT emergency group call as determined by the procedures of subclause 6.3.3.1.13.4:

i)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false"; and

ii)
if the received SIP re-INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "false" and this is an authorised request to cancel an MCPTT emergency alert as determined by the procedures of subclause 6.3.3.1.15, shall
A)
include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to a value of "false"; and
B)
if the received SIP request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP re-INVITE request.
***** 4th change *****
10.1.1.2.1.4
MCPTT in-progress emergency cancel

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on a prearranged MCPTT group, the MCPTT client shall generate a SIP re-INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user is not authorised to cancel the in-progress emergency group state of the MCPTT group as determined by the procedures of subclause 6.2.8.1.7, the MCPTT client:
a)
should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency group state of the MCPTT group; and

b)
shall skip the remaining steps of the current subclause;
2)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.3;
3)
shall, if the MCPTT user is cancelling an in-progress emergency condition and an MCPTT emergency alert originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.z;
4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcptt-request-uri> element set to the group identity;
NOTE 1:
The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP INVITE request that is sent by the originating participating MCPTT function.

5)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

6)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
7)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

8)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

3)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

4)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body:
a)
if the SIP 2xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; Otherwise

b)
shall set the MCPTT emergency alert state to "MEA 1: no-alert".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to a value of "true", the MCPTT client shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "false" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert";

NOTE 2:
This is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was successful.

3)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

4)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCPTT emergency alert (MEA) state shall revert to its value prior to entering the current procedure.
NOTE 3:
This is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was not successful.

NOTE 4:
If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.
***** 5th change *****
10.1.1.2.1.6
MCPTT client receives SIP re-INVITE request
Upon receipt of a SIP re-INVITE request the MCPTT client:

1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user the MCPTT ID of the originator of the MCPTT emergency group call and an indication that this is an MCPTT emergency group call;

b)
if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;

c)
shall set the MCPTT emergency group state to "MEG 2: in-progress"; and

d)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";

2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCPTT user the MCPTT ID of the originator of the MCPTT imminent peril group call and an indication that this is an MCPTT imminent peril group call; and
b)
shall set the MCPTT imminent peril group state to "MIG 2: in-progress";
3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT emergency group call;

b)
if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "false": 
i)
should display to the MCPTT user an indication of the MCPTT emergency alert cancellation and the MCPTT ID of the MCPTT user cancelling the MCPTT emergency alert; and
ii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an <originated-by> element:


A)
should display to the MCPTT user the MCPTT ID contained in the <originated-by> element of the MCPTT user that originated the MCPTT emergency alert; and


B)
if the MCPTT ID contained in the <originated-by> element is the MCPTT ID of the receiving MCPTT user shall set the MCPTT emergency alert state to "MEA 1: no-alert";
c)
shall set the MCPTT emergency group state to "MEG 1: no-emergency"; and

d)
if the MCPTT emergency group call state of the group is set to "MEGC 3: emergency-call-granted", shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable";
4)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false":

a)
should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT imminent peril group call and an indication that this is an MCPTT imminent peril group call; and
b)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";
5)
shall check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

7)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

8)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

9)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [7]. If no "refresher" parameter was included in the received SIP re-INVITE request the "refresher" parameter in the Session-Expires header field shall be set to "uas", otherwise shall include a "refresher" parameter set to the value received in the Session-Expires header field the received SIP re-INVITE request;
10)
shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
11)
 shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
12)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** 6th change *****
10.1.1.4.7
Receipt of a SIP re-INVITE request
In the procedures in this subclause:
1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and
2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of a SIP re-INVITE request for an MCPTT session identity identifying an on-demand prearranged MCPTT group session, the controlling MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP re-INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;

NOTE 1:
If the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true", the controlling MCPTT function can choose to accept the request.

2)
if the received SIP re-INVITE request contains an unauthorised request for an MCPTT emergency call as determined by subclause 6.3.3.1.13.2:

a)
if the SIP re-INVITE request contains an alert indication set to "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall:

i)
for each of the other affiliated members of the group send an MCPTT emergency alert:

A)
generate a SIP MESSAGE request notification of the MCPTT user's emergency alert indication as specified in subclause 6.3.3.1.11 with the clarifications of subclause 6.3.3.1.12; and

B)
send the SIP MESSAGE request according to 3GPP TS 24.229 [4];

ii)
cache the MCPTT ID of the MCPTT user that has initiated an MCPTT emergency alert; and
iii)
reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request with the following clarifications:

A)
shall generate the SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

B)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

b)
if the SIP re-INVITE request contains an alert indication set to "true" and this is an unauthorised request for an MCPTT emergency alert as determined by subclause 6.3.3.1.13.1, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request with the following clarifications:

i)
shall generate the SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and
ii)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4 and skip the rest of the steps;
c)
if the SIP re-INVITE request contains an alert indication is set to "false" shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with the following clarifications:

i)
shall generate a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and
ii)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
3)
if the received SIP re-INVITE request contains an imminent peril indication set to "true" for an MCPTT imminent peril group call and this is an unauthorised request for an MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.6, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response with the following clarifications:

a)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false"; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

4)
if a Resource-Priority header field is included in the received SIP re-INVITE request: 

a)
if the Resource-Priority header field is set to the value indicated for emergency calls and the SIP re-INVITE request does not contain an authorised request for an MCPTT emergency call as determined in step 2) above and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; and
b)
if the Resource-Priority header field is set to the value indicated for imminent peril calls and the SIP re-INVITE request does not contain an authorised request for an MCPTT imminent peril call as determined in step 3) above and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;
5)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true" and is an authorised request to initiate an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2, the controlling MCPTT function shall:
i)
shall cache the MCPTT ID of the MCPTT user that has initiated an MCPTT emergency call;
ii)
if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall cache the MCPTT ID of the MCPTT user that has initiated an MCPTT emergency alert;
iii)
if the in-progress emergency state of the group is set to a value of "true":

A)
for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCPTT user's emergency indication as specified in subclause 6.3.3.1.11, setting the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true";

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4]; and
C)
if the in-progress imminent peril state of the group is set to a value of "true", shall set it to a value of "false"; and
iv)
if the in-progress emergency state of the group is set to a value of "false":

A)
shall set the value of the in-progress emergency state of the group to "true";
B)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16;
NOTE 2:
The interactions of TNG2 with the TNG3 (group call timer) are explained in subclause 6.3.3.5.2.

C)
shall generate SIP re-INVITE requests for the MCPTT emergency group call to the other participants of the MCPTT group call as specified in subclause 6.3.3.1.6;

D)
shall send the SIP re-INVITEs towards the other participants of the MCPTT group call; and

E)
upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];
6)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is an unauthorised request for an MCPTT emergency group call cancellation as determined by subclause 6.3.3.1.13.4:

a)
if an <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is included and set to "false" and is an authorised request for an MCPTT emergency alert cancellation as determined by subclause 6.3.3.1.13.3 and there is an outstanding MCPTT emergency alert for this MCPTT user:

i)
for each of the other affiliated members of the group shall:

A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency alert as specified in subclause 6.3.3.1.11;
B)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;
C) set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false"; and
D)
send the SIP MESSAGE request according to 3GPP TS 24.229 [4];

ii)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall clear the cache of the MCPTT ID of the MCPTT user identified by the <originated-by> element as having an outstanding MCPTT emergency alert;
iii)
if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall clear the cache of the MCPTT ID of the sender of the SIP re-INVITE as having an outstanding MCPTT emergency alert; and
iv)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request with the following clarifications: 

A)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true";

B) include in the application/vnd.3gpp.mcptt-info+xml MIME body and <alert-ind> element set to a value of "false"; and

C)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps; and

b)
if an <alert-ind> element of the mcpttinfo MIME body is included and set to "false" and is an unauthorised request for an MCPTT emergency alert cancellation as determined by subclause 6.3.3.1.13.3 and there is an outstanding MCPTT emergency alert for this MCPTT user:

i)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request with the following clarifications: 

A)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in annex F.1 with an <emergency-ind> element set to a value of "true"; and

B) include in the application/vnd.3gpp.mcptt-info+xml MIME body and <alert-ind> element set to a value of "true"; and

ii)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
7)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is determined to be an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16 and the in-progress emergency state of the group to is set to a value of "true" the controlling MCPTT function:

a)
shall set the in-progress emergency group state of the group to a value of "false";
b)
shall clear the cache of the MCPTT ID of MCPTT user as having an outstanding MCPTT emergency group call;

c)
if an <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is included and set to "false" and is determined to be an authorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13.3 and there is an outstanding MCPTT emergency alert for this MCPTT user shall
i)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the MCPTT user identified by the <originated-by> element as having an outstanding MCPTT emergency alert; or

ii)
if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the sender of the SIP re-INVITE request as having an outstanding MCPTT emergency alert;
d)
shall generate SIP re-INVITE requests to the participants in the group call as specified in subclause 6.3.3.1.6. The MCPTT controlling function:

i)
for each of the other participants in the group call shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

ii)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];
NOTE 3:
Subclause 6.3.3.1.6 will inform the group call participants of the cancellation of the MCPTT group's in-progress emergency state and the cancellation of the MCPTT emergency alert if applicable.

e)
shall stop timer TNG2 (in-progress emergency group call timer); and
NOTE 4:
The interactions of TNG2 with the TNG3 (group call timer) are explained in subclause 6.3.3.5.2;

f)
for each of the affiliated members of the group that are not participating in the call:

i)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in subclause 6.3.3.1.11;

ii)
set the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false";
iii)
if indicated above in step 7) c), set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false"; and
iv)
send the SIP MESSAGE request according to 3GPP TS 24.229 [4];

8)
if the received SIP re-INVITE request contains an imminent peril indication and the in-progress emergency group state of the group is set to a value of "false", shall perform the procedures specified in subclause 10.1.1.4.8 and skip the rest of the steps.
Upon receiving a SIP 200 (OK) response to a SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];
1)
shall generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.2.1;
3)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];
4)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];

5)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true" and if this is an unauthorised request for an MCPTT emergency alert as determined by subclause 6.3.3.1.13.1, shall include an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "false";
6)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "false" and if this is an unauthorised request for an MCPTT emergency alert cancellation as determined by subclause 6.3.3.1.13.3, shall include an application/vnd.3gpp.mcptt-info+xml MIME body" with an <alert-ind> element set to a value of "true";
7)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" as determined in the first step 3) of this subclause and if the in-progress emergency state of the group is set to a value of "true", shall include an application/vnd.3gpp.mcptt-info+xml MIME body" with an <imminentperil-ind> element set to a value of "false";
NOTE 5:
In this case, the request was for an imminent peril call but a higher priority MCPTT emergency call was already in progress on the group. Hence, the imminent peril call request aspect of the request is denied but the request is granted with emergency level priority.
8)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

9)
shall send the SIP 200 (OK) response towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response for an outgoing SIP MESSAGE request, shall handle according to 3GPP TS 24.229 [4].

***** 7th change *****
10.1.2.2.1.2
MCPTT client receives SIP re-INVITE request
Upon receipt of a SIP re-INVITE request the MCPTT client:

1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user the MCPTT ID of the originator of the MCPTT emergency group call and an indication that this is an MCPTT emergency group call;

b)
if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;

c)
shall set the MCPTT emergency group state to "MEG 2: in-progress"; and
d)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; otherwise

2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCPTT user the MCPTT ID of the originator of the MCPTT imminent peril group call and an indication that this is an MCPTT imminent peril group call; and
b)
shall set the MCPTT imminent peril group state to "MIG 2: in-progress";
3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT emergency group call;

b)
if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "false":
i)
should display to the MCPTT user an indication of the MCPTT emergency alert cancellation and the MCPTT ID of the MCPTT user cancelling the MCPTT emergency alert; and
ii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an <originated-by> element:


A)
should display to the MCPTT user the MCPTT ID contained in the <originated-by> element of the MCPTT user that originated the MCPTT emergency alert; and


B)
if the MCPTT ID contained in the <originated-by> element is the MCPTT ID of the receiving MCPTT user, shall set the MCPTT emergency alert state to "MEA 1: no-alert";
c)
shall set the MCPTT emergency group state to "MEG 1: no-emergency"; and

d)
if the MCPTT emergency group call state of the group is set to "MEGC 3: emergency-call-granted", shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable";
4)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false":

a)
should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT imminent peril group call and an indication that this is an MCPTT imminent peril group call; and
b)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";
5)
may check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

7)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

8)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

9)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [7]. If no "refresher" parameter was included in the received SIP re-INVITE request the "refresher" parameter in the Session-Expires header field shall be set to "uas", otherwise shall include a "refresher" parameter set to the value received in the Session-Expires header field the received SIP re-INVITE request;
10)
shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2; and
11)
 shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
***** 8th change *****
10.1.2.2.1.3
MCPTT in-progress emergency cancel

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user is not authorised to cancel the in-progress emergency group state of the MCPTT group as determined by the procedures of subclause 6.2.8.1.7, the MCPTT client:
a)
should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency group state of the MCPTT group; and

b)
shall skip the remaining steps of the current subclause;

2)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.3;

3)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.z;
4)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

5)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

6)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

2)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

3)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body:

a)
if the SIP 2xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert initiated". Otherwise:

b)
shall set the MCPTT emergency alert state to "MEA 1: no-alert".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to a value of "true", the MCPTT client shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "false" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert"; and

NOTE 2:
this is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was successful.

3)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

4)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCPTT emergency alert (MEA) state shall revert to its value prior to entering the current procedure.
NOTE 3:
This is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was not successful.

NOTE 4:
If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.
***** 9th change *****
10.1.2.4.1.2
Receipt of a SIP re-INVITE request
Upon receipt of a SIP re-INVITE request for an MCPTT session identity identifying a chat MCPTT group session, the controlling MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP re-INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;

NOTE 1:
If the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true", the controlling MCPTT function may by means beyond the scope of this specification choose to accept the request.

Editor's Note [CT1-onMCPTT, C1ah-160039]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
if the SIP re-INVITE request contains an unauthorised request for an MCPTT emergency call as determined by subclause 6.3.3.1.13.2:

a)
if the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is set to "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall:

i)
for each of the other affiliated members of the group send an MCPTT emergency alert:

A)
generate a SIP MESSAGE request notification of the MCPTT user's emergency alert indication as specified in subclause 6.3.3.1.11 with the clarifications of subclause 6.3.3.1.12; and

B)
send the SIP MESSAGE request according to 3GPP TS 24.229 [4];

ii)
cache the the MCPTT ID of the MCPTT user that has initiated an MCPTT emergency alert; and
iii)
reject the "SIP INVITE request for controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response to the SIP INVITE request with the following clarifications:

A)
shall generate the SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

B)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
b)
if the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is set to "true" and is an unauthorised request for an MCPTT emergency alert as determined by subclause 6.3.3.1.13.1, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request with the following clarifications:

i)
shall generate the SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and
ii)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4]. Otherwise, continue with the rest of the steps; and
c)
if the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is set to "false" shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with the following clarifications:

i)
shall generate a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and
ii)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true" and is an authorised request to initiate an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2, the controlling MCPTT function shall:

a)
validate that the SIP re-INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority designated for emergency calls and if not:

i)
shall perform the actions specified in subclause 6.3.3.1.8; and
ii)
upon receiving a SIP 200 (OK) response to the SIP UPDATE request sent in subclause 6.3.3.1.8 shall proceed with the rest of the steps.
NOTE 2:
Verify that the Resource-Priority header is included and properly populated for both ongoing and newly-entered in-progress emergency states of the specified group.

b)
if the in-progress emergency state of the group is set to a value of "true" and this MCPTT user is indicating a new emergency indication:

i)
shall cache the MCPTT ID of  the MCPTT user that has initiated an MCPTT emergency call;

ii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true" and is an authorised request for an MCPTT emergency alert as determined by subclause 6.3.3.1.13.1, shall cache the MCPTT ID of  the MCPTT user that has initiated an MCPTT emergency alert; and

iii)
for each of the other affiliated members of the group, generate a SIP MESSAGE request notification of the MCPTT user's emergency indication as specified in subclause 6.3.3.1.11 with the following clarifications:

A)
set the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true";

B)
if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, perform the procedures specified in subclause 6.3.3.1.12; and
C)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4]; and

c)
if the in-progress emergency state of the group is set to a value of "false":

i)
shall set the value of the in-progress emergency state of the group to "true";
ii)
shall cache the MCPTT ID of the MCPTT user that has initiated an MCPTT emergency call;

iii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true" and this is an authorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13.1, shall cache the MCPTT ID of the MCPTT user that has initiated an MCPTT emergency alert;
iv)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16;
Editor's Note [CT1-onMCPTT, C1ah-160039]: should TNG2 be re-started for case b) above?
v)
shall generate SIP re-INVITE requests for the MCPTT emergency group call to the other affiliated and joined participants of the chat MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:

A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
vi)
shall generate SIP INVITE requests for the MCPTT emergency group call to the affiliated but not joined members of the chat MCPTT group as specified in subclause 6.3.3.1.7. The controlling MCPTT function:

A)
for each affiliated but not joined member shall send the SIP INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

vii)
if the in-progress imminent peril state of the group is set to a value of "true", shall set it to a value of "false";
4)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is an unauthorised request for an MCPTT emergency group call cancellation as determined by subclause 6.3.3.1.13.4:

a)
if an <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is included and set to "false" and is an authorised request for an MCPTT emergency alert cancellation as determined by subclause 6.3.3.1.13.3 and there is an outstanding MCPTT emergency alert for this MCPTT user:

i)
for each of the other affiliated members of the group shall:

A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency alert as specified in subclause 6.3.3.1.11;

B)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;
C) set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false"; and
D)
send the SIP MESSAGE request according to 3GPP TS 24.229 [4];

ii)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall clear the cache of the MCPTT ID of the MCPTT user identified by the <originated-by> element as having an outstanding MCPTT emergency alert; and
iii)
if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall clear the cache of the MCPTT ID of the MCPTT ID of the sender of the SIP re-INVITE request as having an outstanding MCPTT emergency alert; and
iv)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request with the following clarifications:

A)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true";

B) include in the application/vnd.3gpp.mcptt-info+xml MIME body and <alert-ind> element set to a value of "false"; and

C)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps; and

b)
if an <alert-ind> element of the mcpttinfo MIME body is included and set to "false" and is an unauthorised request for an MCPTT emergency alert cancellation as determined by subclause 6.3.3.1.13.3 and there is an outstanding MCPTT emergency alert for this MCPTT user:

i)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request with the following clarifications:

A)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true"; and

B) include in the application/vnd.3gpp.mcptt-info+xml MIME body and <alert-ind> element set to a value of "true"; and

ii)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
Editor's Note [CT1-onMCPTT, C1ah-160039]: there may be other reasons why the cancel would be rejected, e.g. there are still other participants in the session that are themselves in an emergency condition.
5)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is determined to be an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16 and the in-progress emergency state of the group to is set to a value of "true" the controlling MCPTT function shall:

a)
validate that the SIP INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority level designated for a normal priority MCPTT group call, and if not:

i)
shall perform the actions specified in subclause 6.3.3.1.8; and

ii)
upon receiving a SIP 200 (OK) response to the SIP UPDATE request sent in subclause 6.3.3.1.8 shall proceed with the rest of the steps;
NOTE 3:
Verify that the Resource-Priority header is included and properly populated for an in-progress emergency state cancellation of the specified group.

b)
shall set the in-progress emergency group state of the group to a value of "false";
c)
shall clear the cache of the MCPTT ID of the MCPTT user identified by the <originated-by> element as having  an outstanding MCPTT emergency group call;

d)
if an <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is included and set to "false" and is determined to be an authorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13.3 and there is an outstanding MCPTT emergency alert for this MCPTT user shall
i)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the MCPTT user identified by the <originated-by> element as having an outstanding MCPTT emergency alert; and
ii)
if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the sender of the SIP re-INVITE request as having an outstanding MCPTT emergency alert;
e)
shall generate SIP re-INVITE requests to the other affiliated and joined members of the MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:

i)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

ii)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
NOTE 4:
Subclause 6.3.3.1.6 will inform the affiliated and joined members of the cancellation of the MCPTT group's in-progress emergency state and the cancellation of the MCPTT emergency alert if applicable.

f)
for each of the affiliated but not joined members of the group shall:

i)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in subclause 6.3.3.1.11;

ii)
set the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false";
iii)
if indicated above in step d), set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false"; and
iv)
send the SIP MESSAGE request according to 3GPP TS 24.229 [4];

6)
if a Resource-Priority header field is included in the SIP INVITE request:
a)
if the Resource-Priority header field is set to the value indicated for emergency calls and the received SIP re-INVITE request does not contain an authorised request for an MCPTT emergency call as determined in step 4) above and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the remaining steps; or

b)
if the Resource-Priority header field is set to the value indicated for imminent peril calls and the received SIP re-INVITE request does not contain an authorised request for an MCPTT imminent peril call as determined by the procedures of subclause 6.3.3.1.13.5 and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the remaining steps;

7)
if the received SIP re-INVITE request contains an imminent peril indication, shall perform the procedures specified in subclause 10.1.2.4.1.3 and skip the rest of the steps;
8)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.2.1 unless the procedures of subclause 6.3.3.1.8 were performed in step 5) a) i) above;
9)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];

10)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true" and if this is an unauthorised request for an MCPTT emergency alert as determined by subclause 6.3.3.1.13.1, shall include an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "false";
11)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "false" and if this is an unauthorised request for an MCPTT emergency alert cancellation as determined by subclause 6.3.3.1.13.3, shall include an application/vnd.3gpp.mcptt-info+xml MIME body" with an <alert-ind> element set to a value of "true";
12)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include an application/vnd.3gpp.mcptt-info+xml MIME body" with an <imminentperil-ind> element set to a value of "false";
NOTE 5:
In this case, the request was for an imminent peril call but a higher priority MCPTT emergency call was already in progress on the group. Hence, the imminent peril call request aspect of the request is denied but the request is granted with emergency level priority.
13)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

14)
shall send the SIP 200 (OK) response towards the MCPTT client according to 3GPP TS 24.229 [4].

***** 10th change *****
11.1.1.2.1.3
Client terminating procedures for reception of SIP re-INVITE request
Upon receipt of a SIP re-INVITE request for an existing private call session, the MCPTT client shall:
1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to upgrade this call to an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information; and
b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to downgrade this emergency private call to a normal priority private call and:

i)
should display the MCPTT ID of the sender of the SIP re-INVITE request contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
ii)
if the <alert-ind> element is set to "false" should display to the MCPTT user an indication that the MCPTT emergency alert is cancelled; and
iii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an <originated-by> element:


A)
should display to the MCPTT user the MCPTT ID contained in the <originated-by> element of the MCPTT user that originated the MCPTT emergency alert; and


B)
if the MCPTT ID contained in the <originated-by> element is the MCPTT ID of the receiving MCPTT user, shall set the MCPTT emergency alert state to "MPEA 1: no-alert";
b)
shall set the MCPTT emergency private priority state to "MEPP 1: no-emergency" for this private call; and
c)
if the MCPTT emergency private call state of the call is set to "MEPC 3: emergency-call-granted", shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable";
3)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

4)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user if not done so in step 1 or step 2 above;

NOTE:
As this is a re-INVITE for an existing MCPTT private call session, there is no attempt made to change the answer-mode from its current state.

5)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];
6)
shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;

7)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 200 (OK) response;
8)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
9)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** 11th change *****
11.1.1.2.1.4
MCPTT in-progress emergency cancel

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on an MCPTT emergency private call, the MCPTT client shall generate a SIP re-INVITE request by following the UE session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user is not authorised to cancel the in-progress emergency condition on an MCPTT emergency private call as determined by the procedures of subclause 6.2.8.3.1.2, the MCPTT client:

a)
should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency condition on an MCPTT emergency private call; and

b)
shall skip the remaining steps of the current subclause;
2)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.3.6;
3)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.3.v;
4)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.3.3;

5)
shall include in the SIP re-INVITE request an SDP offer the media parameters as currently established;
6)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
7)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT emergency private priority state of the MCPTT private call to "MEPP 1: no-emergency";

3)
shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable"; and

4)
if the MCPTT emergency alert state is set to "MPEA 4: Emergency-alert-cancel-pending" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body:
a)
if the SIP 2xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true", shall set the MCPTT emergency alert state to "MPEA 3: emergency-alert-initiated"; and

b)
if the SIP 2xx response does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true", shall set the MCPTT emergency alert state to "MPEA 1: no-alert".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to a value of "true", the MCPTT client shall set the MCPTT emergency private priority state as "MEPP 2: in-progress";

2)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "false" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MPEA 1: no-alert"; and

NOTE 1:
This is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was successful.

3)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MPEA 3: emergency-alert-initiated".

NOTE 2:
This is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was not successful.

4)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body, shall set the MCPTT emergency private priority state as "MEPP 2: in-progress" and the MCPTT emergency alert (MPEA) state shall revert to its value prior to entering the current procedure.
NOTE 3:
If the in-progress emergency private priority state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency private call level priority.
***** 12th change *****
11.1.1.4.4
Receiving a SIP re-INVITE for cancellation of emergency private call 
In the procedures in this subclause:

1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
alert indication in an incoming SIP INVITE request refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receiving a SIP re-INVITE request with an emergency indication set to a value of "false", the controlling MCPTT function:

1)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec or media format is acceptable by the controlling MCPTT function and if not, reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
2)
if the SIP re-INVITE request contains an unauthorised request for an MCPTT emergency private call cancellation as determined by subclause 6.3.3.1.13.4:
a)
if the SIP re-INVITE request contains an alert indication set to "false" and this is an authorised request for of an MCPTT emergency alert cancellation meeting the conditions specified in subclause 6.3.3.1.13.3, shall:

i)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the identified by the <originated-by> element as having as having an outstanding MCPTT emergency alert;
ii)
if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall clear the cache of the MCPTT ID of the MCPTT ID of the sender of the SIP re-INVITE request as having an outstanding MCPTT emergency alert; and
iii)
reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with the following clarifications:

A)
shall generate the SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];

B)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to "true";

C)
shall include in the SIP 403 (Forbidden) response and application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to "false"; and
D)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
b)
if the SIP re-INVITE request contains an alert indication set to "false" and this is an unauthorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13.3, shall reject the SIP re-INVITE request with the following clarifications:

i)
shall generate the SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4]; 

ii)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to "true";

iii)
shall include in the SIP 403 (Forbidden) response and application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to "true"; and
iv)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
4)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response if a Resource-Priority header field is included in the received SIP re-INVITE request set to the value configured for emergency calls,  and skip the remaining steps; and

5
if the SIP re-INVITE request contains an authorised request for an MCPTT emergency private call cancellation as determined by subclause 6.3.3.1.13.4:

a)
shall clear the cache of the MCPTT ID of theoriginator of the MCPTT emergency private call is no longer in an in-progress emergency private call state with the targeted MCPTT user; and

b)
if the SIP re-INVITE request contains an alert indication set to "false" and this is an authorised request for of an MCPTT emergency alert cancellation meeting the conditions specified in subclause 6.3.3.1.13.3: 
i)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall clear the cache of the information the MCPTT user identified by the <originated-by> element as having and outstanding MCPTT emergency alert; and
ii)
if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the sender of the SIP re-INVITE request as having an outstanding MCPTT emergency alert;
6)
shall send a SIP re-INVITE request towards the MCPTT user listed in the MIME resource-lists body of received SIP re-INVITE request as specified in subclause 11.1.1.4.6.

Upon receiving a SIP 200 (OK) response for the SIP re-INVITE request and if the SIP response has not yet been sent to the inviting MCPTT client, the controlling MCPTT function:

1)
shall generate a SIP 200 (OK) response to the SIP re-INVITE request as specified in the subclause 6.3.3.2.3 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP re-INVITE request as specified in the subclause 6.3.3.2.2;
3)
if the received SIP re-INVITE request contains an alert indication set to a value of "false" and this is an unauthorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13.3:

a)
shall include in the SIP 200 (OK) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <emergency-ind> element set to a value of "false"; and
b)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to a value of "true";
NOTE:
A SIP 200 (OK) response sent to the originator as a response to a SIP INVITE request that contained authorised request(s) for an MCPTT emergency private call cancellation and optionally an MCPTT emergency alert cancellation will not contain either the <emergency-ind> or <alert-ind> elements of the application/vnd.3gpp.mcptt-info+xml MIME body. The originator will consider a SIP 200 (OK) response populated in this manner as confirmation that its request(s) for cancellation of an MCPTT emergency private call and optionally an MCPTT emergency alert were accepted by the controlling function.
4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

5)
shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].
The controlling MCPTT function shall forward any other SIP response that does not contain SDP, including any MIME bodies contained therein, along the signalling path to the originating network according to 3GPP TS 24.229 [4].
***** 13th change *****
11.1.1.4.6
Sending a SIP re-INVITE for cancellation of emergency private call
This subclause describes the procedures for sending a re-INVITE request to an MCPTT user in an MCPTT emergency private call for the purpose of downgrading the session to a normal priority private call session. The procedure is initiated by the controlling MCPTT function as the result of an action in subclause 11.1.1.4.4.
The controlling MCPTT function:

1)
shall generate a SIP re-INVITE request as specified in subclause 6.3.3.1.9;
2)
if the received SIP re-INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the application/vnd.3gpp.mcptt-info+xml MIME body to the outgoing re-INVITE request;
3)
if the received SIP re-INVITE request contains an authorised request for an MCPTT emergency private call cancellation as determined by subclause 6.3.3.1.13.4:

a)
shall set the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false";
b)
if the received SIP INVITE request contains an alert indication set to a value of "false" and this is an authorised request for an MCPTT emergency alert cancellation meeting the conditions specified in subclause 6.3.3.1.13.3: 
i)
shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false"; and
ii)
if the received SIP request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP re-INVITE request;
c)
if the received SIP INVITE request contains an alert indication set to a value of "false" and is not an authorised request for an MCPTT emergency alert cancellation meeting the conditions specified in subclause 6.3.3.1.13.3, shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true";
4)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48] and the priority set to the priority level configured for a normal MCPTT private call as specified in 3GPP TS 24.384 [50] if the received SIP re-INVITE request contains an authorised request for an MCPTT emergency private call cancellation as determined in step 3 above; and

5)
shall send the SIP re-INVITE request towards the core network according to 3GPP TS 24.229 [4].
Upon receiving SIP 200 (OK) response for the SIP re-INVITE request the controlling MCPTT function:

1)
shall cache the contact received in the Contact header field.
***** 14th change *****
12.1.1.2
Emergency alert cancellation
Upon receiving a request from the MCPTT user to send an MCPTT emergency alert cancellation to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert cancellation as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
This SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing the public user identity of the originator as specified in 3GPP TS 24.229 [4];

4)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the MCPTT group identity;
b)
the <alert-ind> element set to a value of "false"; and
c)
if the MCPTT user is cancelling an MCPTT emergency alert originated by another MCPTT user, include the <originated-by> element set to the MCPTT ID of the MCPTT user who originated the MCPTT emergency alert;
5)
if the MCPTT user has additionally requested the cancellation of the in-progress emergency state of the MCPTT group and this is an authorised request for an in-progress emergency group state cancellation as determined by subclause 6.2.8.1.7, shall include an <emergency-ind> element set to a value of "false" in the <mcpttinfo> element containing the <mcptt-Params> element;
6)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; 
7)
shall set the MCPTT emergency alert state to "MEA 4: Emergency-alert-cancel-pending"; and
8)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client:

1)
if the received SIP 2xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element: 

a)
if the <alert-ind> element is set to a value of "false" and the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall:

i)
set the MCPTT emergency alert state to "MEA 1: no-alert"; and

ii)
clear the MCPTT emergency state if not already cleared; 
b)
if the <alert-ind> element is set to a value of "true" and if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending" and the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

NOTE 2:
It would appear to be an unusual situation for the initiator of an MCPTT emergency alert to not be able to clear their own alert. Nevertheless, an MCPTT user can be configured to be authorised to initiate MCPTT emergency alerts but not have the authority to clear them. Hence, the case is covered here. 

2)
if an <emergency-ind> element is present in the received SIP 200 (OK) response and is set to a value of "false":

a)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

b)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency".

NOTE 3:
The case where an <emergency-ind> element is set to true is possible but not handled specifically above as it results in no state changes.

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP MESSAGE request:
1)
if the received SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true" and the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, and if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and
NOTE 4:
In this case, an <emergency-ind> element would either not be present or would be set to true. In either case, no change in state would result. Hence, this case is not specified above.
2)
if the received SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element and the sent SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

***** 15th change *****
12.1.1.3
MCPTT client receives an MCPTT emergency alert or call notification

Upon receipt of a "SIP MESSAGE request for emergency notification", the MCPTT client:

1)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information, including:

a)
the MCPTT group identity contained in <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body;

b)
the originator of the MCPTT emergency alert contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

c)
the mission critical organization of the MCPTT emergency alert originator contained in the <mc-org> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
NOTE 1:
This is the case of the MCPTT client receiving the notification of another MCPTT user's emergency alert.

2)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication of the MCPTT emergency alert cancellation and associated information, including:

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the originator of the MCPTT emergency alert contained in:
A)
if present, the <originated-by> element of the application/vnd.3gpp.mcptt-info+xml MIME body; or
B)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b)
if the MCPTT ID contained in the <originated-by> element is the MCPTT ID of the receiving MCPTT user, shall set the MCPTT emergency alert state to "MEA 1: no-alert"; and
c)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false", shall set the MCPTT emergency group state to "MEG 1: no-emergency";

NOTE 2:
This is the case of the MCPTT client receiving the notification of the cancellation by a third party of an MCPTT emergency alert. This can be the MCPTT emergency alert of another MCPTT user or the MCPTT emergency alert of the recipient, as determined by the contents of the <originated-by> element. Optionally, notification of the cancellation of the in-progress emergency state of the MCPTT group can be included.

3)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication of the additional emergency MCPTT user participating in the MCPTT emergency group call including the following if not already displayed as part of step 1):

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b)
shall set the MCPTT emergency group state to "MEG 2: in-progress" if not already set to that value;

NOTE 3:
This is the case of the MCPTT client receiving notification of an additional MCPTT user in an MCPTT emergency state (i.e., not the MCPTT user that originally triggered the in-progress emergency state of the group) joining the in-progress emergency group call. An emergency alert indication, if included, is handled in step 1). 
4)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication of the cancellation of the in-progress emergency state of the MCPTT group call including the following if not already displayed as part of step 2):

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b)
shall set the MCPTT emergency group state to "MEG 1: no-emergency";

NOTE 4:
This is the case of the MCPTT client receiving the notification of the cancellation of the in-progress emergency state of the MCPTT group. In this case, the receiving MCPTT client is affiliated with the MCPTT group but not participating in the session. An emergency cancellation, if included, is handled in step 2). 
5)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication of the MCPTT user participating in the MCPTT imminent peril group call including the following if not already displayed as part of step 1):

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

b)
shall set the MCPTT imminent peril group state to "MIG 2: in-progress" if not already set to that value;

NOTE 5:
This is the case of the MCPTT client receiving notification of an additional MCPTT user initiating an imminent peril group call when there is already an in-progress imminent peril state in effect on the group. 

6)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication of the cancellation of the in-progress imminent peril state of the MCPTT group including the following if not already displayed as part of step 2):

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";

NOTE 6:
This is the case of the MCPTT client receiving notification of the cancellation of the in-progress imminent peril state of the group.
7)
shall generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

8)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

9)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 200 (OK) response; and
10)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
***** 16th change *****
12.1.3.2
Handling of a SIP MESSAGE request for emergency alert cancellation
Upon receipt of a "SIP MESSAGE request for emergency notification for controlling MCPTT function" containing an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "false", the controlling MCPTT function:

1)
if the received SIP MESSAGE request is an unauthorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13.1:

a)
and if the received SIP MESSAGE request does not contain an <emergency-ind> element or is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.13.4, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:

i)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true";

ii)
if the received SIP MESSAGE request contains an <emergency-ind> element of the <mcpttinfo> element set to a value of "false" and if the in-progress emergency state of the group is set to a value of "true" and this is an unauthorised request for an MCPTT emergency call cancellation as determined in step a) above, shall include an <emergency-ind> element set to a value of "true" in the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP 403 (Forbidden) response; and

iii)
shall send the SIP 403 (Forbidden) response according to rules and procedures of 3GPP TS 24.229 [4] and skip the rest of the steps; and

b)
and if the received SIP MESSAGE request contains an <emergency-ind> element and is an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.13.4 and the in-progress emergency state of the MCPTT group is set to a value of "true":

i)
shall set the in-progress emergency state of the group to a value of "false";
ii)
shall clear the cache of the MCPTT ID of the MCPTT user that triggered the setting of the in-progress emergency state of this MCPTT group to "true";

iii)
shall generate SIP re-INVITE requests to the other affiliated and joined members of the MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:
A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];

iv)
for each of the affiliated but not joined members of the group shall:
A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in subclause 6.3.3.1.11;
B)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request; and

C)
shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

v)
shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:

A)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true";

B)
shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP 200 (OK) response;
C)
shall include the g.3gpp.mcptt media feature tag in the Contact header field; and

D)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

vi)
shall send the SIP 200 (OK) response to the received SIP MESSAGE as specified in 3GPP TS 24.229 [4] and skip the rest of the steps; and

2)
if the received SIP MESSAGE request is an authorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13.1:

a)
if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the  MCPTT user identified by the <originated-by> element as having an outstanding MCPTT emergency alert;
b)
if the received SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the the sender of the SIP MESSAGE request as having an outstanding MCPTT emergency alert;
c)
if the received SIP MESSAGE request does not contain an <emergency-ind> element or is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.13.4, for each of the affiliated but not joined members of the group shall:
i)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency alert as specified in subclause 6.3.3.1.11;

ii)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request;
iii)
if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;
iv)
shall include an <alert-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request; and

v)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];

d)
if the received SIP MESSAGE request contains an <emergency-ind> element and is an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.13.4 and the in-progress emergency state of the MCPTT group is set to a value of "true":
i)
shall set the in-progress emergency state of the group to a value of "false";
ii)
cache the information that this MCPTT user has cancelled the outstanding in-progress emergency state of the group;
iii)
shall generate SIP re-INVITES requests to the other affiliated and joined members of the MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:
A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

iv)
for each of the affiliated but not joined members of the group shall:
A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in subclause 6.3.3.1.11;
B)
include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request;

C)
if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

D)
include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to a value of "false"; and

E)
shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

e)
shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:

i)
shall include an application/vnd.3gpp.mcptt-info+xml" MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "false";

ii)
if the received SIP MESSAGE request contains an <emergency-ind> element of the <mcpttinfo> element set to a value of "false":

A)
if this is an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.13.4, shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP 200 (OK) response; and

B)
otherwise, if this is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.13.4, and the in-progress emergency state of the group is set to a value of "true", shall include an <emergency-ind> element set to a value of "true" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP 200 (OK) response;
iii)
shall include the g.3gpp.mcptt media feature tag in the Contact header field; and

iv)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

f)
shall send the SIP 200 (OK) response to the received SIP MESSAGE as specified in 3GPP TS 24.229 [4].

Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the controlling MCPTT function shall follow the procedures specified in 3GPP TS 24.229 [4].

***** 17th change *****
F.1.2
XML schema

<?xml version="1.0"?>

<xs:schema

  xmlns:xs="http://www.w3.org/2001/XMLSchema"
  targetNamespace="urn:3gpp:ns:mcpttInfo:1.0"

  xmlns:mcpttinfo="urn:3gpp:ns:mcpttInfo:1.0"
  elementFormDefault="qualified"

  attributeFormDefault="unqualified">

  <xs:element name="mpcttinfo" type="mcpttinfo:mcpttinfo-Type" id="info"/>

  <xs:complexType name="mcpttinfo-Type">

    <xs:sequence>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="mcpttinfo:anyExtType" minOccurs="0"/>
    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType> 

  <xs:element name="mcptt-Params" type="mcpttinfo:mcptt-ParamsType"/>

  <xs:complexType name="mcptt-ParamsType">

    <xs:sequence>
      <xs:element name="mcptt-access-token" type="xs:string" minOccurs="0" maxOccurs="1"/>
      <xs:element name="session-type" type="xs:string" minOccurs="0" maxOccurs="1"/>

      <xs:element name="mcptt-request-uri" type="xs:anyURI" minOccurs="0" maxOccurs="1"/>
      <xs:element name="mcptt-calling-user-id" type="xs:anyURI" minOccurs="0" maxOccurs="1"/>
      <xs:element name="mcptt-called-party-id" type="xs:anyURI" minOccurs="0" maxOccurs="1"/>
      <xs:element name="mcptt-calling-group-id" type="xs:anyURI" minOccurs="0" maxOccurs="1"/>
      <xs:element name="required" type="xs:boolean" minOccurs="0" maxOccurs="1"/>

      <xs:element name="emergency-ind" type="xs:boolean" minOccurs="0" maxOccurs="1"/>

      <xs:element name="alert-ind" type="xs:boolean" minOccurs="0" maxOccurs="1"/>

      <xs:element name="imminentperil-ind" type="xs:boolean" minOccurs="0" maxOccurs="1"/>

      <xs:element name="broadcast-ind" type="xs:boolean" minOccurs="0" maxOccurs="1"/>
      <xs:element name="mc-org" type="xs:string" minOccurs="0" maxOccurs="1"/>
      <xs:element name="floor-state" type="xs:string" minOccurs="0" maxOccurs="1"/>
      <xs:element name="originated-by" type="xs:string" minOccurs="0" maxOccurs="1"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="mcpttinfo:anyExtType" minOccurs="0"/>
    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:complexType name="anyExtType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

  </xs:complexType>

</xs:schema>

F.1.3
Semantic

The <mcpttinfo> element is the root element of the XML document. The <mcpttinfo> element can contain subelements.

NOTE:
The subelements of the <mcptt-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcptt-info> element

If the <mcpttinfo> contains the <mcptt-Params> element then:
1)
the <mcptt-access-token> can be included with the access token received during authentication procedure as described in 3GPP TS 24.382 [49];
2)
the <session-type> can be included with:

a)
a value of "chat" to indicate that the MCPTT client wants to join a chat group call

b)
a value of "prearranged" to indicate the MCPTT client wants to make a prearranged group call; or

c)
a value of "private" to indicate the MCPTT client wants to make a private call;

3)
the <mcptt-request-uri> can be included with:

a)
a value set to an MCPTT group ID or temporary MCPTT group ID when the <session-type> is set to a value of "prearranged" or "chat"; and

b)
a value set to the MCPTT ID of the called MCPTT user when the <session-type> is set to a value of "private";

4)
the <mcptt-calling-user-id> can be included, set to MCPTT ID of the originating user;

5)
the <mcptt-called-party-id> can be included, set to the MCPTT ID of the terminating user;

6)
the <mcptt-calling-group-id> can be included to indicate the MCPTT group identity to the terminating user;

7)
the <required> can be included in a SIP 183 (Session Progress) from a non-controlling MCPTT function of an MCPTT group to inform the controlling MCPTT function that the group on the non-controlling MCPTT function has group members in the group document which are marked as <on-network-required>, as specified in 3GPP TS 24.381 [31];
8)
the <emergency-ind> can be:

a)
set to "true" to indicate that the call that the MCPTT client is initiating is an emergency MCPTT call; or

b)
set to "false" to indicate that the MCPTT client is cancelling an emergency MCPTT call (i.e. converting it back to a non-emergency call)

9)
the <alert-ind> can be:
a)
set to "true" in an emergency call initiation to indicate that an alert to be sent; or

b)
set to "false" when cancelling an emergency call which requires an alert to be cancelled also

10)
if the <session-type> is set to "chat" or "prearranged":

a)
the <imminentperil-ind> set to "true" to indicate that the call that the MCPTT client is initiating is an imminent peril group MCPTT call; 

11)
the <broadcast-ind>:

a)
set to "true" indicates that the MCPTT client is initiating a broadcast group call; or

b)
set to "false" indicates that the MCPTT client is initiating a non-broadcast group call;

12)
the <mc-org>:
a)
set to the MCPTT user's Mission Critical Organization in an emergency alert sent by the MCPTT server to terminating MCPTT clients;
13)
the <floor-state>:

a)
set to "floor-idle", if the floor is idle in a non-controlling MCPTT function; or

b)
set to "floor-taken" if the floor state in a non-controlling MCPTT function is taken; and

14)
the <originated-by>:

a)
can be included, set to the MCPTT ID of the originating user of an MCPTT emergency alert when being cancelled by another authorised MCPTT user.
Absence of the <emergency-ind>, <alert-ind> and <imminentperil-ind> in a SIP INVITE request indicates that the MCPTT client is initiating a non-emergency private call or non-emergency group call.

Absence of the <broadcast-ind> in a SIP INVITE request indicates that the MCPTT client is initiating a non-broadcast group call.
Absence of the <floor-state> in a SIP 200 (OK) response from the non-controlling MCPTT function indicates that the floor is idle.

The recipient of the XML ignores any unknown element and any unknown attribute.
