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*** 1st Change ***

5.2.4.2
Detailed description of the procedure

To apply this procedure, the ProSe Function serving the monitoring UE shall send a ProXimity-Action-Request (PXR) command including the ProSe-Request-Type AVP with the value AUTHORIZATION_MONITOR (4), the Requesting-RPAUID AVP indicating the restricted ProSe Application User ID of the monitoring UE, and the Application-Data AVP with the data contained in the Application Level Container parameter in the initial request message from the originating UE.

When receiving a PXR command for monitor authorization for restricted ProSe direct discovery, the ProSe Application Server shall examine the Application-Data AVP and determine which target RPAUID(s) the requesting RPAUID is allowed to discover based on application-specific permissions. The ProSe Application Server shall then acknowledge the reception via a PXA command, set the Result-Code AVP to "SUCCESS" in the PXA command, include the PDUID(s) associated with the requesting RPAUID in PDUID AVP(s) in the PXA command, and one or more Monitor-Target AVP(s), each of which contains the target RPAUID that the requesting RPAUID is allowed to discover as well as the corresponding PDUID. If there is metadata associated with a target RPAUID, the ProSe Application Server shall also include the Metadata-Indicator in the corresponding Monitor-Target AVP. The ProSe Function shall include the Application-Data AVP with the successfully authenticated Target RPAUID(s), too. In case of an unsuccessful monitor authorization request for restricted ProSe direct discovery, applicable value defined in clause 6.7.3 shall be used to indicate the cause.

When receiving PXA from the ProSe Application Server, the ProSe Function of the originating UE checks the Result-Code AVP. If it indicates SUCCESS, the ProSe Function verifies that there exists one received PDUID belonging to the requesting UE, and notifies the originating UE, according to the procedure specified in 3GPP TS 24.334 [10].
*** 2nd Change ***

5.2.5.2
Detailed description of the procedure

To apply this procedure, the ProSe Function serving the monitoring UE shall send a ProXimity-Action-Request (PXR) command including the ProSe-Request-Type AVP with the value AUTHORIZATION_MONITOR_ACE (5), the Requesting-RPAUID AVP with the RPAUID assigned for this application to the originating UE, and the Application-Data AVP with the data contained in the Application Level Container parameter in the initial request message from the originating UE.

When receiving a PXR command for monitor authorization for restricted ProSe direct discovery with application-controlled extension, the ProSe Application Server shall examine the Application-Data AVP and determine which target RPAUID(s) the requesting RPAUID is allowed to discover based on application-specific permissions. The ProSe Application Server shall then acknowledge the reception via a PXA command, sets the Result-Code AVP to "SUCCESS" in the PXA command, include the PDUID associated with the requesting RPAUID in PDUID AVP in the PXA command, and one or more Monitor-Target AVP(s), each of which contains the target RPAUID that the requesting RPAUID is allowed to discover as well as the corresponding PDUID. If there is metadata associated with a target RPAUID, the ProSe Application Server shall also include the Metadata-Indicator in the corresponding Monitor-Target AVP. The ProSe Application Server shall also include the ProSe Restricted Code Suffix Masks in each Monitor-Target AVP. The ProSe Function shall include the Application-Data AVP with the successfully authenticated Target RPAUID(s), too. In case of an unsuccessful monitor authorization request for restricted ProSe direct discovery, applicable value defined in clause 6.7.3 shall be used to indicate the cause.

When receiving PXA from the ProSe Application Server, the ProSe Function of the originating UE checks the Result-Code AVP. If it indicates SUCCESS, the ProSe Function verifies that there exists one received PDUID belonging to the requesting UE, and notifies the originating UE, according to the procedure specified in 3GPP TS 24.334 [10].
*** 3rd Change ***

6.4.7
Application-Data AVP

The Application-Data AVP (AVP code 3605) is of type UTF8String, and it contains

-
a list of target RPAUIDs of UEs in restricted ProSe Direct Discovery for monitoring or query requests.

-
information related to suffix allocation for an announcing UE when application-controlled extension is used.
-
a list of successfully authenticated target RPAUIDs of UEs in restricted ProSe Direct Discovery monitoring response.
*** 3rd Change ***

6.6.3
ProXimity-Action-Answer (PXA) command

The PXA command, indicated by the Command-Code field set to 8388676 and the 'R' bit cleared in the Command Flags field, is sent by the ProSe Application Server to the ProSe Function in response to the PXR command as part of the application registration or Proximity map request procedure.
Message Format:

<PX-Answer> ::=  < Diameter Header: 8388676, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                 [ Origin-State-Id ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                 { ProSe-Request-Type }

                 [ Targeted-EPUID ]

                 [ ProSe-Function-ID ]
                *[ PDUID ]

                *[ ProSe-Restricted-Code-Suffix-Range ] 

                *[ ProSe-Application-Code-Suffix-Range ]

                *[ ProSe-Code-Suffix-Mask ]

                *[ Monitor-Target ]

                *[ Target-PDUID ]

                 [ Metadata ]
                 [ Application-Data ]
                *[ AVP ]
*** End of Changes***

