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	Other comments:
	


***** First change *****
7.1
3GPP specific AVP codes

The 3GPP specific AVPs have the Vendor-Specific bit ('V' bit) set in the AVP header and they carry the 3GPP’s vendor identifier in the Vendor-ID field of the AVP header. The 3GPP specific AVP codes are presented in the following table.  

Table 7.1: 3GPP specific AVP codes 

	AVP Code
	Attribute Name
	Data Type
	Specified in the 3GPP TS 


**************not shown for clarity**************

	3800
	Reserved
	
	29.345 [34]

	3801
	App-Layer-User-Id
	UTF8String
	

	3802
	Assistance-info
	Grouped
	

	3803
	Assistance-Info-Validity-Timer
	Unsigned32
	

	3804
	Discovery-Type
	Unsigned32
	

	3805
	Filter-Id
	OctetString
	

	3806
	MAC-Address
	UTF8String
	

	3807
	Match-Report
	Grouped
	

	3808
	Operating-Channel
	Unsigned32
	

	3809
	P2P-Features
	Unsigned32
	

	3810
	ProSe-App-Code
	UTF8String
	

	3811
	ProSe-App-Id
	UTF8String
	

	3812
	ProSe-App-Mask
	UTF8String
	

	3813
	ProSe-Discovery-Filter
	Grouped
	

	3814
	PRR-Flags
	Unsigned32
	

	3815
	ProSe-Validity-Timer
	Unsigned32
	

	3816
	Requesting-EPUID
	UTF8String
	

	3817
	Targeted-EPUID
	UTF8String
	

	3818
	Time-Window
	Unsigned32
	

	3819
	WiFi-P2P-Assistance-Info
	Grouped
	

	3820
	WLAN-Assistance-Info
	Grouped
	

	3821
	WLAN-Link-Layer-Id
	OctetString
	

	3822
	WLAN-Link-Layer-Id-List
	Grouped
	

	3823
	Location-Update-Trigger
	Grouped
	

	3824
	Location-Update-Event-Type
	Unsigned32
	

	3825
	Change-Of-Area-Type
	Grouped
	

	3826
	Location-Update-Event-Trigger
	Unsigned32
	

	3827
	Report-Cardinality
	Enumerated
	

	3828
	Minimum-Interval-Time
	Unsigned32
	

	3829
	Periodic-Location-Type
	Grouped
	

	3830
	Location-Report-Interval-Time
	Unsigned32
	

	3831
	Total-Number-Of-Reports
	Unsigned32
	

	3832
	Validity-Time-Announce
	Unsigned32
	

	3833
	Validity-Time-Monitor
	Unsigned32
	

	3834
	Validity-Time-Communication
	Unsigned32
	

	3835
	ProSe-App-Code-Info
	Grouped
	

	3836
	MIC
	OctetString
	

	3837
	UTC-based-Counter
	Unsigned32
	

	3838
	ProSe-Match-Refresh-Timer
	Unsigned32
	

	3839
	ProSe-Metadata-Index-Mask
	OctetString
	

	3840
	App-Identifier
	Grouped
	

	3841
	OS-ID
	OctetString
	

	3842
	OS-App-ID
	UTF8String
	

	3843
	Requesting-RPAUID
	UTF8String
	

	3844
	Target-RPAUID
	UTF8String
	

	3845
	Target-PDUID
	OctetString
	

	3846
	ProSe-Restricted-Code
	OctetString
	

	3847
	ProSe-Restricted-Code-Suffix-Range
	OctetString
	

	3848
	Beginning-Suffix
	OctetString
	

	3849
	Ending-Suffix
	OctetString
	

	3850
	Discovery-Entry-ID
	Unsigned32
	

	3851
	Match-Timestamp
	Time
	

	3852
	PMR-Flags
	Unsigned32
	

	3853
	ProSe-Application-Metadata
	UTF8String
	

	3854
	Discovery-Auth-Request
	Grouped
	

	3855
	Discovery-Auth-Response
	Grouped
	

	3856
	Match-Request
	Grouped
	

	3857
	Match-Report-Info
	Grouped
	

	3858
	Banned-RPAUID
	UTF8String
	

	3859
	Banned-PDUID
	OctetString
	

	3860
	Code-Receiving-Security-Material
	Grouped
	

	3861
	Code-Sending-Security-Material
	Grouped
	

	3862
	DUSK
	OctetString
	

	3863
	DUIK
	OctetString
	

	3864
	DUCK
	OctetString
	

	3865
	MIC-Check-indicator
	Unsigned32
	

	3866
	Encrypted-Bitmask
	OctetString
	

	3867
	ProSe-App-Code-Suffix-Range
	OctetString
	

	Note: The AVP codes from 3868 to 3899 are reserved for TS 29.345.


**************not shown for clarity**************

***** End of changes *****
