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* * * First Change * * * *

7.1.8
Diameter Application Identifier
The Diameter Data Management application protocol shall be defined as an IETF vendor specific Diameter application, where the vendor is 3GPP. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.
The Diameter application identifier assigned to the Diameter Data Management application is 16777351 (allocated by IANA).

* * * Next Change * * * *

7.2.2
Command-Code values
This subclause defines Command-Code values for the Diameter Data Management application used over the MCPTT-2 and CSC-13 interfaces as allocated by IANA.

Every command is defined by means of the ABNF syntax IETF RFC 5234 [7], according to the rules in IETF RFC 3588 [3]. In the case, the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 3588 [3] shall apply. 
NOTE:
For this release, the Vendor-Specific-Application-ID is included as an optional AVP in all commands in order to ensure interoperability with diameter agents following a strict implementation of IETF RFC 3588 [3], by which messages not including this AVP will be rejected. IETF RFC 3588 [3] indicates that the AVP shall be present in all proxiable commands, such as those specified here, despite that the contents of this AVP are redundant since the Application ID is already present in the command header. This AVP may be removed in subsequent revisions of this specification, once the diameter base protocol is updated accordingly.
The following Command Codes are defined in this specification:

Table 7.2.2-1: Command-Code values

	Command-Name
	Abbreviation
	Code
	Section

	Data-Pull-Request
	DPR
	8388728
	7.2.3

	Data-Pull-Answer
	DPA
	8388728
	7.2.4

	Data-Update-Request
	DUR
	8388729
	7.2.5

	Data-Update-Answer
	DUA
	8388729
	7.2.6

	Notification-Data-Request
	NDR
	8388730
	7.2.7

	notification-Data-Answer
	NDA
	8388730
	7.2.8


* * * Next Change * * * *

7.2.3
Data-Pull-Request (DPR) Command

The Data-Pull-Request (DPR) command, indicated by the Command-Code field set to 8388728 and the 'R' bit set in the Command Flags field, is sent by a Diameter client to a Diameter server in order to request user data.

Message Format

< Data-Pull-Request > ::=
< Diameter Header: 8388728, REQ, PXY, 16777351 >











< Session-Id >











[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

*[ Supported-Features ]

[ User-Identifier ]

*[ Requested-Data ]

[ DPR-Flags ]
[ OC-Supported-Features ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.4
Data-Pull-Answer (DPA) Command

The Data-Pull-Answer (DPA) command, indicated by the Command-Code field set to 8388728 and the 'R' bit cleared in the Command Flags field, is sent by a server in response to the Data-Pull-Request command. The Experimental-Result AVP may contain one of the values defined in subclause 7.4.

Message Format

< Data-Pull-Answer > ::=

< Diameter Header: 8388728, PXY, 16777351 >











< Session-Id >











[ DRMP ]










[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Supported-Features ]

*[ MCPTT-User-Profile-Data ]

*[ Requested-Data ]

[ DPA-Flags]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]














*[ Route-Record ]

* * * Next Change * * * *

7.2.5
Data-Update-Request (DUR) Command

The Data-Update-Request (DUR) command, indicated by the Command-Code field set to 8388729 and the 'R' bit set in the Command Flags field, is sent by a Diameter client to a Diameter server in order to update user data in the server. 

Message Format

< Data-Update-Request > ::=

< Diameter Header: 8388729, REQ, PXY, 16777351 >

< Session-Id >

[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

*[ Supported-Features ]

[ User-Identifier ]

*[ Requested-Data ]

*[ MCPTT-User-Profile-Data ]

[ DUR-Flags ]

[ OC-Supported-Features ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.6
Data-Update-Answer (DUA) Command

The Data-Update-Answer (DUA) command, indicated by the Command-Code field set to 8388729 and the 'R' bit cleared in the Command Flags field, is sent by a server in response to the Data-Update-Request command. The Experimental-Result AVP may contain one of the values defined in subclause 7.4.

Message Format

< Data-Update-Answer > ::=< Diameter Header: 8388729, PXY, 16777351 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Requested-Data ]
*[ MCPTT-User-Profile-Data ]

[ DUA-Flags ]

*[ Supported-Features ]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.7
Notification-Data-Request (NDR) Command

The Notification-Data-Request (NDR) command, indicated by the Command-Code field set to 8388730 and the 'R' bit set in the Command Flags field, is sent by a Diameter server to a Diameter client in order to notify changes in the user data stored in the server. 

Message Format

< Notification-Data-Request > ::=


< Diameter Header: 8388730, REQ, PXY, 16777351 >

< Session-Id >

[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }

{ Destination-Realm }

*[ Supported-Features ]

[ User-Identifier ]

*[ Requested-Data ]

*[ MCPTT-User-Profile-Data ]

[ NDR-Flags ]

*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.8
Notification-Data-Answer (NDA) Command

The Notification-Data-Answer (NDA) command, indicated by the Command-Code field set to 8388730 and the 'R' bit cleared in the Command Flags field, is sent by a client in response to the Push-Data-Request command. The Experimental-Result AVP may contain one of the values defined in subclause 7.4.

Message Format

< Notification-Data-Answer > ::=< Diameter Header: 8388730, PXY, 16777351 >

< Session-Id >

[ DRMP ]

{ Vendor-Specific-Application-Id }

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Requested-Data ]

[ NDA-Flags ]

*[ Supported-Features ]

*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *
7.3.7
User-Data

The User-Data AVP is of type OctetString and it contains an XML document. This AVP is defined in the 3GPP TS 29.329 [9].

When the requested data managed by the MCPTT User Database is an MCPTT User Profile, this AVP contains an XML document conformant to the XML schema defined in subclause 7.4 in the 3GPP TS 24.384 [16]. This XML schema describes the MCPTT User Profile data exchanged between the MCPTT User Database and the MCPTT Server in the DPR/DPA and NDR/NDA and between the MCPTT User Database and the Configuration Management Server in DPR/DPA, NDR/NDA and DUR/DUA operations.

* * * Next Change * * * *

7.4.3.12
DIAMETER_ERROR_UNKNOWN_DATA (51x1)


The requested data received by the MCPTT User Database does not exist.

* * * Next Change * * * *

B.1
Message prioritization

This clause describes possible behaviours of the MCPTT Server and the Configuration Management Server regarding message prioritization in an informative purpose.

The MCPTT Server may take the following into account when making throttling decisions:

· Identification of the procedures that can be deferred, so to avoid to drop non deferrable procedures; 

· Prioritization of certain types of request (e.g. between NDR and DPR) according to the context of their use, in particular:

-
Lower prioritization of commands for MCPTT Server that are related to massive subscription data update due to provisioning. 
-
Priority level of a priority user.

The Configuration Management Server may take the following into account when making throttling decisions:

· Identification of the procedures that can be deferred (e.g. Update of the MCPTT User Profile in the MCPTT database), so to avoid to drop non deferrable procedures; 

· Prioritization of certain types of request (e.g. between NDR and DPR) according to the context of their use, in particular:

-
Lower prioritization of commands for the Configuration Management Server that are related to massive subscription data update due to provisioning. 
-
Priority level of a priority user.

* * * End of Changes * * * *
