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* * * First Change * * * *

6.1.1
Data read (Sh-Pull)

This procedure is used between the AS and the HSS. The procedure is invoked by the AS and is used:

-
To read transparent and/or non-transparent data for a specified user from the HSS.

This procedure is mapped to the commands User-Data-Request/Answer in the Diameter application specified in 3GPP TS 29.329 [5]. Tables 6.1.1.1 and 6.1.1.2 detail the involved information elements.

Table 6.1.1.1: Sh-Pull

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity (See 7.1)
	User-Identity
	M
	IMS Public User Identity, Public Service Identity, or MSISDN of the user for whom the data is required.

See section 7.1 for the content of this AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-Public-Identity
	O
	If the request refers to a Wildcarded PSI, the AS may include the corresponding Wildcarded PSI in this information element.

If this information element is present, it should be used by the HSS to identify the identity affected by the request. If that is the case, the terms User Identity or Public Service Identity in the detailed behaviour refer to the Wildcarded PSI.
If this information element is present, Wildcarded Public User Identity shall not be present.

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	If the request refers to a Wildcarded Public User Identity, the AS may include the corresponding Wildcarded Public User Identity in this information element.

If this information element is present, it should be used by the HSS to identify the identity affected by the request. If that is the case, the terms User Identity or Public User Identity in the detailed behaviour refer to the Wildcarded Public User Identity.
If this information element is present, Wildcarded PSI shall not be present.

	Requested data

(See 7.3)
	Data-Reference
	M
	This information element indicates the reference to the requested information. The set of valid reference values are defined in 7.6.

	Requested Identity set (See 7.11)
	Identity-Set
	O
	If Data-Reference indicates that IMS Public Identities is the requested data set to be downloaded, this information element should be included.

When this information element takes the value IMPLICIT_IDENTITIES, the HSS shall provide all non-barred IMS Public Identities that belong to the same implicit registration set as the IMS Public Identity included in the message in the User-Identity AVP. The MSISDN user identity is not applicable for this value. If the User Identity is a Public Service Identity, the HSS shall return only the User Identity in the request.

When this information element takes the value ALIAS_IDENTITIES, the HSS shall provide all non-barred IMS Public User Identities that are in the same Alias Public User Identity Set as the IMS Public User Identity included in the message in the User-Identity AVP (see 3GPP TS 23.008 [27] for the definition of Alias Public User Identity Set). The MSISDN user identity and the Public Service Identity are not applicable for this value.

When this information element takes the value REGISTERED_IDENTITIES, the HSS shall provide all non-barred IMS Public Identities whose state is registered, belonging to all Private Identities that the IMS Public Identity or MSISDN in the User-Identity AVP is associated with. If the User Identity is a Public Service Identity, the HSS shall return no identities in the response.
When this information element takes the value ALL_IDENTITIES, the HSS shall provide all non-barred IMS Public Identities, belonging to all Private Identities that the User Identity is associated with.
If Data-Reference indicates that IMS Public Identities is the requested data set to be downloaded and this information element is not included, the HSS shall download the set of IMS Public Identities that would be downloaded if the value of this information element had been ALL_IDENTITIES.

	Requested domain

(See 7.2)
	Requested-Domain
	C
	This information element indicates the domain to which the operation is applicable. Check table 7.6.1 to see when it is applicable.

	Requested nodes

(See 7.2A)
	Requested-Nodes
	O
	This information element indicates the Node Types to which the operation is applicable. Check table 7.6.1 to see when it is applicable.

	Current Location

(See 7.8)
	Current-Location
	C
	This information element indicates whether an active location retrieval has to be initiated or not. It shall be present if Location Information is requested.

If this information element takes the value InitiateActiveLocationRetrieval (1) the HSS shall indicate to the MSC/VLR and/or SGSN and/or MME the need to initiate an active location retrieval.

Check table 7.6.1 to see when it is applicable.

	Service Indication

(See 7. 4)
	Service-Indication
	C
	IE that identifies, together with the User Identity included in the User-Identity AVP and Data-Reference, the set of service related transparent data that is being requested.

Check table 7.6.1 to see when it is applicable.

	Application Server Identity (See 7.9)
	Origin-Host
	M
	IE that identifies the AS originator of the request and that is used to check the AS permission list.

	Application Server Name (See 7.10)
	Server-Name
	C
	IE that is used, together with the User Identity included in the User-Identity AVP and Data-Reference, as key to identify the filter criteria.

Check table 7.6.1 to see when it is applicable.

	DSAI Tag (See 7.14)
	DSAI-Tag
	C
	IE that is used, together with the User Identity included in the User-Identity AVP and Data-Reference, as key to identify the instance of Dynamic Service Activation Info (DSAI) requested.

Check table 7.6.1 to see when it is applicable.

	Session Priority (see 7.15)
	Session-Priority
	O
	This information element shall indicate the session's priority to the HSS. If it is not included, the request shall be treated as normal.

	Private Identity

(see 7.6.19)
	User-Name
	C
	Private Identity of the user for whom the data is required.

Check table 7.6.1 to see when it is applicable.

	Serving Node Indication

(See 7.2B) 
	Serving-Node-Indication
	O
	This information element shall indicate that only the serving node address/identity associated to the location data is required.

Check table 7.6.1 to see when it is applicable.

	Pre-paging Supported
(See 7.18) 
	Pre-paging-Supported
	O
	This information element shall indicate whether the AS supports pre-paging or not.
It indicates by its absence that the AS does not support pre-paging. For details see 3GPP TS 23.018 [10].

	Local Time Zone Indication

(See 7.19)
	Local-Time-Zone-Indication
	O
	This information element shall indicate that the Local Time Zone is requested and shall indicate whether only the Local Time Zone is required or the Local Time Zone is required together with other location data.

Check table 7.6.1 to see when it is applicable.

	UDR Flags

(See 7.20)
	UDR-Flags
	O
	This Information Element contains a bit mask. See 7.x for the meaning of the bits.

	Call-Reference-Info

(See 7.21)
	Call-Reference-Info
	O
	This Information Element contains a Call Reference Number and the AS-Number. May be present when Data Reference is CSRN. It allows a later retry of the call setup in the context of MTRR. See 3GPP TS 23.292 [33]


Table 6.1.1.2: Sh-Pull Resp

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 7.5)
	Result-Code / Experimental_Result
	M
	Result of the request. 

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Sh errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-Public-Identity
	O
	If the request refers to a specific PSI matching a Wildcarded PSI and the Wildcarded PSI was not included in the request and is not included in the User-Data AVP, the HSS may include the corresponding Wildcarded PSI in this information element. This information may be used by the AS to identify the affected Wildcarded PSI.

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	If the request refers to a Public User Identity matching a Wildcarded Public User Identity and the Wildcarded-IMPU AVP was not included in the request and is not included in the User-Data AVP, the HSS may include the corresponding Wildcarded Public User Identity in this information element. This information may be used by the AS to identify the affected Wildcarded Public User Identity.

	Data

(See 7.6)
	User-Data
	C
	Requested data. This information element shall be present if the requested data exists in the HSS and the AS has permissions to read it.


* * * Next Change * * * *

6.1.2
Data Update (Sh-Update)

This procedure is used between the AS and the HSS. The procedure is invoked by the AS and is used:

· To allow the AS to update the transparent (repository) data stored at the HSS for each IMS Public User Identity (for Public User Identities matching a Wildcarded Public User Identity, the transparent data shall be stored per Wildcarded Public User Identity, and not for each specific Public User Identity matching that Wildcarded Public User Identity) or Public Service Identity (for Public Service Identities matching a Wildcarded PSI, the transparent data shall be stored per Wildcarded PSI, and not for each specific Public Service Identity matching that Wildcarded PSI).

· To allow the AS to update the PSI Activation State of a distinct Public Service Identity in the HSS.

· To allow the AS to update the Dynamic Service Activation Info stored at the HSS. 
· To allow the AS to update the Short Message Service Registration Info stored at the HSS. 

· To allow the AS to update the STN-SR stored at the HSS.
This procedure is mapped to the commands Profile-Update-Request/Answer in the Diameter application specified in 3GPP TS 29.329 [5]. Tables 6.1.2.1 and 6.1.2.2 detail the involved information elements.

Table 6.1.2.1: Sh-Update

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity

(See 7.1)
	User-Identity
	M
	IMS Public User Identity or Public Service Identity or MSISDN for which data is updated.

See section 7.1 for the content of this AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-Public-Identity
	O
	If the request refers to a Wildcarded PSI, the AS may include the corresponding Wildcarded PSI in this information element.

If this information element is present, it should be used by the HSS to identify the identity affected by the request.  If that is the case, the terms User Identity or Public Service Identity in the detailed behaviour refer to the Wildcarded PSI.
If this information element is present, Wildcarded Public User Identity shall not be present.

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	If the request refers to a Wildcarded Public User Identity, the AS may include the corresponding Wildcarded Public User Identity in this information element.

If this information element is present, it should be used by the HSS to identify the identity affected by the request.  If that is the case, the terms User Identity or Public User Identity in the detailed behaviour refer to the Wildcarded Public User Identity.
If this information element is present, Wildcarded PSI shall not be present.

	Requested data

(See 7.3)
	Data-Reference
	M
	This information element includes the reference to the data on which updates are required (possible values of the Data Reference are defined in Table 7.6.1).

	Data

(See 7.6)
	User-Data
	M
	Updated data.

	Application Server Identity

(See 7.9)
	Origin-Host
	M
	IE that identifies the AS originator of the request and that is used to check the AS permission list.

	Private identity

(see 7.6.19)
	User-Name
	C
	Private Identity of the user for whom the data is required.

Check table 7.6.1 to see when it is applicable.


Table 6.1.2.2: Sh-Update Resp

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 7.5)
	Result-Code / Experimental-Result
	M
	Result of the update of data in the HSS. 

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Sh errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-Public-Identity
	O
	If the request refers to a specific PSI matching a Wildcarded PSI and the Wildcarded-PSI was not included in the request, the HSS may include the corresponding Wildcarded PSI in this information element. This information may be used by the AS to identify the affected Wildcarded PSI.

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	If the request refers to a Public User Identity matching a Wildcarded Public User Identity and the Wildcarded-IMPU AVP was not included in the request, the HSS may include the corresponding Wildcarded Public User Identity in this information element. This information may be used by the AS to identify the affected Wildcarded Public User Identity.

	Repository Data  ID (See 7.17)
	Repository-Data-ID
	O
	If the HSS and the AS support the Update-Eff feature or the Update-Eff-Enhance feature and if a Sh-Update Request with multiple repository data fails, this information element shall include the service indication and the sequence number of the repository data instance that has generated the error.

	Requested data

(See 7.3)
	Data-Reference
	O
	If the HSS and the AS support the Update-Eff-Enhance feature and if an Sh-Update Request with multiple data references fails, this information element shall include the Data reference for the data instance that has generated the error.


* * * Next Change * * * *

6.1.3
Subscription to notifications (Sh-Subs-Notif)

This procedure is used between the AS and the HSS. The procedure is invoked by the AS and is used: 

-
To subscribe to Notifications for when particular transparent and/or non-transparent data for a specified IMS Public User Identity or Public Service Identity is updated, from the HSS.

-
Optionally to request the user data from the HSS in the same operation.
This procedure is mapped to the commands Subscribe-Notifications-Request/Answer in the Diameter application specified in 3GPP TS 29.329 [5]. Tables 6.1.3.1 and 6.1.3.2 detail the information elements involved.

Table 6.1.3.1: Sh-Subs-Notif

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity

(See 7.1)
	User-Identity
	M
	IMS Public User Identity or Public Service Identity or MSISDN for which notifications of data changes are requested. See section 7.1 for the content of this AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-Public-Identity
	O
	If the request refers to a Wildcarded PSI, the AS may include the corresponding Wildcarded PSI in this information element.

If this information element is present, it should be used by the HSS to identify the identity affected by the request.  If that is the case, the terms User Identity or Public Service Identity in the detailed behaviour refer to the Wildcarded PSI.
If this information element is present, Wildcarded Public User Identity shall not be present.

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	If the request refers to a Wildcarded Public User Identity, the AS may include the corresponding Wildcarded Public User Identity in this information element.

If this information element is present, it should be used by the HSS to identify the identity affected by the request. If that is the case, the terms User Identity or Public User Identity in the detailed behaviour refer to the Wildcarded Public User Identity.
If this information element is present, Wildcarded PSI shall not be present.

	Requested Data

(See 7.3)
	Data-Reference
	M
	This information element includes the reference to the data on which notifications of change are required (valid reference values are defined in 7. 6).

	Subscription request type (See 7.7)
	Subs-Req-Type
	M
	This information element indicates the action requested on subscription to notifications.

	Send Data Indication

(See 7.13)
	Send-Data-Indication
	O
	This information element requests that the data is sent in the response.

Send Data Indication is not applicable to one time subscriptions to UE reachability for IP.

	Service Indication

(See 7.4)
	Service-Indication
	C
	IE that identifies, together with the User Identity and Data-Reference, the set of service related transparent data for which notifications of changes are requested.

Check table 7.6.1 to see when it is applicable.

	Application Server Identity (See 7.9)
	Origin-Host
	M
	IE that identifies the AS originator of the request and that is used to check the AS permission list.

	Application Server Name (See 7.10)
	Server-Name
	C
	IE that is used, together with the User Identity and Data-Reference, as key to identify the filter criteria. 

Check table 7.6.1 to see when it is applicable.

	Expiry Time (See 7.12)
	Expiry-Time
	O
	Gives the absolute time requested at which the subscription expires.

	Dynamic Service Activation Information Tag (see 7.14)
	DSAI-Tag
	C
	IE that identifies, together with the User Identity and Data-Reference, the instance of Dynamic Service Activation Info (DSAI) requested.

Check table 7.6.1 to see when it is applicable.

	Requested Identity set (See 7.11)
	Identity-Set
	C
	If Data-Reference indicates that IMS Public Identities is the requested data set to be downloaded, this information element shall be included.

For the values this information element can take and expected behaviour see table 6.1.1.1, with the exception for the default value that is not applicable in this case.

Check table 7.6.1 to see when it is applicable.

	One time notification (See 7.16)
	One-Time- Notification
	O
	This information element indicates if subscription shall be ended by the HSS after sending the first notification.

This IE is only applicable to UE reachability for IP.

	Private identity

(see 7.6.19)
	User-Name
	O
	Private Identity of the user for whom the data is required.

Check table 7.6.1 to see when it is applicable.


Table 6.1.3.2: Sh-Subs-Notif Resp

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Expiry Time (See 7.12)
	Expiry-Time
	O
	Acknowledges the absolute time at which the subscription expires.

	Data (See 7.6)
	User-Data
	O
	Current values of the data for which notifications have been requested.

It should be present if the Send-Data-Indication AVP is set to value USER_DATA_REQUESTED.

	Wildcarded PSI (See 7.1A)
	Wildcarded-Public-Identity
	O
	If the request refers to a specific PSI matching a Wildcarded PSI and the Wildcarded PSI was not included in the request and is not included in the User-Data AVP, the HSS may include the corresponding Wildcarded PSI in this information element. This information may be used by the AS to identify the affected Wildcarded PSI.

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	If the request refers to a Public User Identity matching a Wildcarded Public User Identity and the Wildcarded-IMPU AVP was not included in the request, the HSS may include the corresponding Wildcarded Public User Identity in this information element. This information may be used by the AS to identify the affected Wildcarded Public User Identity.

	Result

(See 7.5)
	Result-Code / Experimental-Result
	M
	Result of the request. 

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Sh errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.


* * * Next Change * * * *

6.1.4
Notifications (Sh-Notif)

This procedure is used between the HSS and the AS. The procedure is invoked by the HSS and is used:

-
To inform the AS of changes in transparent and/or non-transparent data to which the AS has previously subscribed to receive Notifications for, using Sh-Subs-Notif (see 6.1.3).

This procedure is mapped to the commands Push-Notification-Request/Answer in the Diameter application specified in 3GPP TS 29.329 [5]. Tables 6.1.4.1 and 6.1.4.2 detail the involved information elements.

Table 6.1.4.1: Sh-Notif

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity

(See 7.1)
	User-Identity
	M
	IMS Public User Identity or Public Service Identity or MSISDN for which data has changed.

If the request refers to a Wildcarded PSI, the HSS may include any PSI matching the corresponding Wildcarded PSI in this information element. The AS shall find the corresponding Wildcarded PSI with this information.

See section 7.1 for the content of this AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-Public-Identity
	O
	If the request refers to a Wildcarded PSI, the HSS shall include the corresponding Wildcarded PSI in this information element.

If this information element is present, it shall be used by the AS instead of the User Identity to identify the identity affected by the request. If that is the case, the terms User Identity or Public Service Identity in the detailed behaviour refer to the Wildcarded PSI.
If this information element is present, Wildcarded Public User Identity shall not be present.

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	If the request refers to a Wildcarded Public User Identity, the HSS shall include the corresponding Wildcarded Public User Identity in this information element.

If this information element is present, it shall be used by the AS instead of the User Identity to identify the identity affected by the request. If that is the case, the terms User Identity or Public User Identity in the detailed behaviour refer to the Wildcarded Public User Identity.

If this information element is present, Wildcarded PSI shall not be present.

	Data

(See 7.6)
	User-Data
	M
	Changed data.

	Private Identity

(see 7.6.19)
	User-Name
	C
	Private Identity of the user for whom the data is required.

This information element shall be present only if the associated request included the Private Identity.




Table 6.1.4.2: Sh-Notif Resp

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 7.5)
	Result-Code / Experimental-Result
	M
	Result of the request. 

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Sh errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.


* * * End of Changes * * * *

