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	Reason for change:
	There are some mismatches between a subsequent request and a response to the subsequent request regarding P-CSCF's P-Charging-Vector specification.

The mismatches mentioned here are on following subclauses:

5.2.6.3.9 Subsequent request other than a target refresh request
5.2.6.4.9 Subsequent request other than a target refresh request

5.2.6.4.10 Responses to a subsequent request other than a target refresh request

Basically, the icid-value is populated in the initial request and same value needs to be used for the dialog.


	
	

	Summary of change:
	For consistency, following changes are proposed:

Subclause 5.2.6.3.9 - The icid-value is set to the value populated in the initial request for the dialog.
Subclause 5.2.6.4.9 - The icid-value does not have to be stored.

Subclause 5.2.6.4.10 - The icid-value is set to the value stored in the initial request for the dialog, for dialogs that are not INVITE dialogs.
NOTE: For readability, the proposed text on 5.2.6.4.10 should reuse existing texts for same procedure. For your information, the existing texts are found in subclause 5.2.6.4.4 (Responses to an initial request for a dialog) and subclause 5.2.6.4.8 (Responses to a request for a standalone transaction), as below. The text highlighted in yellow should be reused.
The orig/term-ioi parameter related text is not highlighted since the parameter is not included in the subsequent request as described in subclause 5.2.6.4.9.
X) include in the P-Charging-Vector header field:

- an "icid-value" header field parameter set to the value received in the request;

- the "orig-ioi" header field parameter, if received in the request; and

- a type 1 "term-ioi" header field parameter that identifies the sending network;



	
	

	Consequences if not approved:
	Remaining inconsistent specifications, that causes a charging problem among operators.
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***** Next change *****
5.2.6.3.9
Subsequent request other than a target refresh request

When the P-CSCF receives from the UE subsequent requests other than a target refresh request (including requests relating to an existing dialog where the method is unknown), the P-CSCF shall:

1)
verify if the request relates to a dialog in which the originator of the request is involved:

a)
if the request does not relates to an existing dialog in which the originator is involved, then the P-CSCF shall answer the request by sending a 403 (Forbidden) response back to the originator. The P-CSCF will not forward the request. No other actions are required; or

b)
if the request relates to an existing dialog in which the originator is involved, then the P-CSCF shall continue with the following steps;

1A)
remove its own SIP URI from the top of the list of Route header fields;

2)
verify that the resulting list of Route header fields matches the list of Record-Route header fields constructed by inverting the order of the stored list of Record-Route header fields and removing its Record-Route header field from the list. This verification is done on a per URI basis, not as a whole string. If the verification fails, then the P-CSCF shall either:

a)
return a 400 (Bad Request) response; the P-CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b)
replace the Route header field value in the request with the list of Record-Route header fields constructed by inverting the order of the stored list of Record-Route header fields and removing its Record-Route header field from the list;
3)
for dialogs that are not INVITE dialogs, add a P-Charging-Vector header field with the "icid-value" header field parameter set to the value populated in the initial request for the dialog; and
4)
for INVITE dialogs, replace the saved CSeq header field value received in the request such that the P-CSCF is able to release the session if needed;

before forwarding the request (based on the topmost Route header field), in accordance with the procedures of RFC 3261 [26].

***** Next change *****
5.2.6.4.9
Subsequent request other than a target refresh request

When the P-CSCF receives, destined for the UE, a subsequent request for a dialog that is not a target refresh request (including requests relating to an existing dialog where the method is unknown), prior to forwarding the request, the P-CSCF shall:

1)
if a security association or TLS session exists, add its own address to the top of the received list of Via header fields and save the list The P-CSCF Via header field entry is built in a format that contains the protected server port number of the security association or TLS session established from the UE to the P-CSCF and either:

a)
the P-CSCF FQDN that resolves to the IP address of the security association or TLS session established from the UE to the P-CSCF; or

b)
the P-CSCF IP address of the security association or TLS session established from the UE to the P-CSCF;

NOTE:
The P-CSCF associates two ports, a protected client port and a protected server port, with each pair of security associations or TLS session. For details of the usage of the two ports see 3GPP TS 33.203 [19].

2)
if SIP digest without TLS, NASS-IMS bundled authentication or GPRS-IMS-Bundled authentication is used, when adding its own address to the top of the received list of Via header fields and saving the list, build the P-CSCF Via header field entry in a format that contains an unprotected server port number where the P-CSCF expects responses to the current request from the UE;

3)
void;

4)
for INVITE dialogs, replace the saved CSeq header field value received in the request such that the P-CSCF is able to release the session if needed; and
5)
if the request is destined to a UE performing the functions of an external attached network operating in static mode, send the request using the already established TLS session as described in subclause 5.2.6.4.3;

before forwarding the request to the UE either in accordance with the procedures of RFC 3261 [26] or as specified in RFC 5626 [92].

***** Next change *****
5.2.6.4.10
Responses to a subsequent request other than a target refresh request

When the P-CSCF receives any response to the above request, the P-CSCF shall:

1)
verify that the list of Via header fields matches the saved list of Via header fields received in the request corresponding to the same dialog, including the P-CSCF Via header field value. This verification is done on a per Via header field value basis, not as a whole string. If these lists do not match, then the P-CSCF shall either:

a)
discard the response; or

b)
replace the Via header field values with those received in the request; and
2)
for dialogs that are not INVITE dialogs, include in the P-Charging-Vector header field:
a)
an "icid-value" header field parameter set to the value received in the initial request for the dialog;

before forwarding the response in accordance with the procedures of RFC 3261 [26].

***** End of changes *****
