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In subclause 4.5.5.2: 
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4.5.5.2
Actions at the AS of user B

The AS shall operate as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [2] or operate as a routing B2BUA as specified in subclause 5.7.5 of 3GPP TS 24.229 [2] for the incoming INVITE request and all future requests and responses in the same dialog. 

NOTE 1:
For the case when CW, according to the requirements in this document, is the only service being applied by the AS and if none of the "approaching NDUB" condition, the "calling user receives notification that his communication is waiting" option and the "TAS-CW timer" option are used, then the AS only needs to act as a SIP proxy. If additional services are applied, then the AS might need to act as a routeing B2BUA.

NOTE 2:
The procedures for NDUB are out of scope of this specification. Information for the handling of NDUB can be found in 3GPP TS 22.173 [1] Annex Da and 3GPP TS 24.628 [4] clause B.2.

The AS shall determine that a CW condition has occurred when one of the following conditions are met:

-
if the AS supports network based CW, receipt of an INVITE request that fulfils the approaching NDUB condition for user B;

-
if the AS supports network based CW, receipt of a 486 (Busy here) response with a 370 Warning header field indicating "insufficient bandwidth"; and
-
if the AS supports terminal based CW, receipt of a 180 (Ringing) response with an Alert-Info header field set to "<urn:alert:service:call-waiting>" according to draft-ietf-salud-alert-info-urns [8].

If the CW condition was determined by the AS based on validation of the "approaching NDUB" condition or on receipt of a 486 (Busy here) response with a 370 Warning header field indicating "insufficient bandwidth", the AS shall:

-
if the Contact header received from user B in the establishment or modification of the the existing active communication contained a GRUU then

a)
include that GRUU in the Request-URI in the INVITE request; 
b)
include as the hi-entry in the History-Info header field the contents of the Request-URI from the received INVITE request according to RFC 7044 [14] if it was not already present; and
c) 
include as the last hi-entry in the History-Info header field the contents of the new Request-URI (with the GRUU) including the "rc" header field parameter as described in RFC 7044 [14];
-
insert a MIME body according to subclause 4.4.1 in the INVITE request, with the <communication-waiting-indication> element contained in the <ims-cw> root element;

-
if required by operator policy, include the Expires header field set to the value of TAS-CW timer;

-
set the Content-Type header field to "application/vnd.3gpp.cw+xml"; and

-
forward or send the INVITE request to user B.

NOTE 3:
If the user is roaming, and the terminating P-CSCF is in the visited network, this functionality can only be supported if an SLA exists between the operators to provide the related functionality.

If the CW condition was determined by the AS based on validation of the "approaching NDUB" condition and if the subscription option "calling user receives notification that his communication is waiting" is set to "Yes", then after receipt of a 180 (Ringing) response from user B:

-
the AS may provide an announcement to user C in accordance with 3GPP TS 24.628 [4]; and

-
if not included, the AS shall insert an Alert-Info header field set to "<urn:alert:service:call-waiting>" according to draft-ietf-salud-alert-info-urns [8] in the 180 (Ringing) response and forward it to user C.

After the receipt of a 415 (Unsupported Media Type) response, the AS shall reject the communication by sending a 486 (Busy Here) response to user C.

If the CW condition was determined by the AS based on the receipt of a 180 (Ringing) response with an Alert-Info header field set to "<urn:alert:service:call-waiting>" according to draft-ietf-salud-alert-info-urns [8], then:

a)
If the subscription option "calling user receives notification that his communication is waiting" is set to "Yes", the AS may initiate the procedures for notifying user C by performing a combination of the following actions:

1.
provide an announcement to the calling user in accordance with 3GPP TS 24.628 [4]; and

2.
forward the 180 (Ringing) response to the calling party; and

b)
If the subscription option "calling user receives notification that his communication is waiting" is set to "No", the AS shall:

1.
remove the Alert-Info header field set to "<urn:alert:service:call-waiting>" from the received 180 (Ringing) response; and

2.
forward the modified 180 (Ringing) response to the calling party.

If a CW condition occurs, upon receipt of a 180 (Ringing) response, the AS shall as a network option start the TAS-CW timer. Upon expiry of the TAS-CW timer, the AS shall send a CANCEL request towards the user B's UE as described in 3GPP TS 24.229 [2] including a Reason header field (see RFC 3326 [12]) with the protocol set to "SIP" and the cause set to "408", and a 480 (Temporarily unavailable) response towards User C, including a Reason header field with the protocol set to "Q.850" and the cause set to "19", in accordance with RFC 6432 [11].

***** Next change *****
