Page 1



3GPP TSG-CT WG3 Meeting #80 
C3-150391
Sorrento, Italy, 2nd – 6th February 2015
	CR-Form-v11

	CHANGE REQUEST

	

	
	 29.213
	CR
	 0593
	rev
	2
	Current version:
	13.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	DRA procedure to support PCRF selection by the RCAF

	
	

	Source to WG:
	Huawei, China Telecom

	Source to TSG:
	C3

	
	

	Work item code:
	UPCON-DOTCON-CT
	
	Date:
	2015-02-06

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	The DRA procedure to support PCRF selection by the RACF is absent in the specification. Based on UPCON Np work progress, this part should be added correspondingly.

	
	

	Summary of change:
	Add the DRA procedure of PCRF selection by the RCAF under subclause 7.3.

	
	

	Consequences if not approved:
	The DRA procedure to support PCRF selection by the RCAF is absent in the specification.

	
	

	Clauses affected:
	7.1, 7.2, 7.3.2, 7.3.3, 7.3.x (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * 1st Change * * * 
7.1
General
The PCRF discovery procedures are needed where more than one PCRF is present in an operator’s network realm. Within such a deployment, an additional functional element, called DRA, is needed. PCRF discovery procedures include all the procedures that involve a DRA functional element.
Routing of Diameter messages from a network element towards the right Diameter realm in a PLMN is based on standard Diameter realm-based routing, as specified in IETF RFC 3588 [14] using the UE-NAI domain part. If PLMN is separated into multiple realms based on PDN information or IP address range (if applicable); the PDN information available in the Called-Station-Id AVP, or the UE’s Ipv4 address available in the Framed-IP-Address AVP or the UE’s Ipv6 address or prefix provided within the Framed-Ipv6-Prefix AVP may be used to assist routing PCC message to the appropriate Diameter realm. 
The DRA keeps status of the assigned PCRF for a certain UE and IP-CAN session across all reference points, e.g. Gx, Gxx, S9, Rx and for unsolicited application reporting, the Sd interfaces. 
The DRA shall support the functionality of a proxy agent and a redirect agent as defined in RFC 3588 [14]. The mode in which it operates (i.e. proxy or redirect) shall be based on operator’s requirements.

Diameter clients of the DRA, i.e. AF, PCEF, BBERF, RCAF and PCRF in roaming scenarios shall support all procedures required to properly interoperate with the DRA in both the proxy and redirect modes.
NOTE: The proxy mode includes two variants:

PA1:  Proxy agent based on the standard Diameter proxy agent functionality. All the messages need to go through the DRA.

PA2:  Proxy agent based on the standard Diameter proxy agent functionality. Session establishment messages always go through the DRA. Gx, Gxx and S9 session termination messages always go through the DRA. All other messages bypass the DRA.
* * * 2nd Change * * * 
7.2
DRA Definition
The DRA (Diameter Routing Agent) is a functional element that ensures that all Diameter sessions established over the Gx, S9, Gxx, Rx, Np and for unsolicited application reporting, the Sd reference points for a certain IP-CAN session reach the same PCRF when multiple and separately addressable PCRFs have been deployed in a Diameter realm. The DRA is not required in a network that deploys a single PCRF per Diameter realm.
* * * 3rd Change * * * 
7.3.2
DRA Information Storage
The DRA shall maintain PCRF routing information per IP-CAN session or per UE-NAI, depending on the operator’s configuration.
The DRA shall select the same PCRF for all the Diameter sessions established for the same UE in case 2a.
As there’s only one S9 session per UE, the V-DRA/H-DRA shall select the same V-PCRF/H-PCRF respectively for the same UE in the roaming case.
The DRA has information about the user identity (UE NAI), the UE Ipv4 address and/or Ipv6 prefix, the APN(if available), the PCEF identity (if available),and the selected PCRF address for a certain IP-CAN Session.
NOTE 1 :
The DRA derives the PCEF identity from the Origin-Host AVP of the CCR command received from the PCEF. 
The DRA finds the correct PCRF by matching the user identity (if available), IPv4 address or IPv6 address/prefix (if available) and APN (if available) received in the message from the BBERF/PCEF/AF/TDF/RCAF/V-PCRF with the corresponding information stored the DRA. 

NOTE 2:
If the DRA does not use the IP address to find the PCRF and the user identity in the IP‑CAN and the application level identity for the user are of different kinds (e.g. user identity is the IP-CAN is IMSI and application level identity for the user is SIPURI), the DRA needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

NOTE 3:
An IPv6 address provided over Rx matches an IPv6 prefix stored in the DRA binding if the IPv6 address belongs to the IPv6 (sub-)network prefix.
For the PCRF selection over the Rx reference point, the DRA may additionally match the IP domain Id received in the message from the AF with the PCEF identity stored in the DRA to find the correct PCRF.

NOTE 4:
In order to correlate the PCEF Identity and the domain identity, the DRA uses configured mapping between those identities.
The PCRF routing information stored for an IP-CAN session in the DRA shall be removed after the IP-CAN session is terminated. In case of DRA change (e.g. inter-operator handover), the information about the IP-CAN session stored in the old DRA shall be removed.

The PCRF routing information stored per UE in the DRA may be removed when no more IP-CAN and gateway control sessions are active for the UE.
* * * 4th Change * * * 
7.3.3
Capabilities Exchange
In addition to the capabilities exchange procedures defined in IETF RFC 3588 [14], the Redirect DRA and Proxy DRA shall advertise the specific applications it supports (e.g., Gx, Gxx, Rx, Np, S9 and for unsolicited application reporting, Sd) by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands.
* * * 5th Change * * * 
7.3.x
PCRF selection by RCAF
For initial Non-Aggregated RUCI reporting, the RCAF shall provide the identity parameters to the DRA of the PCRF realm. 
The identity parameters from the RCAF may comprise PDN information in the Called-Station-Id AVP and user identity in the Subscription-Id AVP.
In the roaming with home-routed access case, the RCAF can find the H-DRA based on the IMSI, and then find the H-PCRF by the H-DRA.The RCAF shall provide the H-DRA of the H-PCRF realm with identity parameters upon the first interaction between the RCAF and the H-PCRF realm.
In the roaming with visited case, the RCAF shall provide the V-DRA of the V-PCRF realm with identity parameters upon the first interaction between the RCAF and the V-PCRF realm.
If the redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 3588 [14], and include the PCRF address (Diameter Identity) in the Redirect-Host AVP in the Diameter reply sent to the RCAF. 
If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 3588 [14]. 
For aggregated RUCI reporting, the RCAF shall include the PCRF identity within the Destination-Host AVP for direct PCRF selection. The PCRF identity shall be responded by the PCRF within the PCRF-Address AVP in the initial non-aggregated RUCI reporting, for identifying the same destination PCRF in the subsequent aggregated RUCI reporting. 
* * * End of Changes * * * 









