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	Reason for change:
	CT1#89 C1-144973 (IMSProtoc6 cat:F) has been agreed under the following reason.

Issue 1) Handling of P-Charging-Vector for NOTIFY method

Regarding LS from SA5 and GSMA (CT1#82 C1-130227), there could be transit networks between the home and visited networks and that the set of transit networks traversed could be different depending on the type of SIP request initiated and the direction in which it is initiated.

Therefore the transit network for a NOTIFY request can be different from transit network for the other requests(e.g., REGISTER request, INVITE request, SUBSCRIBE request). In order to trace the path between home and visited networks for each request, iois are needed for all INVITE request and non-INVITE request (including NOTIFY request).

However, the P-CSCF procedure to include iois in a response to the NOTIFY request is missing.

There is a case that the P-CSCF generates a response to NOTIFY request. Above agreed CR has corrected the P-CSCF procedures for the case. However, the CR did not take care of another case that the P-CSCF forwards a NOTIFY request/response destained for a UE. In other words, the P-CSCF procedure to include iois for forwarded NOTIFY request/response is still missing.

	
	

	Summary of change:
	Added procedures:

1) When the P-CSCF receives a NOTIFY request destined for the UE, the P-CSCF stores the "icid-value" and "orig-ioi"(if present) received in the P-Charging-Vector header field.
2) When the P-CSCF receives a response to the NOTIFY request, the P-CSCF includes "icid-value", "orig-ioi" and "term-ioi" in the P-Charging-Vector header field.
NOTE: These changes are proposed under following assumptions:

- The NOTIFY request is terminated by the UE, through the P-CSCF; and

- The NOTIFY request is one of the target refresh requests as defined in RFC 6665;



	
	

	Consequences if not approved:
	Remaining inconsistent specifications, that causes a charging problem among operators. 
This change is associated with C1-144973 (IMSProtoc6 cat:F) agreed in CT1#89. There is a case that the P-CSCF generates a response to NOTIFY request. Above agreed CR has corrected the P-CSCF procedures for the case. However, the CR did not take care of another case that the P-CSCF forwards a NOTIFY request/response destained for a UE.

This change takes care of the latter case. If not approved on Rel-12, inconsistent specification will be remained on Rel-12. Then, this change is proposed on Rel-12 and onwards.
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***** 1st change *****
5.2.6.4.5
Target refresh request for a dialog

When the P-CSCF receives, destined for the UE, a target refresh request for a dialog, prior to forwarding the request, the P-CSCF shall:

1)
if a security association or TLS session exists, add its own address to the top of the received list of Via header fields and save the list. The P-CSCF Via header field entry is built in a format that contains the protected server port number of the security association or TLS session established from the UE to the P-CSCF and either:

a)
the P-CSCF FQDN that resolves to the IP address of the security association or TLS session established from the UE to the P-CSCF; or

b)
the P-CSCF IP address of the security association or TLS session established from the UE to the P-CSCF;
NOTE 1:
The P-CSCF associates two ports, a protected client port and a protected server port, with each pair of security associations or TLS session. For details of the usage of the two ports see 3GPP TS 33.203 [19].

2)
if SIP digest without TLS, NASS-IMS bundled authentication or GPRS-IMS-Bundled authentication is used, when adding its own address to the top of the received list of Via header fields and saving the list, build the P-CSCF Via header field entry in a format that contains an unprotected server port number where the P-CSCF expects responses to the current request from the UE;

3)
if a security association or TLS session exists, when adding its own SIP URI to the top of the list of Record-Route header fields and save the list, build the P-CSCF SIP URI in a format that contains the protected server port number of the security association or TLS session established from the UE to the P-CSCF and either:

a)
the P-CSCF FQDN that resolves to the IP address of the security association or TLS session established from the UE to the P-CSCF; or

b)
the P-CSCF IP address of the security association or TLS session established from the UE to the P-CSCF;

4)
if SIP digest without TLS, NASS-IMS bundled authentication or GPRS-IMS-Bundled authentication is used, when adding its own SIP URI to the top of the list of Record-Route header fields and saving the list, build the P-CSCF URI in a format that contains an unprotected server port number where the P-CSCF expects subsequent requests from the UE;

5)
for INVITE dialogs, replace the saved Contact and CSeq header field values received in the request such that the P-CSCF is able to release the session if needed;
6)
if the request is destined to a UE performing the functions of an external attached network operating in static mode, send the request using the already established TLS session as described in subclause 5.2.6.4.3; and
NOTE 2:
The replaced Contact header field value is valid only if a 1xx or 2xx response will be received for the request. In other cases the old value is still valid.

7)
for a NOTIFY request, store the "icid-value" header field parameter received in the P-Charging-Vector header field. The P-CSCF shall store the "orig-ioi" header field parameter received in the P-Charging-Vector header field if present;
before forwarding the request to the UE in accordance with the procedures of either RFC 3261 [26] or RFC 5626 [92].

***** 2nd change *****
5.2.6.4.6
Responses to a target refresh request for a dialog

When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

1)
verify that the list of Via header fields matches the saved list of Via header fields received in the request corresponding to the same dialog, including the P-CSCF Via header field value. This verification is done on a per Via header field value basis, not as a whole string. If the verification fails, then the P-CSCF shall either:

a)
discard the response; or

b)
replace the Via header field values with those received in the request;

2)
if a security association or TLS session exists, rewrite its own Record-Route entry to the same value as for the response to the initial request for the dialog and remove the "comp" SIP URI parameter;

3)
replace the saved Contact header field value received in the response such that the P-CSCF is able to release the session if needed. If the Contact header field in the response to the target refresh request for a dialog contains a GRUU, the P-CSCF shall save the GRUU received in the Contact header field of the response and associate that GRUU with the contact address which was used to send the target refresh request or with the registration flow and the associated UE contact address which was used to send the target refresh request such that the P-CSCF is able to release the session if needed;
4)
if the P-CSCF inserted the header field parameters into the Feature-Caps header field of the initial request for the dialog then when the response is forwarded in the same direction, the P-CSCF shall insert the header field parameters with the same parameter values in the Feature-Caps header field; and
5)
for a response to the NOTIFY request, include in the P-Charging-Vector header field:

-
an "icid-value" header field parameter set to the value received in the request;

-
the "orig-ioi" header field parameter, if received in the request; and

-
a type 1 "term-ioi" header field parameter that identifies the sending network;
before forwarding the response in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

1)
verify that the list of Via header fields matches the saved list of Via header fields received in the request corresponding to the same dialog, including the P-CSCF Via header field value. This verification is done on a per Via header field value basis, not as a whole string. If the verification fails, then the P-CSCF shall either:

a)
discard the response; or

b)
replace the Via header field values with those received in the request; and

2)
if a security association or TLS session exists, rewrite the IP address and the port number of its own Record-Route entry to the IP address and the port number where it awaits subsequent requests from the calling party and remove the "comp" SIP URI parameter;

before forwarding the response in accordance with the procedures of RFC 3261 [26].

***** End of changes *****
