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	Reason for change:
	According to following description, if MME or SGSN knows the address/name of the HSS for a certain user, both the Destination-Realm and Destination-Host AVPs shall be present in the request to HSS.  Normally this feature helps to reduce the  relay working load in DRA.  
7.1.6
Routing considerations

If an MME or SGSN knows the address/name of the HSS for a certain user, and the associated home network domain name, both the Destination-Realm and Destination-Host AVPs shall be present in the request. 

If an MME or SGSN knows only the home network domain name for a certain user, the Destination-Realm AVP shall be present and the command shall be routed to the next Diameter node. 

If an MME or SGSN knows only the identity of the user, the home network domain name shall be derived from the user's IMSI (MNC and MCC values) to construct the EPC Home Network Realm/Domain, as indicated in 3GPP TS 23.003 [3], clause 19.2, and use it as Destination-Realm.

Sometimes, in order to re-organize the network, the operators may move part of subscribers from the old working HSS with host name A,  to the other working HSS with host name B. And at the same time the associated HSS for those subscriber in operators’s Business & Operation Support System is changed from the old to the new HSS also.  After receiving reset message with host name A,  MME sends the ULR with host name A, which is routed by DRAs to the old HSS.  
So MME shall re-construct the destination home network realm/domain based on the identity of the user, instead of using stored HSS identity in ULR triggered by HSS restoration procedure. 

	
	

	Summary of change:
	MME might re-construct the destination home network realm/domain based on the identity of the user in ULR triggered by HSS restoration procedure.

	
	

	Consequences if not approved:
	Wrong ULR message route in some case of HSS triggered restoration. 
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* * * First Change * * * * 
7.1.6
Routing considerations
This clause specifies the use of the Diameter routing AVPs Destination-Realm and Destination-Host.

If an MME or SGSN knows the address/name of the HSS for a certain user, and the associated home network domain name, both the Destination-Realm and Destination-Host AVPs shall be present in the request. 
NOTE:  When sending a ULR command for a certain user due to HSS restoration procedure (i.e, after the MME/SGSN have received a Reset command from the HSS), the MME or the SGSN might consider the stored address/name of the HSS for the user to be invalid and hence not known.
If an MME or SGSN knows only the home network domain name for a certain user, the Destination-Realm AVP shall be present and the command shall be routed to the next Diameter node. 
If an MME or SGSN knows only the identity of the user, the home network domain name shall be derived from the user's IMSI (MNC and MCC values) to construct the EPC Home Network Realm/Domain, as indicated in 3GPP TS 23.003 [3], clause 19.2, and use it as Destination-Realm.

Consequently, the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by an MME or SGSN. 
The address/name of the EIR shall be locally configured in the MME.
Requests initiated by the HSS towards an MME or SGSN shall include both Destination-Host and Destination-Realm AVPs. 
The HSS obtains the Destination-Host AVP to use in requests towards an MME or SGSN, from the Origin-Host AVP received in previous requests from the MME or SGSN. Consequently, the Destination-Host AVP is declared as mandatory in the ABNF for all requests initiated by the HSS. The Origin-Host AVP received in requests from the MME may contain a Diameter identity of the MME encoded as specified in subclause 19.4.2.4 of 3GPP TS 23.003 [3]. The Origin-Host AVP received in requests from the SGSN may contain a Diameter identity of the SGSN encoded as specified in subclause 19.4.2.6 of 3GPP TS 23.003 [3].

The HSS obtains the Destination-Realm AVP to use in requests towards an MME or SGSN, from the Origin-Realm AVP received in previous requests from the MME or SGSN. The Origin-Realm AVP in the requests received by the HSS in roaming cases, should contain the domain name of the network to which the MME or the SGSN belongs, encoded  as specified in subclause 19.2 of 3GPP TS 23.003 [3].
The Destination-Realm AVP is declared as mandatory in the ABNF for all requests.
If the Vendor-Specific-Application-ID AVP is received in any of the commands, it may be ignored by the receiving node, and it shall not be used for routing purposes.
