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1
3GPP Work Area

	
	Radio Access

	X
	Core Network

	
	Services


2
Classification of WI and linked work items
2.0
Primary classification
This work item is a …

	
	Study Item (go to 2.1)

	
	Feature (go to 2.2)

	X
	Building Block (go to 2.3)

	
	Work Task (go to 2.4)


2.1
Study Item

	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	
	
	


Go to §3.

2.2
Feature
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	


Go to §3.

2.3
Building Block

	Parent Feature (or Study Item)

	Unique ID
	Title
	TS

	580064
	Tunnelling of UE Services over Restrictive Access Networks
	TS 33.402
Section annex B(normative):
Tunnelling of UE Services over Restrictive Access Networks 
TS 33.203
Section annex W (normative):
Service and Media Reachability for Users over Restrictive Firewalls


This work item is … 
	
	Stage 1 (go to 2.3.1)

	
	Stage 2 (go to 2.3.2)

	X
	Stage 3 (go to 2.3.3)

	
	Test spec (go to 2.3.4)

	
	Other (go to 2.3.5)


2.3.1
Stage 1

	Source of external requirements (if any)

	Organization
	Document
	Remarks

	
	
	


Go to §3.

2.3.2
Stage 2
	Corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other source of stage 1 information

	TS or CR(s)
	Clause
	Remarks

	
	
	



If no identified source of stage 1 information, justify: 
Go to §3.

2.3.3
Stage 3
	Corresponding stage 2 work item (if any)

	Unique ID
	Title
	TS

	580164
	Tunnelling of UE Services over Restrictive Access Networks
	TS 33.402
Section annex B(normative):
Tunnelling of UE Services over Restrictive Access Networks 
TS 33.203
Section annex W (normative):
Service and Media Reachability for Users over Restrictive Firewalls


	Else, corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other justification

	TS or CR(s) or external document
	Clause
	Remarks

	
	
	



If no identified source of stage 2 information, justify: 

Go to §3.

2.3.4
Test spec

	Related Work Item(s)

	Unique ID
	Title
	TS

	
	
	


Go to §3.

2.3.5
Other
	Related Work Item(s)

	Unique ID
	Title
	Nature of relationship
	TS / TR

	
	
	
	


Go to §3.

2.4
Work task
	Parent Building Block

	Unique ID
	Title
	TS

	
	
	


3
Justification

In order to overcome limitations of existing mechanisms to allow IMS and PLMN IP based traffic to traverse restrictive access networks, SA3 has defined new security and functional requirements and architecture of two solutions for firewall traversal:

-
Solution 1: solution for UE access to PLMN IP-based services via restrictive non-3GPP access networks documented in TS 33.402, annex B.

-
Solution 2: solution for UE access to IMS services via restrictive access networks documented in TS 33.203, annex W:

-
Solution 2-1: Tunnelled Firewall Traversal for IMS traffic


-
Solution 2-2: Reusing ICE/TURN/STUN solution
4
Objective

For Solution 1: 

To specify protocol aspects for UE access to PLMN IP-based services via restrictive non-3GPP access networks including:

-
Management of firewall traversal tunnel between UE and ePDG

-
Transport of IKEv2 messages and IPSec messages via the firewall traversal tunnel

-
The firewall traversal tunnel keep-alive procedure
- 
Assess impacts on any applications using the firewall traversal tunnel, e.g. IMS and make appropriated changes
For Solution 2: 

To specify protocol aspects for UE access to IMS services via restrictive access networks including:

Solution 2-1: Tunnelled Firewall Traversal for IMS traffic:
-
Management of firewall traversal tunnel
-
Transport of IP packets via the firewall traversal tunnel

-
Procedure for assignment of local IP address to the UE

-
The firewall traversal tunnel keep-alive procedure

-
Integration with IMS
Solution 2-2: Reusing ICE/TURN/STUN solution
-
Use of the SIP over TLS on port 443 for the IMS signalling firewall traversal
-
Use of the existing STUN/TURN/ICE mechanism on the TLS with port 443 or TCP with port 80 for the media plane firewall traversal
5
Service Aspects

None.
6
MMI-Aspects

None.
7
Charging Aspects

None.
8
Security Aspects

Security aspects are considered in the related stage 2 specification.
9
Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	X
	
	X
	

	No
	X
	
	X
	
	

	Don't know
	
	
	
	
	X
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Expected Output and Time scale

	New specifications  [If Study Item, one TR is anticipated]

	Spec No.
	Title
	1st rsp. WG
	2nd rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary #
	Comments

	TS 24.322
	UE access to IMS services via restrictive access networks – stage 3
	CT1
	
	CT#62 (December2013)
	CT#63 (March2014)
	CT1 responsibility
This is to document procedures of Solution 2-1 which are out of scope of 24.229.

	
	
	
	
	
	
	


	Affected existing specifications  [None in the case of Study Items]

	Spec No.
	CR
	Subject of the CR
	Approved at plenary#
	Comments

	TS 24.229
	
	IP-CAN specific annex applicable when UE accesses IMS services via restrictive non-3GPP access. 
	CT#63 (March2014)
	CT1 responsibility
This is to document procedures of Solution 2-1 which are related to interworking with IMS.

	TS 24.229
	
	NAT traversal specific annex applicable when UE accesses IMS services via restrictive non-3GPP access. 
	CT#63(March 2014)
	CT1 responsibility
This is to document procedures of Solution 2-2 which are related to interworking with IMS.

	TS 24.229
	
	IP-CAN specific annex applicable when UE accesses IMS services via restrictive non-3GPP access. 
	CT#62 (December 2013)
	CT1 responsibility
This is to document possible changes for UE connecting to IMS via the firewall traversal tunnel in Solution 1.

	TS 24.302
	
	Additional tunnel management procedures in support of UE Services traversal over Restrictive Access Networks, passing IKEv2 and IPSec messages via the tunnel and keep-alive procedure.
	CT#62 (December 2013)
	CT1 responsibility
This is to document procedures of Solution 1, which might lead to scope and procedural changes of TS 24.302.
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12
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