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	Reason for change:
	The RAT Type is mandatory to be supplied at the Gx interface in a request for PCC rules at IP CAN session establishment according to current procedures.

However, up to 3GPP Rel-9 is optional for the SGSN to supply the RAT Type (See 3GPP TS 29.060 Rel-9 and earlier, Clause 7.3.1: "The SGSN may include the User Location Information IE, MS Time Zone IE, RAT Type IE, IMEI(SV) IE and the CAMEL Charging Information Container IE, User CSG Information if they are available (see sub-clause 15.1.1a of 3GPP TS 23.060 [4] for more information)." ) From Rel-10 onwards, the SGSN is mandated to supply the RAT type in the primary PDP context activation procedure.

TS 29.212 also contains a NOTE claiming that sending the RAT type would in fact be mandated at least for Flow Based Charging. This could not be confirmed. In fact TS 23.060 Rel-9 says in Clause 15.1.1a: "In order to allow for disabling of the charging functions in the SGSN, the SGSN shall be able to include extra information in the signalling messages sent to the GGSN/P‑GW, as follows: a)
in the Create PDP Context Request message, the IMEISV, the RAT type and the S-CDR CAMEL information shall be sent by the SGSN to the GGSN …". However this applies only for a network where flow based charging is deploied, and does not give a guarantee that an SGSN behaves accordingly in roaming situations.

Field experience has confirmed that the problem exists.
When interacting with a pre-Rel-10 SGSN, the GGSN thus may have no RAT type available.

	
	

	Summary of change:
	The RAT Type is only mandatory to be supplied at the Gx interface in a request for PCC rules at IP CAN session establishment when available.

	
	

	Consequences if not approved:
	Gx procedures mandate behaviour which is impossible to fullfill. Risk of interoperability problem between PCEF and PCRF, as the PCRF will expect information that can not be provided in certain situations.
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1st Change

4.5.1
Request for PCC rules

The PCEF shall indicate, via the Gx reference point, a request for PCC rules in the following instances.

1)
At IP-CAN session establishment:

-
The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "INITIAL_REQUEST". The PCEF shall supply user identification and other attributes to allow the PCRF to identify the rules to be applied. The other attributes shall include the type of IP-CAN, the type of the radio access technology, if available, (e.g. UTRAN, GERAN, WLAN), the UE IPv4 address or IPv6 prefix. The PCEF may also include the Access‑Network-Charging-Address and Access‑Network-Charging-Identifier-Gx AVPs in the CC-Request. For GPRS, information about the user equipment (e.g. IMEISV), QoS negotiated and further QoS related information as detailed in Clause 4.5.5.0a, user location information (e.g. RAI, CGI/SAI) SGSN Address, SGSN country and network codes, APN and indication if the bearer is used as IMS signalling PDP context shall be provided. Furthermore, if the UE and the network support the network network-initiated bearer request procedure, the PCEF shall indicate this by supplying the Network Request Support AVP. If the UE indicated a preferred bearer control mode, the PCEF shall indicate this mode within the Bearer-Control Mode AVP.
NOTE:  
3GPP TS 29.060 [18] defines the RAT type as optional over Gn/Gp interface. In fact the optionality is introduced solely for maintaining backwards compatibility at the protocol level between different versions of the protocol.  The conditions about when the RAT-Type is present over Gn/Gp interface are defined in 3GPP TS 23.060 Clause 15.1.1a [17]. 

For IP-CAN types that support multiple IP-CAN bearers (as in the case of GPRS), the PCEF shall provide the Bearer-Identifier AVP at the IP-CAN session establishment. In this case, the PCEF shall also include the Bearer-Operation AVP set to the value "Establishment".
2)
At IP-CAN session modification:


IP-CAN session modification with PCEF-requested rules can occur in the following cases:
-
For GPRS, when a new PDP Context is being established by the UE in an already existing IP-CAN Session.

-
For GPRS, when a PDP context is being modified and an Event trigger is met.

-
For GPRS, when a PDP context is being terminated.


The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "UPDATE_REQUEST". The PCEF may include the Access‑Network-Charging-Address and Access‑Network-Charging-Identifier-Gx AVPs in the CC-Request. For an IP-CAN Session modification where an existing IP-CAN Bearer is modified, the PCEF shall supply within the PCC rule request the specific event which caused the IP-CAN session modification (within the Event-Trigger AVP) and any previously provisioned PCC rule(s) affected by the IP-CAN session modification. The PCC rules and their status shall be supplied to PCRF within the Charging-Rule-Report AVP.

In the case the PCRF performs the bearer binding and:
-
a new IP-CAN bearer is being established, the PCEF shall assign a new bearer identifier to this IP-CAN bearer, include this identifier within the Bearer-Identifier AVP, and include the Bearer-Operation AVP set to the value "Establishment", and supply QoS related information as detailed in Clause 4.5.5.0a;
-
an existing IP-CAN bearer is being modified, the PCEF shall include the Bearer-Identifier AVP and the Bearer-Operation AVP set to the value "Modification", and supply QoS related information as detailed in Clause 4.5.5.0a. If the Event trigger that caused the IP-CAN bearer modification applies at session level (i.e. it is common to all the bearers belonging to that IP-CAN session), PCEF shall send a single CC-Request for all the affected bearers. In this case, the Bearer-Identifier AVP shall not be included to indicate that it applies to all the IP-CAN bearers in the IP-CAN session.

In the case both the PCRF and the PCEF may performs the bearer binding:
For GPRS, this applies for the mixed UE/network bearer control mode:
-
If the UE request the establishment of a new IP-CAN bearer, the PCEF shall assign a new bearer identifier to this IP-CAN bearer, include this identifier within the Bearer-Identifier AVP, and include the Bearer-Operation AVP set to the value "Establishment", the UE-provided TFT filters and the requested QoS of the new IP-CAN bearer and further QoS related information as detailed in Clause 4.5.5.0a.
-
If an existing IP-CAN bearer is being modified:

-
If the PCEF has not yet notified the PCRF about this IP CAN bearer and the UE assigns one or more Traffic Flow template(s) within an IP CAN Bearer modification request, the PCEF shall assign a new bearer identifier to this IP-CAN bearer, and shall include the Bearer-Identifier AVP and the Bearer-Operation AVP set to the value "Establishment", the UE-provided TFT filters and the requested QoS of the new IP-CAN bearer and further QoS related information as detailed in Clause 4.5.5.0a. The PCEF shall modify the received requested QoS by removing the bandwidth required for PCC rules the PCEF has previously bound to this IP CAN bearer and indicate this modified requested QoS to the PCRF.

NOTE:
The details how the bandwidth required for PCC rules the PCEF has previously bound to this IP CAN bearer are calculated are ffs, e.g. the significance of the maximum and guaranteed bandwidth per PCC rule in this calculation.

-
If the PCEF has already notified the PCRF about this IP CAN bearer, the PCEF shall include the Bearer-Identifier AVP and the Bearer-Operation AVP set to the value "Modification" and QoS related information as detailed in Clause 4.5.5.0a. If the PCEF has received a new requested QoS as part of an IP CAN bearer modification request, the PCEF shall modify this received requested QoS by removing the bandwidth required for PCC rules the PCEF has previously bound to this IP CAN bearer and indicate this modified requested QoS to the PCRF.

NOTE:
The details how the bandwidth required for PCC rules the PCEF has previously bound to this IP CAN bearer are calculated are ffs, e.g. the significance of the maximum and guaranteed bandwidth per PCC rule in this calculation.


If the Event trigger that caused the IP-CAN bearer modification applies at session level (i.e. it is common to all the bearers belonging to that IP-CAN session), PCEF shall send a single CC-Request for all the affected bearers. In this case, the Bearer-Identifier AVP shall not be included to indicate that it applies to all the IP-CAN bearers in the IP-CAN session. If the Event trigger that caused the IP CAN bearer modification applies at bearer level, the Charging-Rule-Report AVP shall include all the affected PCC rules.

PCC rules can also be requested as a consequence of a failure in the PCC rule installation/activation or enforcement without requiring an Event-Trigger. See clause 4.5.11.

If the PCRF is, due to incomplete, erroneous or missing information (e.g. QoS, SGSN address, RAT type, TFT, subscriber information) not able to provision a policy decision as response to the request for PCC rules by the PCEF, the PCRF may reject the request using a CC Answer with the Gx experimental result code DIAMETER_ERROR_INITIAL_PARAMETERS (5140). If the PCEF receives a CC Answer with this code, the PCEF shall reject the IP-CAN session establishment or modification that initiated the CC Request.
If the PCRF does not accept one or more of the traffic mapping filters (e.g. TFT filters for GPRS) provided by the PCEF in a CC Request (e.g. because the PCRF does not allow the UE to request enhanced QoS for services not known to the PCRF), the PCRF shall reject the request using a CC Answer with the Gx experimental result code DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED (5144). If the PCEF receives a CC Answer with this code, the PCEF shall reject the IP-CAN session establishment or modification that initiated the CC Request, e.g. for GPRS applying a proper cause code and other parameters as per 3GPP TS 29.060 [18]).

End of Changes
