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****1st change ****
4.5.2
IM CN subsystem charging identifier (ICID)

The ICID is the session level data shared among the IM CN subsystem entities including ASs in both the calling and called IM CN subsystems. The ICID is used also for session unrelated messages (e.g. SUBSCRIBE request, NOTIFY request, MESSAGE request) for the correlation with CDRs generated among the IM CN subsystem entities.
The first IM CN subsystem entity involved in a SIP transaction will generate the ICID and include it in the "icid-value" header field parameter of the P-Charging-Vector header field in the SIP request. 
For a dialog relating to a session, the generation of the ICID will be performed only on the initial INVITE request. This ICID will be used for the initial INVITE request, and all subsequent signalling that contains a P-Charging-Vector header field.

For all other transactions, generation of the ICID will occur on each SIP request and be included in that SIP request. 
See 3GPP TS 32.260 [17] for requirements on the format of ICID. The P-CSCF will generate an ICID for UE-originated calls. The I-CSCF will generate an ICID for UE-terminated calls if there is no ICID received in the initial request (e.g. the calling party network does not behave as an IM CN subsystem). The AS will generate an ICID when acting as an originating UA. The MGCF will generate an ICID for PSTN/PLMN originated calls. The MSC server will generate an ICID for ICS and SRVCC originated calls. Each entity that processes the SIP request will extract the ICID for possible later use in a CDR. The I-CSCF and S-CSCF are also allowed to generate a new ICID for UE-terminated calls received from another network.

There is also an ICID generated by the P-CSCF with a REGISTER request that is passed in a unique instance of P-Charging-Vector header field. The valid duration of the ICID is specified in 3GPP TS 32.260 [17].

The "icid-value" header field parameter is included in any request that includes the P-Charging-Vector header field. However, the P-Charging-Vector (and ICID) is not passed to the UE.
The ICID is also passed from the P-CSCF to the IP-CAN via PCRF. The interface supporting this operation is outside the scope of this document.

****next change ***
4.5.3.2
Access network charging information

The IP-CAN provides the access network charging information to the IM CN subsystem. This information is used to correlate IP-CAN CDRs with IM CN subsystem CDRs, i.e. the access network charging information is used to correlate the bearer level with the session level.
The access network charging information is generated at the first opportunity after the resources are allocated at the IP-CAN. The access network charging information is passed from IP-CAN to P-CSCF via PCRF, over the Rx and Gx interfaces. Access network charging information will be updated with new information during the session as media flows are added or removed. The P-CSCF provides the access network charging information to the S-CSCF. The S-CSCF may also pass the information to an AS, which may be needed for online pre-pay applications. The access network charging information for the originating network is used only within that network, and similarly the access network charging information for the terminating network is used only within that network. Thus the access network charging information are not shared between the calling and called networks. The access network charging information is not passed towards the external ASs from its own network.

The access network charging information is populated in the P-Charging-Vector header field.
The access network charging information can be included in a P-Charging-Vector header field in dialog forming requests, mid-dialog requests, and responses. This is dependant on when updated information is avialable in the P-CSCF.
****next change ****
5.2.9
Subsequent requests

5.2.9.1
UE-originating case

The P-CSCF shall respond to all reINVITE requests with a 100 (Trying) provisional response. 

For a reINVITE request or UPDATE request from the UE within the same dialog, the P-CSCF shall include the updated access-network-charging-info parameter from P-Charging-Vector header field when sending the SIP request to the S-CSCF. See subclause 5.2.7.4 for further information on the access network charging information.
For an ACK request from the UE sent on a dialog where a 200 (OK) has been received, the P-CSCF shall include the access-network-charging-info parameter from the P-Charging-Vector header field when updated access-network-charging-info is available when sending the ACK request to the S-CSCF. See subclause 5.2.7.4 for further information on the access network charging information.
****next change ****

A.2.1.4.2
ACK method

Prerequisite A.5/1 – ACK request

Table A.7: Supported header fields within the ACK request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	c10
	c10

	2
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	3
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	7
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	8
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	11
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	13
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	13A
	Max-Breadth
	[117] 5.8
	n/a
	c14
	[117] 5.8
	c15
	c15

	14
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c16

	15
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	15A
	P-Access-Network-Info
	[52] 4.4
	c19
	c20
	[52] 4.4
	c19
	c21

	15B
	P-Debug-ID
	[140]
	o
	c12
	[140]
	o
	c13

	15C
	Privacy
	[33] 4.2
	c6
	n/a
	[33] 4.2
	c6
	n/a

	15D
	P-Charging-Vector
	[52] 4.6
	c22
	c23
	[52] 4.6
	c22
	c23

	16
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	17
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	17A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	17B
	Recv-Info
	[25] 5.2.3
	c17
	c17
	[25] 5.2.3
	c17
	c17

	17C
	Reject-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	c10
	c10

	17D
	Request-Disposition
	[56B] 9.1
	c9
	c9
	[56B] 9.1
	c10
	c10

	18
	Require
	[26] 20.32
	n/a
	n/a
	[26] 20.32
	n/a
	n/a

	18A
	Resource-Priority
	[116] 3.1
	c11
	c11
	[116] 3.1
	c11
	c11

	19
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c16

	19A
	Session-ID
	[162]
	o
	c18
	[162]
	o
	c18

	20
	Timestamp
	[26] 20.38
	c7
	c7
	[26] 20.38
	m
	m

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	m
	m

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c2:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c10:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c11:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c12:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c13:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c14:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling).

c15:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c16:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.
c17:
IF A.4/13 THEN m ELSE IF A.4/13A THEN m ELSE n/a - - SIP INFO method and package framework, legacy INFO usage.
c18:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c19:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c20:
IF A.4/34 AND A.3/1 OR A.3/2A OR A.3/7 OR A.3A/81 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE, P-CSCF (IMS-ALG), AS, MSC Server enhanced for ICS.

c21:
IF A.4/34 AND A.3/1 OR A.3/7 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE, AS.
c22:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.
c23:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.


Prerequisite A.5/1 – ACK request

Table A.8: Supported message bodies within the ACK request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


**** next change ****
A.2.2.4.2
ACK method

Prerequisite A.163/1 - - ACK request

Table A.165: Supported header fields within the ACK request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c10
	c10
	[56B] 9.2
	c11
	c11

	2
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	3
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	7
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	8
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	c3

	11
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	13
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	13A
	Max-Breadth
	[117] 5.8
	c15
	c15
	[117] 5.8
	c16
	c16

	14
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	15
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	c3

	15A
	P-Access-Network-Info
	[52] 4.4
	c20
	c20
	[52] 4.4
	c21
	c21

	15B
	P-Debug-ID
	[140]
	o
	c13
	[140]
	o
	c14

	15C
	Privacy
	[33] 4.2
	c6
	c6
	[33] 4.2
	c7
	c7

	15D
	P-Charging-Vectore
	[52] 4.6
	c22
	c22
	[52] 4.6
	c23
	c23

	16
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	17
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	17A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c9
	c9

	17B
	Recv-Info
	[25] 5.2.3
	c17
	c17
	[25] 5.2.3
	c18
	c18

	17C
	Reject-Contact
	[56B] 9.2
	c10
	c10
	[56B] 9.2
	c11
	c11

	17D
	Request-Disposition
	[56B] 9.1
	c10
	c10
	[56B] 9.1
	c11
	c11

	18
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	18A
	Resource-Priority
	[116] 3.1
	c12
	c12
	[116] 3.1
	c12
	c47

	19
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	19A
	Session-ID
	[162]
	c19
	c19
	[162]
	c19
	c19

	20
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.3/2 OR A.3/4 THEN m ELSE i - - P-CSCF or S-CSCF.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c8:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c10:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c11:
IF A.162/50 THEN i ELSE n/a - - caller preferences for the session initiation protocol.
c12:
IF A.162/80 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c13:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c14:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c15:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c16:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
c17:
IF A.162/20 THEN m ELSE n/a - - SIP INFO method and package framework.

c18:
IF A.162/20 THEN i ELSE n/a - - SIP INFO method and package framework.
c19: 
IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c20:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c21:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.
c22:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c23:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/1 - - ACK request

Table A.166: Supported message bodies within the ACK request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
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