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*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
IETF RFC 2616: "Hypertext Transfer Protocol - HTTP/1.1".

[2]
W3C REC-xmlschema-1-20010502: "XML Schema Part 1: Structures".

[3]
IETF RFC 2617: "HTTP Authentication: Basic and Digest Access Authentication".

[4]
IETF RFC 2246: "The TLS Protocol Version 1.0".

[5]
3GPP TS 24.109: "Bootstrapping interface (Ub) and Network application function interface (Ua); Protocol details".
[6]
3GPP TS 33.222: "Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)".
[7]
Void.

[8]
IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".

[9]
Void
[10]
Void.

[11]
IETF RFC 5875 (May 2010): "An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package".

[12]
ETSI TS 183 038: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN Simulation Services; Extensible Markup Language (XML) Document Management; Protocol Specification (Endorsement of 
OMA-TS-XDM-Core-V1-0-20051103-C and OMA-TS-XDM-Shared-V1-0-20051006-C)".
[13]
ETSI TS 183 023 V1.4.0: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN simulation services; Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating NGN PSTN/ISDN Simulation Services".
[14]
OMA-TS-XDM_Core-V1_1-20080627-A: "XML Document Management (XDM) Specification".

[15]
3GPP TS 23.003: "Numbering, addressing and identification".
[xx]
3GPP TS 33.141: "Presence service; Security".
*** Next change ***
5.2.1.1
General

The UE implements the role of an XCAP client, as described in subclause 5.3.1 accessing the XCAP application usage as described in subclause 6.2.

For systems where Generic Authentication Architecture [6] is used, the UE shall support the authentication mechanisms specified in 3GPP TS 33.222 [6] and 3GPP TS 24.109 [5].
For systems where Generic Authentication Architecture [6] is not used, the UE shall support RFC 2617 [3] and IETF RFC 2246 [4] according to ETSI TS 183 038 [12]. 
For systems where Generic Authentication Architecture [6] is not used, the UE may support the authentication mechanisms specified in 3GPP TS 33.141 annex D [xx].
On sending an HTTP request, the UE may indicate the user's identity intended to be used with the AS by adding a HTTP X‑3GPP‑Intended‑Identity header (3GPP TS 24.109 [5]) to the outgoing HTTP request. If the authentication mechanism specified in 3GPP TS 33.141 annex D [xx] is used, the UE shall add a HTTP X‑3GPP‑Intended‑Identity header field.
*** Next change ***
5.2.2.2.0
General
On receiving an HTTP request, the AP shall first determine the mechanism used to authenticate the user. If the Generic Authentication Architecture [6] is used, the AP shall attempt to authenticate the user via the mechanisms specified in 3GPP TS 33.222 [6] and the AP shall follow the procedures indicated in subclause 5.2.2.2.1. For systems where Generic Authentication Architecture 3GPP TS 33.222 [6] is not used, the AP shall attempt to authenticate the user according to IETF RFC 2617 [3] (ETSI TS 183 038 [12] provides guidelines for the Authentication Proxy) or 3GPP TS 33.141 annex D [xx].

*** Next change ***
5.2.3.1
General

An Application Server implements the role of an XCAP server as described in subclause 5.3.2 providing the XCAP application usage as described in subclause 6.2.
For systems where Generic Authentication Architecture [6] is used, the AS shall support the authentication mechanisms specified in 3GPP TS 33.222 [6] and 3GPP TS 24.109 [5].
For systems where Generic Authentication Architecture [6] is not used, the AS shall support IETF RFC 2617 [3] and IETF RFC 2246 [4] according to ETSI TS 183 038 [12].
For systems where Generic Authentication Architecture [6] is not used, the AS may support the authentication mechanisms specified in 3GPP TS 33.141 annex D [xx].
*** Next change ***
5.2.3.2.0
General
If an Authentication Proxy (AP) is provided in the path of the HTTP request, then the AS receives an HTTP request from a trusted source (the AP) and contains an HTTP X‑3GPP‑Asserted‑Identity header (3GPP TS 24.109 [5]) that includes an asserted identity of the user. In this case the AS does not need to authenticate the user, but just provide authorization to access the requested resource. 

If an HTTP X‑3GPP‑Asserted‑Identity header (3GPP TS 24.109 [5]) is not present in the HTTP request or if the request is received from a non‑trusted source, then the AS needs to authenticate the user prior to providing authorization to the XCAP resource by applying the procedures of authentication mechanisms specified in 3GPP TS 33.222 [6] and 3GPP TS 24.109 [5] in case Generic Authentication Architecture is selected, or as described in subclause 5.2.3.2.1 or 3GPP TS 33.141 annex D [xx] otherwise.

*** End of changes ***
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