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***First Change***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
Void.

[2]
3GPP TS 22.060: "General Packet Radio Service (GPRS); Service Description; Stage 1".

[3]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[4]
Void.

[5]
Void.

[6]
Void.

[7]
Void.

[8]
Void.

[9]
Void.

[10]
3GPP TS 27.060: "Packet Domain; Mobile Station (MS) supporting Packet Switched services".

[11]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[12]
Void.

[13]
Void.

[14]
Void.

[15]
IETF RFC 768 (1980): "User Datagram Protocol" (STD 6).

[16]
IETF RFC 791 (1981): "Internet Protocol" (STD 5).

[17]
IETF RFC 792 (1981): "Internet Control Message Protocol" (STD 5).

[18]
IETF RFC 793 (1981): "Transmission Control Protocol" (STD 7).

[19]
IETF RFC 1034 (1987): "Domain names - concepts and facilities" (STD 7).

[20]
Void.

[21a]
IETF RFC 1661 (1994): "The Point-to-Point Protocol (PPP)" (STD 51).

[21b]
IETF RFC 1662 (1994): "PPP in HDLC-like Framing".

[22]
IETF RFC 1700 (1994): "Assigned Numbers" (STD 2).

[23]
3GPP TS 44.008: "Mobile radio interface layer 3 specification; Core Network protocols; Stage 3".

[24]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[25]
IETF RFC 2794 (2000): "Mobile IP Network Address Identifier Extension for IPv4", P. Calhoun, C. Perkins.

[26]
IETF RFC 2131 (1997): "Dynamic Host Configuration Protocol".

[27]
IETF RFC 1542 (1993): "Clarification and Extensions for the Bootstrap Protocol".

[28]
Void

[29]
Void.

[30]
IETF RFC 3344 (2002): "IP Mobility Support", C. Perkins.

[31]
IETF RFC 2486 (1999): "The Network Access Identifier", B. Aboba and M. Beadles.

[32]
Void.
[33]
Void.

[34]
Void.
[35]
Void.
[36]
Void.

[37]
IETF RFC 2290 (1998): "Mobile-IPv4 Configuration Option for PPP IPCP", J. Solomon, S. Glass.

[38]
IETF RFC 2865 (2000): "Remote Authentication Dial In User Service (RADIUS)", C. Rigney, S. Willens, A. Rubens, W. Simpson.

[39]
IETF RFC 2866 (2000): "RADIUS Accounting", C. Rigney, Livingston.

[40]
3GPP TS 23.003: "Numbering, addressing and identification".

[41]
IETF RFC 3576 (2003): "Dynamic Authorization Extensions to Remote Authentication Dial In User Service (RADIUS)", M.Chiba, M.Eklund, D.Mitton, B.Aboba.

[42]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[43]
Void. 

[44]
Void.
[45]
IETF RFC 3118 (2001): "Authentication for DHCP Messages", R. Droms, W. Arbaugh.

[46]
IETF RFC 3315 (2003) "Dynamic Host Configuration Protocol for IPv6 (DHCPv6)", R. Droms, J. Bound, B. Volz, T. Lemon, C. Perkins, M. Carney.

[47]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".

[48]
IETF RFC 2710 (1999): "Multicast Listener Discovery (MLD) for IPv6", S. Deering, W. Fenner, B. Haberman.

[49]
IETF RFC 2460 (1998): "Internet Protocol, Version 6 (IPv6) Specification", S.Deering, R.Hinden.

[50]
IETF RFC 3162 (2001): "RADIUS and IPv6", B. Adoba, G. Zorn, D. Mitton.

[51]
IETF RFC 2548 (1999): "Microsoft Vendor-specific RADIUS Attributes", G.Zorn.

[52]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[53]
Void

[54]
3GPP TS 24.008: "Mobile radio interface layer 3 specification; Core Network protocols; Stage 3".

[55]
Void.

[56]
Void
[57]
Void.

[58]
IETF RFC 1035 (1987): "Domain names - implementation and specification" (STD 13).

[59]
Void.

[60]
IETF RFC 1771 (1995): "A Border Gateway Protocol 4 (BGP-4)".

[61]
IETF RFC 1825 (1995): "Security Architecture for the Internet Protocol".

[62]
IETF RFC 1826 (1995): "IP Authentication Header".

[63]
IETF RFC 1827 (1995): "IP Encapsulating Security Payload (ESP)".

[64]
Void.
[65]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS) Architecture and Functional Description".

[66]
IETF RFC 3588: "Diameter Base Protocol".
[67]
IETF RFC 4005 (2005): "Diameter Network Access Server Application".

[68]
3GPP TS 23.141: "Presence Service; Architecture and functional description".

[69]

3GPP TS 32.422: " Subscriber and equipment trace: Trace Control and Configuration Management".

[70]

3GPP TS 48.018: "Base Station System (BSS) - Serving GPRS Support Node (SGSN); BSS GPRS Protocol (BSSGP)".
[71]
3GPP TS 23.107: "Quality of Service (QoS) Concept and Architecture".
[72]
3GPP TS 25.346: "Introduction of the Multimedia Broadcast Multicast Service (MBMS) in the Radio Access Network (RAN)".

[73]
IETF RFC 4604 (2006): "Using Internet Group Management Protocol Version 3 (IGMPv3) and Multicast Listener Discovery Protocol Version 2 (MLDv2) for Source-Specific Multicast".

[74]
IETF RFC 4607 (2006): "Source-Specific Multicast for IP".
[75]
3GPP TS 29.212: "Policy and charging control over Gx reference point" clause 3 Definitions, abbreviations and symbols.

[76]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[77]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[78]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[79]
IETF RFC 4039 (2005): "Rapid Commit Option for the Dynamic Host Configuration Protocol version 4 (DHCPv4)".

[80]
IETF RFC 3736 (2004): "Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6".

[81]
3GPP TS 29.274: "Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[82]
IETF RFC 4291 (2006): "IP Version 6 Addressing Architecture".
[83]
IETF RFC 4862 (2007): "IPv6 Stateless Address Autoconfiguration".
[84]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS)".

[85]
IETF RFC 2132 (1997): "DHCP Options and BOOTP Vendor Extensions".

[86]
IETF RFC 3361 (2002): "Dynamic Host Configuration Protocol (DHCP-for-IPv4) Option for Session Initiation Protocol (SIP) Servers".

[87]
IETF RFC 3646 (2003): "DNS Configuration options for Dynamic Host Configuration Protocol for IPv6 (DHCPv6)".

[88]
IETF RFC 3319 (2003): "Dynamic Host Configuration Protocol (DHCPv6) Options for Session Initiation Protocol (SIP) Servers".
[89]
IETF RFC 4861 (2007): "Neighbor Discovery for IP Version 6 (IPv6)".

[90]
3GPP TS 23.203: "Policy and charging control architecture".
[91]
IETF RFC 4739 (2006): "Multiple Authentication Exchanges in the Internet Key Exchange (IKEv2) Protocol".
[92]
3GPP TS 25.413: "UTRAN Iu Interface RANAP Signalling".
[93]
IETF RFC 5176 (2008): "Dynamic Authorization Extentions to Remote Authentication Dial In User Service (RADIUS)".
[94]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[95]
3GPP TS 23.380: "IMS Restoration Procedures".

[96]
3GPP TS 29.303: "Domain Name System Procedures; Stage 3".
[97]



IETF RFC 4818 (2007): "RADIUS Delegated-IPv6-Prefix Attribute"
[xx]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description"

***Second Change***
20.4.1
Re-Auth-Request Command
The Re-Auth-Request (RAR) command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code set to 258 and the message flags' 'R' bit set. 

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional AVPs for SGmb, or modified existing AVPs.

Message Format:

      <RAR>  ::= < Diameter Header: 258, REQ, PXY >

                 
< Session-Id >

                 
{ Origin-Host }

                 
{ Origin-Realm }

                 
{ Destination-Realm }

                 
{ Destination-Host }

                 
{ Auth-Application-Id }

                 
{ Re-Auth-Request-Type }
                 
[ Called-Station-Id ]

                 
[ Framed-IP-Address]

                 
[ Framed-IPv6-Prefix ]

                 
[ Framed-Interface-Id ]




    [ MBMS-Access-Indicator ]



    
[ MBMS-StartStop-Indication ]





    [ MBMS-Service-Area ]

                 
[ QoS-Information ]




    
[ MBMS-Session-Duration ]





    [ MBMS-Session-Identity ]

                 
[ MBMS-Session-Repetition-number ]



    
[ TMGI ]

                 * 
[ 3GPP-SGSN-Address ]           

                 * 
[ 3GPP-SGSN-IPv6-Address ]       
                 
[ MBMS-Time-To-Data-Transfer ]





[ MBMS-Data-Transfer-Start ]






[ MBMS-Data-Transfer-Stop ]
                 
[ MBMS-User-Data-Mode-Indication ]

                 
[ MBMS-BMSC-SSM-IP-Address ]

                 
[ MBMS-BMSC-SSM-IPv6-Address ]

                 
[ MBMS-Flow-Identifier ]



    
[ CN-IP-Multicast-Distribution ]   

                 
[ MBMS-HC-Indicator ]



    
[ MBMS-GW-UDP-Port-Indicator]


; for IP unicast encapsulated user data




    [ MBMS-GW-SSM-IP-Address ]



; for IP multicast encapsulated user data





    [ MBMS-GW-SSM-IPv6-Address ]


; for IP multicast encapsulated user data




    
[ MBMS-BMSC-SSM-UDP-Port ]



; for IP multicast encapsulated user data
                 
[ Origin-State-Id ]

                 *
[ Proxy-Info ]

                 *
[ Route-Record ]

For the MBMS Session Start procedure, RAR is sent by the BM-SC to the MBMS GW(s) that will deliver the MBMS service when it is ready to send data. This is a request to activate all necessary bearer resources in the network for the transfer of MBMS data. The RAR message contains either an IPv4 address included in 3GPP-SGSN-Address or an IPv6 address included in 3GPP-SGSN-IPv6-Address for each participating MBMS control plane nodes (MMEs, SGSNs). The MBMS-Time-to-Data-Transfer AVP indicates the expected time between the reception of the MBMS Session Start and the transmission of MBMS data flows. For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Start AVP containing the absolute time stamp of the data delivery start. For the distributed MCE architectures, i.e. when the MCE is part of eNB as described in clause 15.1.1 in TS 36.300 [xx], the MBMS-Data-Transfer-Start AVP should be used at MBSFN operation mode to ensure synchronized session control and to facilitate a graceful reallocation of resources for the MBSFN when needed.
For the MBMS Session Update procedure, RAR is sent by the BM-SC in order for the MBMS GW(s) to update their session attributes. The updated MBMS Service Area in the MBMS-Service-Area AVP and/or the updated Access indicator in the MBMS-Access-Indicator AVP shall be included. The MBMS-StartStop-Indication AVP with the value UPDATE shall be included. The MBMS-Time-To-Data-Transfer with the value set to 0 shall be included.  For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Start AVP containing the absolute time stamp of the data delivery start. For the distributed MCE architectures, i.e. when the MCE is part of eNB as described in clause 15.1.1 in TS 36.300 [xx], the MBMS-Data-Transfer-Start AVP should be used at MBSFN operation mode to ensure synchronized session control and to facilitate a graceful reallocation of resources for the MBSFN when needed.The MBMS-Session-Duration AVP shall be included to indicate the duration of the remaining part of the MBMS session. The 3GPP-SGSN-Address AVP and the 3GPP-SGSN-IPv6-Address AVP shall be included if the related lists of MBMS control plane nodes (MMEs, SGSNs) in the MBMS GW(s) have changed. The other bold marked AVPs shall be included as given by the previous, corresponding MBMS Session Start procedure.

For the MBMS Session Stop procedure, RAR is sent by the BM-SC to the MBMS GW(s) when it considers the MBMS session to be terminated. The session is typically terminated when there is no more MBMS data expected to be transmitted for a sufficiently long period of time to justify a release of bearer plane resources in the network. For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Stop AVP containing the absolute time stamp of the data delivery stop.
For the MBMS Session Start procedure, the Qos-Information AVP indicates the QoS that is required for the MBMS bearer service for the actual MBMS session. Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable for the MBMS bearer service. The MBMS-Service-Area is passed from BM-SC transparently through MBMS GW to the MMEs/SGSN(s) that are relevant for the actual MBMS bearer service. The MBMS-Access-Indicator AVP indicates in which radio access types the MBMS bearer service shall be broadcasted, i.e UTRAN, or E-UTRAN, or both.
The usage of MBMS-StartStop-Indication AVP, Session-Id AVP, Framed-IP-Address, Framed-IPv6-Prefix, Framed-Interface-Id, Called-Station-Id,MBMS-Flow-Identifier and MBMS-GGSN-UDP-Port-Indicator can refer to Gmb interface as described in clause 17.6.5.
If unicast mode is used and the BM-SC indicates that the UDP port is required, the MBMS GW shall select a destination UDP port that is unique within the MBMS GW if the MBMS-GGSN-UDP-Port-Indicator AVP is present in the MBMS Session Start message.

If IP multicast encapsulation of application IP multicast datagram is used over SGi-mb, the BM-SC shall select a source UDP port that is unique within the BM-SC.

Editor’s Note: It is FFS whether MBMS-GW-SSM-IP-Address and MBMS-GW-SSM-IPv6-Address AVPs are required in multicast scenarios or whether MBMS-BMSC-SSM-IP-Address and MBMS-BMSC-SSM-IPv6-Address AVPs can be used for the same purpose.

***Third Change***
20.5a

SGmb specific AVPs
Table 20.5a.1 describes the SGmb specific Diameter AVPs. The Vendor-Id header of all SGmb specific AVPs defined in the present specification shall be set to 3GPP (10415).

The SGmb specific AVPs require to be supported to be compliant with the present specification. All AVPs in table 20.5a.1 are mandatory within SGmb interface unless otherwise stated.

Table 20.5a.1: SGmb specific AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	MBMS-Access-Indicator
	923
	20.5a.1
	Enumerated
	M.V
	P
	
	
	Y

	MBMS-GW-SSM-IP-Address
	924
	20.5a.2
	OctetString
	V
	P
	
	M
	Y

	MBMS-GW-SSM-IPv6-Address
	925
	20.5a.3
	OctetString
	V
	P
	
	M
	Y

	MBMS-BMSC-SSM-UDP-Port
	926
	20.5a.4
	OctetString
	V
	P
	
	M
	Y

	MBMS-GW-UDP-Port
	927
	20.5a.5
	OctetString
	V
	P
	
	M
	Y



	MBMS-GW-UDP-Port-Indicator
	928
	20.5a.6
	Enumerated
	V
	P
	
	M
	Y

	MBMS-Data-Transfer-Start
	xxx
	20.5a.X
	Unsigned64
	V
	P
	
	M
	Y

	MBMS-Data-Transfer-Stop
	Yyy
	20.5a.Y
	Unsigned64
	V
	P
	
	M
	Y


***Fourth Change***
20.5a.x
MBMS-Data-Transfer-Start AVP
The MBMS-Data-Transfer-Start AVP (AVP code xxxx) is of type Unsigned64. This value indicates the NTP time of the data delivery start. 
This value indicates the time in seconds for the radio resources set up relative to 00:00:00 on 1 January 1900 where binary encoding of the integer part is in the first 32 bits and binary encoding of the fraction part in the last 32 bits. The fraction part is expressed with a granularity of 1 /2**32 second.
This AVP is only valid for E-UTRAN access type.

***Fifth Change***
20.5a.y
MBMS-Data-Transfer-Stop AVP
The MBMS-Data-Transfer-Stop AVP (AVP code xxxx) is of type Unsigned64. This value indicates the NTP time of the data delivery stop. 
This value indicates the time in seconds for the release of resources relative to 00:00:00 on 1 January 1900 where binary encoding of the integer part is in the first 32 bits and binary encoding of the fraction part in the last 32 bits. The fraction part is expressed with a granularity of 1 /2**32 second.
This AVP is only valid for E-UTRAN access type.

***End of Changes***
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