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* * * First Change * * * *

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

A&O
Active & Operative

ACM
Address Complete Message

ANM
ANswer Message

AoC
Advice of Charge

BC
Bearer Capability

BOIC-exHC&BOIZC
Barring of Outgoing International Calls except those directed to the HPLMN Country & Barring of Outgoing InterZonal Calls

BOIZC
Barring of Outgoing InterZonal Calls

BOIZC-exHC
Barring of Outgoing InterZonal Calls except those directed to the HPLMN Country

CCBS
Completion of Calls to Busy Subscriber

CFB
Call Forwarding on Busy

CFNRc
Call Forwarding on mobile subscriber Not Reachable

CFNRy
Call Forwarding on No Reply

CFU
Call Forwarding Unconditional

CLIP
Calling Line Identity Presentation

CLIR
Calling Line Identity Restriction

COLP
COnnected Line identity Presentation

COLR
COnnected Line identity Restriction

CSG
Closed Subscriber Group
CUG
Closed User Group

CW
Call Waiting

FTN
Forwarded-To Number

FTNW
Forwarded-To NetWork

GMSCB
Gateway MSC of the B subscriber

GPRS
General Packet Radio Service

HLC
Higher Layer Compatibility

HLRB
The HLR of the B subscriber

HPLMNB
The HPLMN of the B subscriber

IAM
Initial Address Message

IPLMN
Interrogating PLMN - the PLMN containing GMSCB

IWU
Inter Working Unit

LLC
Lower Layer Compatibility

MO
Mobile Originated

MPTY
MultiParTY

MT
Mobile Terminated

NDUB
Network Determined User Busy

NRCT
No Reply Call Timer

PgA
Paging Area

PLMN BC
(GSM or UMTS) PLMN Bearer Capability

PRN
Provide Roaming Number

PUESBINE
Provision of User Equipment Specific Behaviour Information to Network Entities

SCUDIF
Service Change and UDI/RDI Fallback

SGSN
Serving GPRS support node

SIFIC
Send Information For Incoming Call

SIFOC
Send Information For Outgoing Call 

SRI
Send Routeing Information

TO
Trunk Originated

UDUB
User Determined User Busy

UESBI-Iu
User Equipment Specific Behaviour Information over the Iu interface

VLRA
The VLR of the A subscriber

VLRB
The VLR of the B subscriber

VMSCA
The Visited MSC of the A subscriber

VMSCB
The Visited MSC of the B subscriber

VPLMNA
The Visited PLMN of the A subscriber

VPLMNB
The Visited PLMN of the B subscriber

* * * First Change * * * *

5.1
Information flow for an MO call

An example information flow for an MO call is shown in figure 3; many variations are possible. Signalling over the radio interface between MSA and BSSA or VMSCA is shown by dotted lines; signalling over the Iu interface (for UMTS) or the A interface (for GSM) between BSSA and VMSCA is shown by dashed lines; signalling over the B interface between VMSCA and VLRA is shown by chain lines; and ISUP signalling between VMSCA and the destination exchange is shown by solid lines.
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NOTE 1:
Authentication may occur at any stage during the establishment of an MO call; its position in this message flow diagram is an example.

NOTE 2:
Security procedures may be initiated at any stage after authentication; the position in this message flow diagram is an example.

NOTE 3:
If ciphering is not required for a GSM connection, the MSC may send a CM service accept towards the MS; optionally it may instead send a "start ciphering" request indicating that no ciphering is required. This option is not available for a UMTS connection [ffs].

NOTE 4:
The network may request the IMEI from the MS, and may check the IMEI, at any stage during the establishment of an MO call, either as part of the procedure to start security procedures or explicitly after security procedures have started; this is not shown in this message flow diagram.

Figure 3: Information flow for a basic mobile originated call

When the user wishes to originate a call, MSA establishes a signalling connection with BSSA, and sends a Connection Management (CM) service request to BSSA, which relays it to VMSCA. VMSCA sends a Process Access Request to VLRA. VLRA may then initiate authentication, as described in 3GPP TS 33.102 [32] for UMTS and 3GPP TS 43.020 [1] for GSM. VLRA may also initiate security procedures at this stage, as described in 3GPP TS 33.102 [32] for UMTS 3GPP TS 43.020 [1] for GSM. If the user originates one or more new MO calls in a multicall configuration, MSA sends a CM service request through the existing signalling connection for each new call.

If the MS has performed the Connection Management (CM) service request in a CSG cell, VLRA shall control if the CSG cell is allowed by the CSG subscription data stored in VLRA. If the CSG cell is not allowed, VLRA shall reject the Process Access Request.  
If the MS has performed the Connection Management (CM) service request in a hybrid cell, VLRA shall set the CSG membership status in the Process Access Request ack according to the CSG subscription data stored in VLRA.
If VLRA determines that MSA is allowed service, it sends a Process Access Request ack to VMSCA. If VMSCA has received a Start security procedures message from VLRA, the Process Access Request ack message triggers a Start security procedures message towards BSSA; otherwise VMSCA sends a CM Service Accept message towards BSSA.

If BSSA receives a Start security procedures message from VMSCA, it initiates security procedures as described in 3GPP TS 33.102 [32] for UMTS and 3GPP TS 43.020 [1] for GSM; when security procedures have been successfully initiated, MSA interprets this in the same way as a CM Service Accept. If security procedures are not required at this stage, BSSA relays the CM Service Accept to MSA.

When MSA has received the CM Service Accept, or security procedures have been successfully initiated, MSA sends a Set-up message containing the B subscriber address via BSSA to VMSCA. MSA also uses the Set-up message to indicate the bearer capability required for the call; VMSCA translates this bearer capability into a basic service, and determines whether an interworking function is required. VMSCA sends to VLRA a request for information to handle the outgoing call, using a Send Info For Outgoing Call (SIFOC) message containing the B subscriber address.

If VLRA determines that the call should be connected, it sends a Complete Call message to VMSCA. VMSCA sends a Call Proceeding message via BSSA to MSA, to indicate that the call request has been accepted, and sends an Allocate channel message to BSSA, to trigger BSSA and MSA to set up a traffic channel over the radio interface. The Call Proceeding message includes bearer capability information if any of the negotiable parameters of the bearer capability has to be changed. When the traffic channel assignment process is complete (indicated by the Allocation complete message from BSSA to VMSCA), VMSCA constructs an ISUP IAM using the B subscriber address, and sends it to the destination exchange.

When the destination exchange returns an ISUP Address Complete Message (ACM), VMSCA sends an Alerting message via BSSA to MSA, to indicate to the calling user that the B subscriber is being alerted.

When the destination exchange returns an ISUP ANswer Message (ANM), VMSCA sends a Connect message via BSSA to MSA, to instruct MSA to connect the speech path.

The network then waits for the call to be cleared.

For an emergency call, a different CM service type (emergency call) is used, and the mobile may identify itself by an IMEI. It is a network operator option whether to allow an emergency call when the mobile identifies itself by an IMEI. Details of the handling are shown in clause 7.

* * * Next Change * * * *

5.3
Information flow for an MT call

An example information flow for an MT call is shown in figure 5; many variations are possible. ISUP signalling between GMSCB and VMSCB is shown by solid lines; signalling over the B interface between VMSCB and VLRB is 8.1.shown by chain lines; signalling over the Iu interface (for UMTS) or the A interface (for GSM) between VMSCB and BSSB is shown by dashed lines; and signalling over the radio interface between VMSCB or BSSB and MSB is shown by dotted lines.
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NOTE 1:
Security procedures may be initiated at any stage after the network has accepted the page response; the position in this message flow diagram is an example.

NOTE 2:
If Security procedures are not required, the MSC may send a Start security procedures message indicating that no ciphering is required.

NOTE 3:
This message flow diagram assumes that the MS has already been authenticated on location registration. If this is not so (for the first MT call after VLR restoration), the network may initiate authentication after the MS responds to paging.

NOTE 4:
The network may request the IMEI from the MS, and may check the IMEI, at any stage after the MS responds to paging, either as part of the procedure to start security procedures or explicitly after security procedures have been started; this is not shown in this message flow diagram.

NOTE 5:
If a connection between MSCB and MSB has been established as a result of pre-paging, the paging procedure is not performed.

NOTE 6:
If a connection between MSCB and MSB has been established as a result of pre-paging, VLRB sends the Call arrived message to MSCB to stop the guard timer for the release of the radio connection.

Figure 5: Information flow for a basic mobile terminated call

When VMSCB receives an IAM from GMSCB it sends to VLRB a request for information to handle the incoming call, using a Send Info For Incoming Call (SIFIC) message containing the roaming number received in the IAM.

If VLRB recognizes the roaming number, and MSB is allowed service, it sends a request to VMSCB to page MSB. If a radio connection between the network and MSB is already established, VMSCB responds immediately to the page request. If no radio connection exists, VMSCB sends a page request to BSSB, and BSSB broadcasts the page on the paging channel. If VPLMNB supports GPRS and the Gs interface between VLRB and the SGSN is implemented (see 3GPP TS 23.060 [9]) and there is a valid association between VLRB and the SGSN for the MS, the paging signal towards the MS goes from VMSCB via VLRB and the SGSN to the BSS.

If MSB detects the page, it sends a channel request to BSSB, which responds with an immediate assignment command, to instruct MSB to use the specified signalling channel. MSB then sends a page response on the signalling channel; BSSB relays this to VMSCB. VMSCB sends a Process access request message to VLRB to indicate that MSB has responded to paging. VLRB may then initiate authentication, as described in 3GPP TS 33.102 [32] for UMTS and 3GPP TS 43.020 [1] for GSM. VLRB may also initiate security procedures at this stage, as described in 3GPP TS 33.102 [32] for UMTS and 3GPP TS 43.020 [1] for GSM.

If the MS is paged in a CSG cell, VLRB shall control if the CSG cell is allowed by the CSG subscription data stored in VLRB. If the CSG cell is not allowed, VLRB shall reject the the Process Access Request.  

If the MS is paged in a hybrid cell, VLRA shall set the CSG membership status in the Process Access Request ack according to the CSG subscription data stored in VLRA.
VLRB may restore CSG data from CSS for a MT call after a VLRB restart.
If VLRB determines that MSB is allowed service, it sends a Process access request ack to VMSCB. The Process access request ack message triggers a Start security procedures message towards BSSB; if VMSCB has not received a Start security procedures message from VLRB, the Start security procedures message indicates no ciphering.

VLRB then sends a Complete call message to VMSCB. VMSCB sends a Set-up message towards MSB. The Set-up message may include bearer capability information for the call.

When MSB receives the Set-up message from BSSB, it responds with a Call confirmed message. The Call Confirmed message includes bearer capability information if any of the negotiable parameters of the bearer capability has to be changed. When VMSCB receives the Call confirmed message via BSSB, it sends an Allocate channel message to BSSB. BSSB instructs MSB to tune to a traffic channel by sending an Assignment command. When MSB has tuned to the specified traffic channel it responds with an Assignment complete, message, which BSSB relays to VMSCB as an Allocation complete, and sends an Alerting message to indicate that the called user is being alerted. VMSCB sends an ACM to GMSCB, which relays it to the originating exchange.

When the called user answers, MSB sends a Connect message, which BSSB relays to VMSCB. VMSCB:

-
responds with a Connect ack message towards MSB;

-
sends an ANM to GMSCB, which relays it to the originating exchange;

-
sends a Complete call ack to VLRB.

The network then waits for the call to be cleared.

* * * Next Change * * * *

8.1.21
Process Access Request

The following information elements are required:

	Information element name
	Required
	Description

	CM service type
	M
	Indicates the type of access required: normal MO call, emergency call or page response. Other values (short message service and SS request) defined for this IE are not considered in the present document.

	Access connection status
	M
	Indicates whether or not the connection to the MS is ciphered and whether or not it is authenticated.

	Current location area ID
	M
	Identity of the location area from which the access request was received.

	Service area ID
	C
	Identity of the service area (for UMTS access) in use by the served subscriber. Shall be present for UMTS access; otherwise shall be absent.

	Serving cell ID
	C
	Identity of the cell (for GSM access) in use by the served subscriber. Shall be present for GSM access; otherwise shall be absent.

	IMSI
	C
	IMSI of the MS requesting the access. For normal MO call or page response, one of IMSI or TMSI shall be present. For emergency call, one of IMSI, TMSI or IMEI shall be present.

	TMSI
	C
	TMSI of the MS requesting the access. For normal MO call or page response, one of IMSI or TMSI shall be present. For emergency call, one of IMSI, TMSI or IMEI shall be present.

	IMEI
	C
	IMEI of the MS requesting the access. For normal MO call or page response, one of IMSI or TMSI shall be present. For emergency call, one of IMSI, TMSI or IMEI shall be present.

	CKSN
	C
	Cipher key sequence number of the MS requesting the access. Shall be present if TMSI is present; otherwise shall be absent.

	CSG Id
	C 
	Identifier of the closed subscriber group. Shall be present if the serving cell is a CSG cell or a hybrid cell.

	Cell Access Mode
	C
	Indicates that the serving cell operates in Hybrid Access mode. Shall be present if the serving cell is a Hybrid cell.


8.1.22
Process Access Request ack

The following information elements are required:

	Information element name
	Required
	Description

	IMSI
	C
	IMSI of the MS requesting the access. For normal MO call or page response, shall be present. For emergency call, one of IMSI or IMEI shall be present.

	IMEI
	C
	IMEI of the MS requesting the access. For normal MO call or page response, shall be absent. For emergency call, one of IMSI or IMEI shall be present.

	MSISDN
	O
	MSISDN of the MS requesting the access.

	CSG Membership Status
	C
	Indicates the Membership status of the UE to a particular CSG. Shall be present if the serving cell is a Hybrid cell.  


8.1.23
Process Access Request negative response

The negative response information element can take the following values:

-
Roaming not allowed;

-
System failure;

-
Unidentified subscriber;

-
Illegal equipment;

-
Illegal subscriber.
- 
Not authorized for this CSG
* * * End of Changes * * * *
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