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***CHANGE***

4.2.3.2
USSD as transport level protocol
The USSD provides a point-to-point transport layer connection between the I1 protocol entities. The USSD supports a two-way alternative interactive communication (i.e.semi-duplex communication). At any given time, only one I1 protocol entity (either the ICS UE or the SCC AS) with its turn may send the I1 messages, while at the same time its peer is permitted only to receive the I1 messages. If the receiving I1 protocol entity (either the ICS UE or the SCC AS) wants to send an I1 message to its peer, it has to buffer the I1 message until it has its turn. 
Editor's Note:
Exchanging a token if the I1 protocol is two sides interactive, in order to determine whether the UE or SCC AS can transmit one or more I1 messages may be a drain on the UE's battery.
When the USSD is used as the transport layer connection, overall descriptions are specified as following:

1)
the I1 messages shall be buffered until the USSD layer (in the ICS UE or CS network) gets its turn to send the buffered messages over the USSD connection;

2)
if the USSD connection is still in maintenance and the USSD layer (in the ICS UE or CS network) hasn’t sent an I1 message for a specific time, an I1-Dummy message shall be delivered to the peer to transfer the turn with the consideration of not delaying the transmission of the I1message; and

Editor's Note:
the need for a message transferring the turn (i.e. I1 Dummy message) is FFS.

3)
if the I1 session is established, the USSD connection will be released.
***CHANGE***

6.2.1.2
Detailed behaviour of ICS UE

6.2.1.2.1
ICS UE CS Session Origination
When the ICS UE originates a session using an I1reference point, the UE shall:
1)
generate an I1 Invite message that includes:
a)
a Message type subfield set to the value that includes that this is an I1 Invite message;

b)
a new value in the Call-Identifier (Part-1) subfield, as specified in subclause 7.2.2.1.4. The Call-Identifier will uniquely identify this I1 session between the ICS UE and the SCC AS;
Editor’s note:
if forking is supported then such can have impact on the call-ID

c)
an allocated Message sequence number;
d)
a From-id information element that includes either a SIP URI or an E.164 number, and it will be used by the SCC AS to identify the ICS UE; 
Editor’s note:
How to include the SIP URI into the I1 messages is FFS.
e)
a To-id information element that includes either a SIP URI or an E.164 number, and will be used by the SCC AS to determine the identity of the called user;
f)
a Privacy information element that indicates the ICS UE's privacy preferences. The SCC AS will apply these preferences to the SIP session that the SCC AS will establish on behalf of the UE; and

g)
a CS access network type indicator; and

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS. The transaction style is FFS. PUD naming is FFS. 

2)
select the transport layer protocol depending on the access network type, and forward the I1 Invite message toward the SCC AS.

When the UE receives an I1 Progress message with Progress reason set to Call progressing, the UE shall: 

1)
save the received Call-Identifier value and use it for further reference to this session;

2)
verify if the message is in sequence according to the Message sequence number value, and save the received Message sequence number;
3)
store the SCC AS PSI DN value (i.e. the E.164 number) received in the SCC-AS-id information element; and

4)
store the STI value (i.e. the E.164 number) if received in the Session-identifier information element;
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.
NOTE 2:
The UE may indicate the Progress reason value to the user.

Editor’s note:
Responses indicating an error are FFS.

Upon receiving the SCC AS PSI DN (i.e. the E.164 number) conveyed in the I1 Progress message with Progress reason set to Call progressing from the SCC AS, the ICS UE shall initiates the call over the CS domain by sending a SETUP message to the MSC Server as specified in 3GPP TS 24.008 [3] as follows:

1)
the Called Party BCD Number information element is set to the SCC AS PSI DN (i.e. the E.164 number) received in the I1 Progress message with Progress reason set to Call progressing.
When the ICS UE receives an I1 Success message, the UE shall:
1)
verify if a I1 session exists for the received Call-Identifier value;

2)
verify if a the message is in sequence according to the Message sequence number value; and

3)
consider the call to be established, if verification was successful.

Editor’s note:
Responses indicating an error are FFS.

***CHANGE***

6.2.1.3
Detailed behaviour of SCC AS

6.2.1.3.1
SCC AS CS Session Origination
The following subclause describes the procedures at the SCC AS for session origination. In this scenario, the SCC AS serves the originating user.
Upon receiving an initial I1 Invite message from the ICS UE via the I1 reference point, the SCC AS shall:

1)
store the information received in the I1 Invite message, including the called party identity included in the To-id information element, the calling user's public user identity included in the From-id information element, the requested privacy type included in the Privacy information element, the Sequence-ID header value, Call-Identifier (Part-1) subfield (as specified in subclause 7.2.2.1.4), and transport layer information identifying the transport connection over which the I1 Invite message was received;

1A)
dynamiclly allocate a STI and bind it to the information stored in step 1. The STI is specified as an E.164 number;
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.
2)
allocate the SCC AS PSI DN which is specified as an E.164 number and shall identify the stored information in step 1) and associated with the SCC AS;

3)
generate an I1 Progress message containing the following information:

a)
a Message type field set to the value that indicates that is an I1 Progress message;

b)
a Call-Identifier field, that was constructed by appending the allocated Call-Identifier (Part-2) subfield to the stored Call-Identifier (Part-1) subfield, as specified in subclause 7.2.2.1.4. The Call-Identifier value uniquely identifies this I1 session between the ICS UE and SCC AS;

c)
add one to the stored Sequence-ID header value. Store and include the Sequence-ID header value;

d)
include the allocated SCC AS PSI DN (i.e., the E.164 number) in the SCC-AS-id information element; e)
set the Reason field to 183 (per figure 7.3.1); and

f)
include the allocated STI (i.e., the E.164 number) in the Session-identifier information element;
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

4)
perform the procedures per 3GPP TS 24.292 subclause 7.4.2.1 item 3;
5)
perform the procedures per 3GPP TS 24.292 subclause 7.4.2.1 item 4; and

6)
send the I1 Progress message towards the originating ICS UE over the transport layer connection over which the I1 Invite message was received.
Subsequently, the SCC AS will wait for an initial SIP INVITE request from the CS domain (via MGCF) with the Request-URI set to the allocated SCC AS PSI DN. The SCC AS shall use the received SCC AS PSI DN and correlate it with the information saved in step 1).
NOTE 2:
The SCC AS will use the information received in the initial SIP INVITE request from the CS domain and the information saved in step 1 when sending a request toward the remote UE.
Subsequently the SCC AS may send towards the ICS UE either an I1 Progress message with Progress reason set (per figure 7.3.1) to 180 or an I1 Success message. 

When sending an I1 Progress message with Progress reason set to 180 towards the originating UE, the SCC AS shall:

1)
generate an I1 Progress message containing the following information:

a)
the Message type field set to the value that indicates that is an I1 Progress message;

b)
the stored Call-Identifier field (as specified in subclause 7.2.2.1.4) that uniquely identifies this I1 session between the ICS UE and SCC AS ; and

c)
add one to the stored Sequence-ID header value. Store and include the Sequence-ID header value; and

2)
send the I1 Progress message towards the originating ICS UE over the transport layer connection over which the I1 Invite message was received.
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

When sending an I1 Success message towards the orginating ICS UE, the SCC AS shall: 

1)
generate an I1 Success message containing the following information:

a)
a Message type field set to the value that indicates that is an I1 Success message; and

b)
a Call-Identifier field containing the Call-Identifier value that uniquely identifies this I1 session between the ICS UE and SCC AS;
2)
add one to the stored Sequence-ID header value. Store and include the Sequence-ID header value; and

3)
send the I1 Success message towards the originating ICS UE over the transport layer connection over which the I1 Invite message was received.
Editor's Note:
 have the B-Party URI header value set to the value of the P-Asserted-Identity header field in the received SIP 200 (OK) response is FFS.
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.
***CHANGE***

6.2.1.3.2
SCC AS CS Session Termination without ICS UE assisted T-ADS
Prior to sending an I1 Invite message towards the ICS UE, the SCC AS performs the Terminating Access Domain Selection and chooses the CS domain for the setup of the media.When sending an I1 Invite towards the ICS UE, the SCC AS shall:

1)
perform the procedures per 3GPP TS 24.292 subclause 10.4.4 item 1;

1A)dynamiclly allocate a STI. The STI is specified as an E.164 number; 
NOTE 1:
The STI value uniquely identifies the I1 session being established, and it may be subsequently used to refer to this I1 session, e.g. the SCC AS uses the STI to correlate the access transfer request received via the PS access with the active session established via the I1 interface.
2)
create an I1 Invite message that includes:

a)
a Message type subfield set to the value that indicates that this is an I1 Invite message;
b)
a Call-Identifier field, that icludes an allocated Call-Identifier (Part-2) subfield, (see subclause 7.2.2.1.4). The Call-Identifier field in spite of containing only the Part-2 value uniquely identifies this  I1session between the ICS UE and SCC AS;

Editor’s note:
if forking is supported then such can have impact on the call-ID.
c)
a Sequence-ID;

d)
a From-id information element that identifies the remote calling party, if available;

NOTE 2:
The SCC AS will include in the From-id information element the remote calling party only if it is an E.164 number.
e)
a To-id information element that includes the E.164 number of the UE;

Editor’s note:
How to include the SIP URI into the I1 messages is FFS.

f)
a Privacy information element set to the value requested by the remote calling party, if available;
g)
a SCC-AS-id information element that contains an SCC AS DN set to the E.164 number allocated by the SCC AS itself; and

h)
a Session-identifier information element that contains the allocated STI;
Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS.

3)
store the information sent in the I1 Invite message against the allocated SCC AS PSI DN; and

4)
select the transport layer protocol depending on the access network type, and forward the I1 Invite message toward the ICS UE.
When the SCC AS receives a SIP INVITE request from the CS domain with the Request URI set to a SCC AS PSI DN, if the SCC AS PSI DN is valid the SCC AS shall: 
-
use the received SCC AS PSI DN and correlate it with the information saved in step 2 above;

-
use the SCC AS PSI DN and correlate the SCC AS PSI DN against the incoming SIP INVITE request from the originating UE; and
-
create a SIP response in accordance with 3GPP TS 24.229 [11], indicating local preconditions met and route the SIP response towards CS domain.
NOTE 3:
The SCC AS will use the information received in the initial SIP INVITE request received from the CS domain and the information saved in step 2 when handling a SIP session with the remote party.
NOTE 4:
The receipt of the SIP INVITE request from the CS domain indicates that the ICS UE has received the I1 Invite message.

Subsequently the SCC AS may receive either an I1 Success message or an I1 Progress message (with Reason subfield set either to Ringing or Call progressing) from the ICS UE.
When the SCC AS receives either an I1 Success message or an I1 Progress message (with Reason subfield set either to Ringing or Call progressing), the SCC AS shall:

1)
verify if a I1 session exists for the received Call-Identifier value; and

2)
verify if the message is in sequence according to the Sequence-ID header value.

NOTE 5:
The SCC AS will use the information received in the I1 Success message or an I1 Progress message (with Reason subfield set either to Ringing or Call progressing) and the information saved in step 2 when handling a SIP session with the remote party.

When the SCC AS receives an I1 Progress message prior to the related SIP INVITE request from the CS domain, the SCC AS shall wait until the SIP INVITE request from the CS domain is received. 

6.2.1.3.3
SCC AS CS Session Termination with ICS UE assisted T-ADS
In the case of ICS UE assisted T-ADS, the SCC AS performs initial T-ADS selecting Gm for the service control signalling and sends a SIP INVITE request to the ICS UE via the I/S‑CSCF as specified in 3GPP TS 24.292 [5].Upon receiving a 183 Session Progress message from the ICS UE which indicates that a CS bearer is required for the session and service control will be via I1, the SCC AS shall generate an I1 Invite message to the terminating ICS UE as specified in subclause 6.2.1.3.2 with the following addition:
1)
Include a Replaces header in the I1 Invite message, which is set to a value identical to (or deduced from) the SIP session identifier in the previous SIP INVITE request, to indicate that it is session control fallback from Gm to I1.

NOTE:
In this case, some headers (e.g., To, From, Privacy header) and IUA PSI DN can be omitted from the I1 Invite message, for the information can be get by the ICS UE from the correlated SIP INVITE request.
Afterwards, the SCC AS shall complete the IMS session setup as specified in subclause 6.2.1.3.2.
***CHANGE***

6.2.3
Session release

6.2.3.1
General

I1 sessions can be torn down by the I1 session release requests and by receipt of a DISCONNECT message as specified in 3GPP TS 24.008 [3]. An I1 Bye message is an I1 session release request.
6.2.3.2
Detailed behaviour of ICS UE

When the ICS UE releases a session using the I1 session control channel by sending an I1 Bye message, it shall:

1)
set the Call-ID to a value that identifies the I1 session between the ICS UE and SCC AS. Include the Call-ID header value in the I1 Bye;

2)
set the Sequence-ID. Include the Sequence-ID header value in the I1 Bye message; 

3)
a From-id information element that includes either a SIP URI or an E.164 number, and it will be used by the SCC AS to identify the ICS UE;
Editor’s note:
How to include the SIP URI into the I1 messages is FFS.
4)
a To-id information element that includes either a SIP URI or an E.164 number, and will be used by the SCC AS to determine the identity of the called user;
5)
a Privacy information element that indicates the ICS UE's privacy preferences. The SCC AS will apply these preferences to the SIP session that the SCC AS will establish on behalf of the UE; 
6)
a CS access network type indicator; and

7)
if there are no more I1 service control sessions using the CS bearer, set the the CS bearer release timer value.

Editor’s note:
For voice calls is there a need to include any SDP type of information, by the virtue of using I1 in the context of this contribution it can be implied that CS voice is being used.

Editor's Note:
 It is FFS whether more items are needed. The ordering of the parameters and how they are coded is FFS. The transaction style is FFS. PUD naming is FFS. 

If the CS bearer release timer expires, the ICS UE shall send a DISCONNECT message to the MSC Server as specified in 3GPP TS 24.008 [3], if needed.

Subsequently, if the ICS UE receives an I1 Success message from the SCC AS, it shall: 

1)
verify if a I1 session exists for the received Call-Identifier value;

2)
verify if a the message is in sequence according to the Message sequence number value; and

3)
consider the I1 session to be released, if verification was successful and clear the CS bearer release timer value.

Editor’s note:
Responses indicating an error are FFS.

When the ICS UE releases a session using the I1 session control channel by receiving an I1 Bye message, it shall:

1)
if there are no more I1 service control sessions using the CS bearer, the ICS UE shall send a DISCONNECT message to the MSC Server as specified in 3GPP TS 24.008 [3], if there are no more I1 service control sessions using the CS bearer;

2)
if there are more I1 service control sessions using the CS bearer, the ICS UE shall transmit a I1 Success message, containing the following information:
a)
a Message type subfield set to the value that indicates that is an I1 Success message;

b)
the stored Call-Identifier value that uniquely identifies this I1 session between the ICS UE and SCC AS; and

Editor’s note:
if forking is supported then such can have impact on the call-ID.

c)
increment the stored Message sequence value, store it, and include it in the Message sequence subfield.

Editor's Note: the support for multiple I1 service control sessions is FFS.
When the ICS UE receives a DISCONNECT message to release the CS bearer as specified in 3GPP TS 24.008 [3]:

-
the CS bearer release timer expires shall be cleared, if needed;

-
if the ICS UE has a SIP REGISTER request associated with the ongoing CS call, the UE shall send a SIP reINVITE request requesting the media over the CS bearer to be deleted.

If the ICS UE receives a SIP reINVITE request requesting the media over the CS bearer to be deleted and a DISCONNECT message for the CS bearer was already received, the ICS UE shall accept the request to delete the media over the CS bearer.
***CHANGE***

6.2.4
Adding I1 control to existing CS session (I1 Augmentation)
6.2.4.1
General
Standard CS procedures can be used to deliver the incoming session to the ICS UE as specified in 3GPP TS 24.292 [5] subclause 10.4.7 (SCC AS for call termination over CS to non-ICS UE) or originate a session as specified in 3GPP TS 24.292 [5] subclause 7.4.3 (ICS UE using CS). Additional IMS parameters or service control can be optionally communicated to the ICS UE using I1 after the session has been setup. The ICS UE or SCC AS shall add I1 control to an existing session only when there is a single session over CS.
�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





