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8.42
Enter protocol mode+CPROT
Table 102: +CPROT action command syntax

	Command
	Possible response(s)

	+CPROT=<proto>[,<version>[,<lsap1>[,...[<lsapN>]]]]
	CONNECT

NO CARRIER

OK

ERROR

+CME ERROR: <err>

	+CPROT=?
	+CPROT: <proto1>[,(list of supported <version>s)[,(list of supported <lsap1>s)[,...[,(list of supported <lsapN>s)]]]]
[<CR><LF>
+CPROT : <proto2>[,(list of supported <version>s)[,(list of supported <lsap1>s)[,...[,(list of supported <lsapN>s)]]]]]

[...]]]]]


Description
Set command informs TA that TE wants to establish a peer-to-peer protocol <proto> or upper layer connection (indicating by the <lsap>s setting) with the MT on the link from which the command was received.
This command can be used in case the link between TE and MT does not provide itself such a mechanism.

If MT has succeeded in establishing a logical link between application protocols and external interface, it will send CONNECT message to the TE. Otherwise, the NO CARRIER response will be returned.

If the CONNECT response is received, TE can start sending <proto> or upper layer frames.

The connection shall always return for <proto> mode when the protocol session is ended. When the MT receives a disconnect request from its peer entity, it will process it and send OK response to the TE indicating its capability for receiving new AT commands. Since <proto> or upper layers can be accessed in other ways, TA must have pre-knowledge of the fact that connection is initiated with AT+CPROT command. This means that switch to <proto> mode must include some sort of notification to the protocol entity.

This command can be aborted by sending a <proto> or upper layer disconnection frame. In that case, MT will return in command mode by sending the OK response.

Refer subclause 9.2 for possible <err> values.

Test command returns values supported as a compound value.

Defined values

<proto>

0

OBEX (refer.[44]) 

…15
reserved by the present document

16...
manufacturer specific

<version>:
version number of <proto>: string type

<lsap1>: defines a level of service or application protocol on the top of <proto> layer. It may refer to services or protocols defined in other standards development organizations (SDOs).

1
IrMC level 1 (Minimum Level) Only .(refer [43] subclause 2.9.4)

2
IrMC level 1 and 2 (Minimum and Access Levels) Only. .(refer [43] subclause 2.9.4)

4 IrMC level 1, 2 and 3 (Minimum, Access, Index Levels) Only- implies static index support. .(refer [43] subclause 2.9.4)

8 IrMC level 1, 2 and 4 (Minimum, Access and Sync Levels) Only-implies unique index support. .(refer [43] subclause 2.9.4)

10
IrMC level 1, 2, 3 and 4 (Minimum, Access, Index and Sync Levels)-implies support of static and unique index. .(refer [43] subclause 2.9.4)

…15
reserved by the present document

16...
manufacturer specific

<lsap2>...<lsapN>

In case <lsapN>,<lsapN+1> received in the +CPROT command identifies protocol layers, the protocol identified by N+1 shall be on the top of the protocol identified by N on a framework point of view.

0…15
reserved by the present document

16...
manufacturer specific

Implementation
Optional.

***   Next change   ***
8.46
Close Logical Channel +CCHC

Table 106: +CCHC action command syntax

	Command
	Possible response(s)

	+CCHC=<sessionid>
	+CCHC ERROR: <err>

	+CCHC=?
	


Description
This command asks the ME to close a communication session with the UICC. The ME shall close the previously opened logical channel. The TE will no longer be able to send commands on this logical channel. The UICC will close the logical channel when receiving this command. Refer subclause 9.2 for possible <err> values.
Defined values
<sessionid>:A session Id to be used in order to target a specific application on the smart card (e.g. (U)SIM, WIM, ISIM) using logical channels mechanism (string without double quotes that represents a decimal value)

Implementation
Optional.
8.47
EAP authentication +CEAP

Table 107: +CEAP action command syntax

	Command
	Possible response(s)

	+CEAP=<dfname>, <EAPMethod>, <EAP packet data> [,<DFeap>]
	+CEAP: <EAPsessionid>, <EAP packet response>

+CME ERROR: <err>

	+CEAP=?
	


Description
This command allows a TE to exchange EAP packets with the UICC or the ME. 

Prior to the execution of this command, the TE shall retrieve the available AIDs using the +CUAD command. The TE shall select one appropriate AID to be addressed. Selection may include asking the user, and considering EAP methods supported by the AIDs. The TE shall set the <dfname> value using the selected AID and shall set the <EAPMethod> value to the requested EAP method. The TE may set the <DFeap> value to the directory file identifier that is applicable to the <EAPMethod>; which is derived from the discretionary data returned by +CUAD. The parameter is mandatory for EAP terminated in UICC.
If the targeted application on the UICC does support the requested EAP method, the MT shall use the value provided in <DFeap>, and it shall transmit the <EAP packet data> to the UICC application using the Authenticate APDU command as defined in ETSI TS 102 310 [66]. The appropriate DFEAP in the ADF must be selected prior to the submission of an EAP Authenticate command with the <EAP packet data>. Then the EAP Response data sent by the UICC application in its response to the Authenticate command shall be provided to the TE in <EAP packet response>. 

If the targeted application on the UICC does not support the requested EAP method and if the MT does support this method then the <EAP packet data> shall be handled by the MT. During the handling of the EAP method, the MT shall run the authentication algorithm on the SIM or USIM, respectively. 

Also the MT has to allocate an <EAPsessionid> in order to identify an EAP session and its corresponding keys and parameters.

If neither the MT nor the appropriate UICC application support the requested EAP method, the MT shall respond with CME ERROR: 49 (EAP method not supported).

Refer subclause 9.2 for possible <err> values.
Defined values
<dfname>: string type in hexadecimal character format. All selectable applications are represented in the UICC by an AID coded on 1 to 16 bytes. 

<EAPMethod>: string type in hexadecimal character format. This is the EAP Method Type as defined in RFC 3748 [68] in 1 byte format or 8 bytes expanded format. The v alue range for 1 byte format and for 8 bytes expanded format is defined in RFC 3748 [68].
<EAP packet data>: string type in hexadecimal character format. This is the EAP packet data in hexadecimal character as defined in ETSI TS 102 310 [66].
<DFeap>: string type in hexadecimal character format. Contains the DF(EAP) associated with the specified <EAPMethod> on the SIM/UICC as defined in ETSI TS 102 310 [66] (e.g. "6D34").

<EAPsessionid>: integer type. This is the identifier of the EAP session to be used in order to retrieve the EAP parameters with EAP Retreive Parameters +CERP command. Value range is from 1 to 4294967295.
<EAP packet response>: string type in hexadecimal character format. Defined in ETSI TS 102 310 [66].
Implementation

Optional.

8.48
EAP Retrieve Parameters +CERP

Table 108: +CERP action command syntax

	Command
	Possible response(s)

	+CERP=<EAPsessionid>,<EAPparameter>
	+CERP: <EAP parameter response>

+CME ERROR: <err>

	+CERP=?
	


Description
This command allows a TE to retrieve EAP session parameters / derived keys after a run of the +CEAP command. If the EAP session is handled by the UICC then the MT shall return the content of the elementary file corresponding to the indicated <EAPparameter>. Those EFs are defined in ETSI TS 102 310 [66].

If the MT handles the EAP session then the MT shall return the corresponding parameter encoded as defined for EAP files, see ETSI TS 102 310 [66].

For example, the keys shall be retrieved in the TLV format described in ETSI TS 102 310 [66].

If neither the MT nor the appropriate UICC application can provide the requested information (e.g. because the requested EAP session ID does not exist), the MT shall respond with CME ERROR: 50 (Incorrect parameters).

Refer subclause 9.2 for possible <err> values.
Defined values
<EAPparameter>: integer type.

1 Keys

2 Status

3 Identity

4
Pseudonym
<EAPsessionid>: integer type; this is the identifier of the EAP session to be used in order to retrieve the EAP parameters corresponding to an active EAP session. Value range is from 1 to 4294967295.
<EAP parameter response>: string type in hexadecimal character format. The format of the parameter is defined in ETSI TS 102 310 [66]. The <EAP parameter response> depends on the value of the <EAPparameter>.
Implementation

Optional.

8.49
UICC Application Discovery +CUAD

Table 109: +CUAD action command syntax

	Command
	Possible response(s)

	+CUAD
	+CUAD: <response>
+CME ERROR: <err>

	+CUAD=?
	


Description
This command asks the MT to discover what applications are available for selection on the UICC. According to TS 102.221 [60], the ME shall access and read the EFDIR file in the UICC and return the values that are stored in its records. Each record contains the AID and optionally application parameters of one of the applications available on the UICC.
Refer subclause 9.2 for possible <err> values.
Defined values

<response>: string type in hexadecimal character format. The response is the content of the EFDIR.

Implementation
Optional.
***   Next change   ***

8.52
Command Touch Screen Action (+CTSA)

Table 8.52-1: +CTSA action command syntax

	Command
	Possible response(s)

	+CTSA=<action>,<x>,<y>
	+CME ERROR: <err>

	+CTSA=?
	+CTSA: (list of supported <action>s)


Description:

This command is used to emulate a touch screen action on the mobile equipment (ME). If emulation fails with an ME error, +CME ERROR: <err> is returned. Refer to subclause 9.2 for <err> values.

This command should be accepted (OK returned) before actually emulating the touch screen action.

Test command returns the list of supported actions for the mobile equipment.

The top left corner of the screen is defined as the 0, 0 point, see Figure 8.52-1. This coordinate does not change regardless of the display mode (portrait or landscape). All coordinate values are non-negative integers.


Figure8.52-1: ME screen outline

Defined values
<action>:

0
Release.
Emulates the user releasing the touch screen at the <x>, <y> coordinates.

1
Depress.
Emulates the user depressing the touch screen at location <x>, <y>.

NOTE:
Consecutive Depress actions will emulate dragging a stylus on the touch device to the new location.
2
Single Tap.
Emulates the user performing a single tap action at the <x>, <y> location. The timing required to emulate a single tap shall be handled by the mobile equipment.

3
Double Tap.
Emulates the user performing a double tap action at the <x>, <y> location. The timing required to emulate a double tap shall be handled by the mobile equipment.

<x>: The horizontal x coordinate location of the action performed on the touch screen.
<y>: The vertical y coordinate location of the action performed on the touch screen.

Examples:

	User Action
	Syntax
	Description

	Depress 
	AT+CTSA=1,25,45
	This will emulate a user pressing down on the ME touch screen at the 25, 45 coordinates.

	Release
	AT+CTSA=0,25,45
	This will emulate a user releasing the touch screen at the 25, 45 coordinates.

	Single Tap
	AT+CTSA=2,25,45
	This will emulate a user single tapping the touch screen at the 25, 45 coordinates.

	Double Tap
	AT+CTSA=3,25,45
	This will emulate a user double tapping the touch screen at the 25, 45 coordinates.

	Drag
	AT+CTSA=1,10,10;

+CTSA=0,50,50
	This will emulate a user touching at 10,10, dragging to 50,50, and releasing.

	Draw
	AT+CTSA=1,10,10;

+CTSA=1,50,50;

+CTSA=0,100,100
	This will emulate a user touching at 10,10, then dragging to 50,50, then dragging to 100,100 and finally releasing the touch screen at 100,100.


Implementation

Optional.

***   Next change   ***

8.54
Command Screen Size (+CSS)

Table 8.54-1: +CSS action command syntax

	Command
	Possible response(s)

	+CSS
	+CSS: <Max_X>, <Max_Y> 

+CME ERROR: <err>


Description

The execution of this command will get the size (in pixels) of the ME screen.

The x-axis and y-axis will be based on a single normal operating mode of the ME, see Figure 8.54-1. The 0,0 point will always be located at the top left corner of the screen in the normal operating mode. Changing the phone’s mode from portrait to landscape does not change the physical location of 0,0 or how the x and y axes are interpreted.

If emulation fails with an ME error, +CME ERROR: <err> is returned. Refer to subclause 9.2 for <err> values.  This command should be accepted (OK returned) before returning the screen size of the device.

[image: image1] 
Figure8.54-1: ME screen outline

Defined values
<Max_X>:
Must be a positive integer representing the maxium width of the screen.

<Max_Y>:
Must be a positive integer representing the maximum height of the screen
Implementation
Optional.

***   Next change   ***

10.1.23
PDP Context Read Dynamic Parameters +CGCONTRDP
Table 10.1.23-1: +CGCONTRDP action command syntax

	Command
	Possible response(s)

	+CGCONTRDP=[<p_cid>]
	+CGCONTRDP: <p_cid>, <bearer_id>, <apn>[, <ip_addr>, <subnet_mask>[, <gw_addr>[, <DNS_prim_addr>[, <DNS_sec_addr>[, <P-CSCF_prim_addr>[, <P-CSCF_sec_addr>]]]]]]

[<CR><LF>+CGCONTRDP: <p_cid>, <bearer_id>, <apn>[, <ip_addr>, <subnet_mask>[, <gw_addr>[, <DNS_prim_addr>[, <DNS_sec_addr>[, <P-CSCF_prim_addr>[, <P-CSCF_sec_addr>]]]]]]

[…]]

	+CGCONTRDP=?
	+CGCONTRDP: (list of <p_cid>s associated with active contexts)


Description

The execution command returns the relevant information <bearer_id>, <apn>, <ip_addr>, <subnet_mask>, <gw_addr>, <DNS_prim_addr>, <DNS_sec_addr>, <P-CSCF_prim_addr> and <P-CSCF_sec_addr> for a non secondary PDP Context established by the network with the primary context identifier <p_cid>. If the context cannot be found an ERROR response is returned.
If the parameter <p_cid> is omitted, the relevant information for all established PDP contexts are returned.

NOTE:
The dynamic part of the PDP context will only exist if established by the network.

The test command returns a list of <p_cid>s associated with active contexts.
Defined values

<p_cid>: a numeric parameter which specifies a particular non secondary PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. 

<bearer_id>: a numeric parameter which identifies the bearer, EPS Bearer in EPS and NSAPI in UMTS/GPRS. 
<APN>: a string parameter which is a logical name that was used to select the GGSN or the external packet data network.

<ip_addr>: a string parameter which shows the IP Address of the MT. The string is given as dot-separated numeric (0-255) parameters on the form:
"a1.a2.a3.a4" for IPv4 or
"a1.a2.a3.a4.a5.a6.a7.a8", for IPv6.

If the MT has dual stack capabilities the string shows first the dot separated IPv4 Address followed by the dot separated IPv6 Global Prefix Address. The IPv4 address and the IPv6 address parameters are separated by space:
"a1.a2.a3.a4 a1:a2:a3:a4:a5:a6:a7:a8"
<subnet_mask>: a string parameter which shows the subnet mask for the IP Address of the MT. The string is given as dot-separated numeric (0-255) parameters.

If the MT has dual stack capabilities the string shows the dot separated IPV4 subnet mask followed by the dot separated IPV6 subnet mask. The subnet masks are separated by space.
<gw_addr>: a string parameter which shows the Gateway Address of the MT. The string is given as dot-separated numeric (0-255) parameters.

If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Gateway address followed by the dot separated IPV6 Gateway Address. The gateway addresses are separated by space.
<DNS_prim_addr>: a string parameter which shows the IP Address of the primary DNS Server. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 Address of DNS Server.

<DNS_sec_addr>: a string parameter which shows the IP address of the secondary DNS Server. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 Address of DNS Server.

<P_CSCF_prim_addr>: a string parameter which shows the IP Address of the primary P-CSCF Server. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 primary Address of P-CSCF Server.

<P_CSCF_sec_addr>: a string parameter which shows the IP Address of the secondary P-CSCF Server. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 Address of P-CSCF Server.

Implementation
Optional.
10.1.24
Secondary PDP Context Read Dynamic Parameters +CGSCONTRDP
Table 10.1.24-1: +CGSCONTRDP action command syntax

	Command
	Possible response(s)

	+CGSCONTRDP=[<cid>]
	+CGSCONTRDP: <cid>, <p_cid>, <bearer_id>

[<CR><LF>+CGSCONTRDP: <cid>, <p_cid>,  <bearer_id>

[…]]

	+CGSCONTRDP=?
	+CGSCONTRDP: (list of <cid>s associated with active contexts)


Description
The execution command returns <p_cid> and <bearer_id> for a given <cid>. If the context cannot be found an ERROR response is returned.

If the parameter <cid> is omitted, the <cid>, <p_cid> and <bearer_id> are returned for all established PDP contexts.

In EPS, the Traffic Flow parameters are returned.

NOTE:
Parameters for network initiated PDP contexts are returned as well. The dynamic part of the PDP context will only exist if established by the network.
The test command returns a list of <cid>s associated with active contexts.
Defined values
<cid>: a numeric parameter which specifies a particular PDP context or Traffic Flows definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. 

<p_cid>: a numeric parameter which specifies a particular PDP context definition or default EPS context Identifier which has been specified by use of the +CGDCONT command. The parameter is local to the TE-MT interface.
<bearer_id>: a numeric parameter which identifies the bearer, EPS Bearer in EPS and NSAPI in UMTS/GPRS.
Implementation
Optional.
10.1.25
Traffic Flow Template Read Dynamic Parameters +CGTFTRDP
Table 10.1.25-1: +CGTFTRDP action command syntax

	Command
	Possible Response(s)

	+CGTFTRDP=[<cid>]
	+CGTFTRDP: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>, <NW packet filter Identifier>

[<CR><LF>+CGTFTRDP: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>,<NW packet filter Identifier>
[…]]

	+CGTFTR=?
	+CGTFTRDP: (list of <cid>s associated with active contexts)


Description
The execution command returns the relevant information about Traffic Flow Template of <cid> together with the additional network assigned values when established by the network. If the context cannot be found an ERROR response is returned.

If the parameter <cid> is omitted, the Traffic Flow Templates for all established PDP contexts are returned.

Parameters of both network and MT/TA initiated PDP contexts will be returned.

The test command returns a list of <cid>s associated with active contexts.
Defined values
<cid>: a numeric parameter which specifies a particular PDP context definition or Traffic Flows definition (see +CGDCONT and +CGDSCONT commands).
The following parameters are defined in 3GPP TS 23.060 [47] -

<packet filter identifier>: a numeric parameter. The value range is from 1 to 16.
<evaluation precedence index>: a numeric parameter. The value range is from 0 to 255.
<source address and subnet mask>: string type. The string is given as dot-separated numeric (0-255) parameters on the form:
"a1.a2.a3.a4.m1.m2.m3.m4" for IPv4 or 
"a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16", for IPv6.

<protocol number (ipv4) / next header (ipv6)>: a numeric parameter, value range from 0 to 255.

<destination port range>: string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<source port range>:string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<ipsec security parameter index (spi)>: numeric value in hexadecimal format. The value range is from 00000000 to FFFFFFFF.

<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>: 
string type. The string is given as dot-separated numeric (0-255) parameters on the form "t.m".

<flow label (ipv6)>: numeric value in hexadecimal format. The value range is from 00000 to FFFFF. Valid for IPv6 only.

<direction> a numeric parameter which specifies the transmission direction in which the Packet Filter shall be applied.

0
Pre Release 7 TFT Filter (see 3GPP TS 24.008 [8], table 10.5.162)
1
Uplink
2
Downlink
3
Bidirectional (Used for Uplink and Downlink)

<NW packet filter Identifier> a numeric parameter. The value range is from 1 to 16. In EPS the value is assigned by the network when established

NOTE:
Some of the above listed attributes can coexist in a Packet Filter while others mutually exclude each other. The possible combinations are shown in 3GPP TS 23.060 [47].

Implementation
Optional
***   Next change   ***

10.1.27
EPS Quality Of Service Read Dynamic Parameters +CGEQOSRDP
Table 10.1.27-1: +CGEQOSRDP action command syntax

	Command
	Possible Response(s)

	+CGEQOSRDP=[<cid>]


	+CGEQOSRDP: <cid>, <QCI>, [<DL_GBR>,<UL_GBR>], [<DL_MBR>,<UL_MBR>]

[<CR>>LF>+CGEQOSRDP: <cid>, <QCI>, [<DL_GBR>,<UL_GBR>], [<DL_MBR>,<UL_MBR>]

[…]]


	+CGEQOSRDP=?
	+CGEQOSRDP: (list of <cid>s associated with active contexts)


Description

The execution command returns the Quality of Service parameters <QCI>, [<DL_GBR> and <UL_GBR>] and [<DL_MBR> and <UL_MBR>]of the established PDP Context associated to the provided context identifier <cid>. If the context cannot be found an ERROR response is returned.

If the parameter <cid> is omitted, the Quality of Service parameters for all established PDP contexts are returned.

The test command returns a list of <cid>s associated with active contexts.
Parameters of both network and MT/TA initiated PDP contexts will be returned.
Defined values

<cid>: a numeric parameter which specifies a particular Traffic Flows definition in EPS and a PDP Context definition in UMTS/GPRS.

<QCI>: a numeric parameter that specifies a class of EPS QoS. (see 3GPP TS 23.203 [85])

0

QCI is selected by network
[1 – 4]

value range for guranteed bit rate Traffic Flows
[5 – 9]

value range for non-guarenteed bit rate Traffic Flows

<DL_GBR>: a numeric parameter which indicates DL GBR in case of GBR QCI. The value is in kbit/s. This parameter is omitted for a non-GBR QCI. (see 3GPP TS 24.301 [83])
<UL_GBR>: a numeric parameter which indicates UL GBR in case of GBR QCI. The value is in kbit/s. This parameter is omitted for a non-GBR QCI. (see 3GPP TS 24.301 [83])

<DL_MBR>: a numeric parameter which indicates DL MBR in case of GBR QCI. The value is in kbit/s. This parameter is omitted for a non-GBR QCI. (see 3GPP TS 24.301 [83])
<UL_MBR>: a numeric parameter which indicates UL MBR in case of GBR QCI. The value is in kbit/s. This parameter is omitted for a non-GBR QCI. (see 3GPP TS 24.301 [83])

Implementation
Optional
***   Next change   ***

11.1.1
Accept an incoming Voice Group or Voice Broadcast Call +CAJOIN

Table 132: CAJOIN action command syntax

	Command
	Possible Response(s)

	+CAJOIN=<service>, <GId> ,<GCA>
	+CME ERROR: <err>

	CAJOIN=?
	


Description

The execute command accepts an incoming or ongoing voice group or voice broadcast call.

See command +CALCC to get a list of current voice group or voice broadcast calls.

Defined Values

<GId>: a digit string that specifies the group identification for the incoming voice group or voice broadcast call.

<GCA>: a digit string that specifies the group call area identification for the incoming voice group or voice broadcast call.

<service> (tele-service):

17
voice group call

18
voice broadcast call

Implementation
Mandatory for a MT supporting AT commands only and VGCS or VBS is implemented.

11.1.2
Reject an incoming Voice Group or Voice Broadcast Call +CAREJ

Table 133: CAREJ action command syntax

	Command
	Possible Response(s)

	+CAREJ=<service>, <GId>, <GCA>
	+CME ERROR: <err>

	+CAREJ=?
	


Description

The execute command rejects an incoming voice group or voice broadcast call indicated by RING or +CRING, the command is applicable as long as the indication is pending.

If the call is once rejected the RING or +CRING indication is not repeated to TE although the call is still running and notifications for the call are received.

See command +CALCC to get a list of current voice group or voice broadcast calls.

Defined Values

<GId>: a digit string that specifies the group identification for the incoming voice group or voice broadcast call.

<GCA>: a digit string that specifies the group call area identification for the incoming voice group or voice broadcast call.

<service> (tele-service):

17
voice group call

18
voice broadcast call

Implementation
Mandatory for a MT supporting AT commands only and VGCS or VBS is implemented.

11.1.3
Leave an ongoing Voice Group or Voice Broadcast Call +CAHLD

Table 134: CAHLD action command syntax

	Command
	Possible Response(s)

	+CAHLD
	+CME ERROR: <err>

	+CAHLD=?
	


Description

The execute command forces the MT to leave the active voice group or voice broadcast call without terminating it. The command is only applicable if the MT is in group receive mode. The MT returns to idle mode. 

Implementation
Mandatory for a MT supporting AT commands only and VGCS or VBS is implemented.
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