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	*** FIRST CHANGE


1
Scope

The present document specifies the procedures used at the radio interface core network protocols within the 3rd generation mobile telecommunications system and the digital cellular telecommunications system.

It specifies the procedures used at the radio interface (Reference Point Um or Uu, see 3GPP TS 24.002 [15] or 3GPP TS 23.002 [xa]) for Call Control (CC), Mobility Management (MM), and Session Management (SM).

When the notations for "further study" or "FS" or "FFS" are present in this TS they mean that the indicated text is not a normative portion of the present document.

These procedures are defined in terms of messages exchanged over the control channels of the radio interface. The control channels are described in 3GPP TS 44.003 [16] and 3GPP TS 25.301[xb].

The structured functions and procedures of this protocol and the relationship with other layers and entities are described in general terms in 3GPP TS 24.007 [20].

	*** NEXT CHANGE


1.1
Scope of the Technical Specification

The procedures currently described in this TS are for the call control of circuit-switched connections, session management for GPRS services, mobility management and radio resource management for circuit-switched and GPRS services.

3GPP TS 24.010 [21] contains functional procedures for support of supplementary services.

3GPP TS 24.011 [22] contains functional procedures for support of point-to-point short message services.

3GPP TS 24.012 [23] contains functional description of short message - cell broadcast.

3GPP TS 44.060 [76] contains procedures for radio link control and medium access control (RLC/MAC) of packet data physical channels.

3GPP TS 44.071 [23a] contains functional descriptions and procedures for support of location services.

NOTE:
"layer 3" includes the functions and protocols described in the present document. The terms "data link layer" and "layer 2" are used interchangeably to refer to the layer immediately below layer 3.

	*** NEXT CHANGE


1.2
Application to the interface structures

The procedures defined in the present document apply to the interface structures defined in 3GPP TS 44.003 [16] and 3GPP TS 25.301 [xb]. They use the functions and services provided by lower layers defined in 3GPP TS 44.005 [18] and 3GPP TS 44.006 [19] or 3GPP TS 25.331 [23c], 3GPP TS 25.322 [19b] and 3GPP TS 25.321 [19a]. 3GPP TS 24.007 [20] gives the general description of layer 3 (A/Gb mode) and Non Access Stratum (Iu mode and S1 mode) including procedures, messages format and error handling.

	*** NEXT CHANGE


1.5
Use of logical channels in A/Gb mode

The logical control channels are defined in 3GPP TS 45.002 [32]. In the following those control channels are considered which carry signalling information or specific types of user packet information:

i)
Broadcast Control CHannel (BCCH): downlink only, used to broadcast Cell specific information;

ii)
Synchronization CHannel (SCH): downlink only, used to broadcast synchronization and BSS identification information;

iii)
Paging CHannel (PCH): downlink only, used to send page requests to Mobile Stations (MSs);

iv)
Random Access CHannel (RACH): uplink only, used to request a Dedicated Control CHannel;

v)
Access Grant CHannel (AGCH): downlink only, used to allocate a Dedicated Control CHannel;

vi)
Standalone Dedicated Control CHannel (SDCCH): bi-directional;

vii)
Fast Associated Control CHannel (FACCH): bi-directional, associated with a Traffic CHannel; 

viii)
Slow Associated Control CHannel (SACCH): bi-directional, associated with a SDCCH or a Traffic CHannel;

ix)
Cell Broadcast CHannel (CBCH): downlink only used for general (not point to point) short message information;

x)
Notification CHannel (NCH): downlink only, used to notify mobile stations of VBS (Voice Broadcast Service) calls or VGCS (Voice Group Call Service) calls.

Two service access points are defined on signalling layer 2 which are discriminated by their Service Access Point Identifiers (SAPI) (see 3GPP TS 44.006 [19]):

i)
SAPI 0: supports the transfer of signalling information including user-user information;

ii)
SAPI 3: supports the transfer of user short messages.

Layer 3 selects the service access point, the logical control channel and the mode of operation of layer 2 (acknowledged, unacknowledged or random access, see 3GPP TS 44.005 [18] and 3GPP TS 44.006 [19]) as required for each individual message.

	*** NEXT CHANGE


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
Void.

[2]
Void.

[2a]
3GPP TR 21.905 "Vocabulary for 3GPP Specifications"

[3]
3GPP TS 22.002: "Circuit Bearer Services (BS) supported by a Public Land Mobile Network (PLMN)".

[4]
3GPP TS 22.003: "Teleservices supported by a Public Land Mobile Network (PLMN)".

[5]
3GPP TS 42.009: "Security aspects".

[5a]
3GPP TS 33.102: "3G security; Security architecture".

[6]
Void.

[7]
3GPP TS 42.017: "Subscriber Identity Modules (SIM); Functional characteristics".

[8]
3GPP TS 22.101: "Service aspects; Service principles".

[8a]
3GPP TS 22.001: "Principles of circuit telecommunication services supported by a Public Land Mobile Network (PLMN)".

[8b]
3GPP TS 23.038: "Alphabets and language-specific information".

[9]
3GPP TS 23.101: "General UMTS Architecture".

[9a]
3GPP TS 23.108: "Mobile radio interface layer 3 specification core network protocols; Stage 2 (structured procedures)".

[10]
3GPP TS 23.003: "Numbering, addressing and identification".

[11]
Void.

[12]
3GPP TS 23.014: "Support of Dual Tone Multi-Frequency (DTMF) signalling".

[12a]
ETSI ES 201 235-2, v1.2.1: "Specification of Dual Tone Multi-Frequency (DTMF); Transmitters and Receivers; Part 2: Transmitters".

[13]
3GPP TS 43.020: "Security-related network functions".

[14]
3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) in idle mode".

[15]
3GPP TS 24.002: "GSM-UMTS Public Land Mobile Network (PLMN) access reference configuration".

[16]
3GPP TS 44.003: "Mobile Station - Base Station System (MS - BSS) interface; Channel structures and access capabilities".

[17]
Void.

[18]
3GPP TS 44.005: "Data Link (DL) layer; General aspects".

[19]
3GPP TS 44.006: "Mobile Station - Base Station System (MS - BSS) interface; Data Link (DL) layer specification".

[19a]
3GPP TS 25.321: "Medium Access Control (MAC) protocol specification".

[19b]
3GPP TS 25.322: "Radio Link Control (RLC)  protocol specification".

[19c]
3GPP TS 25.413: "UTRAN Iu interface RANAP signalling".

[20]
3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".

[21]
3GPP TS 24.010: "Mobile radio interface layer 3; Supplementary services specification; General aspects".

[22]
3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface".

[23]
3GPP TS 24.012: "Short Message Service Cell Broadcast (SMSCB) support on the mobile radio interface".

[23a]
3GPP TS 44.071: "Location Services (LCS); Mobile radio interface layer 3 specification."

[23b]
3GPP TS 44.031 "Location Services LCS); Mobile Station (MS) - Serving Mobile Location Centre (SMLC); Radio Resource LCS Protocol (RRLP)".

[23c]
3GPP TS 25.331: "Radio Resource Control (RRC) protocol specification"

[24]
3GPP TS 24.080: "Mobile radio Layer 3 supplementary service specification; Formats and coding".

[25]
3GPP TS 24.081: "Line identification supplementary services; Stage 3".

[26]
Void.

[27]
3GPP TS 24.083: "Call Waiting (CW) and Call Hold (HOLD) supplementary services; Stage 3".

[28]
3GPP TS 24.084: "MultiParty (MPTY) supplementary services; Stage 3".

[29]
Void.

[30]
Void.

[31]
Void.

[32]
3GPP TS 45.002: "Multiplexing and multiple access on the radio path".

[33]
3GPP TS 45.005: "Radio transmission and reception".

[34]
3GPP TS 45.008: "Radio subsystem link control".

[35]
Void.

[36]
3GPP TS 27.001: "General on Terminal Adaptation Functions (TAF) for Mobile Stations (MS)".

[36a]
3GPP TS 27.060: "Mobile Station (MS) supporting Packet Switched Services ".

[37]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[38]
3GPP TS 29.007: "General requirements on interworking between the Public Land Mobile Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN)".

[39]
3GPP TS 51.010: "Mobile Station (MS) conformance specification".

[40]
Void.

[41]
ISO/IEC 646 (1991): "Information technology - ISO 7-bit coded character set for information interchange".

[42]
ISO/IEC 6429: "Information technology - Control functions for coded character sets".

[43]
ISO 8348 (1987): "Information technology -- Open Systems Interconnection -- Network Service Definition".
[44]
ITU-T Recommendation E.163: "Numbering plan for the international telephone service".

[45]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[46]
ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".

[47]
ITU-T Recommendation F.69 (1993): "The international telex service - Service and operational provisions of telex destination codes and telex network identification codes".

[48]
ITU-T Recommendation I.330: "ISDN numbering and addressing principles".

[49]
ITU-T Recommendation I.440 (1989): "ISDN user-network interface data link layer - General aspects".

[50]
ITU-T Recommendation I.450 (1989): "ISDN user-network interface layer 3 General aspects".

[51]
ITU-T Recommendation I.500 (1993): "General structure of the ISDN interworking recommendations".

[52]
ITU-T Recommendation T.50: "International Reference Alphabet (IRA) (Formerly International Alphabet No. 5 or IA5) - Information technology - 7-bit coded character set for information interchange".

[53]
ITU Recommendation Q.931: ISDN user-network interface layer 3 specification for basic control".

[54]
ITU-T Recommendation V.21: "300 bits per second duplex modem standardized for use in the general switched telephone network".

[55]
ITU-T Recommendation V.22: "1200 bits per second duplex modem standardized for use in the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[56]
ITU-T Recommendation V.22bis: "2400 bits per second duplex modem using the frequency division technique standardized for use on the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[57]
Void.

[58]
ITU-T Recommendation V.26ter: "2400 bits per second duplex modem using the echo cancellation technique standardized for use on the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[59]
ITU-T Recommendation V.32: "A family of 2-wire, duplex modems operating at data signalling rates of up to 9600 bit/s for use on the general switched telephone network and on leased telephone-type circuits".

[60]
ITU-T Recommendation V.110: "Support by an ISDN of data terminal equipments with V-Series type interfaces".

[61]
ITU-T Recommendation V.120: "Support by an ISDN of data terminal equipment with V-Series type interfaces with provision for statistical multiplexing".

[62]
ITU-T Recommendation X.21: "Interface between Data Terminal Equipment (DTE) and Data Circuit-terminating Equipment (DCE) for synchronous operation on public data networks".

[63]
Void.

[64]
Void.

[65]
ITU-T Recommendation X.30: "Support of X.21, X.21 bis and X.20 bis based Data Terminal Equipments (DTEs) by an Integrated Services Digital Network (ISDN)".

[66]
ITU-T Recommendation X.31: "Support of packet mode terminal equipment by an ISDN".

[67]
Void.

[68]
Void.

[69]
ITU-T Recommendation X.121: "International numbering plan for public data networks".

[70]
ETSI ETS 300 102-1: "Integrated Services Digital Network (ISDN); User-network interface layer 3; Specifications for basic call control".

[71]
ETSI ETS 300 102-2: "Integrated Services Digital Network (ISDN); User-network interface layer 3; Specifications for basic call control; Specification Description Language (SDL) diagrams".

[72]
ISO/IEC 10646: "Information technology -- Universal Multiple-Octet Coded Character Set (UCS)".

[73]
3GPP TS 22.060: "General Packet Radio Service (GPRS); Service Description; Stage 1".

[74]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[75]
Void.

[75a]
3GPP TS 43.318: "Generic Access Network (GAN); Stage 2".

[76]
3GPP TS 44.060: "General Packet Radio Service (GPRS); Mobile Station (MS) - Base Station System (BSS) interface; Radio Link Control/Medium Access Control (RLC/MAC) protocol".

[76b]
3GPP TS 44.318: "Generic Access Network (GAN); Mobile GAN interface layer 3 specification; Stage 3".

[77]
IETF RFC 1034: "Domain names - concepts and facilities".

[78]
3GPP TS 44.065: "Mobile Station (MS) - Serving GPRS Support Node (SGSN); Subnetwork Dependent Convergence Protocol (SNDCP)".

[78a]
3GPP TS 44.064: "Mobile Station - Serving GPRS Support Node (MS-SGSN) Logical Link Control (LLC) Layer  Specification".

[79]
ITU Recommendation I.460: "Multiplexing, rate adaption and support of existing interfaces".

[80]
3GPP TS 26.111: "Codec for Circuit Switched Multimedia Telephony Service; Modifications to H.324".

[81]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[82]
3GPP TS 43.022: "Functions related to Mobile Station (MS) in idle mode and group receive mode".

[83]
3GPP TS 26.103: "Speech Codec List for GSM and UMTS".

[84]
3GPP TS 44.018: "Mobile radio interface layer 3 specification, Radio Resource Control Protocol".

[85]
3GPP TS 48.008: "Mobile-services Switching Centre – Base Station System (MSC – BSS) interface; layer 3 specification".

[86]
3GPP TS 48.018: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving GPRS Support Node (SGSN); BSS GPRS Protocol (BSSGP)".

[87]
3GPP TS 43.055: "Dual Transfer Mode (DTM); Stage 2".

[88]
3GPP TS 23.067: "enhanced Multi-Level Precedence and Pre-emption service (eMLPP); Stage 2".

[88a]
3GPP TS 23.093: "Technical realization of Completion of Calls to Busy Subscriber (CCBS); Stage 2".

[89]
3GPP TS 22.042: "Network Identity and Time Zone (NITZ), Stage 1".

[90]
3GPP TS 23.040: "Technical realization of Short Message Service (SMS)".

[91]
3GPP TS 44.056: "GSM Cordless Telephony System (CTS), (Phase 1) CTS Radio Interface Layer 3 Specification".

[92]
3GPP TS 23.226: "Global Text Telephony; Stage 2 "

[93]
3GPP TS 26.226: "Cellular Text Telephone Modem (CTM), General Description "

[94]
3GPP TS 23.236: "Intra Domain Connection of RAN Nodes to Multiple CN Nodes"

[95]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP"

[96]
3GPP TS 23.205: "Bearer-independent circuit-switched core network; Stage 2".
[97]
3GPP TS 23.172: "UDI/RDI Fallback and Service Modification; Stage 2".

[98]
3GPP TS 25.304: "UE Procedures in Idle Mode and Procedures for Cell Reselection in Connected Mode"

[99]
IETF RFC 3513 (April 2003): "Internet Protocol Version 6 (IPv6) Addressing Architecture".

[100]
3GPP TS 29.207: "Policy control over Go interface".

[101]
3GPP TS 21.111: "USIM and IC card requirements".

[102]
IETF RFC 1661 (July 1994): "The Point-to-Point Protocol (PPP)".

[103]
IETF RFC 3232 (January 2002): "Assigned Numbers: RFC 1700 is Replaced by an On-line Database".

[104]
3GPP TS 23.034: "High Speed Circuit Switched Data (HSCSD) – Stage 2".

[105]
3GPP TS 23.271: "Functional stage 2 description of LCS".

[106]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and Functional Description".

[107]
IETF RFC 3376 (October 2002): "Internet Group Management Protocol, Version 3".
[108]
IETF RFC 2710 (October 1999): "Multicast Listener Discovery (MLD) for IPv6".
[109]
3GPP TS 23.251: "Network Sharing; Architecture and Functional Description".

[110]
3GPP TS 25.346: “Introduction of the Multimedia Broadcast Multicast Service (MBMS) in the Radio Access Network”
[111]
3GPP TS 44.118: "Radio Resource Control (RRC) protocol; Iu mode".

[112]
3GPP TS 31.102: "Characteristics of the USIM Application".

[113]
3GPP TS 43.129: "Packet-switched handover for GERAN A/Gb mode; Stage 2".
[114]
3GPP TS 23.009: "Handover procedures".

[115]
3GPP TR 23.903: " Redial solution for voice-video switching". 

[116]
3GPP TS 24.279: "Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services, stage 3" 
[117]
ITU-T Recommendation H.324 Amendment 1: "New Annex K "Media Oriented Negotiation Acceleration Procedure" and associated changes to Annex".
[118]
ITU-T Recommendation H.324 Amendment 2: "New Annex L on text conversation and associated changes; corrections and clarifications to Annex K".

[119]
ITU-T Recommendation H.245: "Control protocol for multimedia communication"

[120]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".

[121]
3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE) procedures in idle mode".

[122]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".

[123]
3GPP TS 33.401: "3GPP System Architecture Evolution; Security architecture".

[124]
3GPP TS 24.303: "Mobility management based on Dual-Stack Mobile IPv6; Stage 3".

[125]
3GPP TS 24.327: "Mobility between 3GPP WLAN Interworking and 3GPP systems; GPRS and 3GPP I-WLAN aspects; Stage 3".
[xa]
3GPP TS 23.002: "Network architecture".
[xb]
3GPP TS 25.301: "Radio interface protocol architecture".
	*** NEXT CHANGE


4.2.3
Service state when back to state MM IDLE from another state

When returning to MM IDLE, e.g., after a location updating procedure, the mobile station selects the cell as specified in 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98]. With one exception, this is a normal cell selection.

For an eCall only mobile station, timer T3242 is started if the return to MM IDLE state is subsequent to an emergency services call and timer T3243 is started if the return to MM IDLE state is subsequent to a call to an HPLMN designated non-emergency MSISDN for test and terminal reconfiguration services, as described in subclause 4.4.7.

If this return to idle state is not subsequent to a location updating procedure terminated with reception of cause "Roaming not allowed in this location area", the service state depends on the result of the cell selection procedure, on the update status of the mobile station, on the location data stored in the mobile station and on the presence of the SIM/USIM:

-
if no cell has been found, the state is NO CELL AVAILABLE, until a cell is found;

-
if no SIM/USIM is present, or if the inserted SIM/USIM is considered invalid by the MS, the state is NO IMSI;
-
for a eCall only mobile station, if timer T3242 or timer T3243 has expired and service state PLMN SEARCH is not required, the state is eCALL INACTIVE and the eCall inactivity procedure is performed as described in subclause 4.4.7;
-
if the selected cell is in the location area where the MS is registered, then the state is NORMAL SERVICE; it shall be noted that this also includes an abnormal case described in subclause 4.4.4.9;

-
(Only applicable for mobile stations supporting VGCS listening or VBS listening.) if the mobile stations was in the service state RECEIVING GROUP CALL (NORMAL SERVICE) or RECEIVING GROUP CALL (LIMITED SERVICE) before the location updating procedure and the selected cell is in the location area where the mobile station is registered, then the state is RECEIVING GROUP CALL (NORMAL SERVICE);

-
if the selected cell is in a location area where the mobile station is not registered but in which the MS is allowed to attempt a location update, then the state is LOCATION UPDATE NEEDED;

-
if the selected cell is in a location area where the mobile station is not allowed to attempt a location update, then the state is LIMITED SERVICE; 
-
if the selected cell has a CSG ID that is not in the allowed CSG ID list stored in the MS, then the state is LIMITED SERVICE;
-
(Only applicable for MSs supporting VGCS listening or VBS listening.) if the MSs was in the service state RECEIVING GROUP CALL (NORMAL SERVICE) or RECEIVING GROUP CALL (LIMITED SERVICE) before the location updating procedure and the selected cell is in the location area where the MS is not allowed to attempt a location update, then the state is RECEIVING GROUP CALL (LIMITED SERVICE);

-
after some abnormal cases occurring during an unsuccessful location updating procedure, as described in subclause 4.4.4.9, the state is ATTEMPTING TO UPDATE.

In case of a return from a location updating procedure to which was answered "Roaming not allowed in this location area", the service state PLMN SEARCH is entered as specified in subclause 4.2.1.2.

	*** NEXT CHANGE


4.3.1
TMSI reallocation procedure

The purpose of the TMSI reallocation procedure is to provide identity confidentiality, i.e. to protect a user against being identified and located by an intruder (see 3GPP TS 42.009 [5], 3GPP TS 43.020 [13] and 3GPP TS 33.102 [5a]).

If the identity confidentiality service is applied for an IMSI, a Temporary Mobile Subscriber Identity (TMSI) is used for identification within the radio interface signalling procedures.

In a network supporting the feature ‘Intra domain connection of RAN nodes to multiple CN nodes’ a TMSI shall be allocated to each IMSI attached mobile station. See 3GPP TS 23.236 [94], subclause 4.3.

The structure of the TMSI is specified in 3GPP TS 23.003 [10]. The TMSI has significance only within a location area. Outside the location area it has to be combined with the Location Area Identifier (LAI) to provide for an unambiguous identity.

Usually the TMSI reallocation is performed at least at each change of a location area. (Such choices are left to the network operator).

The reallocation of a TMSI can be performed either by a unique procedure defined in this subclause or implicitly by a location updating procedure using the TMSI. The implicit reallocation of a TMSI is described together with that procedure.

If a TMSI provided by a mobile station is unknown in the network e.g. due to a data base failure, the network may require the mobile station to provide its International Mobile Subscriber Identity (IMSI). In this case the identification procedure (see subclause 4.3.3) should be used before the TMSI reallocation procedure may be initiated.

The TMSI reallocation can be initiated by the network at any time whilst a RR connection exists between the network and the mobile station. 

NOTE 1:
Usually the TMSI reallocation is performed in ciphered mode.

NOTE 2:
Normally the TMSI reallocation will take place in conjunction with another procedure, e.g. at location updating or at call setup (see 3GPP TS 29.002 [37]). 
NOTE 3:
The explicit TMSI reallocation procedure is started by the network only if the mobile station is updated in the current location area or if a location updating procedure is ongoing for that particular mobile station.
	*** NEXT CHANGE


4.3.2.5
Authentication not accepted by the network

If authentication fails, i.e. if the response is not valid, the network may distinguish between the two different ways of identification used by the mobile station:

-
the TMSI was used;

-
the IMSI was used.

If the TMSI has been used, the network may decide to initiate the identification procedure. If the IMSI given by the mobile station then differs from the one the network had associated with the TMSI, the authentication should be restarted with the correct parameters. If the IMSI provided by the MS is the expected one (i.e. authentication has really failed), the network should proceed as described below.

If the IMSI has been used, or the network decides not to try the identification procedure, an AUTHENTICATION REJECT message should be transferred to the mobile station.

After having sent this message, all MM connections in progress (if any) are released and the network should initiate the RR connection release procedure described in subclause 3.5.of 3GPP TS 44.018 [84] (A/Gb mode only),  3GPP TS 25.331 [23c] (UTRAN Iu mode only), or in 3GPP TS 44.118 [111] (GERAN Iu mode only).

Upon receipt of an AUTHENTICATION REJECT message, the mobile station shall set the update status in the SIM/USIM to U3 ROAMING NOT ALLOWED, delete from the SIM/USIM the stored TMSI, LAI and ciphering key sequence number. The SIM/USIM shall be considered as invalid until switching off or the SIM/USIM is removed.

If the AUTHENTICATION REJECT message is received in the state IMSI DETACH INITIATED the mobile station shall follow subclause 4.3.4.3.

If the AUTHENTICATION REJECT message is received in any other state the mobile station shall abort any MM specific, MM connection establishment or call re-establishment procedure, stop any of the timers T3210 or T3230 (if running), release all MM connections (if any), start timer T3240 and enter the state WAIT FOR NETWORK COMMAND, expecting the release of the RR connection. If the RR connection is not released within a given time controlled by the timer T3240, the mobile station shall abort the RR connection. In both cases, either after a RR connection release triggered from the network side or after a RR connection abort requested by the MS-side, the MS enters state MM IDLE, substate NO IMSI.

	*** NEXT CHANGE


4.3.2.6
Abnormal cases

(a)
RR connection failure:


Upon detection of a RR connection failure before the AUTHENTICATION RESPONSE is received, the network shall release all MM connections (if any) and abort any ongoing MM specific procedure.

(b)
Expiry of timer T3260:


The authentication procedure is supervised on the network side by the timer T3260. At expiry of this timer the network may release the RR connection. In this case the network shall abort the authentication procedure and any ongoing MM specific procedure, release all MM connections if any, and initiate the RR connection release procedure described in subclause 3.5.of 3GPP TS 44.018 [84] (A/Gb mode only),  3GPP TS 25.331 [23c] (UTRAN Iu mode only), or in 3GPP TS 44.118 [111] (GERAN Iu mode only). 

(c) Authentication failure (reject cause "MAC failure" or "GSM authentication unacceptable"):


The MS shall send an AUTHENTICATION FAILURE message, with reject cause "MAC failure" or "GSM authentication unacceptable" according to subclause 4.3.2.5.1, to the network and start timer T3214. Furthermore, the MS shall stop any of the retransmission timers that are running (e.g. T3210, T3220 or T3230). Upon the first receipt of an AUTHENTICATION FAILURE message from the MS with reject cause "MAC failure" or "GSM authentication unacceptable", the network may initiate the identification procedure described in subclause 4.3.3. This is to allow the network to obtain the IMSI from the MS. The network may then check that the TMSI originally used in the authentication challenge corresponded to the correct IMSI. Upon receipt of the IDENTITY REQUEST message from the network, the MS shall send the IDENTITY RESPONSE message.

NOTE:
Upon receipt of an AUTHENTICATION FAILURE message from the MS with reject cause "MAC failure" or "GSM authentication unacceptable", the network may also terminate the authentication procedure (see subclause 4.3.2.5).


If the TMSI/IMSI mapping in the network was incorrect, the network should respond by sending a new AUTHENTICATION REQUEST message to the MS. Upon receiving the new AUTHENTICATION REQUEST message from the network, the MS shall stop the timer T3214, if running, and then process the challenge information as normal.


If the network is validated successfully (an AUTHENTICATION REQUEST that contains a valid SQN and MAC is received), the MS shall send the AUTHENTICATION RESPONSE message to the network and shall start any retransmission timers (e.g. T3210, T3220 or T3230), if they were running and stopped when the MS received the first failed AUTHENTICATION REQUEST message.


If the MS receives the second AUTHENTICATION REQUEST while T3214 is running, and the MAC value cannot be resolved or the message contains a GSM authentication challenge, the MS shall follow the procedure specified in this subclause (c), starting again from the beginning. If the SQN is invalid, the MS shall proceed as specified in (d).


It can be assumed that the source of the authentication challenge is not genuine (authentication not accepted by the MS) if any of the following occur:

-
after sending the AUTHENTICATION FAILURE message with the reject cause "MAC failure" or "GSM authentication unacceptable" the timer T3214 expires;

· the MS detects any combination of the authentication failures: "MAC failure", "invalid SQN", and "GSM authentication unacceptable", during three consecutive authentication challenges. The authentication challenges shall be considered as consecutive only, if the authentication challenges causing the second and third authentication failure are received by the MS, while the timer T3214 or T3216 started after the previous authentication failure is running.


When it has been deemed by the MS that the source of the authentication challenge is not genuine (i.e. authentication not accepted by the MS), the MS shall behave as described in subclause 4.3.2.6.1.
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Figure 4.2/3GPP TS 24.008: Authentication Failure Procedure 
(reject cause "MAC failure" or "GSM authentication unacceptable")

(d) Authentication failure (reject cause "synch failure"):


The MS shall send an AUTHENTICATION FAILURE message, with reject cause "synch failure", to the network and start the timer T3216. Furthermore, the MS shall stop any of the retransmission timers that are running (e.g. T3210, T3220 or T3230). Upon the first receipt of an AUTHENTICATION FAILURE message from the MS with the reject cause "synch failure", the network shall use the returned AUTS parameter from the authentication failure parameter IE in the AUTHENTICATION FAILURE message, to re-synchronise. The re-synchronisation procedure requires the VLR/MSC to delete all unused authentication vectors for that IMSI and obtain new vectors from the HLR. When re-synchronisation is complete, the network shall initiate the authentication procedure. Upon receipt of the AUTHENTICATION REQUEST message, the MS shall stop the timer T3216, if running.

NOTE:
Upon receipt of two consecutive AUTHENTICATION FAILURE messages from the MS with reject cause "synch failure", the network may terminate the authentication procedure by sending an AUTHENTICATION REJECT message.


If the network is validated successfully (a new AUTHENTICATION REQUEST is received which contains a valid SQN and MAC) while T3216 is running, the MS shall send the AUTHENTICATION RESPONSE message to the network and shall start any retransmission timers (e.g. T3210, T3220 or T3230), if they were running and stopped when the MS received the first failed AUTHENTICATION REQUEST message.

If the MS receives the second AUTHENTICATION REQUEST while T3216 is running, and the MAC value cannot be resolved or the message contains a GSM authentication challenge, the MS shall proceed as specified in (c); if the SQN is invalid, the MS shall follow the procedure specified in this subclause (d), starting again fom the beginning.

The MS shall deem that the network has failed the authentication check and behave as described in subclause 4.3.2.6.1, if any of the following occurs:

-
the timer T3216 expires;

-
the MS detects any combination of the authentication failures: "MAC failure", "invalid SQN", and "GSM authentication unacceptable", during three consecutive authentication challenges. The authentication challenges shall be considered as consecutive only, if the authentication challenges causing the second and third authentication failure are received by the MS, while the timer T3214 or T3216 started after the previous authentication failure is running.
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Figure 4.2a/3GPP TS 24.008: Authentication Failure Procedure (reject cause "Synch failure")

	*** NEXT CHANGE


4.3.2.6.1
MS behaviour towards a network that has failed the authentication procedure

If the MS deems that the network has failed the authentication check, then it shall request RR or RRC to release the RR connection and the PS signalling connection, if any, and bar the active cell or cells (see 3GPP TS 25.331 [23c] and 3GPP TS 44.018 [84]). The MS shall start any retransmission timers (e.g. T3210, T3220 or T3230), if they were running and stopped when the MS received the first AUTHENTICATION REQUEST message containing an invalid MAC or invalid SQN, or no AUTN when a UMTS authentication challenge was expected.

	*** NEXT CHANGE


4.3.2.7
Handling of keys at intersystem change from Iu mode to A/Gb mode
At inter-system change from Iu mode to A/Gb mode, ciphering may be started (see 3GPP TS 44.018 [84]) without any new authentication procedure. Deduction of the appropriate security key for ciphering in A/Gb mode, depends on the current GSM/UMTS security context stored in the MS and the network.

The ME shall handle the GSM ciphering key according to table 4.3.2.7.1.

Table 4.3.2.7.1/3GPP TS 24.008: Inter-system change from Iu mode to A/Gb mode
	Security context established in MS and network in Iu mode 


	At inter-system change to A/Gb mode:

	GSM security context


	An ME shall apply the stored GSM cipher key that was received from the GSM security context residing in the SIM/USIM during the latest successful ciphering mode setting or security mode control procedure before the inter-system change.



	UMTS security context


	An ME shall apply the stored GSM cipher key that was derived by the USIM from the UMTS cipher key and the UMTS integrity key and provided by the USIM during the latest successful ciphering mode setting or security mode control procedure before the inter-sytem change.


NOTE:
A USIM with UMTS security context, passes the UMTS cipher key, the UMTS integrity key and the derived GSM cipher key to the ME independent on the current radio access being UTRAN or GERAN.

	*** NEXT CHANGE


4.3.3.3
Abnormal cases

(a)
RR connection failure:


Upon detection of a RR connection failure before the IDENTITY RESPONSE is received, the network shall release all MM connections (if any) and abort any ongoing MM specific procedure.

(b)
Expiry of timer T3270:


The identification procedure is supervised by the network by the timer T3270. At expiry of the timer T3270 the network may release the RR connection. In this case, the network shall abort the identification procedure and any ongoing MM specific procedure, release all MM connections if any, and initiate the RR connection release procedure as described in 3GPP TS 44.018 [84] subclause 3.5, 3GPP TS 25.331 [23c] (UTRAN Iu mode only), or in 3GPP TS 44.118 [111] (GERAN Iu mode only).
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Figure 4.3/3GPP TS 24.008: Identification sequence

(c)
Requested identity is not available:


If the MS cannot encode the requested identity in the IDENTITY RESPONSE message, e.g. because no valid SIM is available, then it shall encode the identity type as "No identity". 

	*** NEXT CHANGE


4.3.4.2
IMSI detach procedure in the network

When receiving an IMSI DETACH INDICATION message, the network may set an inactive indication for the IMSI. No response is returned to the mobile station. After reception of the IMSI DETACH INDICATION message the network shall release locally any ongoing MM connections, and start the normal RR connection release procedure (see 3GPP TS 44.018 [84] subclause 3.5 (A/Gb mode only), 3GPP TS 25.331 [23c] (UTRAN Iu mode only), or in 3GPP TS 44.118 [111] (GERAN Iu mode only)).

Only applicable for a network supporting VGCS: If an IMSI DETACH INDICATION message is received from the talking mobile station in a group call while the network is in service state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE), the network shall release locally the ongoing MM connection and then go to the service state GROUP CALL ACTIVE.

	*** NEXT CHANGE


4.5.1.1
MM connection establishment initiated by the mobile station

Upon request of a CM entity to establish an MM connection the MM sublayer first decides whether to accept, delay, or reject this request:

-
An MM connection establishment may only be initiated by the mobile station when the following conditions are fulfilled:

-
Its update status is UPDATED.

-
The MM sublayer is in one of the states MM IDLE, RR CONNECTION RELEASE NOT ALLOWED or MM connection active but not in MM connection active (Group call).


An exception from this general rule exists for emergency calls (see subclause 4.5.1.5). A further exception is defined in the following clause.

-
If an MM specific procedure is running at the time the request from the CM sublayer is received, and the LOCATION UPDATING REQUEST message has been sent, the request will either be rejected or delayed, depending on implementation, until the MM specific procedure is finished and, provided that the network has not sent a "follow-on proceed" indication, the RR connection is released. If the LOCATION UPDATING REQUEST message has not been sent, the mobile station may include a "follow-on request" indicator in the message. The mobile station shall then delay the request until the MM specific procedure is completed, when it may be given the opportunity by the network to use the RR connection: see subclause 4.4.4.6.

In order to establish an MM connection, the mobile station proceeds as follows:

a)
If no RR connection exists, the MM sublayer requests the RR sublayer to establish an RR connection and enters MM sublayer state WAIT FOR RR CONNECTION (MM CONNECTION). This request contains an establishment cause and a CM SERVICE REQUEST message. When the establishment of an RR connection is indicated by the RR sublayer, the MM sublayer of the mobile station starts timer T3230, gives an indication to the CM entity that requested the MM connection establishment, and enters MM sublayer state WAIT FOR OUTGOING MM CONNECTION.

b)
If an RR connection is available, the MM sublayer of the mobile station sends a CM SERVICE REQUEST message to the network, starts timer T3230, stops and resets timer T3241, gives an indication to the CM entity that requested the MM connection establishment, and enters:

-
MM sublayer state WAIT FOR OUTGOING MM CONNECTION, if no MM connection is active;

-
MM sublayer state WAIT FOR ADDITIONAL OUTGOING MM CONNECTION, if at least one MM connection is active;

-
If an RR connection exists but the mobile station is in the state WAIT FOR NETWORK COMMAND then any requests from the CM layer that are received will either be rejected or delayed until this state is left.

c)
Only applicable for mobile stations supporting VGCS talking:


If a mobile station which is in the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL (NORMAL SERVICE), receives a request from the GCC sublayer to perform an uplink access, the MM sublayer requests the RR sublayer to perform an uplink access procedure and enters MM sublayer state WAIT FOR RR CONNECTION (GROUP TRANSMIT MODE).


When a successful uplink access is indicated by the RR sublayer, the MM sublayer of the mobile station gives an indication to the GCC sublayer and enters MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE).


When an uplink access reject is indicated by the RR sublayer, the MM sublayer of the mobile station gives an indication to the GCC sublayer and enters the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL (NORMAL SERVICE).


In the network, if an uplink access procedure is performed, the RR sublayer in the network provides an indication to the MM sublayer together with the mobile subscriber identity received in the TALKER INDICATION message. The network shall then enter the MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE).

d)
When the MS is IMSI attached for CS services via EMM combined procedures, as described in 3GPP TS 24.301 [120], the MM sublayer requests EMM to initiate a service request procedure for CS fallback and starts timer T3280. The MM connection establishment is delayed until the mobile station changes to a GERAN or UTRAN cell.

If the mobile station enters a GERAN or UTRAN cell before timer T3280 expires, then the mobile station shall stop timer T3280 and send a CM SERVICE REQUEST message.

In case a, b and d, the CM SERVICE REQUEST message contains the:

-
mobile identity according to subclause 10.5.1.4;

-
mobile station classmark 2;

-
ciphering key sequence number; and

-
CM service type identifying the requested type of transaction (e.g. mobile originating call establishment, emergency call establishment, short message service, supplementary service activation, location services).

A MS supporting eMLPP may optionally include a priority level in the CM SERVICE REQUEST message.

A collision may occur when a CM layer message is received by the mobile station in MM sublayer state WAIT FOR OUTGOING MM CONNECTION or in WAIT FOR ADDITIONAL OUTGOING MM CONNECTION. In this case the MM sublayer in the MS shall establish a new MM connection for the incoming CM message as specified in subclause 4.5.1.3.

Upon receiving a CM SERVICE REQUEST message, the network shall analyse its content. The type of semantic analysis may depend on other on going MM connection(s). Depending on the type of request and the current status of the RR connection, the network may start any of the MM common procedures and RR procedures.

In A/Gb mode, the network may initiate the classmark interrogation procedure, for example, to obtain further information on the mobile station's encryption capabilities.

The identification procedure (see subclause 4.3.3) may be invoked for instance if a TMSI provided by the mobile station is not recognized.

The network may invoke the authentication procedure (see subclause 4.3.2) depending on the CM service type.

In A/Gb mode, the network decides also if the ciphering mode setting procedure shall be invoked (see subclause 3.4.7 in 3GPP TS 44.018 [84]).

In Iu mode, the network decides also if the security mode control procedure shall be invoked (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]).

NOTE 1:
If the CM_SERVICE_REQUEST message contains a priority level the network may use this to perform queuing and pre-emption as defined in 3GPP TS 23.067 [88].

In A/Gb mode, an indication from the RR sublayer that the ciphering mode setting procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

In Iu mode, an indication from the RR sublayer that the security mode control procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station. The procedures in subclause 4.1.1.1.1 shall always have precedence over this subclause.

In Iu mode, during a MM connection establishment for all services, except for emergency call (see subclause 4.1.1.1.1), the security mode control procedure with activation of integrity protection shall be invoked by the network unless integrity protection is already started (see subclause 4.1.1.1.1).

The MM connection establishment is completed, timer T3230 shall be stopped, the CM entity that requested the MM connection shall be informed, and MM sublayer state MM CONNECTION ACTIVE is entered. The MM connection is considered to be active.

If the service request cannot be accepted, the network returns a CM SERVICE REJECT message to the mobile station.

The reject cause information element (see subclause 10.5.3.6 and annex G) indicates the reason for rejection. The following cause values may apply:

#4:


IMSI unknown in VLR

#6:


Illegal ME

#17:
Network failure

#22:
Congestion
#25
Not authorized for this CSG
#32:
Service option not supported

#33:
Requested service option not subscribed

#34:
Service option temporarily out of order

If no other MM connection is active, the network may start the RR connection release (see subclause 3.5 of 3GPP TS 44.018 [84] (A/Gb mode only),  3GPP TS 25.331 [23c] (UTRAN Iu mode only), or in 3GPP TS 44.118 [111] (GERAN Iu mode only) when the CM SERVICE REJECT message is sent.

If a CM SERVICE REJECT message is received by the mobile station, timer T3230 shall be stopped, the requesting CM sublayer entity informed. Then the mobile station shall proceed as follows:

-
If the cause value is not #4 or #6 or #25, the MM sublayer returns to the previous state (the state where the request was received). Other MM connections shall not be affected by the CM SERVICE REJECT message.

-
If cause value #4 is received, the mobile station aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to NOT UPDATED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the mobile station to initiate a normal location updating). Whether the CM request shall be memorized during the location updating procedure, is a choice of implementation.

-
If cause value #6 is received, the mobile station aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The mobile station shall consider the SIM/USIM as invalid for non-GPRS services until switch-off or the SIM/USIM is removed. 
-
If cause value #25 is received, the MS shall abort any MM connection, remove from the allowed CSG list stored in the MS the CSG ID of the cell where it is currently camped, and enter the MM sublayer state WAIT FOR NETWORK COMMAND. Subsequently, after the RR connection is released or aborted, the MS applies normal cell reselection process. The attach procedure is started as soon as possible, e.g. when the MS moves to a cell where access is granted.
	*** NEXT CHANGE


4.5.1.2
Abnormal cases

Mobile station side:

a)
RR connection failure or IMSI deactivation


If an RR connection failure occurs, except in the following implementation option case a.1, or the IMSI is deactivated during the establishment of an MM connection, the MM connection establishment is aborted, timers T3230 is stopped, and an indication is given to the CM entity that requested the MM connection establishment. This shall be treated as a rejection for establishment of the new MM connection, and the MM sublayer shall release all active MM connections.

a.1)
RR connection failure in Iu mode (i.e. RRC connection release) with, for example, cause "Normal", "User inactivity" or "Directed signalling connection re-establishment" (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111])


The MM connection establishment procedure shall be initiated again, if the following conditions apply:


i)
The original MM connection establishment was initiated over an existing RRC connection; and


ii)
No SECURITY MODE COMMAND message and  no Non-Access Stratum (NAS) messages relating to the CS signalling connection (e.g. CS authentication procedures, see subclause 4.3.2), were received after the CM SERVICE REQUEST message was transmitted.

NOTE 1:
The RRC connection release cause that triggers the re-initiation of the MM connection establishment procedure is implementation specific.

b)
T3230 expiry


If T3230 expires (i.e. no response is given but a RR connection is available) the MM connection establishment is aborted and the requesting CM sublayer is informed. If no other MM connection exists then the mobile station shall proceed as described in subclause 4.5.3.1 for release of the RR connection. Otherwise the mobile station shall return to the MM sublayer state where the request of an MM connection was received, i.e. to MM sublayer state MM connection active. Other ongoing MM connections (if any) shall not be affected.

c)
Reject cause values #95, #96, #97, #99, #100, #111 received


The same actions as on timer expiry shall be taken by the mobile station.

d)
Random access failure or RR connection establishment failure


If the mobile station detects a random access failure or RR connection establishment failure during the establishment of an MM connection, it aborts the MM connection establishment and gives an indication to the CM entity that requested the MM connection establishment.

NOTE 2:
Further actions of the mobile station depend on the RR procedures and MM specific procedures during which the abnormal situation has occurred and are described together with those procedures.

e)
Access barred because of access class control


The MM connection establishment shall not be initiated. The MS stays in the current serving cell and applies normal cell reselection process. The MM connection establishment may be initiated by CM layer if it is still necessary, i.e. when access is granted or because of a cell change.

f)
T3280 expiry


The MM connection establishment is aborted and the requesting CM sublayer is informed.

g)
Indication that a CS fallback to GERAN or UTRAN has failed


If EMM indicates that the CS fallback to GERAN or UTRAN failed, the MM sublayer shall stop timer T3280, abort the MM connection establishment and inform the requesting CM sublayer.
Network side:

a)
RR connection failure


The actions to be taken upon RR connection failure within a MM common procedure are described together with that procedure. A RR connection failure occurring outside such MM common procedures, shall trigger the release of all active MM connections if any.

b)
Invalid message or message content


Upon reception of an invalid initial message or a CM SERVICE REQUEST message with invalid content, a CM SERVICE REJECT message shall be returned with one of the following appropriate Reject cause indications:

#  95:
Semantically incorrect message

#  96:
Mandatory information element error

#  97:
Message type non-existent or not implemented

#  99:
Information element non-existent or not implemented

# 100:
Conditional IE error

# 111:
Protocol error, unspecified


When the CM SERVICE REJECT message has been sent, the network may start RR connection release if no other MM connections exist or if the abnormal condition also has influence on the other MM connections.

	*** NEXT CHANGE


4.5.1.3.3
Paging response in Iu mode (Iu mode only)

The network may initiate the paging procedure for CS services when the MS is IMSI attached for CS services. To initiate the procedure, the MM entity requests the RR sublayer to initiate paging (see 3GPP TS 25.331 [23c], 3GPP TS 25.413 [19c] and 3GPP TS 44.118 [111]) for CS services.

At reception of a paging message, the RR sublayer in the MS shall deliver a paging indication to the MM sublayer if the paging was initiated by the MM entity in the network (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]). The MS shall respond with the PAGING RESPONSE message defined in 3GPP TS 44.018 [84], subclause 9.1.25. For reasons of backward compatibility the paging response shall use the RR protocol discriminator.

If the MS receives a paging request for CS services during an ongoing MM procedure, and the MS has already requested the establishment of a radio connection, the MS shall ignore the paging request and the MS and the network shall continue the MM procedure.

	*** NEXT CHANGE


4.5.1.6.1
Call re-establishment, initiation by the mobile station

NOTE:
The network is unable to initiate call re-establishment.

If at least one request to re-establish an MM connection is received from a CM entity as a response to the indication that the MM connection is interrupted (see subclause 4.5.2.3.) the mobile station initiates the call re-establishment procedure. If several CM entities request re-establishment only one re-establishment procedure is initiated. If any CM entity requests re-establishment, then re-establishment of all transactions belonging to all Protocol Discriminators that permit Call Re-establishment shall be attempted.

Upon request of a CM entity to re-establish an MM connection the MM sublayer requests the RR sublayer to establish an RR connection and enters MM sublayer state WAIT FOR REESTABLISH. This request contains an establishment cause and a CM RE-ESTABLISHMENT REQUEST message. When the establishment of an RR connection is indicated by the RR sublayer, the MM sublayer of the mobile station starts timer T3230, gives an indication to all CM entities that are being re-established, and remains in the MM sublayer state WAIT FOR REESTABLISH.

The CM RE-ESTABLISHMENT REQUEST message contains the

-
mobile identity according to subclause 10.5.1.4;

-
mobile station classmark 2;

-
ciphering key sequence number.

NOTE:
Whether or not a CM entity can request re-establishment depends upon the Protocol Discriminator. The specifications for Short Message Service (3GPP TS 24.011 [22]), Call Independent Supplementary Services (3GPP TS 24.010 [21]) and Location Services (3GPP TS 44.071 [23a]) do not currently specify any re-establishment procedures.

Upon receiving a CM RE-ESTABLISHMENT REQUEST message, the network shall analyse its content. Depending on the type of request, the network may start any of the MM common procedures and RR procedures.

The network may initiate the classmark interrogation procedure, for example, to obtain further information on the mobile station's encryption capabilities.

The identification procedure (see subclause 4.3.3) may be invoked.

The network may invoke the authentication procedure (see subclause 4.3.2).

In A/Gb mode, the network decides if the security mode setting procedure shall be invoked (see 3GPP TS 44.018 [84] subclause 3.4.7).

An indication from the RR sublayer that the security mode setting procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station. 

In Iu mode, the network decides if the security mode control procedure shall be invoked (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]). An indication from the RR sublayer that the security mode control procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

The MM connection re-establishment is completed, timer T3230 shall be stopped, all CM entities associated with the re-establishment shall be informed, and MM sublayer state MM CONNECTION ACTIVE is re-entered. All the MM connections are considered to be active.

If the network cannot associate the re-establishment request with any existing call for that mobile station, a CM SERVICE REJECT message is returned with the reject cause:

#38
"call cannot be identified"

If call re-establishment cannot be performed for other reasons, a CM SERVICE REJECT is returned, the appropriate reject cause may be any of the following (see annex G):

# 4


"IMSI unknown in VLR";

# 6


"illegal ME";

#17
"network failure";

#22
"congestion";

#32
"service option not supported";

#34
"service option temporarily out of order".

Whatever the reject cause a mobile station receiving a CM SERVICE REJECT as a response to the CM RE-ESTABLISHMENT REQUEST shall stop T3230, release all MM connections and proceed as described in subclause 4.5.3.1. In addition:

-
if cause value #4 is received, the mobile station deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to NOT UPDATED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the mobile station to initiate a normal location updating). The CM re-establishment request shall not be memorized during the location updating procedure.

-
if cause value #6 is received, the mobile station deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The MS shall consider the SIM/USIM as invalid for non-GPRS services until switch-off or the SIM/USIM is removed.

	*** NEXT CHANGE


4.7.1.4
Radio resource sublayer address handling

In A/Gb mode, while a packet TMSI (P-TMSI) is used in the GMM sublayer for identification of an MS, a temporary logical link identity (TLLI) is used for addressing purposes at the RR sublayer.

In Iu mode a Radio Network Temporary Identity (RNTI) identifies a user between the MS and the UTRAN or GERAN. The relationship between RNTI and IMSI is known only in the MS and in the UTRAN, see 3GPP TS 25.301 [xb].

	*** NEXT CHANGE


4.7.2.6
Cell Update triggered by low layers

A Cell Update may be requested by the low layers, see 3GPP TS 44.060 [76]. In this case the Cell Update shall be performed even if the READY timer is not running. If both the network and the MS support the Cell Notification, then the MS shall use the LLC NULL frame to perform the Cell Update.

	*** NEXT CHANGE


4.7.3.1.5
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
Access barred because of access class control


The GPRS attach procedure shall not be started. The MS stays in the current serving cell and applies normal cell reselection process. The GPRS attach procedure is started as soon as possible, i.e. when access is granted or because of a cell change.

b)
Lower layer failure before the ATTACH ACCEPT or ATTACH REJECT message is received


The procedure shall be aborted and the MS shall proceed as described below, except in the following implementation option cases b.1 and b.2.

b.1)
Release of PS signalling connection in Iu mode before the completion of the GPRS attach procedure


If the release of the PS signalling connection occurs before completion of the GPRS attach procedure, then the GPRS attach procedure shall be initiated again, if the following conditions apply:


i)
The original GPRS attach procedure was initiated over an existing PS signalling connection; and


ii)
 The GPRS attach procedure was not due to timer T3310 expiry; and


iii)
No SECURITY MODE COMMAND message and no Non-Access Startum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the ATTACH REQUEST message was transmitted.

b.2)
RR release in Iu mode (i.e. RRC connection release) with, for example, cause "Normal", or "User inactivity" (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111])


The GPRS attach procedure shall be initiated again, if the following conditions apply:


i)
The original GPRS attach procedure was initiated over an existing RRC connection; and


ii)
 The GPRS attach procedure was not due to timer T3310 expiry; and


iii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the ATTACH REQUEST message was transmitted.

NOTE: 
The RRC connection release cause that triggers the re-initiation of the GPRS attach procedure is implementation specific.

c)
T3310 time-out


On the first expiry of the timer, the MS shall reset and restart timer T3310 and shall retransmit the ATTACH REQUEST message. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3310, the MS shall abort the GPRS attach procedure and, in Iu mode, release the PS signalling connection (see 3GPP TS 25.331 [23c]). The MS shall proceed as described below.

d)
ATTACH REJECT, other causes than those treated in subclause 4.7.3.1.4


Upon reception of the cause codes # 95, # 96, # 97, # 99 and # 111 the MS should set the GPRS attach attempt counter to 5. The MS shall proceed as described below.

e)
Change of cell within the same RA (A/Gb mode only)


If a cell change occurs within the same RA when the MS is in state GMM-REGISTERED-INITIATED, then the cell update procedure shall be performed before completion of the attach procedure.

f)
Change of cell into a new routing area 


If a cell change into a new routing area occurs before an ATTACH ACCEPT or ATTACH REJECT message has been received, the GPRS attach procedure shall be aborted and re-initiated immediately. If a routing area border is crossed when the ATTACH ACCEPT message is received but before an ATTACH COMPLETE message is sent, the GPRS attach procedure shall be aborted and the routing area updating procedure shall be initiated. If a P-TMSI was allocated during the GPRS attach procedure, this P-TMSI shall be used in the routing area updating procedure. If a P-TMSI signature was allocated together with the P-TMSI during the GPRS attach procedure, this P-TMSI signature shall be used in the routing area updating procedure. 

g)
Mobile originated detach required


If the MS is in state GMM-REGISTERED-INITIATED, the GPRS attach procedure shall be aborted and the GPRS detach procedure shall be performed (see subclause 4.7.4.1).

h)
Procedure collision


If the MS receives a DETACH REQUEST message from the network in state GMM-REGISTERED-INITIATED with type of detach 're-attach not required, the GPRS detach procedure shall be progressed and the GPRS attach procedure shall be aborted. Otherwise the GPRS attach procedure shall be progressed and the DETACH REQUEST message shall be ignored.
i)
Access barred because the CSG ID is not in the allowed CSG ID list stored in the MS

The GPRS attach procedure shall not be started. The MS stays in the current serving cell and applies the normal cell reselection process. The GPRS attach procedure is started as soon as possible, e.g. when the MS moves to a cell where access is granted.
In cases b, c and d the MS shall proceed as follows. Timer T3310 shall be stopped if still running. The GPRS attach attempt counter shall be incremented. 

If the GPRS attach attempt counter is less than 5:

-
timer T3311 is started and the state is changed to GMM-DEREGISTERED.ATTEMPTING-TO-ATTACH.

If the GPRS attach attempt counter is greater than or equal to 5:

-
the MS shall delete any RAI, P-TMSI, P-TMSI signature, list of equivalent PLMNs, and GPRS ciphering key sequence number, shall set the GPRS update status to GU2 NOT UPDATED, shall start timer T3302. The state is changed to GMM-DEREGISTERED. ATTEMPTING-TO-ATTACH or optionally to GMM-DEREGISTERED.PLMN-SEARCH (see subclause 4.2.4.1.2) in order to perform a PLMN selection according to 3GPP TS 23.122 [14].

	*** NEXT CHANGE


4.7.4.1.4
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
T3321 time-out


On the first expiry of the timer, the MS shall retransmit the DETACH REQUEST message and shall reset and restart timer T3321. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3321, the GPRS detach procedure shall be aborted, the MS shall change to state:

-
MM-NULL if "IMSI detach" was requested; 

-
GMM-REGISTERED.NORMAL-SERVICE if "IMSI Detach" was requested;

-
GMM-DEREGISTERED if "GPRS detach" was requested;

-
GMM-DEREGISTERED and MM-NULL if "GPRS/IMSI" detach was requested.

b)
Lower layer failure before reception of DETACH ACCEPT message


The detach procedure is aborted and the MS shall change to one of the following states, except in the following implementation option cases b.1, b.2 and b3: 

-
MM-NULL if "IMSI detach" was requested;

-
GMM-REGISTERED.NORMAL-SERVICE if "IMSI Detach" was requested;

-
GMM-DEREGISTERED if "GPRS detach" was requested;

-
GMM-DEREGISTERED and MM-NULL if "IMSI/GPRS" detach was requested.

b.1)
Release of PS signalling connection before the completion of the GPRS detach procedure


The release of the PS signalling connection before completion of the GPRS detach procedure shall result in the GPRS detach procedure being initiated again, if the following conditions apply:


i)
The original GPRS detach procedure was initiated over an existing PS signalling connection; and


ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the DETACH REQUEST message was transmitted.

b.2)
RR release in Iu mode (i.e. RRC connection release) with cause different than "Directed signalling connection re-establishment", for example, "Normal", or"User inactivity" (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111])


The GPRS detach procedure shall be initiated again, if the following conditions apply:


i)
The original GPRS detach procedure was initiated over an exisiting RRC connection; and


ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the DETACH REQUEST message was transmitted.

NOTE: 
The RRC connection release cause different than "Directed signalling connection re-establishment" that triggers the re-initiation of the GPRS detach procedure is implementation specific. 

b.3)
RR release in Iu mode (i.e. RRC connection release) with cause "Directed signalling connection re-establishment" (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111])


The routing area updating procedure shall be initiated followed by completion of the GPRS detach procedure if the following conditions apply:


i)
The original GPRS detach procedure was not due to SIM removal; and


ii)
The original GPRS detach procedure was not due to a rerun of the procedure due to "Directed signalling connection reestablishment".

c)
Detach procedure collision


If the MS receives a DETACH REQUEST message before the MS initiated GPRS detach procedure has been completed, a DETACH ACCEPT message shall be sent to the network.

d)
Detach and GMM common procedure collision


GPRS detach containing cause "power off":

-
If the MS receives a message used in a GMM common procedure before the GPRS detach procedure has been completed, this message shall be ignored and the GPRS detach procedure shall continue.


GPRS detach containing other causes than "power off":

-
If the MS receives a P-TMSI REALLOCATION COMMAND, a GMM STATUS, or a GMM INFORMATION message before the GPRS detach procedure has been completed, this message shall be ignored and the GPRS detach procedure shall continue. 

-
If the MS receives an AUTHENTICATION AND CIPHERING REQUEST or IDENTITY REQUEST message, before the GPRS detach procedure has been completed, the MS shall respond to it as described in subclauses 4.7.7 and 4.7.8 respectively.

e)
Change of cell within the same RA (A/Gb mode only)


If a cell change occurs within the same RA before a DETACH ACCEPT message has been received, then the cell update procedure shall be performed before completion of the detach procedure.

f)
Change of cell into a new routing area


If a cell change into a new routing area occurs before a DETACH ACCEPT message has been received, the GPRS detach procedure shall be aborted and re-initiated after successfully performing a routing area updating procedure. If the detach procedure is performed due to the removal of the SIM/USIM the MS shall abort the detach procedure and enter the state GMM-DEREGISTERED.

g)
Access barred because of access class control

The signalling procedure for GPRS detach shall not be started. The MS starts the signalling procedure as soon as possible and if still necessary, i.e. when the barred state is removed or because of a cell change, or performs a local detach immediately or after an implementation dependent time. 
h)
Access barred because the CSG ID is not in the allowed CSG ID list stored in the MS


The signalling procedure for GPRS detach shall not be started. The MS stays in the current serving cell and applies the normal cell reselection process, performs a local detach immediately or performs a local detach after an implementation dependent time.
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Figure 4.7.4/1 3GPP TS 24.008: MS initiated GPRS detach procedure

	*** NEXT CHANGE


4.7.5.1.5
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
Access barred because of access class control


The routing area updating procedure shall not be started. The MS stays in the current serving cell and applies the normal cell reselection process. The procedure is started as soon as possible and if still necessary, i.e. when the barred state is removed or because of a cell change.

b)
Lower layer failure before the ROUTING AREA UPDATE ACCEPT or ROUTING AREA UPDATE REJECT message is received


The procedure shall be aborted and the MS shall proceed as described below, except in the followingimplementat ion option cases b.1 and b.2.

b.1)
Release of PS signalling connection before the completion of the routing area updating procedure


The routing area updating procedure shall be initiated again, if the following conditions apply:


i)
The original routing area update procedure was initiated over an existing PS signalling connection; and


ii)
 The routing area update procedure was not due to timer T3330 expiry; and


iii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection were (e.g. PS authentication procedure, see subclause 4.7.7) received after the ROUTING AREA UPDATE REQUEST message was transmitted.

b.2)
RR release in Iu mode (i.e. RRC connection release) with, for example, cause "Normal", or "User inactivity" or "Direct signalling connection re-establishment" (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111])


The routing area updating procedure shall be initiated again, if the following conditions apply:


i)
The original routing area update procedure was initiated over an existing RRC connection; and


ii)
 The routing area update procedure was not due to timer T3330 expiry; and


iii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the ROUTING AREA UPDATE REQUEST message was transmitted.

NOTE: 
The RRC connection release cause that triggers the re-initiation of the routing area update procedure is implementation specific. 

c)
T3330 time-out


The procedure is restarted four times, i.e. on the fifth expiry of timer T3330, the MS shall abort the procedure and, in Iu mode, release the PS signalling connection (see 3GPP TS 25.331 [23c]). The MS shall proceed as described below.

d)
ROUTING AREA UPDATE REJECT, other causes than those treated in subclause 4.7.5.1.4


Upon reception of the cause codes # 95, # 96, # 97, # 99 and # 111 the MS should set the routing area updating attempt counter to 5. The MS shall proceed as described below.

e)
If a routing area border is crossed, when the MS is in state GMM-ROUTING-AREA-UPDATE-INITIATED, the routing area updating procedure shall be aborted and re-initiated immediately. The MS shall set the GPRS update status to GU2 NOT UPDATED.

f)
In A/Gb mode, if a cell change occurs within the same RA, when the MS is in state GMM-ROUTING-AREA-UPDATE-INITIATED, the cell update procedure is performed, before completion of the routing area updating procedure.

g)
Routing area updating and detach procedure collision


GPRS detach containing detach type"re-attach required" or "re-attach not required":


If the MS receives a DETACH REQUEST message before the routing area updating procedure has been completed, the routing area updating procedure shall be aborted and the GPRS detach procedure shall be progressed.


GPRS detach containing detach type "IMSI detach":


If the MS receives a DETACH REQUEST message before the routing area updating procedure has been completed, the routing area updating procedure shall be progressed, i.e. the DETACH REQUEST message shall be ignored.

h)
Routing area updating and P-TMSI reallocation procedure collision


If the MS receives a P-TMSI REALLOCATION REQUEST message before the routing area updating procedure has been completed, the P-TMSI reallocation procedure shall be aborted and the routing area updating procedure shall be progressed.
i) 
Access barred because the CSG ID is not in the allowed CSG ID list stored in the MS

The routing area updating procedure shall not be started. The MS stays in the current serving cell and applies the normal cell reselection process. The procedure is started as soon as possible and if still necessary, e.g. because of a cell change.
In cases b, c, d, e, and g with detach type "re-attach required" or "re-attach not required", the MS shall stop any ongoing transmission of user data.

In cases b, c and d the MS shall proceed as follows:


Timer T3330 shall be stopped if still running. The routing area updating attempt counter shall be incremented.


If the routing area updating attempt counter is less than 5, and the stored RAI is equal to the RAI of the current serving cell and the GMM update status is equal to GU1 UPDATED:

-
the MS shall keep the GMM update status to GU1 UPDATED and changes state to GMM-REGISTERED.NORMAL-SERVICE. The MS shall start timer T3311. When timer T3311 expires the routing area updating procedure is triggered again.


If the routing area updating attempt counter is less than 5, and the stored RAI is different to the RAI of the current serving cell or the GMM update status is different to GU1 UPDATED:

-
the MS shall start timer T3311, shall set the GPRS update status to GU2 NOT UPDATED and changes state to GMM-REGISTERED.ATTEMPTING-TO-UPDATE.


If the routing area updating attempt counter is greater than or equal to 5:

-
the MS shall start timer T3302, shall delete the list of equivalent PLMNs, shall set the GPRS update status to GU2 NOT UPDATED and shall change to state GMM-REGISTERED.ATTEMPTING-TO-UPDATE or optionally to GMM-REGISTERED.PLMN-SEARCH(see subclause 4.2.5.1.8) in order to perform a PLMN selection according to 3GPP TS 23.122 [14].

	*** NEXT CHANGE


4.7.5.2.1
Combined routing area updating procedure initiation

The combined routing area updating procedure is initiated only by a GPRS MS operating in MS operation modes A or B, if the MS is in state GMM-REGISTERED and MM-IDLE, and if the network operates in network operation mode I:

-
when a GPRS MS that is IMSI attached for GPRS and non-GPRS services detects a change of the routing area in state GMM-REGISTERED and MM-IDLE;

-
when a GPRS MS that is IMSI attached for GPRS services wants to perform an IMSI attach for non-GPRS services;

-
after termination of a non-GPRS service via non-GPRS channels to update the association if the MS has changed the RA during that non-GPRS service transaction;

-
after termination of a non-GPRS service via non-GPRS channels to update the association if GPRS services were suspended during the non-GPRS service but no resume is received. See 3GPP TS 23.060 [74] subclause 16.2.1;

-
after termination of a non-GPRS service via non-GPRS channels to update the association, if the GPRS MS in MS operation mode A performed a normal GPRS attach or a normal routing area updating procedure during the circuit-switched transaction;

· after a CM SERVICE REJECT message with cause value #4 is received by the mobile station (see subclause 4.5.1.1); in this case the update type IE shall be set to "Combined RA/LA updating with IMSI attach";

· when a GPRS MS needs to update the network with the new MS Radio Access Capability IE;

· when a GPRS MS needs to update the network with a new DRX parameter IE; or

· in Iu mode, to re-synchronize the PMM mode of MS and network after RRC connection release with cause "Directed signalling connection re-establishment", see subclause 4.7.2.5.

-
in Iu mode and A/Gb mode, after intersystem change from S1 mode, and the GMM receives an indication of "RRC connection failure" from lower layers due to lower layer while in S1 mode.
Editor's note: It is FFS how the "ON-OFF" indication for NAS signalling connection recovery is provided by the network.
In A/Gb mode, the routing and location area identification are broadcast on the broadcast channel(s). A combined routing area updating procedure shall abort any ongoing GMM procedure. Aborted GMM procedures shall be repeated after the combined routing area updating procedure has been successfully performed. The ROUTING AREA UPDATE REQUEST message shall always be the first message sent from the MS in the new routing area after routing area change.

In Iu mode, the routing and location area identification are broadcast on the broadcast channel(s) or sent to the MS via the PS signalling connection. A combined routing area updating procedure shall abort any ongoing GMM procedure. Aborted GMM procedures may be repeated after the combined routing area updating procedure has been successfully performed. The ROUTING AREA UPDATE REQUEST message shall always be the first GMM message sent from the MS in the new routing area after routing area change.

To initiate a combined routing area updating procedure the MS sends the message ROUTING AREA UPDATE REQUEST to the network, starts timer T3330 and changes to state GMM-ROUTING-UPDATING-INITIATED and MM LOCATION UPDATING PENDING. The value of the Update type IE in the message shall indicate "combined RA/LA updating" unless explicitly specified otherwise. If for the last attempt to update the registration of the location area a MM specific procedure was performed, the value of the Update type IE in the ROUTING AREA UPDATE REQUEST message shall indicate "combined RA/LA updating with IMSI attach". Furthermore the MS shall include the TMSI status IE if no valid TMSI is available.

A GPRS MS in MS operation modes B that is in an ongoing circuit-switched transaction, shall initiate the combined routing area updating procedure after the circuit-switched transaction has been released, if the MS has changed the RA during the circuit-switched transaction and if the network operates in network operation mode I.

A GPRS MS in MS operation mode A shall initiate the combined routing area updating procedure with IMSI attach after the circuit-switched transaction has been released, if a normal GPRS attach or a normal routing area updating procedure was performed during the circuit-switched transaction and provided that the network operates in network operation mode I.

A GPRS MS in MS operation mode A shall perform the normal routing area update procedure during an ongoing circuit-switched transaction.

In Iu mode, if the MS wishes to prolong the established PS signalling connection after the normal routing area updating procedure (for example, the MS has any CM application request pending), it may set a follow-on request pending indicator on (see subclause 4.7.13).

In Iu mode, when a ROUTING AREA UPDATE REQUEST is received by the SGSN over a new PS signalling connection while there is an ongoing PS signalling connection (network is already in mode PMM-CONNECTED) for this UE, the network shall progress the routing area update procedure as normal and release the previous PS signalling connection when the routing area update procedure has been accepted by the network.

NOTE:
The re-establishment of the radio bearers of active PDP contexts is done as described in subclause "Service Request procedure".

	*** NEXT CHANGE


4.7.7.6.1
MS behaviour towards a network that has failed the authentication procedure

If the MS deems that the network has failed the authentication check, then it shall request RR or RRC to release the RR connection and the PS signalling connection, if any, and bar the active cell or cells (see 3GPP TS 25.331 [23c] and 3GPP TS 44.018 [84]). The MS shall start any retransmission timers (i.e. T3310, T3321, T3330 or T3317), if they were running and stopped when the MS received the first AUTHENTICATION AND CIPHERING REQUEST message containing an invalid MAC or invalid SQN, or no AUTN when a UMTS authentication challenge was expected.

	*** NEXT CHANGE


4.7.7.9
Handling of keys at intersystem change from A/Gb mode to Iu mode
At an inter-system change from A/Gb mode to Iu mode, ciphering and integrity may be started (see 3GPP TS 25.331 [23c]) without any new authentication and ciphering procedure. Deduction of the appropriate security keys for ciphering and integrity check in Iu mode, depend on the current GSM/UMTS security context stored in the MS and the network. 

The ME shall handle the GPRS UMTS cipher key and the GPRS UMTS integrity key according to table 4.7.7.9.1.

Table 4.7.7.9.1/3GPP TS 24.008: Inter-system change from A/Gb mode to Iu mode
	Security context established in MS and network in A/Gb mode

	At inter-system change to Iu mode:

	GSM security context


	An ME shall derive the GPRS UMTS cipher key and the GPRS UMTS integrity key from the GPRS GSM cipher key that was provided by the SIM/USIM during the latest successful authentication procedure. The conversion functions named "c4" and "c5" in 3GPP TS 33.102 [5a] are used for this purpose.



	UMTS security context


	An ME shall apply the GPRS UMTS ciphering key and the GPRS UMTS integrity key that were received from the UMTS security context created in the USIM during the latest successful authentication procedure.


NOTE:
A USIM with UMTS security context, passes the GPRS UMTS ciphering key, the GPRS UMTS integrity key and the derived GPRS GSM ciphering key to the ME independent on the current radio access being UTRAN or GERAN.

	*** NEXT CHANGE


4.7.9.1.1
Paging for GPRS services using P-TMSI

The network shall initiate the paging procedure for GPRS services using P-TMSI when GMM signalling messages or user data is pending to be sent to the MS while the Mobile Reachable timer is running. The network may page only GPRS MSs which are GMM-REGISTERED and identified by a local P-TMSI.

In Iu mode, to initiate the procedure the GMM entity in the network requests the lower layer to start paging (see 3GPP TS 25.331 [23c] and 3GPP TS 25.413 [19c]) and starts timer T3313. Upon reception of a paging indication, the MS shall respond to the paging with a SERVICE REQUEST message with service type "paging response" (see 3GPP TS 24.007 [20], 3GPP TS 23.060 [74], 3GPP TS 25.331 [23c] and 3GPP TS 25.413 [19c]). If the paging request for GPRS services was received during an ongoing MS initiated GMM specific procedure, then the MS shall progress the GMM specific procedure, and the network shall proceed with the GMM specific procedure.

In A/Gb mode, to initiate the procedure the GMM entity requests the RR sublayer to start paging (see 3GPP TS 44.018 [84], 3GPP TS 44.060 [76]), and starts timer T3313. Upon reception of a paging indication, the MS shall respond to the paging with any LLC frame (see 3GPP TS 44.064 [78a], 3GPP TS 24.007 [20], 3GPP TS 23.060 [74]).

At intersystem change, an MS not having the READY timer running in A/Gb mode or an MS in PMM-IDLE mode in Iu mode, being paged in a different access network as when it last sent user data or signalling message, uses ROUTING AREA UPDATE REQUEST message as paging response, i.e. the RA update procedure shall be performed instead according to the selective routing area update procedure.

The network shall stop timer T3313 when a response is received from the MS. When the timer T3313 expires the network may reinitiate paging.

In Iu mode, when a response is received from the MS, the network shall change from PMM-IDLE mode to PMM-CONNECTED mode.

In A/Gb mode, when a response different from an LLC NULL frame is received from the MS, the network shall start the READY timer.

	*** NEXT CHANGE


4.7.9.1.2
Paging for GPRS services using IMSI

Paging for GPRS services using IMSI is an abnormal procedure used for error recovery in the network. 

The network may initiate paging using IMSI if the P-TMSI is not available due to a network failure.

In Iu mode, to initiate the procedure the GMM entity in the network requests the lower layer to start paging (see 3GPP TS 25.331 [23c] and 3GPP TS 25.413 [19c]).

In A/Gb mode, to initiate the procedure the GMM entity in the network requests the RR sublayer to start paging (see 3GPP TS 44.018 [84], 3GPP TS 44.060 [76]).

Upon reception of a paging indication for GPRS services using IMSI, the MS shall locally deactivate any active PDP context(s), MBMS context(s) and locally detach from GPRS. The local detach includes deleting any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number stored, setting the GPRS update status to GU2 NOT UPDATED and changing state to GMM-DEREGISTERED.

In Iu mode, when an MS receives a paging request for GPRS services using the IMSI from the network before an MS initiated GMM specific procedure has been completed, then the MS shall abort the GMM specific procedure, and the MS shall proceed according to the description in this clause.

After performing the local detach, the MS shall then perform a GPRS attach or combined GPRS attach procedure.

After performing the attach, the MS should activate PDP context(s) to replace any previously active PDP context(s). The MS should also perform the procedures needed in order to activate any previously active multicast service(s).
NOTE 1:
In some cases, user interaction may be required and then the MS cannot activate the PDP and MBMS context(s) automatically.

NOTE 2:
The MS does not respond to the paging except with the Attach Request. Hence timer T3313 in the network is not used when paging with IMSI.

NOTE 3:
Paging without DRX parameters may require a considerable extension of the paging duration.

	*** NEXT CHANGE


4.7.9.2
Paging for non-GPRS services

The network may initiate the paging procedure for non-GPRS services when the MS is IMSI attached for non-GPRS services. 

In Iu mode, to initiate the procedure the GMM entity requests the lower layer to start paging (see 3GPP TS 25.331 [23c] and 3GPP TS 25.413 [19c]) for non-GPRS services.

In A/Gb mode, to initiate the procedure the GMM entity requests the RR sublayer to start paging (see 3GPP TS 44.018 [84] and 3GPP TS 44.060 [76] for non-GPRS services).

The MS identity used for paging shall be the allocated TMSI if acknowledged by the MS, otherwise the IMSI.

	*** NEXT CHANGE


5.2.1.2
Receipt of a setup message

In the "null" or "recall present" states, upon receipt of a setup message (a SETUP message or an EMERGENCY SETUP message, see subclause 5.2.1.1), the call control entity of the network enters the "call initiated" state. It shall then analyse the call information contained in the setup message. 

In Iu mode, network shall include the SI received in the SETUP message into the RABid and send it back to the mobile station. For RABid see 3GPP TS 25.413 [19c] and 3GPP TS 44.118 [111]. If the network receives the SETUP message with no SI, the network shall set the SI value to 1.

i)
If, following the receipt of the setup message, the call control entity of the network determines that the call information received from the mobile station is invalid (e.g. invalid number), then the network shall initiate call clearing as defined in subclause 5.4 with one of the following cause values:

# 1


"unassigned (unallocated) number",

# 3


"no route to destination",

# 22
"number changed",

# 28
"invalid number format (incomplete number)".

ii)
If, following the receipt of the setup message, the call control entity of the network determines that a requested service is not authorized or is not available, it shall initiate call clearing in accordance with subclause 5.4.2 with one of the following cause values:

# 8


"operator determined barring",

# 57
"bearer capability not authorized",

# 58
"bearer capability not presently available",

# 63
"service or option not available, unspecified", or 

# 65
"bearer service not implemented".

iii)
Otherwise, the call control entity of the network shall either:

-
send a CALL PROCEEDING message to its peer entity to indicate that the call is being processed; and enter the "mobile originating call proceeding" state;

-
or: send an ALERTING message to its peer entity to indicate that alerting has been started at the called user side; and enter the "call received" state;

-
or: send a CONNECT message to its peer entity to indicate that the call has been accepted at the called user side; and enter the "connect request" state.


The call control entity of the network may insert bearer capability information element(s) in the CALL PROCEEDING message to select options presented by the mobile station in the Bearer Capability information element(s) of the SETUP message. The bearer capability information element(s) shall contain the same parameters as received in the SETUP except those presenting a choice. Where choices were offered, appropriate parameters indicating the results of those choices shall be included.


The CALL_PROCEEDING message shall also contain the priority of the call in the case where the network supports eMLPP. Mobile stations supporting eMLPP shall indicate this priority level to higher sublayers and store this information for the duration of the call for further action. Mobile stations not supporting eMLPP shall ignore this information element if provided in a CALL PROCEEDING message. 

NOTE:
If the network supports only R98 or older versions of this protocol and the priority is not included in the CALL PROCEEDING message, this does not imply that the network does not support eMLPP.
-
The CALL_PROCEEDING message shall contain the multicall supported information in the network call control capabilities in the case where the network supports multicall and there are no other ongoing calls to the MS. Mobile stations supporting multicall shall store this information until the call control state for all calls returns to null. Mobile stations not supporting multicall shall ignore this information if provided in a CALL PROCEEDING message. If the multicall supported information is not sent in the CALL_PROCEEDING message, the mobile station supporting multicall shall regard that the network doesn't support multicall.

The call control entity of the network having entered the "mobile originating call proceeding" state, the network may initiate the assignment of a traffic channel according to subclause 5.2.1.9 (early assignment).

For speech calls, if the SETUP message or EMERGENCY SETUP message contains a Supported Codec List information element, the network shall use this list to select the codec for UTRAN. If no Supported Codec List information element is received, then for UTRAN the network shall select the default UMTS speech codec according to subclause 5.2.1.11.

Codecs for GERAN shall be selected from the codecs indicated in the Supported Codec List information element or in the Bearer Capability information element. If neither a Supported Codec List information element nor a Bearer Capability information element is received, then for GERAN the network shall select GSM full rate speech version 1.

Codec information that does not apply to the currently serving radio access shall be used by the network if an inter-system change occurs.
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Figure 5.2/3GPP TS 24.008 Mobile originated call initiation and possible subsequent responses.

	*** NEXT CHANGE


5.2.1.11
Speech Codec Selection

For speech calls, a mobile station implementing this version of the protocol shall indicate all codecs that it supports for UTRAN in the Supported Codec List information element. Codecs for GERAN shall be indicated in the Bearer Capability information element, if this information element is included. Additionally, if the mobile station supports codecs for GERAN and UTRAN, it shall indicate the codecs for GERAN also in the Supported Codec List information element.
If the network does not receive a Supported Codec List information element then for speech calls in UTRAN it shall select the default UMTS speech codec.
For speech calls in GERAN, if the network does not receive a Supported Codec List information element nor a Bearer Capability information element, the network shall select GSM full rate speech version 1.
The network shall determine the default UMTS speech codec by the following:

i) If no GSM Speech Version codepoints are received in the Supported Codec List IE or in octet 3a etc. of the Bearer Capabilities IE then a "UMTS only" terminal is assumed and the default UMTS speech codec shall be UMTS_AMR.

ii) If at least one GSM Speech Version codepoint is received in the Supported Codec List IE or in octet 3a etc. of the Bearer Capabilities IE then the ME supports GSM and UMTS and the default UMTS speech codec shall be UMTS_AMR_2.
NOTE 1:
In case (ii), if the call is set up in A/Gb or GERAN Iu mode by a R99 ME, call control in the core network may treat the ME as a "GSM only" ME. The default UMTS speech codec will only become relevant when an intersystem handover to UTRAN Iu mode is initiated by the radio access network, and can be determined when this procedure is started.
If the Supported Codec List IE is received, then the network shall use this list to select the codec for Iu mode and indicate the selected codec to the ME via RANAP and RRC protocol in the NAS Synchronisation Indicator IE. See 3GPP TS 25.413 [19c], 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111].

The NAS Synchronisation Indicator IE shall be coded as the 4 least significant bits of the selected codec type (CoID) defined in 3GPP TS 26.103 [83], subclause 6.3.

The network shall determine the preference for the selected codec type; codec type prioritisation is not provided by the ME.

The ME shall activate the codec type received in the NAS Synchronisation Indicator IE.

If the mobile station does not receive the NAS Synchronisation Indicator IE (RRC protocol)

-
during setup of a speech call;

-
during inter-system handover of a speech call from A/Gb or GERAN Iu mode to UTRAN Iu mode; or

-
during an in-call modification from data to speech,

then it shall select the UMTS_AMR_2 speech codec.

NOTE 2:
If the network does not support UMTS_AMR_2, it may activate the UMTS_AMR codec and indicate to the mobile station that it shall select UMTS_AMR_2. According to 3GPP TS 26.103 [83], subclause 5.4, no interworking problem will occur in this case.
If the mobile station has selected a speech codec for UTRAN Iu mode, it shall keep this codec until

-
a new codec is requested by the network by sending a NAS Synchronisation Indicator IE (RRC protocol);

-
a new codec is requested by the network during inter-system handover from UTRAN Iu mode to A/Gb or GERAN Iu mode; or

-
an in-call modification from speech to data is performed.

For adaptive multirate codec types no indication of subsets of modes is supported in this protocol, from the mobile station or to the mobile station. It is a pre-condition that the support of such codec types by the mobile station implicitly includes all modes defined for that codec type.

	*** NEXT CHANGE


5.2.2.3.1
Response to SETUP

Having entered the "call present state" the call control entity of the mobile station shall - with the exception of the cases described below - acknowledge the SETUP message by a CALL CONFIRMED message, and enter the "mobile terminating call confirmed" state.

If the mobile station supports multicall, it shall include the Stream Identifier (SI) information element in the CALL CONFIRMED message.


If the mobile station is located in the network supporting multicall, it shall never include the SI that is in use and shall include with either of the following two values:

-
SI="no bearer";

-
SI=new value (not used by any of the existing bearers).

If the mobile station supporting multicall is located in the network not supporting multicall, it shall include the SI with value 1.

The call control entity of the mobile station may include in the CALL CONFIRMED message to the network one or two bearer capability information elements to the network, either preselected in the mobile station or corresponding to a service dependent directory number (see 3GPP TS 29.007 [38]). The mobile station may also use the backup bearer capability IE, if provided by the network, to deduce the requested service (see 3GPP TS 27.001 [36], subclause 8.3.3.1). The mobile station may also include one or two bearer capabilities in the CALL CONFIRMED message to define the radio channel requirements. In any case the rules specified in subclause 9.3.2.2 shall be followed.

NOTE:
The possibility of alternative responses (e.g., in connection with supplementary services) is for further study.

For speech calls the mobile station shall indicate all codecs that it supports for UTRAN in the Supported Codec List information element. Codecs for GERAN shall be indicated in the Bearer Capability information element, if this information element is included. Additionally, if the mobile station supports codecs for GERAN and UTRAN, it shall indicate the codecs for GERAN also in the Supported Codec List information element.

If the MS supports the enhanced network-initiated in-call modification procedure as specified in subclause 5.3.4.3, the MS shall indicate this in the Call Control Capabilities IE in the CALL CONFIRMED message.

A busy MS which satisfies the compatibility requirements indicated in the SETUP message shall respond either with a CALL CONFIRMED message if the call setup is allowed to continue or a RELEASE COMPLETE message if the call setup is not allowed to continue, both with cause #17 "user busy".

If the mobile user wishes to refuse the call, a RELEASE COMPLETE message shall be sent with the cause #21 "call rejected".

In the cases where the mobile station responds to a SETUP message with RELEASE COMPLETE message the mobile station shall release the MM connection and enter the "null" state after sending the RELEASE COMPLETE message.

The network shall process the RELEASE COMPLETE message in accordance with subclause 5.4.

	*** NEXT CHANGE


5.2.2.3.2
Receipt of CALL CONFIRMED and ALERTING by the network

The call control entity of the network in the "call present" state, shall, upon receipt of a CALL CONFIRMED message: stop timer T303, start timer T310 and enter the "mobile terminating call confirmed" state.

In Iu mode, network shall include the SI received in the CALL CONFIRMED message into the RABid and send it back to the mobile station. For RABid see 3GPP TS 25.413 [19c] and 3GPP TS 44.118 [111]. If the network receives the CALL CONFIRMED message with no SI, the network shall set the SI value to 1.

For speech calls, if the CALL CONFIRMED message contains a Supported Codec List information element, the network shall use this list to select the codec for UTRAN. If no Supported Codec List information element is received, then for UTRAN the network shall select the default UMTS speech codec according to subclause 5.2.1.11.

Codecs for GERAN shall be selected from the codecs indicated in the Supported Codec List information element or in the Bearer Capability information element. If neither a Supported Codec List information element nor a Bearer Capability information element is received, then for GERAN the network shall select GSM full rate speech version 1.

Codec information that does not apply to the currently serving radio access shall be used by the network if an inter-system change occurs.

The call control entity of the mobile station having entered the "mobile terminating call confirmed" state, if the call is accepted at the called user side, the mobile station proceeds as described in subclause 5.2.2.5. Otherwise, if the signal information element was present in the SETUP message user alerting is initiated at the mobile station side; if the signal information element was not present in the SETUP message, user alerting is initiated when an appropriate channel is available.

Here, initiation of user alerting means:

-
the generation of an appropriate tone or indication at the mobile station; and

-
sending of an ALERTING message by the call control entity of the MS to its peer entity in the network and entering the "call received" state.

The call control entity of the network in the "mobile terminated call confirmed" state shall, upon receipt of an ALERTING message: send a corresponding ALERTING indication to the calling user; stop timer T310; start timer T301, and enter the "call received" state.

In the "mobile terminating call confirmed" state or the "call received" state, if the user of a mobile station is User Determined User Busy then a DISCONNECT message shall be sent with cause #17 "user busy". In the "mobile terminating call confirmed" state, if the user of a mobile station wishes to reject the call then a DISCONNECT message shall be sent with cause #21 "call rejected".

	*** NEXT CHANGE


5.2.3.2.1
Recall Alignment Procedure

The recall alignment procedure consists of three parts:

-
basic service group alignment,

-
facility alignment, and

-
stream identifier alignment.

Basic service group alignment:

The mobile station shall check that the Bearer Capability, HLC and LLC and Repeat Indicator fields, which are embedded in the Setup Container IE, match a basic service group supported by the mobile station. 

If this check fails, then the recall alignment procedure has failed. The mobile station shall use the cause #88 "incompatible destination" afterwards. 

Otherwise, the mobile station is allowed to alter the content within the Bearer Capability, HLC and LLC Information Elements (e.g. the speech codec version(s), the data rate, the radio channel requirement) provided that the basic service group is not changed. Furthermore, for speech calls the mobile station is allowed to add or remove the Supported Codec List Information Element, or to alter the contents of this information element dependent on the codecs supported by the mobile station. The result shall be that the mobile station has derived Bearer Capability, HLC, LLC, and Supported Codec List Information Elements, which it can use for a later call setup according to its configuration and capabilities.

Facility alignment:


This only applies if the Setup Container contains 1 or more Facility IEs. Each Facility IE within the Setup Container will be associated with the common SS Version IE, if present. The handling for each Facility IE is defined below. The mobile station shall align each facility IE contained in the Setup Container. The rules defined in 3GPP TS 24.010 [21] also apply.

The Facility IE is encoded as 'simple recall alignment', 'advanced recall alignment' or 'recall alignment not essential' (see 3GPP TS 24.010 [21]). If the encoding indicates, that

-
a simple recall alignment is required, the mobile station shall copy the Facility IE and the common SS version IE from the Setup Container to the SETUP message without modifying the content.

-
an advanced recall alignment is required, the mobile station must recognise and support the operation defined in the facility. If the mobile station does not recognise or support the operation, then the recall alignment procedure has failed and the mobile station shall use the cause #29 "facility rejected" in the subsequent rejection of the CC establishment request.

-
the recall alignment is not essential, then the facility operation is not an essential part of the SETUP. If the MS does not recognise the operation then the SS Version IE and Facility IE are discarded, and NOT copied into the SETUP message.

NOTE:
A mobile station may include a Facility IE without an associated SS Version IE. This would indicate that the SS operation is encoded using Phase 1 protocols.

Further details on Facility handling are given in 3GPP TS 24.010 [21].

Stream identifier alignment:

The mobile station shall check whether the Stream Identifier field is contained in the Setup Container or not.

If the Stream Identifier is contained in the Setup Container, the mobile station shall behave as one of the following.

-
the mobile station re-assign the Stream Identifier value, and modify the Stream Identifier field.

-
the mobile station remove the Stream Identifier field.

If the Stream Identifier is not contained in the Setup Container, the mobile station may behave as follows.

-
the mobile station assign the Stream Identifier value, and add the Stream Identifier IE to the end of the SETUP message.

	*** NEXT CHANGE


6.1.3.1.5
Abnormal cases

The following abnormal cases can be identified:

a)
Expiry of timers


In the mobile station: 


On the first expiry of the timer T3380, the MS shall resend the ACTIVATE PDP CONTEXT REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort the procedure; no automatic PDP context activation re-attempt shall be performed. 


On the network side: 


On the first expiry of the timer T3385, the network shall resend the message REQUEST PDP CONTEXT ACTIVATION and shall reset and restart timer T3385. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3385, the network shall release possibly allocated resources for this activation and shall abort the procedure. 

b)
Collision of MS initiated and network requested PDP context activation

Dynamic PDP address collision case:

If the MS uses dynamic PDP addressing that turns out to collide with the network requested PDP address, then there is no detection of collision specified but left for network implementation.


Static PDP address collision detected within the mobile station:


A collision of an MS initiated and a network requested PDP context activation procedure is identified by the MS when a REQUEST PDP CONTEXT ACTIVATION message is received from the network after the MS has sent an ACTIVATE PDP CONTEXT REQUEST message, the MS has not yet received an ACTIVATE PDP CONTEXT ACCEPT or ACTIVATE PDP CONTEXT REJECT message, and

i)
the MS is able to compare the PDP type, PDP address and APN requested in the ACTIVATE PDP CONTEXT REQUEST message with those requested in the REQUEST PDP CONTEXT ACTIVATION message and these parameters are equal; or

ii)
the MS is unable to compare these parameters in the two messages.

NOTE:
In general, the MS is unable to test if the PDP type, PDP address and APN in the REQUEST PDP CONTEXT ACTIVATION message are the same as those for the PDN to which it is attempting to activate a context. This is because the MS may have omitted one or more of the parameters in the ACTIVATE PDP CONTEXT REQUEST message, since it is relying on default values to be provided by the network.

-
In the case of such a collision, the MS initiated PDP context activation shall take precedence over the network requested PDP context activation. In case (i), the MS shall discard the REQUEST PDP CONTEXT ACTIVATION message and shall wait for the network response to its ACTIVATE PDP CONTEXT REQUEST message. In case (ii), the MS shall send a REQUEST PDP CONTEXT ACTIVATION REJECT message with the cause 'insufficient resources' to the network, and wait for the network response to its ACTIVATE PDP CONTEXT REQUEST message.


Static PDP address collision detected on the network side: 


A collision is detected by the network in the case where the PDP address, PDP type and APN derived (according to 3GPP TS 23.060 [74] annex A) from the ACTIVATE PDP CONTEXT REQUEST message received from the MS match those in the REQUEST PDP CONTEXT ACTIVATION message sent to the MS. 

-
In the case of such a collision, the MS initiated PDP context activation shall take precedence over the network requested PDP context activation. The network shall terminate the network requested PDP context activation procedure, and proceed with the MS initiated PDP context activation procedure.

c)
 MS initiated PDP context activation request for an already activated PDP context (on the network side)

i)
If the network receives a ACTIVATE PDP CONTEXT REQUEST message with the same combination of APN, PDP type and PDP address as an already activated PDP context, the network shall deactivate the existing PDP context and, if any, all the linked PDP contexts (matching the combination of APN, PDP type and PDP address), locally without notification to the MS and proceed with the requested PDP context activation.
ii)
Alternatively (different combination of APN, PDP type and PDP address), if the NSAPI matches that of an already activated PDP context, then the network shall deactivate only the existing PDP context locally without notification to the MS and proceed with the requested PDP context activation.


It is an implementation option if the parameters used for comparison described in clause i) and ii) are the parameters provided in the (current and previous) ACTIVATE PDP CONTEXT REQUESTs or the parameters which are the result of the application of the selection rules defined in 3GPP TS 23.060 [74] Annex A.2. 


The parameter provided in the current ACTIVATE PDP CONTEXT REQUEST can not be compared to the actually used parameters (result of application of selection rules defined in 3GPP TS 23.060 [74] Annex A.2) of the previously activated PDP contexts.

d)
 Network initiated PDP context activation request for an already activated PDP context (on the mobile station side) 


If the MS receives a REQUEST PDP CONTEXT ACTIVATION message with the same combination of APN, PDP type and PDP address as an already activated PDP context, the MS shall deactivate the existing PDP context and, if any, all the linked PDP contexts (matching the combination of APN, PDP type and PDP address) locally without notification to the network and proceed with the requested PDP context activation.
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Figure 6.3/3GPP TS 24.008: MS initiated PDP context activation procedure
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	*** NEXT CHANGE


9.3.1.2
Alerting (mobile station to network direction)

This message is sent by the called mobile station to the network, to indicate that the called user alerting has been initiated.

See table 9.55a/3GPP TS 24.008.

Message type:
ALERTING

Significance:

global

Direction:


mobile station to network

Table 9.55a/3GPP TS 24.008: ALERTING message content (mobile station to network direction)

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Alerting
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	1C
	Facility
	Facility
	 O
	 TLV
	 2-?

	
	
	 10.5.4.15
	
	
	

	7E
	User-user
	User-user
	 O
	 TLV
	 3-131

	
	
	10.5.4.25
	
	
	

	7F
	SS version
	SS version indicator
	 O
	 TLV
	 2-3

	
	
	10.5.4.24
	
	
	


9.3.1.2.1
Facility

This information element may be used for functional operation of supplementary services.

9.3.1.2.2
User-user

This information element may be included when the called mobile station wants to return information to the calling remote user.

9.3.1.2.3
SS version

This information element shall not be included if the facility information element is not present in this message.

This information element shall be included or excluded as defined in 3GPP TS 24.010 [21]. This information element should not be transmitted unless explicitly required by 3GPP TS 24.010 [21].

	*** NEXT CHANGE


9.3.2
Call confirmed

This message is sent by the called mobile station to confirm an incoming call request.

See table 9.56/3GPP TS 24.008.

Message type:
CALL CONFIRMED

Significance:

local

Direction:

mobile station to network

Table 9.56/3GPP TS 24.008: CALL CONFIRMED message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Call confirmed
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	D-
	Repeat Indicator
	Repeat Indicator
	 C
	TV
	1

	
	
	10.5.4.22
	
	
	

	04
	Bearer capability 1
	Bearer capability
	 O
	 TLV
	 3-16

	
	
	10.5.4.5
	
	
	

	04
	Bearer capability 2
	Bearer capability
	 O
	 TLV
	 3-16

	
	
	10.5.4.5
	
	
	

	08
	Cause
	Cause
	 O
	 TLV
	 4-32

	
	
	10.5.4.11
	
	
	

	15
	CC Capabilities
	Call Control Capabilities
	 O
	 TLV
	4

	
	
	10.5.4.5a
	
	
	

	2D
	Stream Identifier
	Stream Identifier
	O
	TLV
	3

	
	
	10.5.4.28
	
	
	

	40
	Supported Codecs
	Supported Codec List
	O
	TLV
	5-n

	
	
	10.5.4.32
	
	
	


9.3.2.1
Repeat indicator

The repeat indicator information element shall be included if bearer capability 1 information element and bearer capability 2 IE are both included in the message.

9.3.2.2
Bearer capability 1 and bearer capability 2

The bearer capability 1 information element shall be included if and only if at least one of the following six cases holds:

-
the mobile station wishes another bearer capability than that given by the bearer capability 1 information element of the incoming SETUP message;

-
the bearer capability 1 information element is missing or not fully specified in the SETUP message;

· the bearer capability 1 information element received in the SETUP message is accepted and the "radio channel requirement" of the mobile station is other than "full rate support only mobile station";

· the bearer capability 1 information element received in the SETUP message indicates speech and is accepted and the mobile station supports CTM text telephony;

-
the bearer capability 1 information element received in the SETUP message indicates speech and is accepted and the mobile station supports other codecs for GERAN than GSM speech version 1;

-
the bearer capability 1 information element received in the SETUP message included the "fixed network user rate" parameter.

When the bearer capability 1 information element is followed by the bearer capability 2 IE in the SETUP, the above rules apply to both bearer capability 1 IE and bearer capability 2 IE. Except those cases identified in 3GPP TS 27.001 [36], if either bearer capability needs to be included, both shall be included.

Furthermore, both bearer capability information elements may be present if the mobile station wishes to reverse the order of occurrence of the bearer capability information elements (which is referred to in the repeat indicator information element, see subclause 10.5.4.22) in cases identified in 3GPP TS 27.001 [36].

If the mobile station wishes to indicate capability for an alternative call mode, which can be entered during the call through in-call modification, this is indicated by adding a bearer capability information element (bearer capability 2 information element, see subclause 5.3.6).

9.3.2.3
Cause

This information element is included if the mobile station is compatible but the user is busy.

9.3.2.4
CC Capabilities

This information element may be included by the mobile station to indicate its call control capabilities.

9.3.2.5
Stream Identifier

This information element shall be included by the mobile station supporting multicall. 

9.3.2.6
Supported Codecs

This information element shall be included for speech calls, if the mobile station supports UMTS radio access.

	*** NEXT CHANGE


9.3.3
Call proceeding

This message is sent by the network to the calling mobile station to indicate that the requested call establishment information has been received, and no more call establishment information will be accepted.

See table 9.57/3GPP TS 24.008.

Message type:
CALL PROCEEDING

Significance:

local

Direction:


network to mobile station

Table 9.57/3GPP TS 24.008: CALL PROCEEDING message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Call proceeding
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	D-
	Repeat Indicator
	Repeat Indicator
	 C
	TV
	1

	
	
	10.5.4.22
	
	
	

	04
	Bearer capability 1
	Bearer capability
	 O
	 TLV
	 3-16

	
	
	10.5.4.5
	
	
	

	04
	Bearer capability 2
	Bearer capability
	 O
	 TLV
	 3-16

	
	
	10.5.4.5
	
	
	

	1C
	Facility
	Facility
	 O
	 TLV
	 2-?

	
	
	10.5.4.15
	
	
	

	1E
	Progress indicator
	Progress indicator
	 O
	 TLV
	4

	
	
	10.5.4.21
	
	
	

	8-
	Priority granted
	Priority Level
	 O
	 TV
	1

	
	
	10.5.1.11
	
	
	

	2F
	Network Call Control 
	Network Call Control cap.
	 O
	 TLV
	3

	
	Capabilities
	10.5.4.29
	
	
	


9.3.3.1
Repeat indicator

This information element is included if and only if bearer capability 1 IE and bearer capability 2 IE are both contained in the message.

9.3.3.2
Bearer capability 1 and bearer capability 2

The bearer capability 1 information element shall be included if the network has to specify at least one of the negotiable parameters described in 3GPP TS 27.001 [36], or if the bearer capability 1 information element received in the SETUP message included the "fixed network user rate" parameter.

When the bearer capability 1 information element is followed by the bearer capability 2 IE in the SETUP, the above rule applies to both bearer capability 1 IE and bearer capability 2 IE. Except those cases identified in 3GPP TS 27.001 [36], if either bearer capability needs to be included, both shall be included.

9.3.3.3
Facility

This information element may be used for functional operation of supplementary services.

9.3.3.4
Progress Indicator

This information element may be included:

-
in order to pass information about the call in progress e.g. in the event of interworking; and/or

-
to make the MS attach the user connection for speech.

9.3.3.5
Priority granted

The priority field is provided by the network in the case that eMLPP is supported.

9.3.3.6
Network Call Control Capabilities

This information shall be included by the network to indicate its call control capabilities if the network supports multicall.and there are no other ongoing calls to the MS.

	*** NEXT CHANGE


9.3.5.2
Connect (mobile station to network direction)

This message is sent by the called mobile station to the network to indicate call acceptance by the called user.

See table 9.59a/3GPP TS 24.008.

Message type:
CONNECT

Significance:

global

Direction:

mobile station to network

Table 9.59a/3GPP TS 24.008: CONNECT message content (mobile station to network direction)

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Connect
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	1C
	Facility
	Facility
	 O
	 TLV
	 2-?

	
	
	10.5.4.15
	
	
	

	4D
	Connected subaddress
	Connected subaddress
	 O
	 TLV
	 2-23

	
	
	10.5.4.14
	
	
	

	7E
	User-user
	User-user
	 O
	 TLV
	 3-131

	
	
	10.5.4.25
	
	
	

	7F
	SS version
	SS version indicator
	 O
	 TLV
	 2-3

	
	
	10.5.4.24
	
	
	

	2D
	Stream Identifier
	Stream Identifier
	O
	TLV
	3

	
	
	10.5.4.28
	
	
	


9.3.5.2.1
Facility

This information element may be used for functional operation of supplementary services.

9.3.5.2.2
User-user

This information element is included when the answering mobile station wants to return user information to the calling remote user.

9.3.5.2.3
SS version

This information element shall not be included if the facility information element is not present in this message.

This information element shall be included or excluded as defined in 3GPP TS 24.010 [21]. This information element should not be transmitted unless explicitly required by 3GPP TS 24.010 [21].

9.3.5.2.4
Stream Identifier

This information element shall be included by a mobile station that supports multicall when a mobile station has indicated "No Bearer" as the SI value in the CALL CONFIRMED message.

	*** NEXT CHANGE


9.3.10
Hold

This message is sent by the mobile user to request the hold function for an existing call.

See table 9.62c/3GPP TS 24.008 for the content of the HOLD message.

For the use of this message, see 3GPP TS 24.010 [21].

Message type:
HOLD

Significance:

local

Direction:


mobile station to network

Table 9.62c/3GPP TS 24.008: HOLD message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	1/2

	
	
	10.3.2
	
	
	

	
	Hold
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	


	*** NEXT CHANGE


9.3.11
Hold Acknowledge

This message is sent by the network to indicate that the hold function has been successfully performed.

See table 9.62d/3GPP TS 24.008 for the content of the HOLD ACKNOWLEDGE message.

For the use of this message, see 3GPP TS 24.010 [21].

Message type:
HOLD ACKNOWLEDGE

Significance:

local

Direction:


network to mobile station

Table 9.62d/3GPP TS 24.008: HOLD ACKNOWLEDGE message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Hold Acknowledge
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	


	*** NEXT CHANGE


9.3.12
Hold Reject

This message is sent by the network to indicate the denial of a request to hold a call.

See table 9.62e/3GPP TS 24.008 for the content of the HOLD REJECT message.

For the use of this message, see 3GPP TS 24.010 [21].

Message type:
HOLD REJECT

Significance:

local

Direction:


network to mobile station

Table 9.62e/3GPP TS 24.008: HOLD REJECT message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Hold Reject
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	
	Cause
	10.5.4.11
	 M
	LV
	 3-31


	*** NEXT CHANGE


9.3.18.2
Release (mobile station to network direction)

This message is sent from the mobile station to the network to indicate that the mobile station intends to release the transaction identifier, and that the receiving equipment shall release the transaction identifier after sending RELEASE COMPLETE.

See table 9.68a/3GPP TS 24.008.

Message type:
RELEASE

Significance:

local (note)

Direction:

mobile station to network direction

Table 9.68a/3GPP TS 24.008: RELEASE message content (mobile station to network direction)

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Release
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	08
	Cause
	Cause
	 O
	 TLV
	 4-32

	
	
	10.5.4.11
	
	
	

	08
	Second cause
	Cause
	 O
	 TLV
	 4-32

	
	
	10.5.4.11
	
	
	

	1C
	Facility
	Facility
	 O
	 TLV
	 2-?

	
	
	10.5.4.15
	
	
	

	7E
	User-user
	User-user
	 O
	 TLV
	 3-131

	
	
	10.5.4.25
	
	
	

	7F
	SS version
	SS version indicator
	 O
	 TLV
	 2-3

	
	
	10.5.4.24
	
	
	


NOTE:
This message has local significance; however, it may carry information of global significance when used as the first call clearing message.

9.3.18.2.1
Cause

This information element shall be included if this message is used to initiate call clearing.

9.3.18.2.2
Second cause

This information element may be included under the conditions described in subclause 5.4.3.5 "Abnormal cases" (Clearing initiated by the mobile station).

9.3.18.2.3
Facility

This information element may be included for functional operation of supplementary services.

9.3.18.2.4
User-user

This information element is included when the RELEASE message is used to initiate call clearing and the mobile station wants to pass user information to the remote user at call clearing time.

9.3.18.2.5
SS version

This information element shall not be included if the facility information element is not present in this message.

This information element shall be included or excluded as defined in 3GPP TS 24.010 [21]. This information element should not be transmitted unless explicitly required by 3GPP TS 24.010 [21].

	*** NEXT CHANGE


9.3.19.2
Release complete (mobile station to network direction)

This message is sent from the mobile station to the network to indicate that the mobile station has released the transaction identifier and that the network shall release the transaction identifier.

See table 9.69a/3GPP TS 24.008.

Message type:
RELEASE COMPLETE

Significance:

local (note)

Direction:


mobile station to network direction

Table 9.69a/3GPP TS 24.008: RELEASE COMPLETE message content (mobile station to network direction)

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Release complete
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	08
	Cause
	Cause
	 O
	 TLV
	 4-32

	
	
	10.5.4.11
	
	
	

	1C
	Facility
	Facility
	 O
	 TLV
	 2-?

	
	
	10.5.4.15
	
	
	

	7E
	User-user
	User-user
	 O
	 TLV
	 3-131

	
	
	10.5.4.25
	
	
	

	7F
	SS version
	SS version indicator
	 O
	 TLV
	 2-3

	
	
	10.5.4.24
	
	
	


NOTE:
This message has local significance; however, it may carry information of global significance when used as the first call clearing message.

9.3.19.2.1
Cause

This information element shall be included if the message is used to initiate call clearing.

9.3.19.2.2
Facility

This information element may be included for functional operation of supplementary services.

9.3.19.2.3
User-user

This information element is included in the mobile station to network direction when the RELEASE COMPLETE message is used to initiate call clearing and the mobile station wants to pass user information to the remote user at call clearing time. 

9.3.19.2.4
SS version.

This information element shall not be included if the facility information element is not present in this message.

This information element shall be included or excluded as defined in 3GPP TS 24.010 [21]. This information element should not be transmitted unless explicitly required by 3GPP TS 24.010 [21].

	*** NEXT CHANGE


9.3.21
Retrieve Acknowledge

This message is sent by the network to indicate that the retrieve function has been successfully performed. 

See table 9.69c/3GPP TS 24.008 for the content of the RETRIEVE ACKNOWLEDGE message.

For the use of this message, see 3GPP TS 24.010 [21].

Message type:
RETRIEVE ACKNOWLEDGE

Significance:

local

Direction:


network to mobile station

Table 9.69c/3GPP TS 24.008: RETRIEVE ACKNOWLEDGE message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Retrieve Acknowledge
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	


	*** NEXT CHANGE


9.3.22
Retrieve Reject

This message is sent by the network to indicate the inability to perform the requested retrieve function.

See table 9.69d/3GPP TS 24.008 for the content of the RETRIEVE REJECT message.

For the use of this message, see 3GPP TS 24.010 [21].

Message type:
RETRIEVE REJECT

Significance:

local

Direction:


network to mobile station

Table 9.69d/3GPP TS 24.008: RETRIEVE REJECT message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	Protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Retrieve Reject
	Message type
	 M
	 V
	1

	
	Message type
	10.4
	
	
	

	
	Cause
	10.5.4.11
	 M
	LV
	 3-31


	*** NEXT CHANGE


9.3.23.2
Setup (mobile originating call establishment)

This message is sent from the mobile station to the network to initiate a mobile originating call establishment.

See table 9.70a/3GPP TS 24.008.

Message type:
SETUP

Significance:

global

Direction:


mobile station to network

	Table 9.70a/3GPP TS 24.008: SETUP message content (mobile station to network direction)

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Setup
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	D-
	BC repeat indicator
	Repeat indicator
	 C
	TV
	1

	
	
	10.5.4.22
	
	
	

	04
	Bearer capability 1
	Bearer capability
	 M
	 TLV
	3-16

	
	
	10.5.4.5
	
	
	

	04
	Bearer capability 2
	Bearer capability
	 O
	 TLV
	3-16

	
	
	10.5.4.5
	
	
	

	1C
	Facility(simple recall alignment)
	Facility
	 O
	 TLV
	 2-

	 
	
	10.5.4.15
	
	
	

	5D
	Calling party sub-
	Calling party subaddr.
	 O
	 TLV
	2-23

	
	address
	10.5.4.10
	
	
	

	5E
	Called party BCD
	Called party BCD num.
	 M
	 TLV
	3-43

	
	number
	10.5.4.7
	
	
	

	6D
	Called party sub-
	Called party subaddr.
	 O
	 TLV
	2-23

	
	address
	10.5.4.8
	
	
	

	D-
	LLC repeat indicator
	Repeat indicator
	 O
	TV
	1

	
	
	10.5.4.22
	
	
	

	7C
	Low layer
	Low layer comp.
	 O
	 TLV
	2-18

	
	compatibility I
	10.5.4.18
	
	
	

	7C
	Low layer
	Low layer comp.
	 O
	 TLV
	2-18

	
	compatibility II
	10.5.4.18
	
	
	

	D-
	HLC repeat indicator
	Repeat indicator
	 O
	TV
	1

	
	
	10.5.4.22
	
	
	

	7D
	High layer
	High layer comp.
	 O
	 TLV
	2-5

	
	compatibility i
	10.5.4.16
	
	
	

	7D
	High layer
	High layer comp.
	 O
	 TLV
	 2-5

	
	compatibility ii
	10.5.4.16
	
	
	

	7E
	User-user
	User-user
	 O
	 TLV
	3-35

	
	
	10.5.4.25
	
	
	

	7F
	SS version
	SS version indicator
	 O
	 TLV
	2-3

	
	
	10.5.4.24
	
	
	

	A1
	CLIR suppression
	CLIR suppression
	 C
	 T
	1

	
	
	10.5.4.11a
	
	
	

	A2
	CLIR invocation
	CLIR invocation
	 C
	 T
	1

	
	
	10.5.4.11b
	
	
	

	15
	CC capabilities
	Call Control Capabilities
	 O
	 TLV
	4

	
	
	10.5.4.5a
	
	
	

	1D
	Facility $(CCBS)$
	Facility
	 O
	 TLV
	2-?

	
	(advanced recall alignment)
	10.5.4.15
	
	
	 

	1B
	Facility (recall alignment
	Facility
	 O
	 TLV
	 2-?

	
	Not essential) $(CCBS)$
	10.5.4.15
	
	
	

	2D
	Stream Identifier
	Stream Identifier
	O
	TLV
	3

	
	
	10.5.4.28
	
	
	

	40
	Supported Codecs
	Supported Codec List
	O
	TLV
	5-n

	
	
	10.5.4.32
	
	
	

	A3
	Redial
	Redial
	O
	T
	1

	
	
	10.5.4.34
	
	
	


9.3.23.2.1
BC repeat indicator

The BC repeat indicator information element is included if and only if bearer capability 1 IE and bearer capability 2 IE are both present in the message.

9.3.23.2.2
Facility

The information element may be included for functional operation of supplementary services.

Three different codings of this IE exist, for further details see 3GPP TS 24.010 [21].

9.3.23.2.3
LLC repeat indicator

The LLC repeat indicator information element is included if and only if both following conditions hold:

 -
The BC repeat indicator IE is contained in the message.

-
The low layer compatibility I IE is contained in the message.

If included, the LLC repeat indicator shall specify the same repeat indication as the BC repeat indicator IE.

9.3.23.2.4
Low layer compatibility I

The information element is included in the MS-to-network direction when the calling MS wants to pass low layer compatibility information to the called user.

9.3.23.2.5
Low layer compatibility II

Included if and only if the LLC repeat indicator information element is contained in the message.

9.3.23.2.6
HLC repeat indicator

The HLC repeat indicator information element is included if and only if both following conditions hold:

-
The BC repeat indicator IE is contained in the message.

-
The high layer compatibility i IE is contained in the message.

If included, the HLC repeat indicator shall specify the same repeat indication as the BC repeat indicator IE.

9.3.23.2.7
High layer compatibility i

The information element is included when the calling MS wants to pass high layer compatibility information to the called user.

9.3.23.2.8
High layer compatibility ii

Included if and only if the HLC repeat indicator information element is contained in the message.

9.3.23.2.9
User-user

The information element is included in the calling mobile station to network direction when the calling mobile station wants to pass user information to the called remote user.

9.3.23.2.10
SS version

This information element shall not be included if the facility information element is not present in this message.

This information element shall be included or excluded as defined in 3GPP TS 24.010 [21]. This information element should not be transmitted unless explicitly required by 3GPP TS 24.010 [21].

9.3.23.2.11
CLIR suppression

The information element may be included by the MS (see 3GPP TS 24.081 [25]). If this information element is included the CLIR invocation IE shall not be included.

9.3.23.2.12
CLIR invocation

The information element may be included by the MS (see 3GPP TS 24.081 [25]). If this information element is included the CLIR suppression IE shall not be included.

9.3.23.2.13
CC Capabilities

This information element may be included by the mobile station to indicate its call control capabilities.

9.3.23.2.14
Stream Identifier

This information element shall be included by the mobile station supporting multicall.

9.3.23.2.15
Bearer capability 1 and bearer capability 2

If the mobile station wishes to indicate capability for an altenative call mode, which can be entered throughfallback, this is indicated by adding a bearer capability information element (bearer capability) 2 element (see subclause 5.3.6).

9.3.23.2.16
Supported Codecs

This information element shall be included for speech calls, if the mobile station supports UMTS radio access.

9.3.23.2.17
Redial 

This information element shall be included if the mobile station is attempting to set up a call to switch from speech to multimedia or vice-versa.

	*** NEXT CHANGE


9.3.27
Status

This message is sent by the mobile station or the network at any time during a call to report certain error conditions listed in clause 8. It shall also be sent in response to a STATUS ENQUIRY message.

See table 9.74/3GPP TS 24.008.

Message type:
STATUS

Significance:

local

Direction:


both

Table 9.74/3GPP TS 24.008: STATUS message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	Status
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	
	Cause
	Cause
	 M
	LV
	 3-31

	
	
	10.5.4.11
	
	
	

	
	Call state
	Call state
	 M
	 V
	1

	
	
	10.5.4.6
	
	
	

	24
	Auxiliary states
	Auxiliary states
	 O
	 TLV
	3

	
	
	10.5.4.4
	
	
	


9.3.27.1
Auxiliary states

The information element is included if and only if the call state is "active" or "mobile originating modify" and any auxiliary state is different from "idle". For the definition of the auxiliary states see 3GPP TS 24.083 [27] and 3GPP TS 24.084 [28]
	*** NEXT CHANGE


9.3.31
User information

This message is sent by the mobile station to the network to transfer information to the remote user. This message is also sent by the network to the mobile station to deliver information transferred from the remote user. This message is used if the user-to-user transfer is part of an allowed information transfer as defined in 3GPP TS 24.010 [21].

See table 9.78/3GPP TS 24.008.

Message type:
USER INFORMATION

Significance:

access

Direction:


both

Table 9.78/3GPP TS 24.008: USER INFORMATION message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Call control
	Protocol discriminator
	 M
	 V
	 1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Transaction identifier
	Transaction identifier
	 M
	 V
	 1/2

	
	
	10.3.2
	
	
	

	
	User Information
	Message type
	 M
	 V
	1

	
	message type
	10.4
	
	
	

	
	User-user
	User-user
	 M
	LV
	2-130

	
	
	10.5.4.25
	
	
	

	A0
	More data
	More data
	 O
	 T
	1

	
	
	10.5.4.19
	
	
	


	*** NEXT CHANGE


9.5.10
Modify PDP context request (MS to network direction)

This message is sent by the MS to the network to request modification of an active PDP context. See table 9.5.10/3GPP TS 24.008.

Message type:
modify PDP context request (MS TO network direction)
Significance:

global

Direction:


MS to network

Table 9.5.10/3GPP TS 24.008: modify PDP context request (MS to network direction) message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Modify PDP context request message identity
	Message type

10.4
	M
	V
	1

	32
	Requested LLC SAPI
	LLC service access point identifier 10.5.6.9
	O
	TV
	2

	30
	Requested new QoS
	Quality of service

10.5.6.5
	O
	TLV
	14-18

	31
	New TFT
	Traffic Flow Template

10.5.6.12
	O
	TLV
	3-257

	27
	Protocol configuration options
	Protocol configuration options 10.5.6.3
	O
	TLV
	3-253


9.5.10.1
Requested LLC SAPI

This IE may be included in the message to request a new LLC SAPI if a new QoS is requested.

9.5.10.2
Requested new QoS

This IE may be included in the message to request a modification of the QoS.

9.5.10.3
New TFT

This IE may be included in the message to request a new TFT or modification of an existing TFT or transfer extra parameters to the network (e.g. the Authorization Token; see 3GPP TS 24.229 [95]).

9.5.10.4
Protocol configuration options

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.

	*** NEXT CHANGE


10.5.1.5
Mobile Station Classmark 1

The purpose of the Mobile Station Classmark 1 information element is to provide the network with information concerning aspects of high priority of the mobile station equipment. This affects the manner in which the network handles the operation of the mobile station. The Mobile Station Classmark information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The Mobile Station Classmark 1 information element is coded as shown in figure 10.5.5/3GPP TS 24.008 and table 10.5.5/3GPP TS 24.008.

The Mobile Station Classmark 1 is a type 3 information element with 2 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Mobile Station Classmark 1 IEI
	octet 1

	0

spare
	Revision

level
	ES

IND
	A5/1
	RF power

capability
	octet 2


Figure 10.5.5/3GPP TS 24.008 Mobile Station Classmark 1 information element

Table 10.5.5/3GPP TS 24.008: Mobile Station Classmark 1 information element

	Revision level (octet 2)

Bits

	7
	6
	
	

	0
	0
	
	Reserved for GSM phase 1

	0
	1
	
	Used by GSM phase 2 mobile stations

	1
	0
	
	Used by mobile stations supporting R99 or later versions of the protocol

	1
	1
	
	Reserved for future use. If the network receives a revision level specified as 'reserved for future use', then it shall use the highest revision level supported by the network.

	
	
	
	

	ES IND (octet 2, bit 5) "Controlled Early Classmark Sending" option implementation

	An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	

	0
	
	
	"Controlled Early Classmark Sending" option is not implemented in the MS

	1
	
	
	"Controlled Early Classmark Sending" option is implemented in the MS

	

	NOTE 1:
The value of the ES IND gives the implementation in the MS. It's value is not dependent on the broadcast SI 3 Rest Octet <Early Classmark Sending Control> value.

	

	A5/1 algorithm supported (octet 2, bit4) (Note 2)
An MS not supporting A/Gb mode shall set this bit to ‘1’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):



	0
	
	
	encryption algorithm A5/1 available

	1
	
	
	encryption algorithm A5/1 not available

	

	RF power capability (octet 2)

	When GSM 450, GSM 480, GSM 710, GSM 750, T-GSM 810, GSM 850, GSM 900 P, E [or R] band is used (for exceptions see 3GPP TS 44.018 [84]), the MS shall indicate the RF power capability of the band used (see table):

When UMTS is used, a single band GSM 450, GSM 480, GSM 710, GSM 750, T-GSM 810, GSM 850, GSM 900 P, E [or R] MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case information on which single band is supported is found in classmark 3.

	Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	0
	1
	1
	class 4

	1
	0
	0
	class 5

	All other values are reserved.

	When the GSM 1800 or GSM 1900 band is used (for exceptions see 3GPP TS 44.018 [84], sub-clause 3.4.18), the MS shall indicate the RF power capability of the band used (see table):

When UMTS is used, a single band GSM 1800 or GSM 1900 MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case, information on which single band is supported is found in classmark 3.

Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	All other values are reserved.

	When UMTS is used, an MS not supporting any GSM band or a multiband GSM MS shall code this field as follows (see table):

Bits

	3
	2
	1
	

	1
	1
	1
	RF power capability is irrelevant in this information element.

	All other values are reserved.

	

	NOTE 2: 
The requirements for the support of the A5 algorithms in the MS are specified in 3GPP TS 43.020 [13].


	*** NEXT CHANGE


10.5.1.6
Mobile Station Classmark 2

The purpose of the Mobile Station Classmark 2 information element is to provide the network with information concerning aspects of both high and low priority of the mobile station equipment. This affects the manner in which the network handles the operation of the mobile station. The Mobile Station Classmark information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The Mobile Station Classmark 2 information element is coded as shown in figure 10.5.6/3GPP TS 24.008, table 10.5.6a/3GPP TS 24.008 and table 10.5.6b/3GPP TS 24.008.

The Mobile Station Classmark 2 is a type 4 information element with 5 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Mobile station classmark 2 IEI
	octet 1

	Length of mobile station classmark 2 contents
	octet 2

	0

spare
	Revision

level
	ES

IND
	A5/1


	RF power

capability
	octet 3

	0

spare
	PS

capa.
	SS Screen.

Indicator
	SM ca

pabi.
	VBS


	VGCS


	FC


	octet 4

	CM3


	0

spare
	LCSVA

CAP
	UCS2


	SoLSA


	CMSP


	A5/3


	A5/2


	octet 5


NOTE 1:
Owing to backward compatibility problems, bit 8 of octet 4 should not be used unless it is also checked that the bits 8, 7 and 6 of octet 3 are not "0 0 0".

Figure 10.5.6/3GPP TS 24.008 Mobile Station Classmark 2 information element

	Table 10.5.6a/3GPP TS 24.008: Mobile Station Classmark 2 information element

	Revision level (octet 3)

Bits

	7
	6
	
	

	0
	0
	
	Reserved for GSM phase 1

	0
	1
	
	Used by GSM phase 2 mobile stations

	1
	0
	
	Used by mobile stations supporting R99 or later versions of the protocol

	1
	1
	
	Reserved for future use. If the network receives a revision level specified as 'reserved for future use', then it shall use the highest revision level supported by the network.

	
	
	
	

	ES IND (octet 3, bit 5) "Controlled Early Classmark Sending" option implementation

	AN MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	

	0
	
	
	"Controlled Early Classmark Sending" option is not implemented in the MS

	1
	
	
	"Controlled Early Classmark Sending" option is implemented in the MS

	

	NOTE 1:
The value of the ES IND gives the implementation in the MS. It's value is not dependent on the broadcast SI 3 Rest Octet <Early Classmark Sending Control> value

	

	A5/1 algorithm supported (octet 3, bit 4) (Note 4)
An MS not supporting A/Gb mode shall set this bit to ‘1’.

An MS supporting A/Gb mode shall indicate the associated capability (see table)



	0
	
	
	encryption algorithm A5/1 available

	1
	
	
	encryption algorithm A5/1 not available

	

	RF Power Capability (Octet 3)

	When T-GSM 380, T-GSM 410, GSM 450, GSM 480, GSM 710, GSM 750, T-GSM 810, GSM 850, GSM 900 P, E T [or R] band is used (for exceptions see 3GPP TS 44.018 [84]), the MS shall indicate the RF power capability of the band used (see table).

When UMTS is used, a single band T-GSM 380, T-GSM 410, GSM 450, GSM 480, GSM 710, GSM 750, T-GSM 810, GSM 850, GSM 900 P, E T [or R] MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case, information on which single band is supported is found in classmark 3.

	Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	0
	1
	1
	class 4

	1
	0
	0
	class 5

	All other values are reserved.

	When the GSM 1800 or GSM 1900 band is used (for exceptions see 3GPP TS 44.018 [84]) The MS shall indicate the RF power capability of the band used (see table).

When UMTS is used, a single band GSM 1800 or GSM 1900 MS shall indicate the RF power capability corresponding to the (GSM) band it supports (see table). In this case, information on which single band is supported is found in classmark 3

Bits

	3
	2
	1
	

	0
	0
	0
	class 1

	0
	0
	1
	class 2

	0
	1
	0
	class 3

	All other values are reserved.

	When UMTS is used, an MS not supporting any GSM band or a multiband GSM MS shall code this field as follows (see table):

	Bits

	3
	2
	1
	

	1
	1
	1
	RF Power capability is irrelevant in this information element

	All other values are reserved.

	

	PS capability (pseudo-synchronization capability) (octet 4)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

Bit 7

	0
	
	
	PS capability not present

	1
	
	
	PS capability present

	
	
	
	

	SS Screening Indicator (octet 4)

Bits

	6
	5
	
	

	0
	0
	
	defined in 3GPP TS 24.080 [24]

	0
	1
	
	defined in 3GPP TS 24.080 [24]

	1
	0
	
	defined in 3GPP TS 24.080 [24]

	1
	1
	
	defined in 3GPP TS 24.080 [24]

	

	SM capability (MT SMS pt to pt capability) (octet 4)

Bit 4

	0
	
	
	Mobile station does not support mobile terminated point to point SMS

	1
	
	
	Mobile station supports mobile terminated point to point SMS

	
	
	
	

	

	VBS notification reception (octet 4)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

Bit 3

	0
	
	
	no VBS capability or no notifications wanted

	1
	
	
	VBS capability and notifications wanted

	
	
	
	

	VGCS notification reception (octet 4)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

Bit 2

	0
	
	
	no VGCS capability or no notifications wanted

	1
	
	
	VGCS capability and notifications wanted

	
	
	
	

	FC Frequency Capability (octet 4)

When the T-GSM 400, GSM 400, or GSM 700, or T-GSM 810, or GSM 850, or GSM 1800, T-GSM 900, or GSM 1900 band or UMTS is used (for exceptions see 3GPP TS 44.018 [84]), for definitions of frequency band see 3GPP TS 45.005 [33]), this bit shall be sent with the value ‘0’.

	
	
	
	

	NOTE 2:
This bit conveys no information about support or non support of the E-GSM or R-GSM bands when T-GSM 400, GSM 400, GSM 700, T-GSM 810, GSM 850, T-GSM 900, GSM 1800, GSM 1900 band or UMTS is used.

	
	
	
	

	When a GSM 900 band is used (for exceptions see 3GPP TS 44.018 [84]):

Bit 1

	0
	
	
	The MS does not support the E-GSM or R-GSM band (For definition of frequency bands see 3GPP TS 45.005 [33])

	1
	
	
	The MS does support the E-GSM or R-GSM (For definition of frequency bands see 3GPP TS 45.005 [33])

	NOTE 3:
For mobile station supporting the R-GSM band further information can be found in MS Classmark 3.

	

	CM3 (octet 5, bit 8)



	0
	
	
	The MS does not support any options that are indicated in CM3

	1
	
	
	The MS supports options that are indicated in classmark 3 IE

	

	LCS VA capability (LCS value added location request notification capability) (octet 5,bit 6)

This information field indicates the support of the LCS value added location request notification via CS domain as defined in 3GPP TS 23.271 [105].

	0
	
	
	location request notification via CS domain not supported

	1
	
	
	location request notification via CS domain supported

	

	UCS2 treatment (octet 5, bit 5)

This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings. For backward compatibility reasons, if this field is not included, the value 0 shall be assumed by the receiver.

	0
	
	
	the ME has a preference for the default alphabet (defined in 3GPP TS 23.038 [8b]) over UCS2.

	1
	
	
	the ME has no preference between the use of the default alphabet and the use of UCS2.

	

	SoLSA (octet 5, bit 4)

An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	0
	
	
	The ME does not support SoLSA.

	1
	
	
	The ME supports SoLSA.

	

	CMSP: CM Service Prompt (octet 5, bit 3) $(CCBS)$



	0
	
	
	"Network initiated MO CM connection request" not supported.

	1
	
	
	"Network initiated MO CM connection request" supported for at least one CM protocol.

	

	A5/3 algorithm supported (octet 5, bit 2) (Note 4)
An MS not supporting A/Gb mode shall set this bit to ‘0’.

An MS supporting A/Gb mode shall indicate the associated capability (see table):

	0
	
	
	encryption algorithm A5/3 not available

	1
	
	
	encryption algorithm A5/3 available

	

	A5/2 algorithm supported (octet 5, bit 1) (Note 4)
The MS shall set this bit to ‘0’.

The network shall accept any received value.

	0
	
	
	encryption algorithm A5/2 not available

	1
	
	
	Not used. This value was allocated in earlier versions of the protocol.

	

	NOTE 4: 
The requirements for the support of the A5 algorithms in the MS are specified in 3GPP TS 43.020 [13].


NOTE 2:
Additional mobile station capability information might be obtained by invoking the classmark interrogation procedure when GSM is used.

	*** NEXT CHANGE


10.5.1.7
Mobile Station Classmark 3

The purpose of the Mobile Station Classmark 3 information element is to provide the network with information concerning aspects of the mobile station. The contents might affect the manner in which the network handles the operation of the mobile station. The Mobile Station Classmark information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The Mobile Station Classmark 3 is a type 4 information element with a maximum of 34 octets length.

The value part of a Mobile Station Classmark 3 information element is coded as shown in figure 10.5.7/3GPP TS 24.008 and table 10.5.7/3GPP TS 24.008.

NOTE:
The 34 octet limit is so that the CLASSMARK CHANGE message will fit in up to two layer 2 frames.

SEMANTIC RULE: a multiband mobile station shall provide information about all frequency bands it can support. A single band mobile station shall not indicate the band it supports in the Multiband Supported, GSM 400 Bands Supported, GSM 710 Associated Radio Capability, GSM 750 Associated Radio Capability, T-GSM 810 Associated Radio Capability, GSM 850 Associated Radio Capability or GSM 1900 Associated Radio Capability fields in the  Mobile Station Classmark 3. Due to shared radio frequency channel numbers between GSM 1800 and GSM 1900, the mobile should indicate support for either GSM 1800 band OR GSM 1900 band.

SEMANTIC RULE: a mobile station shall include the MS Measurement Capability field if the Multi Slot Class field contains a value of 19 or greater (see 3GPP TS 45.002 [32]).

Typically, the number of spare bits at the end is the minimum to reach an octet boundary. The receiver may add any number of bits set to "0" at the end of the received string if needed for correct decoding.

	<Classmark 3 Value part> ::=


< spare bit >


{
< Multiband supported : { 000 } >




< A5 bits > 


|
< Multiband supported : { 101 | 110 } > 




< A5 bits >




< Associated Radio Capability 2 : bit(4) >




< Associated Radio Capability 1 : bit(4) >


|
< Multiband supported : { 001 | 010 | 100 } > 




< A5 bits >




< spare bit >(4)




< Associated Radio Capability 1 : bit(4) > }


{ 0 | 1 < R Support > }


{ 0 | 1 < HSCSD Multi Slot Capability > }


< UCS2 treatment: bit >


< Extended Measurement Capability : bit >


{ 0 | 1 < MS measurement capability > }


{ 0 | 1 < MS Positioning Method Capability > }


{ 0 | 1 < ECSD Multi Slot Capability > }


{ 0 | 1 < 8-PSK Struct > }


{ 0 | 1 < GSM 400 Bands Supported : { 01 | 10 | 11 } >




< GSM 400 Associated Radio Capability: bit(4) > }


{ 0 | 1 <GSM 850 Associated Radio Capability : bit(4) > }


{ 0 | 1 <GSM 1900 Associated Radio Capability : bit(4) > }


< UMTS FDD Radio Access Technology Capability : bit >


< UMTS 3.84 Mcps TDD Radio Access Technology Capability : bit >


< CDMA 2000 Radio Access Technology Capability : bit >


{ 0 | 1
< DTM GPRS Multi Slot Class : bit(2) >




< Single Slot DTM : bit >




{0 | 1< DTM EGPRS Multi Slot Class : bit(2) > } } 


{ 0 | 1 < Single Band Support > } 







-- Release 4 starts here:

{ 0 | 1 <GSM 750 Associated Radio Capability : bit(4)>}


< UMTS 1.28 Mcps TDD Radio Access Technology Capability : bit >


< GERAN Feature Package 1 : bit >


{ 0 | 1 < Extended DTM GPRS Multi Slot Class : bit(2) >




< Extended DTM EGPRS Multi Slot Class : bit(2) > }


{ 0 | 1 < High Multislot Capability : bit(2) > }







---Release 5 starts here.

{ 0 | 1 < GERAN Iu Mode Capabilities > }

< GERAN Feature Package 2 : bit >


< GMSK Multislot Power Profile : bit (2) >


< 8-PSK Multislot Power Profile : bit (2) >


{ 0 | 1 < T-GSM 400 Bands Supported : { 01 | 10 | 11 } >

-- Release 6 starts here.



< T-GSM 400 Associated Radio Capability: bit(4) > }


{ 0 | 1 < T-GSM 900 Associated Radio Capability: bit(4) > }


< Downlink Advanced Receiver Performance : bit (2)>


< DTM Enhancements Capability : bit >


{ 0 | 1
< DTM GPRS High Multi Slot Class : bit(3) >




< Offset required : bit>




{ 0 | 1 < DTM EGPRS High Multi Slot Class : bit(3) > } }


< Repeated ACCH Capability : bit >


{ 0 | 1 <GSM 710 Associated Radio Capability : bit(4)>} 

-- Release 7 starts here.

{ 0 | 1 <T-GSM 810 Associated Radio Capability : bit(4)>}

< Ciphering Mode Setting Capability : bit >

< Additional Positioning Capabilities : bit >

< E-UTRA FDD support : bit >










-- Release 8 starts here

< E-UTRA TDD support : bit >

< spare bits > ;

< A5 bits > ::= 


< A5/7 : bit > < A5/6 : bit > < A5/5 : bit > < A5/4 : bit >  ;

<R Support>::=


< R-GSM band Associated Radio Capability : bit(3) > ;

< HSCSD Multi Slot Capability > ::=


< HSCSD Multi Slot Class : bit(5) >  ;

< MS Measurement capability > ::=


< SMS_VALUE : bit (4) >


< SM_VALUE : bit (4) > ;

< MS Positioning Method Capability > ::=


< MS Positioning Method : bit(5) > ;

< ECSD Multi Slot Capability > ::=


< ECSD Multi Slot Class : bit(5) > ;

 < 8-PSK Struct> : :=


< Modulation Capability : bit >


{ 0 | 1 < 8-PSK RF Power Capability 1: bit(2) > }


{ 0 | 1 < 8-PSK RF Power Capability 2: bit(2) > }

< Single Band Support > ::=


< GSM Band : bit (4) > ;

< GERAN Iu Mode Capabilities > ::=

< Length : bit (4) >

-- length in bits of Iu mode only capabilities and spare bits

-- Additions in release 6

< FLO Iu Capability : bit >


<spare bits>** ; 

-- expands to the indicated length







-- may be used for future enhancements


Figure 10.5.7/3GPP TS 24.008 Mobile Station Classmark 3 information element

Table 10.5.7/3GPP TS 24.008: Mobile Station Classmark 3 information element

	Multiband Supported (3 bit field)


Band 1 supported

Bit
1


0
P-GSM not supported


1
P-GSM supported

Band 2 supported

Bit
2


0
E-GSM or R-GSM not supported


1
E-GSM or R-GSM supported

Band 3 supported

Bit
3


0
GSM 1800 not supported


1
GSM 1800 supported

The indication of support of P-GSM band or E-GSM or R-GSM band is mutually exclusive.

When the 'Band 2 supported' bit indicates support of E-GSM or R-GSM, the presence of the <R Support> field, see below, indicates if the E-GSM or R-GSM band is supported.

In this version of the protocol, the sender indicates in this field either none, one or two of these 3 bands supported.

For single band mobile station or a mobile station supporting none of the GSM 900 bands(P-GSM, E-GSM and R-GSM) and GSM 1800 bands, all bits are set to 0.

A5/4


0
Encryption algorithm A5/4 not available


1
Encryption algorithm A5/4 available

A5/5


0
Encryption algorithm A5/5 not available


1
Encryption algorithm A5/5 available

A5/6


0
Encryption algorithm A5/6 not available


1
Encryption algorithm A5/6 available

A5/7


0
Encryption algorithm A5/7 not available


1
Encryption algorithm A5/7 available

Associated Radio capability 1 and 2 (4 bit fields)

If either of P-GSM or E-GSM or R-GSM is supported, the radio capability 1 field indicates the radio capability for P-GSM, E-GSM or R-GSM, and the radio capability 2 field indicates the radio capability for GSM 1800 if supported, and is spare otherwise.

If none of P-GSM or E-GSM or R-GSM are supported, the radio capability 1 field indicates the radio capability for GSM 1800, and the radio capability 2 field is spare.

The radio capability contains the binary coding of the power class associated with the band indicated in multiband support bits (see 3GPP TS 45.005 [33]).




 (continued...)

Table 10.5.1.7/3GPP TS 24.008 (continued): Mobile Station Classmark 3 information element

	R-GSM band Associated Radio Capability (3 bit field)
In case where the R-GSM band is supported the R-GSM band associated radio capability field contains the binary coding of the power class associated (see 3GPP TS 45.005 [33]) (regardless of the number of GSM bands supported). A mobile station supporting the R-GSM band shall also when appropriate, (see 10.5.1.6) indicate its support in the 'FC' bit in the Mobile Station Classmark 2 information element.

NOTE: The coding of the power class for P-GSM, E-GSM, R-GSM and GSM 1800 in radio capability 1 and/or 2 is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

HSCSD Multi Slot Class (5 bit field)

In case the MS supports the use of multiple timeslots for HSCSD then the HSCSD Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32].

UCS2 treatment (1 bit field)
This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings. If not included, the value 0 shall be assumed by the receiver.


0
the ME has a preference for the default alphabet (defined in 3GPP TS 23.038 [8b]) over UCS2.


1
the ME has no preference between the use of the default alphabet and the use of UCS2.

Extended Measurement Capability (1 bit field)

This bit indicates whether the mobile station supports 'Extended Measurements' or not


0
the MS does not support Extended Measurements


1
the MS supports Extended Measurements

SMS_VALUE (Switch-Measure-Switch) (4 bit field)

The SMS field indicates the time needed for the mobile station to switch from one radio channel to another, perform a neighbour cell power measurement, and the switch from that radio channel to another radio channel.

Bits

4 3 2 1

0 0 0 0

1/4 timeslot (~144 microseconds)


0 0 0 1

2/4 timeslot (~288 microseconds)


0 0 1 0

3/4 timeslot (~433 microseconds)


 . . .


1 1 1 1

16/4 timeslot (~2307 microseconds)

SM_VALUE (Switch-Measure) (4 bit field) 
The SM field indicates the time needed for the mobile station to switch from one radio channel to another and perform a neighbour cell power measurement.

Bits

4 3 2 1

0 0 0 0

1/4 timeslot (~144 microseconds)

0 0 0 1

2/4 timeslot (~288 microseconds)

0 0 1 0

3/4 timeslot (~433 microseconds)

 . . .

1 1 1 1

16/4 timeslot (~2307 microseconds)

MS Positioning Method (5 bit field)

This field indicates the Positioning Method(s) supported by the mobile station for the provision of location services (LCS) via the CS domain in A-mode.

MS assisted E-OTD 

Bit
5


0
MS assisted E-OTD not supported


1
MS assisted E-OTD supported


Table 10.5.1.7/3GPP TS 24.008 (continued): Mobile Station Classmark 3 information element

	MS based E-OTD

Bit 4


0
MS based E-OTD not supported


1
MS based E-OTD supported

MS assisted GPS

Bit 3


0
MS assisted GPS not supported


1
MS assisted GPS supported

MS based GPS

Bit 2


0
MS based GPS not supported


1
MS based GPS supported

MS Conventional GPS

Bit 1


0
conventional GPS not supported


1
conventional GPS supported

ECSD Multi Slot class (5 bit field) 


An MS that supports ECSD shall include this field to indicate its ECSD capability. Whether the MS is capable of 8-PSK modulation in uplink is indicated by the value of the Modulation Capability field in the 8-PSK struct. The ECSD Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32].

8-PSK struct

The MS shall include the 8-PSK struct if it supports ECSD or DTM EGPRS or both. 

Modulation Capability

The Modulation Capability field indicates the modulation scheme the MS supports in addition to GMSK.


0
8-PSK supported for downlink reception only


1
8-PSK supported for uplink transmission and downlink reception

8-PSK RF Power Capability 1 (2 bit field) 
If 8-PSK modulation is supported for both uplink and downlink, the  8-PSK RF Power Capability 1 field indicates the radio capability for 8‑PSK modulation in GSM 400, GSM 700, GSM 850 or GSM 900.

8-PSK RF Power Capability 2 (2 bit field) 
If 8-PSK modulation is supported for both uplink and downlink, the 8-PSK RF Power Capability 2 field indicates the radio capability for 8‑PSK modulation in GSM 1800 or GSM 1900 if supported, and is not included otherwise.

The respective 8-PSK RF Power Capability 1 and 8-PSK RF Power Capability 2 fields contain the following coding of the 8‑PSK modulation power class (see 3GPP TS 45.005 [33]):

Bits
2 1



0 0

Reserved



0 1

Power class E1



1 0

Power class E2



1 1

Power class E3


Table 10.5.1.7/3GPP TS 24.008 (continued): Mobile Station Classmark 3 information element

	GSM 400 Bands Supported (2 bit field)

See the semantic rule for the sending of this field.

Bits

2 1

0 1

GSM 480 supported, GSM 450 not supported

1 0

GSM 450 supported, GSM 480 not supported

1 1

GSM 450 supported, GSM 480 supported 

GSM 400 Associated Radio Capability (4 bit field)

If either GSM 450 or GSM 480 or both is supported, the GSM 400 Associated Radio Capability field indicates the radio capability for GSM 450 and/or GSM 480.

The radio capability contains the binary coding of the power class associated with the band indicated in GSM 400 Bands Supported bits (see 3GPP TS 45.005 [33]).

NOTE: The coding of the power class for GSM 450 and GSM 480 in GSM 400 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

GSM 850 Associated Radio Capability (4 bit field)
See the semantic rule for the sending of this field.

This field indicates whether GSM 850 band is supported and its associated radio capability. 

The radio capability contains the binary coding of the power class associated with the GSM 850 band (see 3GPP TS 45.005 [33]).

Note: the coding of the power class for GSM 850 in GSM 850 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

GSM 1900 Associated Radio Capability (4 bit field)

See the semantic rule for the sending of this field.

This field indicates whether GSM 1900 band is supported and its associated radio capability.

The radio capability contains the binary coding of the power class associated with the GSM 1900 band (see 3GPP TS 45.005 [33]).

Note: the coding of the power class for GSM 1900 in GSM 1900 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.




Table 10.5.1.7/3GPP TS 24.008 (continued): Mobile Station Classmark 3 information element

	UMTS FDD Radio Access Technology Capability (1 bit field)


0
UMTS FDD not supported 

1
UMTS FDD supported

UMTS 3.84 Mcps TDD Radio Access Technology Capability (1 bit field)

0
UMTS 3.84 Mcps TDD not supported 

1
UMTS 3.84 Mcps TDD supported

CDMA 2000 Radio Access Technology Capability (1 bit field)

0
CDMA2000 not supported

1
CDMA2000 supported


DTM GPRS Multi Slot Class (2 bit field)
This field indicates the DTM GPRS multislot capabilities of the MS. It is coded as follows:
Bit

2 1

0 0

Unused. If received, the network shall interpret this as ‘01’

0 1

Multislot class 5 supported

1 0

Multislot class 9 supported

1 1

Multislot class 11 supported

If a multislot class type 1 MS indicates the support of a DTM GPRS multislot class for which three uplink timeslots can be assigned, the mobile station shall support Extended Dynamic Allocation.

This field shall contain one of the following values if the DTM GPRS High Multi Slot Class field is present:

· Multislot class 9
if DTM GPRS High Multi Slot Class is set to indicate Class 31/36 or Class 41;

· Multislot class 11
if DTM GPRS High Multi Slot Class is set to indicate Classes 32/37, 33/38 or Classes 42, 43, 44.

The same multislot capability is applicable also for EGPRS2 if supported.
Single Slot DTM (1 bit field)
This field indicates whether the MS supports single slot DTM operation (see 3GPP TS 43.055 [87]). It is coded as follows:


0
Single Slot DTM not supported

1
Single Slot DTM supported

An MS indicating support for Extended DTM GPRS multislot class or Extended DTM EGPRS multislot class shall set this bit to ‘1’. The network may ignore the bit in this case.

DTM EGPRS Multi Slot Class (2 bit field)
This field indicates the DTM EGPRS multislot capabilities of the MS. Whether the MS is capable of 8-PSK modulation in uplink is indicated by the value of the Modulation Capability field in the 8-PSK struct. This field shall be included only if the mobile station supports EGPRS DTM. This field is coded as the DTM GPRS Multi Slot Class field.

If a multislot class type 1 MS indicates the support of a DTM EGPRS multislot class for which three uplink timeslots can be assigned, the mobile station shall support Extended Dynamic Allocation.

This field shall contain one of the following values if the DTM EGPRS High Multi Slot Class field is present:

· Multislot class 9
if DTM EGPRS High Multi Slot Class is set to indicate Class 31/36 or Class 41;

· Multislot class 11
if DTM EGPRS High Multi Slot Class is set to indicate Classes 32/37, 33/38 or Classes 42, 43, 44.

Single Band Support

This field shall be sent if the mobile station supports UMTS and one and only one GSM band with the exception of R-GSM; this field shall not be sent otherwise

GSM Band (4 bit field)

Bits


4 3 2 1


0 0 0 0

E-GSM is supported


0 0 0 1

P-GSM is supported


0 0 1 0

GSM 1800 is supported


0 0 1 1

GSM 450 is supported


0 1 0 0

GSM 480 is supported


0 1 0 1

GSM 850 is supported


0 1 1 0

GSM 1900 is supported


0 1 1 1

GSM 750 is supported


1 0 0 0

GSM 710 is supported


1 0 0 1

T-GSM 810 is supported

All other values are reserved for future use.

NOTE: When this field is received, the associated RF power capability is found in Classmark 1 or 2.

GSM 750 Associated Radio Capability (4 bit field)

See the semantic rule for the sending of this field.

This field indicates whether GSM 750 band is supported and its associated radio capability. 

The radio capability contains the binary coding of the power class associated with the GSM 750 band (see 3GPP TS 45.005 [33]).

NOTE: The coding of the power class for GSM 750 in GSM 750 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

UMTS 1.28 Mcps TDD Radio Access Technology Capability (1 bit field)

0
UMTS 1.28 Mcps TDD not supported 

1
UMTS 1.28 Mcps TDD supported

GERAN Feature Package 1 (1 bit field)

This field indicates whether the MS supports the GERAN Feature Package 1 (see 3GPP TS 44.060 [76]). It is coded as follows:


0
GERAN feature package 1 not supported.

1
GERAN feature package 1 supported.

Extended DTM GPRS Multi Slot Class (2 bit field)

This field indicates the extended DTM GPRS multislot capabilities of the MS and shall be interpreted in conjunction with the DTM GPRS Multi Slot Class field. It is coded as follows, where ‘DGMSC’ denotes the DTM GPRS Multi Slot Class field:

DGMSC Bit
2 1

Bit
2 1





0 0


0 0

Unused. If received, it shall be interpreted as ‘01 00’





0 0


0 1

Unused. If received, it shall be interpreted as ‘01 00’





0 0


1 0

Unused. If received, it shall be interpreted as ‘01 00’





0 0


1 1

Unused. If received, it shall be interpreted as ‘01 00’





0 1


0 0

Multislot class 5 supported





0 1


0 1

Multislot class 6 supported





0 1


1 0

Unused. If received, it shall be interpreted as ‘01 00’





0 1


1 1

Unused. If received, it shall be interpreted as ‘01 00’





1 0


0 0

Multislot class 9 supported





1 0


0 1

Multislot class 10 supported





1 0


1 0

Unused. If received, it shall be interpreted as ‘10 00’





1 0


1 1

Unused. If received, it shall be interpreted as ‘10 00’





1 1


0 0

Multislot class 11 supported





1 1


0 1

Unused. If received, it shall be interpreted as ’11 00’





1 1


1 0

Unused. If received, it shall be interpreted as ’11 00’





1 1


1 1

Unused. If received, it shall be interpreted as ’11 00’

The presence of this field indicates that the MS supports combined fullrate and halfrate GPRS channels in the downlink.When this field is not present, the MS supports the multislot class indicated by the DTM GPRS Multi Slot Class field.

If this field is included, it shall contain one of the following values if the DTM GPRS High Multi Slot Class field is present:

· Multislot class 10
if DTM GPRS High Multi Slot Class is set to indicate Class 31/36 or Class 41;

· Multislot class 11
if DTM GPRS High Multi Slot Class is set to indicate Classes 32/37, 33/38 or Classes 42, 43, 44.

Extended DTM EGPRS Multi Slot Class (2 bit field)

This field is not considered when the DTM EGPRS Multi Slot Class field is not included. This field indicates the extended DTM EGPRS multislot capabilities of the MS and shall be interpreted in conjunction with the DTM EGPRS Multi Slot Class field. This field is coded as the Extended DTM GPRS Multi Slot Class field. The presence of this field indicates that the MS supports combined fullrate and halfrate GPRS channels in the downlink. When this field is not present, the MS supports the multislot class indicated by the DTM EGPRS Multi Slot Class field.

If this field is included, it shall contain one of the following values if the DTM EGPRS High Multi Slot Class field is present:

· Multislot class 10
if DTM EGPRS High Multi Slot Class is set to indicate Class 31/36 or Class 41;

· Multislot class 11
if DTM EGPRS High Multi Slot Class is set to indicate Classes 32/37, 33/38 or Classes 42, 43, 44.

High Multislot Capability (2 bit field)

This field indicates the support of multislot classes 30 to 45, see 3GPP TS 45.002 [32].

The High Multislot Capability is individually combined with each multislot class field sent by the MS (the possible multislot class fields are: GPRS multislot class, EGPRS multislot class) to extend the related multislot class with the rule described in the MS Radio Access Capability IE. The same capability is applicable also to EGPRS2 if supported.
GERAN Iu Mode Capabilities
This field indicates if the mobile station supports GERAN Iu mode. Furthermore, it indicates the GERAN Iu mode capabilities of the mobile station. The field shall be included if the mobile station supports GERAN Iu mode. If the field is not present, the mobile station does not support GERAN Iu mode.


FLO Iu Capability (1 bit field)
If this parameter is not present, the value '0' shall be assumed by the receiver.

0

FLO in GERAN Iu mode not supported 

1

FLO in GERAN Iu mode supported

GERAN Feature Package 2 (1 bit field)

This field indicates the MS support of the GERAN Feature Package 2. The GERAN Feature Package 2 includes Enhanced Power Control (EPC) (see 3GPP TS 45.008 [34]).


0
GERAN feature package 2 not supported.

1
GERAN feature package 2 supported.

GMSK Multislot Power Profile (2 bit field)

This field indicates the GMSK multislot power capability parameter GMSK_MULTISLOT_POWER_PROFILE as described in 3GPP TS 45.005 [33].

Bits

2 1

0 0

GMSK_MULTISLOT_POWER_PROFILE 0

0 1

GMSK_MULTISLOT_POWER_PROFILE 1

1 0

GMSK_MULTISLOT_POWER_PROFILE 2

1 1

GMSK_MULTISLOT_POWER_PROFILE 3

8-PSK Multislot Power Profile (2 bit field)

This field indicates the 8-PSK multislot power capability parameter 8‑PSK_MULTISLOT_POWER_PROFILE as described in 3GPP TS 45.005 [33]. If the MS does not support 8-PSK in the uplink, then it shall set this field to ‘0 0’.

Bits

2 1

0 0

8-PSK_MULTISLOT_POWER_PROFILE 0

0 1

8-PSK_MULTISLOT_POWER_PROFILE 1

1 0

8-PSK_MULTISLOT_POWER_PROFILE 2

1 1

8-PSK_MULTISLOT_POWER_PROFILE 3

T-GSM 400 Bands Supported (2 bit field)

See the semantic rule for the sending of this field.

Bits

2 1

0 1

T-GSM 380 supported, T-GSM 410 not supported

1 0

T-GSM 410 supported, T-GSM 380 not supported

1 1

T-GSM 410 supported, T-GSM 380 supported 

T-GSM 400 Associated Radio Capability (4 bit field)

If either T-GSM 410 or T-GSM 380 or both is supported, the T-GSM 400 Associated Radio Capability field indicates the radio capability for T-GSM 410 and/or T-GSM 380.

The radio capability contains the binary coding of the power class associated with the band indicated in T-GSM 400 Bands Supported bits (see 3GPP TS 45.005 [33]).

NOTE: The coding of the power class for T-GSM 410 and T-GSM 380 in T-GSM 400 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

T-GSM 900 Associated Radio Capability (4 bit field)
See the semantic rule for the sending of this field.

This field indicates whether T-GSM 900 band is supported and its associated radio capability. 

The radio capability contains the binary coding of the power class associated with the T-GSM 900 band (see 3GPP TS 45.005 [33]).

Note: the coding of the power class for T-GSM 900 in T-GSM 900 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

Downlink Advanced Receiver Performance (2 bit field)

This field indicates Downlink Advanced Receiver Performance capabilities of the MS (see 3GPP TS 45.005 [33]).
Bits

2 1

0 0

Downlink Advanced Receiver Performance not supported

0 1

Downlink Advanced Receiver Performance – phase I supported
1 0

Downlink Advanced Receiver Performance – phase II supported
The value ‘11’  shall not be used by the MS.

If the value ‘11’ is received by the network, it shall be interpreted as ‘10’.
DTM Enhancements Capability (1 bit field) 
This field indicates whether the mobile station supports enhanced DTM CS establishment and enhanced DTM CS release or not. It is coded as follows:


0
The mobile station does not support enhanced DTM CS establishment and enhanced DTM CS release procedures. 

1
The mobile station supports enhanced DTM CS establishment and enhanced DTM CS release procedures.

DTM GPRS High Multi Slot Class (3 bit field)
This field indicates the DTM GPRS multislot capabilities of the MS. It is coded as follows:



Bit

3 2 1

0 0 0

Unused. If received, the network shall interpret this as ‘0 0 1’

0 0 1

Multislot class 31 or 36 supported

0 1 0

Multislot class 32 or 37 supported

0 1 1

Multislot class 33 or 38 supported

1 0 0

Multislot class 41 supported

1 0 1

Multislot class 42 supported

1 1 0

Multislot class 43 supported

1 1 1

Multislot class 44 supported


The presence of this field indicates that the MS supports the DTM extension to high multislot classes. When this field is not present, the MS supports the DTM multislot class indicated by the DTM GPRS Multi Slot Class field.

The values '0 0 1', '0 1 0' and '0 1 1' shall be interpreted as indicating DTM GPRS multislot class 36, 37 or 38 respectively if the Offset required field indicates that the offset t0 is required; in all other cases those codepoints shall be interpreted as indicating DTM GPRS multislot class 31, 32 or 33 respectively.

Offset required (1 bit field)
This field indicates whether the GPRS multislot class of the mobile station is such that the Timing Advance offset t0 is required (see 3GPP TS 45.002 [32]). It is coded as follows:



0
The mobile station does not require the offset 

1
The mobile station requires the offset

DTM EGPRS High Multi Slot Class (3 bit field)
This field indicates the DTM EGPRS multislot capabilities of the MS. This field may be included only if the mobile station supports EGPRS DTM. This field is coded as the DTM GPRS High Multi Slot Class field. When this field is not present, the MS supports the DTM multislot class indicated by the DTM EGPRS Multi Slot Class field.

The values '0 0 1', '0 1 0' and '0 1 1' shall be interpreted as indicating DTM EGPRS multislot class 36, 37 or 38 respectively if the Offset required field indicates that the Timing Advance offset t0 is required; in all other cases those codepoints shall be interpreted as indicating DTM EGPRS multislot class 31, 32 or 33 respectively.

The same multislot capability is applicable also for EGPRS2 if supported

Repeated ACCH Capability (1 bit field)

This field indicates whether the MS supports Repeated SACCH and Repeated Downlink FACCH (see 3GPP TS 44.006 [19]). It is coded as follows:


0
The mobile station does not support Repeated SACCH

1
The mobile station supports Repeated SACCH and Repeated Downlink FACCH
An MS that only supports Repeated Downlink FACCH shall set this bit field to ‘0’.

GSM 710 Associated Radio Capability (4 bit field)

See the semantic rule for the sending of this field.

This field indicates whether GSM 710 band is supported and its associated radio capability. 

The radio capability contains the binary coding of the power class associated with the GSM 710 band (see 3GPP TS 45.005 [33]).

NOTE: The coding of the power class for GSM 710 in GSM 710 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

T-GSM 810 Associated Radio Capability (4 bit field)

See the semantic rule for the sending of this field.

This field indicates whether T- GSM 810 band is supported and its associated radio capability. 

The radio capability contains the binary coding of the power class associated with the T-GSM 810 band (see 3GPP TS 45.005 [33]).

NOTE: The coding of the power class for T-GSM 810 in T-GSM 810 Associated Radio Capability is different to that used in the Mobile Station Classmark 1 and Mobile Station Classmark 2 information elements.

Ciphering Mode Setting Capability (1 bit field)

This field indicates whether the MS supports the Ciphering Mode Setting IE in the DTM ASSIGNMENT COMMAND message (see 3GPP TS 44.018 [84]). It is coded as follows:


0
The mobile station does not support the Ciphering Mode Setting IE in the 


DTM ASSIGNMENT COMMAND message


1
The mobile station supports the Ciphering Mode Setting IE in the DTM ASSIGNMENT COMMAND 


message

Additional Positioning Capabilities (1 bit field)

This field indicates whether the mobile station supports additional positioning capabilities which can be retrieved using RRLP. It is coded as follows:


0
The mobile station does not support additional positioning capabilities which can be retrieved using 



RRLP

1
The mobile station supports additional positioning capabilities which can be retrieved using RRLP.
E-UTRA FDD support (1 bit field)

Bit

0

E-UTRA FDD not supported

1

E-UTRA FDD supported

E-UTRA TDD support (1 bit field)

Bit

0

E-UTRA TDD not supported

1

E-UTRA TDD supported




	*** NEXT CHANGE


10.5.1.10a
PD and SAPI $(CCBS)$

The purpose of the PD and SAPI information element is to provide information concerning Protocol Discriminators and Service Access Point Identifiers.

The PD and SAPI information element is coded as shown in figure 10.5.10/3GPP TS 24.008 and table 10.5.10/3GPP TS 24.008.

The PD and SAPI is a type 3 information element with 2 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	PD and SAPI IEI
	octet 1

	0

spare
	0

spare
	SAPI
	PD
	octet 2


Figure10.5.10/3GPP TS 24.008
PD and SAPI information element

Table 10.5.1.10/3GPP TS 24.008: PD and SAPI information element

	

	SAPI: Service Access Point Identifier (octet 2)

	

	Bits

	6
	5
	
	

	0
	0
	
	SAPI 0

	0
	1
	
	reserved

	1
	0
	
	reserved

	1
	1
	
	SAPI 3

	

	PD: Protocol Discriminator (octet 2)

	bits 4-1

	Encoded as specified in subclause 11.2.1 of 3GPP TS 24.007 [20].

	


	*** NEXT CHANGE


10.5.1.12.1
CN Common GSM-MAP NAS system information

The purpose of the CN Common GSM-MAP NAS system information element is to provide the MS with actual parameter settings of parameters relevant for both MM and GMM functionality. The coding of the information element identifier and length information is defined in the 3GPP TS 25.331 [23c]. Only the coding of the content is in the scope of the present document.

The content of the CN common GSM-MAP NAS system information element is coded as shown in figure 10.5.1.12.1/3GPP TS 24.008 and table 10.5.1.12.1/3GPP TS 24.008.

The length of this element content is two octets. The MS shall ignore any additional octets received.

	8
	7
	6
	5
	4
	3
	2
	1
	

	LAC
	octet 1

	
	octet 2


Figure 10.5.1.12.1/3GPP TS 24.008 Common system information element

Table 10.5.1.12.1/3GPP TS 24.008: Common system information element

	LAC, Location Area Code (2 octet field)
This field is the binary representation of the Location Area Code, see 3GPP TS 23.003 [10]. The LAC field consists of 16 bits. Bit 8 in octet 1 is the most significant bit and bit 1 in octet 2 is the least significant bit.


	*** NEXT CHANGE


10.5.1.12.3
PS domain specific system information

The purpose of the CN domain specific GSM-MAP NAS system information element, when used for the PS domain, is to provide the MS with actual parameter settings of parameters relevant only for GMM functionality. The coding of the information element identifier and length information is defined in the 3GPP TS 25.331 [23c]. Only the coding of the content is in the scope of the present document.

For PS domain, the content of the CN domain specific GSM-MAP NAS system information element is coded as shown in figure 10.5.1.12.3/3GPP TS 24.008 and table 10.5.1.12.3/3GPP TS 24.008. The length of this element content is two octets. The MS shall ignore any additional octets received.

	8
	7
	6
	5
	4
	3
	2
	1
	

	RAC
	octet 1

	Spare
	NMO
	octet 2


Figure 10.5.1.12.3/3GPP TS 24.008 PS domain specific system information element 

Table 10.5.1.12.3/3GPP TS 24.008: PS domain specific system information element

	RAC, Routing Area Code (8 bit field)
This field is the binary representation of the Routing Area Code, see 3GPP TS 23.003 [10]. Bit 8 in octet 1 is the most significant bit and bit 1 in octet 1 is the least significant bit.

	

	NMO, Network Mode of Operation (1 bit field) 
This field is the binary representation of the Network Mode of Operation, see 3GPP TS 23.060 [74]
Bit
1
 
0
Network Mode of Operation I
 
1
Network Mode of Operation II

	

	The bits 2 – 8 of octet 2 are spare and shall be coded all zeros.


	*** NEXT CHANGE


10.5.4.4
Auxiliary states

The purpose of the auxiliary states information element is to describe the current status of the auxiliary states of a call in the call control states "active" and "mobile originating modify". (See TSs 3GPP TS 24.083 [27] and 24.084 [28])

The auxiliary states information element is coded as shown in figure 10.5.87/3GPP TS 24.008, table 10.5.100/3GPP TS 24.008 and table 10.5.101/3GPP TS 24.008.

The auxiliary states is a type 4 information element with 3 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Auxiliary states IEI
	octet 1

	Length of auxiliary states contents
	octet 2

	1
	0
	0
	0
	hold aux.
	MPTY aux.
	

	ext
	spare
	state
	state
	octet 3


Figure 10.5.87/3GPP TS 24.008 Auxiliary states information element

Table 10.5.100/3GPP TS 24.008: Auxiliary states information element

	Hold auxiliary state (octet 3)

	

	Bits

	4
	3
	
	
	

	0
	0
	
	
	idle






Note 1

	0
	1
	
	
	hold request



Note 1

	1
	0
	
	
	call held




Note 1

	1
	1
	
	
	retrieve request


Note 1

	

	Note 1:
These states are defined in Rec 3GPP TS 24.083 [27].


Table 10.5.101/3GPP TS 24.008: Auxiliary states information element

	*** NEXT CHANGE


10.5.4.15
Facility

The purpose of the facility information element is to transport supplementary service related information. Within the scope of 3GPP TS 24.008 the content of the Facility information field is an array of octets. The usage of this transportation mechanism is defined in 3GPP TS 24.080 [24].

The facility information element is coded as shown in figure 10.5.101/3GPP TS 24.008.

The facility is a type 4 information element with a minimum length of 2 octets. No upper length limit is specified except for that given by the maximum number of octets in a L3 message (see 3GPP TS 44.006 [19]).

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Facility IEI
	octet 1

	Length of facility contents
	octet 2

	Facility information (see 3GPP TS 24.080 [24])
	octet 3-?*


Figure 10.5.101/3GPP TS 24.008

	*** NEXT CHANGE


10.5.4.24
SS Version Indicator

The purpose of the SS version indicator information element is to aid the decoding of the Facility information element as described in 3GPP TS 24.010 [21]. Within the scope of 3GPP TS 24.008 the contents of the SS Version information field is an array of one or more octets. The usage of the SS version information field is defined in 3GPP TS 24.080 [24].

The SS version indicator information element is coded as shown in figure 10.5.113/3GPP TS 24.008.

The SS version indicator is a type 4 information element with a minimum length of 2 octets. No upper length limit is specified except for that given by the maximum number of octets in a L3 message (see 3GPP TS 44.006 [19]).

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	SS version indicator IEI
	octet 1

	Length of SS version indicator contents
	octet 2

	SS version information (see 3GPP TS 24.080 [24])


	octet 3*


:
*


:
*


Figure 10.5.113/3GPP TS 24.008

NOTE:
Usually, this information element has only one octet of content.

	*** NEXT CHANGE


10.5.4.32
Supported codec list

The purpose of the Supported Codec List information element is to provide the network with information about the speech codecs supported by the mobile.

The Supported Codec List information element is coded as shown in figure 10.5.118c/3GPP TS 24.008.

The Supported Codec List information element is a type 4 information element with a minimum length of 5 octets and a maximum length of m+3 octets.

Speech codec information belonging to GERAN and UTRAN shall be conveyed by this information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Supported Codec List IEI
	octet 1

	Length Of Supported Codec list

	octet 2

	 System Identification 1 (SysID 1)

	octet 3


	Length Of Bitmap for SysID 1


	octet 4

	Codec Bitmap for SysID 1, bits 1 to 8
	octet 5

	Codec Bitmap for SysID 1, bits 9 to 16
	octet 6

	System Identification 2 (SysID 2)

	octet j


	Length Of Bitmap for (SysID 2)


	octet j+1

	Codec Bitmap for (SysID 2), bits 1 to 8
	octet j+2

	Codec Bitmap for (SysID 2), bits 9 to 16
	octet j+3

	System Identification x (SysID x)

	octet m


	Length Of Bitmap for (SysID x)


	octet m+1

	Codec Bitmap for (SysID x), bits 1 to 8
	octet m+2

	Codec Bitmap for (SysID x), bits 9 to 16
	octet m+3


Figure 10.5.118c/3GPP TS 24.008 Supported codec list information element

Table 10.5.4.135c/3GPP TS 24.008: Supported Codec List information element

	Octet 3, (j), m etc

SysID indicates the radio access technology for which the subsequent Codec Bitmap indicates the supported codec types. 

Coding of this Octet is defined in 3GPP TS 26.103 [83].

Octet 4, (j+1), m+1 etc

Length Of Codec Bitmap for SysID indicates the number of octets included in the list for the given SysID.

Octets (5 & 6), (j+2 & j+3), (m+2 & m+3) etc

The coding of the Codec Bitmap is defined in 3GPP TS 26.103 [83].

NOTE:
If the Codec Bitmap for a SysID is 1 octet, it is an indication that all codecs of the 2nd octet are not supported. If the Codec Bitmap for a SysID is more than 2 octets, the network shall ignore the additional octet(s) of the bitmap and process the rest of the information element.




	*** NEXT CHANGE


10.5.4.33
Service category

The purpose of the Service category information element is to provide the network with information about services invoked by the user equipment.

The Service category information element is coded as shown in figure 10.5.118d/3GPP TS 24.008 and table 10.5.135d/3GPP TS 24.008

The Service category is a type 4 information element with a minimum length of 3 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Service Category IEI
	octet 1

	Length of Service Category
	octet 2

	0
	Emergency Service Category Value
	octet 3

	spare
	
	


Figure 10.5.118d/3GPP TS 24.008 Service Category information element

Table 10.5.135d/3GPP TS 24.008: Service Category information element

Emergency Service Category Value (octet 3)

The meaning of the Emergency Category Value is derived from the following settings (see 3GPP TS 22.101 [8] clause 10):

Bit 1
Police

Bit 2
Ambulance

Bit 3
Fire Brigade

Bit 4
Marine Guard
Bit 5
Mountain Rescue

Bit 6
manually initiated eCall

Bit 7
automatically initiated eCall

Bit 8
is spare and set to "0"

Mobile station may set one or more bits to "1"

If more than one bit is set to "1", routing to a combined Emergency centre (e.g. ambulance and fire brigade in Japan) is required. If the MSC can not match the received service category to any of the emergency centres, it shall route the call to an operator defined default emergency centre.

If no bit is set to "1", the MSC shall route the Emergency call to an operator defined default emergency centre. 

A mobile station initiating an eCall shall set either bit 6 or bit 7 to “1”. The network may use the information indicated in bit 6 and bit 7 to route the manually or automatically initiated eCall to an operator defined emergency call centre.
	*** NEXT CHANGE


10.5.5.12
MS network capability 

The purpose of the MS network capability information element is to provide the network with information concerning aspects of the mobile station related to GPRS. The contents might affect the manner in which the network handles the operation of the mobile station. The MS network capability information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The MS  network capability is a type 4 information element with a maximum of 10 octets length.

The value part of a MS network capabilityinformation element is coded as shown in figure 10.5.128/3GPP TS 24.008 and table 10.5.145/3GPP TS 24.008.

NOTE: 
The requirements for the support of the GEA algorithms in the MS are specified in 3GPP TS 43.020 [13].
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Table 10.5.145/3GPP TS 24.008 MS network capability information element

	<MS network capability value part> ::=


<GEA1 bits>
<SM capabilities via dedicated channels: bit>
<SM capabilities via GPRS channels: bit>

<UCS2 support: bit>
<SS Screening Indicator: bit string(2)>
<SoLSA Capability : bit>
<Revision level indicator: bit>

<PFC feature mode: bit>

<Extended GEA bits>

<LCS VA capability: bit>

<PS inter-RAT HO to UTRAN Iu mode capability: bit>

<ISR support: bit>

<SRVCC to GERAN/UTRAN capability: bit>

<Spare bits>;

<GEA1 bits> ::= < GEA/1 :bit>;

<Extended GEA bits> ::= <GEA/2:bit><GEA/3:bit>< GEA/4:bit >< GEA/5:bit >< GEA/6:bit ><GEA/7:bit>;

<Spare bits> ::= null | {<spare bit> < Spare bits >};

SS Screening Indicator

0 0
defined in 3GPP TS 24.080 [24] 


0 1
defined in 3GPP TS 24.080 [24] 


1 0
defined in 3GPP TS 24.080 [24]

1 1
defined in 3GPP TS 24.080 [24] 

SM capabilities via dedicated channels

0
Mobile station does not support mobile terminated point to point SMS via CS domain


1
Mobile station supports mobile terminated point to point SMS via CS domain

SM capabilities via GPRS channels

0
Mobile station does not support mobile terminated point to point SMS via PS domain

1
Mobile station supports mobile terminated point to point SMS via PS domain

UCS2 support
This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings.

0
the ME has a preference for the default alphabet (defined in 3GPP TS 23.038 [8b])


over UCS2.

1
the ME has no preference between the use of the default alphabet and the


use of UCS2.

GPRS Encryption Algorithm GEA/1
0
encryption algorithm GEA/1not available
1
encryption algorithm GEA/1 available
SoLSA Capability

0
The ME does not support SoLSA.

1
The ME supports SoLSA.


Revision level indicator 

0
used by a mobile station not supporting R99 or later versions of the protocol


1
used by a mobile station supporting R99 or later versions of the protocol 

PFC feature mode

0 Mobile station does not support BSS packet flow procedures

1 Mobile station does support BSS packet flow procedures

GEA/2

0
encryption algorithm GEA/2 not available
1
encryption algorithm GEA/2 available

GEA/3

0
encryption algorithm GEA/3 not available
1
encryption algorithm GEA/3 available

GEA/4

0
encryption algorithm GEA/4 not available
1
encryption algorithm GEA/4 available

GEA/5

0
encryption algorithm GEA/5 not available
1
encryption algorithm GEA/5 available

GEA/6

0
encryption algorithm GEA/6 not available
1
encryption algorithm GEA/6 available

GEA/7

0
encryption algorithm GEA/7 not available
1
encryption algorithm GEA/7 available

LCS VA capability (LCS value added location request notification capability)

This information field indicates the support of the LCS value added location request notification via PS domain as defined in 3GPP TS 23.271 [105].
0
location request notification via PS domain not supported
1
location request notification via PS domain supported

PS inter-RAT HO to UTRAN Iu mode capability

This information field indicates the support of the PS inter-RAT HO to UTRAN Iu mode.
0
PS inter-RAT HO to UTRAN Iu mode not supported
1
PS inter-RAT HO to UTRAN Iu mode supported

ISR support
0
The mobile station does not support ISR.
1
The mobile station supports ISR.
SRVCC to GERAN/UTRAN capability
0
SRVCC from UTRAN HSPA or E-UTRAN to GERAN/UTRAN not supported
1
SRVCC from UTRAN HSPA or E-UTRAN to GERAN/UTRAN supported



	*** NEXT CHANGE


10.5.5.12a
MS Radio Access capability

The purpose of the MS Radio Access capability information element is to provide the radio part of the network with information concerning radio aspects of the mobile station. The contents might affect the manner in which the network handles the operation of the mobile station.

The MS Radio Access capability is a type 4 information element, with a maximum length of 52 octets.

The value part of a MS Radio Access capability information element is coded a shown table 10.5.146/3GPP TS 24.008.

For the indication of the radio access capabilities the following conditions shall apply:

-
Among the three Access Type Technologies GSM 900-P, GSM 900-E and GSM 900-R only one shall be present.

-
Due to shared radio frequency channel numbers between GSM 1800 and GSM 1900, the mobile station should provide the relevant radio access capability for either GSM 1800 band OR GSM 1900 band, not both.

-
The MS shall indicate its supported Access Technology Types during a single MM procedure.

-
If the alternative coding by using the Additional access technologies struct is chosen by the mobile station, the mobile station shall indicate its radio access capability for the serving BCCH frequency band in the first included Access capabilities struct, if this information element is not sent in response to an Access Technologies Request from the network or if none of the requested Access Technology Types is supported by the MS. Otherwise, the mobile station shall include the radio access capabilities for the frequency bands it supports in the order of priority requested by the network (see 3GPP TS 44.060 [76]).

-
The first Access Technology Type shall not be set to "1111".
For error handling the following shall apply:


If a received Access Technology Type is unknown to the receiver, it shall ignore all the corresponding fields.


If within a known Access Technology Type a receiver recognizes an unknown field it shall ignore it.


For more details about error handling of MS radio access capability see 3GPP TS 48.018 [86].

NOTE: 
The requirements for the support of the A5 algorithms in the MS are specified in 3GPP TS 43.020 [13].

Table 10.5.146/3GPP TS 24.008: MS Radio Access Capability Information Element

<MS RA capability value part : < MS RA capability value part struct >>

<spare bits>**; -- may be used for future enhancements

<MS RA capability value part struct >::=  --recursive structure allows any number of Access technologies

{
{
< Access Technology Type: bit (4) > exclude 1111




< Access capabilities : <Access capabilities struct> > }


 | 
{
< Access Technology Type: bit (4) == 1111 >
-- structure adding Access technologies with same capabilities



< Length : bit (7) > 

-- length in bits of list of Additional access technologies and spare bits



{ 1 < Additional access technologies: < Additional access technologies struct > > } ** 0




<spare bits>** } }


{ 0 | 1 <MS RA capability  value part struct> } ;

< Additional access technologies struct > ::=


< Access Technology Type : bit (4) >


< GMSK Power Class : bit (3) >


< 8PSK Power Class : bit (2) > ;

< Access capabilities struct > ::=


< Length : bit (7) > -- length in bits of Content and spare bits


<Access capabilities : <Content>> 


<spare bits>** ; -- expands to the indicated length




  -- may be used for future enhancements

< Content > ::=


< RF Power Capability : bit (3) >

{ 0 | 1 <A5 bits : <A5 bits> > } 
-- zero means that the same values apply for parameters as in the immediately preceding Access capabilities field within this IE

< ES IND : bit >

< PS : bit >


< VGCS : bit >


< VBS : bit >


{ 0 | 1 < Multislot capability : Multislot capability struct > } -- zero means that the same values for multislot parameters as given in an earlier Access capabilities field within this IE apply also here

-- Additions in release 99


{ 0 | 1 < 8PSK Power Capability : bit(2) >}

< COMPACT Interference Measurement Capability : bit >

< Revision Level Indicator : bit >


< UMTS FDD Radio Access Technology Capability : bit > 



-- 3G RAT

< UMTS 3.84 Mcps TDD Radio Access Technology Capability : bit > 
-- 3G RAT

< CDMA 2000 Radio Access Technology Capability : bit > 



-- 3G RAT

-- Additions in release 4

< UMTS 1.28 Mcps TDD Radio Access Technology Capability: bit >
-- 3G RAT


< GERAN Feature Package 1 : bit >


{ 0 | 1 < Extended DTM GPRS Multi Slot Class : bit(2) >




< Extended DTM EGPRS Multi Slot Class : bit(2) > }


< Modulation based multislot class support : bit >

-- Additions in release 5


{ 0 | 1 < High Multislot Capability : bit(2) > }


{ 0 | 1 < GERAN Iu Mode Capabilities > }

< GMSK Multislot Power Profile : bit (2) >


< 8-PSK Multislot Power Profile : bit (2) > 

-- Additions in release 6


< Multiple TBF Capability : bit >


< Downlink Advanced Receiver Performance : bit(2) >


< Extended RLC/MAC Control Message Segmentation Capability : bit >


< DTM Enhancements Capability : bit >

{ 0 | 1
< DTM GPRS High Multi Slot Class : bit(3) >




{ 0 | 1 < DTM EGPRS High Multi Slot Class : bit(3) > } }

< PS Handover Capability : bit >
-- Additions in release 7


< DTM Handover Capability : bit >

{ 0 | 1 < Multislot Capability Reduction for Downlink Dual Carrier: bit (3) >



< Downlink Dual Carrier for DTM Capability : bit> }

< Flexible Timeslot Assignment : bit >

     < GAN PS Handover Capability : bit >


< RLC Non-persistent Mode : bit >


< Reduced Latency Capability : bit >

< Uplink EGPRS2 : bit(2) >


< Downlink EGPRS2 : bit(2) >
-- Additions in release 8

< E-UTRA FDD support : bit > 

< E-UTRA TDD support : bit >;

-- error: struct too short, assume features do not exist



-- error: struct too long, ignore data and jump to next Access technology

Table 10.5.146/3GPP TS 24.008 (continued): MS Radio Access Capability IE

	< Multislot capability struct > ::=

{ 0 | 1 < HSCSD multislot class : bit (5) > }

{ 0 | 1 < GPRS multislot class : bit (5) > < GPRS Extended Dynamic Allocation Capability : bit > }


{ 0 | 1 < SMS_VALUE : bit (4)  > < SM_VALUE : bit (4)  > }

-- Additions in release 99

{ 0 | 1 < ECSD multislot class : bit (5) > }

{ 0 | 1 < EGPRS multislot class : bit (5) > < EGPRS Extended Dynamic Allocation Capability : bit > }


{0 | 1
< DTM GPRS Multi Slot Class: bit(2)>




<Single Slot DTM : bit>




{0 | 1 <DTM EGPRS Multi Slot Class : bit(2)> } } ;


-- error: struct too short, assume features do not exist

< GERAN Iu Mode Capabilities > ::=

< Length : bit (4) >

-- length in bits of Iu mode-only capabilities and spare bits

-- Additions in release 6

< FLO Iu Capability : bit >


<spare bits>** ; 


-- expands to the indicated length









-- may be used for future enhancements

<A5 bits> ::= < A5/1 : bit> <A5/2 : bit> <A5/3 : bit> <A5/4 : bit> <A5/5 : bit> <A5/6 : bit> <A5/7 : bit>; -- bits for circuit mode ciphering algorithms. These fields are not used by the network and may be excluded by the MS.
Access Technology Type
This field indicates the access technology type to be associated with the following access capabilities.

Bits
4 3 2 1
0 0 0 0 
GSM P
0 0 0 1 
GSM E  --note that GSM E covers GSM P
0 0 1 0 
GSM R  --note that GSM R covers GSM E and GSM P
0 0 1 1 
GSM 1800
0 1 0 0 
GSM 1900
0 1 0 1 
GSM 450
0 1 1 0 
GSM 480
0 1 1 1 
GSM 850
1 0 0 0 
GSM 750
1 0 0 1 
GSM T 380
1 0 1 0 
GSM T 410
1 0 1 1 
GSM T 900
1 1 0 0 
GSM 710
1 1 0 1 
GSM T  810
1 1 1 1 
Indicates the presence of a list of Additional access technologies

All other values are treated as unknown by the receiver.

A MS which does not support any GSM access technology type shall set this field to '0000'.


RF Power Capability, GMSK Power Class (3 bit field)
This field contains the binary coding of the power class used for GMSK associated with the indicated Access Technology Type (see 3GPP TS 45.005 [33]).

A MS which does not support any GSM access technology type shall set this field to '000'.

8PSK Power Capability (2 bit field)
If 8-PSK modulation is supported for uplink, this field indicates the radio capability for 8‑PSK modulation. The following coding is used (see 3GPP TS 45.005 [33]):

Bits
2 1



0 0

Reserved



0 1

Power class E1



1 0

Power class E2



1 1

Power class E3
The presence of this field also indicates 8PSK modulation capability in the uplink.
8PSK Power Class (2 bit field)
This field indicates the radio capability for 8‑PSK modulation. The following coding is used (see 3GPP TS 45.005 [33]):

Bits
2 1



0 0

8PSK modulation not supported for uplink



0 1

Power class E1



1 0

Power class E2



1 1

Power class E3

Additional access technologies struct

This structure contains the GMSK Power Class and 8PSK Power Class for an additional Access Technology. All other capabilities for this indicated Access Technology are the same as the capabilities indicated by the preceding Access capabilities struct.

A5/1 
0
encryption algorithm A5/1 not available
1
encryption algorithm A5/1 available

A5/2 
The MS shall set this bit to ‘0’.
The network shall accept any received value.
0
encryption algorithm A5/2 not available
1
Not used. This value was allocated in earlier versions of the protocol.
A5/3 
0
encryption algorithm A5/3 not available
1
encryption algorithm A5/3 available

A5/4 
0
encryption algorithm A5/4 not available
1
encryption algorithm A5/4 available

A5/5 
0
encryption algorithm A5/5 not available
1
encryption algorithm A5/5 available

A5/6 
0
encryption algorithm A5/6 not available
1
encryption algorithm A5/6 available

A5/7 
0
encryption algorithm A5/7 not available
1
encryption algorithm A5/7 available

ES IND – (Controlled early Classmark Sending)

0
"controlled early Classmark Sending" option is not implemented
1
"controlled early Classmark Sending" option is  implemented


Table 10.5.146/3GPP TS 24.008 (concluded): MS Radio Access Capability IE

	PS – (Pseudo Synchronisation)
0 
PS capability not present
1
PS capability present 

VGCS – (Voice Group Call Service)
0 
no VGCS capability or no notifications wanted
1
VGCS capability and notifications wanted.
VBS – (Voice Broadcast Service)
0 
no VBS capability or no notifications wanted

1
VBS capability and notifications wanted

HSCSD Multi Slot Class 
The Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32]. This field is not used by the network and may be excluded by the MS.
Range 1 to 18, all other values are reserved.

GPRS Multi Slot Class
The GPRS Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32].

ECSD Multi Slot Class 
The presence of this field indicates ECSD capability. Whether the MS is capable of 8-PSK modulation in uplink is indicated by the presence of 8-PSK Power Capability field. The Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32]. This field is not used by the network and may be excluded by the MS.
Range 1 to 18, all other values are reserved.

EGPRS Multi Slot Class
The presence of this field indicates EGPRS capability. Whether the MS is capable of 8-PSK modulation in uplink is indicated by the presence of 8-PSK Power Capability field. The EGPRS Multi Slot Class field is coded as the binary representation of the multislot class defined in 3GPP TS 45.002 [32]. 

The same multislot capability is applicable also for EGPRS2 if supported.

GPRS Extended Dynamic Allocation Capability
0     Extended Dynamic Allocation Capability for GPRS is not implemented
1     Extended Dynamic Allocation Capability for GPRS is implemented

If a multislot class type 1 MS indicates in the GPRS Multi Slot Class field the support of a multislot class for which three or more uplink timeslots can be assigned, Extended Dynamic Allocation for GPRS shall be implemented in the mobile station.

EGPRS Extended Dynamic Allocation Capability
0     Extended Dynamic Allocation Capability for EGPRS and EGPRS2 (if supported) is not implemented
1     Extended Dynamic Allocation Capability for EGPRS and EGPRS2 (if supported) is implemented

If a multislot class type 1 MS indicates in the EGPRS Multi Slot Class field the support of a multislot class for which three or more uplink timeslots can be assigned, Extended Dynamic Allocation for EGPRS and EGPRS2 (if supported) shall be implemented in the mobile station.

SMS_VALUE (Switch-Measure-Switch) (4 bit field)
The SMS field indicates the time needed for the mobile station to switch from one radio channel to another, perform a neighbor cell power measurement, and the switch from that radio channel to another radio channel. This field is not used by the network and may be excluded by the MS.

Bits
4 3 2 1

0 0 0 0

1/4 timeslot (~144 microseconds)
0 0 0 1

2/4 timeslot (~288 microseconds)
0 0 1 0

3/4 timeslot (~433 microseconds)
 . . .
1 1 1 1

16/4 timeslot (~2307 microseconds)

(SM_VALUE) Switch-Measure (4 bit field)
The SM field indicates the time needed for the mobile station to switch from one radio channel to another and perform a neighbour cell power measurement. This field is not used by the network and may be excluded by the MS.

Bits
4 3 2 1
0 0 0 0

1/4 timeslot (~144 microseconds)
0 0 0 1

2/4 timeslot (~288 microseconds)
0 0 1 0

3/4 timeslot (~433 microseconds)
 . . .
1 1 1 1

16/4 timeslot (~2307 microseconds)


	DTM GPRS Multi Slot Class (2 bit field)
This field indicates the DTM GPRS multislot capabilities of the MS. It is coded as follows:

Bits
2 1
0 0

Unused. If received, the network shall interpret this as ‘01’
0 1

Multislot class 5 supported
1 0

Multislot class 9 supported
1 1

Multislot class 11 supported

This field shall contain one of the following values if the DTM GPRS High Multi Slot Class field is present:

Multislot class 9
if DTM GPRS High Multi Slot Class is set to indicate Class 31/36 or Class 41;

Multislot class 11
if DTM GPRS High Multi Slot Class is set to indicate Classes 32/37, 33/38 or Classes 42, 43, 44.

Single Slot DTM (1 bit field)
This field indicates whether the MS supports single slot DTM operation (see 3GPP TS 43.055 [87]).

Bit
0

Single Slot DTM not supported
1

Single Slot DTM supported

An MS indicating support for Extended DTM GPRS multislot class or Extended DTM EGPRS multislot class shall set this bit to ‘1’. The network may ignore the bit in this case.
DTM EGPRS Multi Slot Class (2 bit field)
This field indicates the DTM EGPRS multislot capabilities of the MS. This field shall be included only if the mobile station supports EGPRS DTM. This field is coded as the DTM GPRS multislot Class field.

This field shall contain one of the following values if the DTM EGPRS High Multi Slot Class field is present:

Multislot class 9
if DTM EGPRS High Multi Slot Class is set to indicate Class 31/36 or Class 41;

Multislot class 11
if DTM EGPRS High Multi Slot Class is set to indicate Classes 32/37, 33/38 or Classes 42, 43, 44.
The same multislot capability is applicable also for EGPRS2 if supported.
COMPACT Interference Measurement Capability (1 bit field)

0

COMPACT Interference Measurement Capability is not implemented
1

COMPACT Interference Measurement Capability is implemented

Revision Level Indicator (1 bit field)

Bit
0

The ME is Release ’98 or older
1

The ME is Release ’99 onwards

UMTS FDD Radio Access Technology Capability (1 bit field)

Bit

0

UMTS FDD not supported

1

UMTS FDD supported

UMTS 3.84 Mcps TDD Radio Access Technology Capability (1 bit field)

Bit

0

UMTS 3.84 Mcps TDD not supported

1

UMTS 3.84 Mcps TDD supported

CDMA 2000 Radio Access Technology Capability (1 bit field)

Bit

0

CDMA 2000 not supported

1

CDMA 2000 supported

UMTS 1.28 Mcps TDD Radio Access Technology Capability (1 bit field)

Bit

0

UMTS 1.28 Mcps TDD not supported

1

UMTS 1.28 Mcps TDD supported

GERAN Feature Package 1 (1 bit field)

This field indicates whether the MS supports the GERAN Feature Package 1 (see 3GPP TS 44.060 [76]). It is coded as follows:

0

GERAN feature package 1 not supported.
1

GERAN feature package 1 supported.

Extended DTM GPRS Multi Slot Class (2 bit field)

This field indicates the extended DTM GPRS capabilities of the MS and shall be interpreted in conjunction with the DTM GPRS Multi Slot Class field. It is coded as follows, where ‘DGMSC’ denotes the DTM GPRS multislot class field:

DGMSC Bit
2 1

Bit
2 1





0 0


0 0

Unused. If received, it shall be interpreted as ‘01 00’





0 0


0 1

Unused. If received, it shall be interpreted as ‘01 00’





0 0


1 0

Unused. If received, it shall be interpreted as ‘01 00’





0 0


1 1

Unused. If received, it shall be interpreted as ‘01 00’





0 1


0 0

Multislot class 5 supported





0 1


0 1

Multislot class 6 supported





0 1


1 0

Unused. If received, it shall be interpreted as ‘01 00’





0 1


1 1

Unused. If received, it shall be interpreted as ‘01 00’





1 0


0 0

Multislot class 9 supported





1 0


0 1

Multislot class 10 supported





1 0


1 0

Unused. If received, it shall be interpreted as ’10 00’





1 0


1 1

Unused. If received, it shall be interpreted as ’10 00’





1 1


0 0

Multislot class 11 supported





1 1


0 1

Unused. If received, it shall be interpreted as ’11 00’





1 1


1 0

Unused. If received, it shall be interpreted as ’11 00’





1 1


1 1

Unused. If received, it shall be interpreted as ’11 00’

The presence of this field indicates that the MS supports combined fullrate and halfrate GPRS channels in the downlink. When this field is not present, the MS supports the multislot class indicated by the DTM GPRS Multi Slot Class field.

If this field is included, it shall contain one of the following values if the DTM GPRS High Multi Slot Class field is present:

Multislot class 10
if DTM GPRS High Multi Slot Class is set to indicate Class 31/36 or Class 41;

Multislot class 11
if DTM GPRS High Multi Slot Class is set to indicate Classes 32/37, 33/38 or Classes 42, 43, 44.

Extended DTM EGPRS Multislot Class (2 bit field)

This field is not considered when the DTM EGPRS Multislot Class field is not included. This field indicates the extended DTM EGPRS multislot capabilities of the MS and shall be interpreted in conjunction with the DTM EGPRS Multislot Class field. This field is coded as the Extended DTM GPRS Multislot Class field. The presence of this field indicates that the MS supports combined fullrate and halfrate GPRS channels in the downlink. When this field is not present, the MS supports the multislot class indicated by the DTM EGPRS Multi Slot Class field.

If this field is included, it shall contain one of the following values if the DTM EGPRS High Multi Slot Class field is present:

Multislot class 10
if DTM EGPRS High Multi Slot Class is set to indicate Class 31/36 or Class 41;

Multislot class 11
if DTM EGPRS High Multi Slot Class is set to indicate Classes 32/37, 33/38 or Classes 42, 43, 44.

Modulation based multislot class support (1 bit field)

Bit

0

"Modulation based multislot class" not supported

1

"Modulation based multislot class" supported

High Multislot Capability (2 bit field)

The High Multislot Capability is individually combined with each multislot class field sent by the MS (the possible multislot class fields are: GPRS multislot class, EGPRS multislot class) to extend the related multislot class to multislot classes 30 to 45, see 3GPP TS 45.002 [32]. The same capability is applicable also to EGPRS2 if supported.
For each multislot class, the following mapping is done:

Bits

2 1

coded multislot class field


actual multislot class

0 0



8









30

0 0



10, 23, 28, 29






39

0 0



11, 20, 25







32

0 0



12, 21, 22, 26, 27





33

0 0



Any other







Multislot Class field value

0 1



8









35

0 1



10, 19, 24







36

0 1



11, 23, 28, 29






45

0 1



12, 21, 22, 26, 27





38

0 1



Any other







Multislot Class field value

1 0



 8









40

1 0



10, 19, 24







41

1 0



11, 20, 25







42

1 0



12, 23, 28, 29                                   44

1 0



Any other







Multislot Class field value

1 1



12, 21, 22, 26, 27





43

1 1



11, 20, 25







37

1 1



10, 19, 24







31

1 1



 9, 23, 28, 29






34

1 1



Any other







Multislot Class field value

GERAN Iu Mode Capabilities
This field indicates if the mobile station supports GERAN Iu mode. Furthermore, it indicates the GERAN Iu mode capabilities of the mobile station. The field shall be included if the mobile station supports GERAN Iu mode. If the field is not present, the mobile station does not support GERAN Iu mode.


FLO Iu Capability (1 bit field)
If this parameter is not present, the value '0' shall be assumed by the receiver.

0

FLO in GERAN Iu mode not supported 

1

FLO in GERAN Iu mode supported

GMSK Multislot Power Profile (2 bit field)

For detailed definitions, see the Mobile Station Classmark 3 information element.

8-PSK Multislot Power Profile (2 bit field)

For detailed definitions, see the Mobile Station Classmark 3 information element.

Multiple TBF Capability (1 bit field)
Bit

0

Multiple TBF procedures in A/Gb mode not supported

1

Multiple TBF procedures in A/Gb mode supported

Downlink Advanced Receiver Performance (2 bit field)

This field indicates Downlink Advanced Receiver Performance capabilities of the MS (see 3GPP TS 45.005 [33]).
Bits

2 1

0 0

Downlink Advanced Receiver Performance not supported

0 1

Downlink Advanced Receiver Performance – phase I supported
1 0

Downlink Advanced Receiver Performance – phase II supported

The value ‘11’  shall not be used by the MS.

If the value ‘11’ is received by the network, it shall be interpreted as ‘10’ .

Extended RLC/MAC Control Message Segmentation capability (1 bit field)

Bit

0

Extended RLC/MAC control message segmentation not supported

1

Extended RLC/MAC control message segmentation supported

DTM Enhancements Capability (1 bit field) 
This field indicates whether the mobile station supports enhanced DTM CS establishment and enhanced DTM CS release or not. It is coded as follows:

Bit

0

The mobile station does not support enhanced DTM CS establishment and enhanced DTM CS release procedures. 
1

The mobile station supports enhanced DTM CS establishment and enhanced DTM CS release procedures.

DTM GPRS High Multi Slot Class (3 bit field)
This field indicates the DTM GPRS multislot capabilities of the MS. It is coded as follows:



Bit

3 2 1

0 0 0

Unused. If received, the network shall interpret this as ‘0 0 1’

0 0 1

Multislot class 31 or 36 supported

0 1 0

Multislot class 32 or 37 supported

0 1 1

Multislot class 33 or 38 supported

1 0 0

Multislot class 41 supported

1 0 1

Multislot class 42 supported

1 1 0

Multislot class 43 supported

1 1 1

Multislot class 44 supported


The presence of this field indicates that the MS supports the DTM extension to high multislot classes. When this field is not present, the MS supports the DTM multislot class indicated by the DTM GPRS Multi Slot Class field.

The values '0 0 1', '0 1 0' and '0 1 1' shall be interpreted as indicating DTM GPRS multislot class 36, 37 or 38 respectively in case the MS indicates support for one of the GPRS multislot classes 35 to 39; in all other cases those codepoints shall be interpreted as indicating DTM GPRS multislot class 31, 32 or 33 respectively.

This field shall be ignored if the High Multislot Capability field is not present.

DTM EGPRS High Multi Slot Class (3 bit field)
This field indicates the DTM EGPRS multislot capabilities of the MS. This field may be included only if the mobile station supports EGPRS DTM. This field is coded as the DTM GPRS High Multi Slot Class field. When this field is not present, the MS supports the DTM multislot class indicated by the DTM EGPRS Multi Slot Class field.

The values '0 0 1', '0 1 0' and '0 1 1' shall be interpreted as indicating DTM EGPRS multislot class 36, 37 or 38 respectively in case the MS indicates support for one of the EGPRS multislot classes 35 to 39; in all other cases those codepoints shall be interpreted as indicating DTM EGPRS multislot class 31, 32 or 33 respectively.

This field shall be ignored if the High Multislot Capability field is not present.
The same multislot capability is applicable also for EGPRS2 if supported.
PS Handover Capability (1 bit field)

This field indicates whether the mobile station supports PS Handover. The PS Handover Capability applies to all RATs and modes indicated as supported in this information element.

Bit

0

The mobile station does not support PS Handover.

1

The mobile station supports PS Handover
DTM Handover Capability (1 bit field)

This field indicates whether the mobile station supports DTM Handover. The DTM Handover Capability applies to all RATs and modes indicated as supported in this information element. It is coded as follows:

Bit

0

The mobile station does not support DTM Handover.

1

The mobile station supports DTM Handover
Multislot Capability Reduction for Downlink Dual Carrier (3 bit field)
This field indicates the receive multislot capability reduction of a dual carrier capable mobile station applicable to EGPRS and EGPRS2 support (see 3GPP TS 45.002 [32]). The field is coded as follows:


 Bit

3 2 1

0 0 0

No reduction

0 0 1

The MS supports 1 timeslot fewer than the maximum number of receive timeslots

0 1 0

The MS supports 2 timeslots fewer than the maximum number of receive timeslots 

0 1 1

The MS supports 3 timeslots fewer than the maximum number of receive timeslots 

1 0 0

The MS supports 4 timeslots fewer than the maximum number of receive timeslots 

1 0 1

The MS supports 5 timeslots fewer than the maximum number of receive timeslots 

1 1 0

The MS supports 6 timeslots fewer than the maximum number of receive timeslots 

1 1 1

Reserved for future use

The presence of this field also indicates that the mobile station supports dual carrier in the downlink for EGPRS.

Downlink Dual Carrier for DTM Capability (1 bit field)
This field indicates whether the mobile station supports DTM during downlink dual carrier operation. 

Bit

0

The mobile station does not support DTM during downlink dual carrier operation

1

The mobile station supports DTM during downlink dual carrier operation

If the mobile station supports DTM during downlink dual carrier operation as indicated by this field, the Multislot Capability Reduction for Downlink Dual Carrier field provided in the MS Radio Access Capability IE is applicable to EGPRS DTM support as well. 

Flexible Timeslot Assignment (1 bit field)

This field indicates whether the mobile station supports Flexible Timeslot Assignment (see 3GPP TS 45.002 [32]).


0
The mobile station does not support Flexible Timeslot Assignment

1
The mobile station supports Flexible Timeslot Assignment
GAN PS Handover Capability (1 bit field)

This field indicates whether or not the mobile station supports PS Handover from GERAN/UTRAN cell to a GAN cell. The field is coded as follows:

Bit

0

The mobile station does not support PS Handover from GERAN/UTRAN cell to a GAN cell
1

The mobile station supports PS Handover from GERAN/UTRAN cell to a GAN cell
RLC Non-persistent Mode Capability (1 bit field)

This field indicates whether the mobile station supports RLC Non-persistent Mode (see 3GPP TS 44.060 [76]). 


0
The mobile station does not support RLC Non-persistent Mode


1
The mobile station supports RLC Non-persistent Mode 

Reduced Latency Capability (1 bit field)

This field indicates whether the mobile station supports Reduced TTI configurations and Fast Ack/Nack Reporting (see 3GPP TS 44.060 [76]) in packet transfer mode for both EGPRS and, if supported, EGPRS2. 


0
The mobile station does not support Reduced TTI configurations and Fast Ack/Nack Reporting 

1
The mobile station supports Reduced TTI configurations and Fast Ack/Nack Reporting
A mobile station whose multislot class does not allow the support of Reduced TTI configurations in packet transfer mode due to a limited number of uplink or downlink timeslots (see 3GPP TS 45.002 [32]) shall set the Reduced Latency Capability field to '0'.

Uplink EGPRS2 (2 bit field)

This field indicates whether the mobile station supports EGPRS2-A or EGPRS2-A and EGPRS2-B in the uplink.

Bit
2 1
0 0

The mobile station does not support either EGPRS2-A or EGPRS2-B  in the uplink

0 1

The mobile station supports EGPRS2-A in the uplink

1 0

The mobile station supports both EGPRS2-A and EGPRS2-B in the uplink

1 1 
This value is not used in this release/version of the specifications. If received it shall be interpreted 




as ‘10’

Downlink EGPRS2 (2 bit field)

This field indicates whether the mobile station supports EGPRS2-A or EGPRS2-A and EGPRS2-B in the downlink.

Bit
2 1
0 0

The mobile station does not support either EGPRS2-A or EGPRS2-B  in the downlink

0 1

The mobile station supports EGPRS2-A in the downlink

1 0

The mobile station supports both EGPRS2-A and EGPRS2-B in the downlink

1 1 
This value is not used in this release/version of the specifications. If received it shall be interpreted 




as ‘10’
E-UTRA FDD support (1 bit field)

Bit

0

E-UTRA FDD not supported

1

E-UTRA FDD supported

E-UTRA TDD support (1 bit field)

Bit

0

E-UTRA TDD not supported

1

E-UTRA TDD supported




	*** NEXT CHANGE


10.5.5.24
Inter RAT information container

The purpose of the Inter RAT information container information element is to supply the network with Iu mode related information that needs to be transferred at PS inter-system handover to Iu mode (see 3GPP TS 43.129 [113]).

The Inter RAT information container information element is coded as shown in figure 10.5.150/3GPP TS 24.008.

The Inter RAT information container information element is a type 4 information element with a minimum length of 3 octets and a maximum length of 40 octets.

The Inter RAT information container contains:

-
predefined configuration status information; 

-
mobile station security information to be used after handover to Iu mode, which includes the START-PS value that is stored by the MS at handover from Iu mode to A/Gb mode (see 3GPP TS 33.102 [5a]); and/or

-
the specific Iu mode radio capabilities of the mobile station, i.e. UE RAC (see 3GPP TS 25.331 [23c]).

	8
	7
	6
	5
	4
	3
	2
	1
	

	Inter RAT information container IEI
	octet 1

	Length of inter RAT information container
	octet 2

	Inter RAT information container value part
	octet 3-40


Figure 10.5.150/3GPP TS 24.008: Inter RAT information container information element

The value part of the Inter RAT information container information element is the INTER RAT HANDOVER INFO as defined in 3GPP TS 25.331 [23c]. If this field includes padding bits, they are defined in 3GPP TS 25.331 [23c].
	*** NEXT CHANGE


10.5.6.5
Quality of service 

The purpose of the quality of service information element is to specify the QoS parameters for a PDP context.

The QoS IE is defined to allow backward compatibility to earlier version of Session Management Protocol.
The quality of service is a type 4 information element with a minimum length of 14 octets and a maximum length of 18 octets. The QoS requested by the MS shall be encoded both in the QoS attributes specified in octets 3-5 and in the QoS attributes specified in octets 6-14.

In the MS to network direction and in the network to MS direction the following applies:

-
Octets 15-18 are optional. If octet 15 is included, then octet 16 shall also be included, and octets 17 and 18 may be included.

-
If octet 17 is included, then octet 18 shall also be included.

-
A QoS IE received without octets 6-18, without octets 14-18, without octets 15-18, or without octets 17-18 shall be accepted by the receiving entity.

NOTE:
This behavior is required for interworking with entities supporting an earlier version of the protocol, or when the Maximum bit rate for downlink or for downlink and uplink is negotiated to a value lower than 8700 kbps.

The quality of service information element is coded as shown in figure 10.5.138/3GPP TS 24.008 and table 10.5.156/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Quality of service IEI
	octet 1

	Length of quality of service IE
	Octet 2

	0
0
spare
	Delay
class
	Reliability
class
	octet 3

	Peak 
throughput
	0
spare
	Precedence
class
	octet 4

	0
0
0
spare
	Mean
throughput
	octet 5

	Traffic Class
	Delivery order
	Delivery of erroneous SDU
	Octet 6

	Maximum SDU size
	Octet 7

	Maximum bit rate for uplink
	Octet 8

	Maximum bit rate for downlink
	Octet 9

	Residual BER
	SDU error ratio
	Octet 10

	Transfer delay
	Traffic Handling priority
	Octet 11

	
Guaranteed bit rate for uplink
	Octet 12

	Guaranteed bit rate for downlink
	Octet 13

	0
0
0
spare
	Signal-ling Indicat-ion
	Source Statistics Descriptor
	Octet 14

	Maximum bit rate for downlink (extended)
	Octet 15

	Guaranteed bit rate for downlink (extended)
	Octet 16

	Maximum bit rate for uplink (extended)
	Octet 17

	Guaranteed bit rate for uplink (extended)
	Octet 18


Figure 10.5.138/3GPP TS 24.008: Quality of service information element

Table 10.5.156/3GPP TS 24.008: Quality of service information element

Reliability class, octet 3 (see 3GPP TS 23.107 [81])
Bits
3 2 1
In MS to network direction:
0 0 0
Subscribed reliability class
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
Unused. If received, it shall be interpreted as '010' (Note)
0 1 0
Unacknowledged GTP; Acknowledged LLC and RLC, Protected data
0 1 1
Unacknowledged GTP and LLC; Acknowledged RLC, Protected data
1 0 0
Unacknowledged GTP, LLC, and RLC, Protected data
1 0 1
Unacknowledged GTP, LLC, and RLC, Unprotected data
1 1 1
Reserved

All other values are interpreted as Unacknowledged GTP and LLC; Acknowledged RLC, Protected data in this version of the protocol.

NOTE: this value was allocated in earlier versions of the protocol.

Delay class, octet 3 (see 3GPP TS 22.060 [73] and 3GPP TS 23.107 [81])
Bits
6 5 4
In MS to network direction:
0 0 0
Subscribed delay class 
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
Delay class 1
0 1 0
Delay class 2
0 1 1
Delay class 3
1 0 0
Delay class 4 (best effort)
1 1 1
Reserved

All other values are interpreted as Delay class 4 (best effort) in this version 
of the protocol.

Bit 7 and 8 of octet 3 are spare and shall be coded all 0.

Precedence class, octet 4 (see 3GPP TS 23.107 [81])
Bits
3 2 1
In MS to network direction:
0 0 0
Subscribed precedence
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
High priority
0 1 0
Normal priority
0 1 1
Low priority
1 1 1
Reserved

All other values are interpreted as Normal priority in this version of the protocol.

Bit 4 of octet 4 is spare and shall be coded as 0.

Peak throughput, octet 4 (see 3GPP TS 23.107 [81]) 

This field is the binary representation of the Peak Throughput Class (1 to 9). The corresponding peak throughput to each peak throughput class is indicated.
Bits
8 7 6 5
In MS to network direction:
0 0 0 0

Subscribed peak throughput
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 0 1

Up to 1 000 octet/s
0 0 1 0

Up to 2 000 octet/s
0 0 1 1

Up to 4 000 octet/s
0 1 0 0

Up to 8 000 octet/s
0 1 0 1

Up to 16 000 octet/s
0 1 1 0

Up to 32 000 octet/s
0 1 1 1

Up to 64 000 octet/s
1 0 0 0

Up to 128 000 octet/s
1 0 0 1

Up to 256 000 octet/s
1 1 1 1

Reserved

All other values are interpreted as Up to 1 000 octet/s in this 
version of the protocol.

Mean throughput, octet 5 (see 3GPP TS 23.107 [81])
This field is the binary representation of the Mean Throughput Class (1 to 18; mean throughput class 30 is reserved and 31 is best effort). The corresponding mean throughput to each mean throughput class is indicated.
Bits
5 4 3 2 1


In MS to network direction:
0 0 0 0 0

Subscribed mean throughput
In network to MS direction:
0 0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 0 0 1

100 octet/h
0 0 0 1 0

200 octet/h
0 0 0 1 1

500 octet/h
0 0 1 0 0

1 000 octet/h
0 0 1 0 1

2 000 octet/h
0 0 1 1 0

5 000 octet/h
0 0 1 1 1

10 000 octet/h
0 1 0 0 0

20 000 octet/h
0 1 0 0 1

50 000 octet/h
0 1 0 1 0

100 000 octet/h
0 1 0 1 1

200 000 octet/h
0 1 1 0 0

500 000 octet/h
0 1 1 0 1

1 000 000 octet/h
0 1 1 1 0

2 000 000 octet/h
0 1 1 1 1

5 000 000 octet/h
1 0 0 0 0

10 000 000 octet/h
1 0 0 0 1

20 000 000 octet/h
1 0 0 1 0

50 000 000 octet/h
1 1 1 1 0

Reserved
1 1 1 1 1

Best effort

The value Best effort indicates that throughput shall be made available to the MS on a per need and availability basis.

All other values are interpreted as Best effort in this 
version of the protocol.

Bits 8 to 6 of octet 5 are spare and shall be coded all 0.

Delivery of erroneous SDUs, octet 6 (see 3GPP TS 23.107 [81])
Bits
3 2 1
In MS to network direction:
0 0 0

Subscribed delivery of erroneous SDUs
In network to MS direction:
0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 1

No detect ('-')
0 1 0

Erroneous SDUs are delivered ('yes')
0 1 1

Erroneous SDUs are not delivered ('no')
1 1 1

Reserved

 

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.

Delivery order, octet 6 (see 3GPP TS 23.107 [81])
Bits
5 4 3
In MS to network direction:
0 0

Subscribed delivery order
In network to MS direction:
0 0

Reserved
In MS to network direction and in network to MS direction:
0 1

With delivery order ('yes')
1 0

Without delivery order ('no')
1 1

Reserved



Traffic class, octet 6 (see 3GPP TS 23.107 [81])
Bits
8 7 6
In MS to network direction:
0 0 0

Subscribed traffic class
In network to MS direction:
0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 1

Conversational class
0 1 0

Streaming class
0 1 1

Interactive class
1 0 0

Background class
1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.

Maximum SDU size, octet 7 (see 3GPP TS 23.107 [81])
In MS to network direction:
0 0 0 0 0 0 0 0

Subscribed maximum SDU size
1 1 1 1 1 1 1 1

Reserved

In network to MS direction:
0 0 0 0 0 0 0 0

Reserved
1 1 1 1 1 1 1 1

Reserved

In MS to network direction and in network to MS direction:
For values in the range 00000001 to 10010110 the Maximum SDU size value is binary coded in 8 bits, using a granularity of 10 octets, giving a range of values from 10 octets to 1500 octets.
Values above 10010110 are as below:
1 0 0 1 0 1 1 1

1502 octets 

1 0 0 1 1 0 0 0

1510 octets 

1 0 0 1 1 0 0 1

1520 octets

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.

Maximum bit rate for uplink, octet 8
Bits
8 7 6 5 4 3 2 1
In MS to network direction:
0 0 0 0 0 0 0 0
Subscribed maximum bit rate for uplink
In network to MS direction:
0 0 0 0 0 0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 0 0 0 0 0 1 
The maximum bit rate is binary coded in 8 bits, using a granularity of 1 kbps
0 0 1 1 1 1 1 1
giving a range of values from 1 kbps to 63 kbps in 1 kbps increments.

0 1 0 0 0 0 0 0 
The maximum bit rate is 64 kbps + ((the binary coded value in 8 bits –01000000) * 8 kbps)
0 1 1 1 1 1 1 1
giving a range of values from 64 kbps to 568 kbps in 8 kbps increments.

1 0 0 0 0 0 0 0 
The maximum bit rate is 576 kbps + ((the binary coded value in 8 bits –10000000) * 64 kbps)

1 1 1 1 1 1 1 0
giving a range of values from 576 kbps to 8640 kbps in 64 kbps increments.

1 1 1 1 1 1 1 1
0kbps

If the sending entity wants to indicate a Maximum bit rate for uplink higher than 8640 kbps, it shall set octet 8 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Maximum bit rate in octet 17.

Maximum bit rate for downlink, octet 9 (see 3GPP TS 23.107 [81])


Coding is identical to that of Maximum bit rate for uplink.

If the sending entity wants to indicate a Maximum bit rate for downlink higher than 8640 kbps, it shall set octet 9 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Maximum bit rate in octet 15.

In this version of the protocol, for messages specified in the present document, the sending entity shall not request 0 kbps for both the Maximum bitrate for downlink and the Maximum bitrate for uplink at the same time. Any entity receiving a request for 0 kbps in both the Maximum bitrate for downlink and the Maximum bitrate for uplink shall consider that as a syntactical error (see clause 8).

Residual Bit Error Rate (BER), octet 10 (see 3GPP TS 23.107 [81])
Bits
8 7 6 5 
In MS to network direction:
0 0 0 0

Subscribed residual BER
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
The Residual BER value consists of 4 bits. The range is from 5*10-2 to 6*10-8. 
0 0 0 1

5*10-2 
0 0 1 0

1*10-2 
0 0 1 1

5*10-3
0 1 0 0

4*10-3 
0 1 0 1

1*10-3 
0 1 1 0

1*10-4 
0 1 1 1

1*10-5 
1 0 0 0

1*10-6 
1 0 0 1

6*10-8 
1 1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

The MS shall consider all other values as reserved.

SDU error ratio, octet 10 (see 3GPP TS 23.107 [81])
Bits
4 3 2 1
In MS to network direction:
0 0 0 0

Subscribed SDU error ratio
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
The SDU error ratio value consists of 4 bits. The range is is from 1*10-1 to 1*10-6. 
0 0 0 1

1*10-2 
0 0 1 0

7*10-3
0 0 1 1

1*10-3 
0 1 0 0

1*10-4 
0 1 0 1

1*10-5 
0 1 1 0

1*10-6 

0 1 1 1

1*10-1
1 1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

The MS shall consider all other values as reserved.

Traffic handling priority, octet 11 (see 3GPP TS 23.107 [81])
Bits
2 1
In MS to network direction:
0 0

Subscribed traffic handling priority
In network to MS direction:
0 0

Reserved
In MS to network direction and in network to MS direction:
0 1

Priority level 1
1 0

Priority level 2
1 1

Priority level 3

The Traffic handling priority value is ignored if the Traffic Class is Conversational class, Streaming class or Background class.

Transfer delay, octet 11 (See 3GPP TS 23.107 [81])
Bits

8 7 6 5 4 3


In MS to network direction:
0 0 0 0 0 0

Subscribed transfer delay
In network to MS direction:
0 0 0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 0 0 0 1 
The Transfer delay is binary coded in 6 bits, using a granularity of 10 ms

0 0 1 1 1 1
 
giving a range of values from 10 ms to 150 ms in 10 ms increments


0 1 0 0 0 0 
The transfer delay is 200 ms + ((the binary coded value in 6 bits – 010000) * 50 ms)

0 1 1 1 1 1
 
giving a range of values from 200 ms to 950 ms in 50ms increments

1 0 0 0 0 0 
The transfer delay is 1000 ms + ((the binary coded value in 6 bits – 100000) * 100 ms)

1 1 1 1 1 0
 
giving a range of values from 1000 ms to 4000 ms in 100ms increments

1 1 1 1 1 1
 
Reserved

The Transfer delay value is ignored if the Traffic Class is Interactive class or Background class.

Guaranteed bit rate for uplink, octet 12 (See 3GPP TS 23.107 [81])


Coding is identical to that of Maximum bit rate for uplink.

If the sending entity wants to indicate a Guaranteed bit rate for uplink higher than 8640 kbps, it shall set octet 12 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Guaranteed bit rate in octet 18.

The Guaranteed bit rate for uplink value is ignored if the Traffic Class is Interactive class or Background class, or Maximum bit rate for uplink is set to 0 kbps.

Guaranteed bit rate for downlink, octet 13(See 3GPP TS 23.107 [81])


Coding is identical to that of Maximum bit rate for uplink.

If the sending entity wants to indicate a Guaranteed bit rate for downlink higher than 8640 kbps, it shall set octet 13 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Guaranteed bit rate in octet 16.

The Guaranteed bit rate for downlink value is ignored if the Traffic Class is Interactive class or Background class, or Maximum bit rate for downlink is set to 0 kbps.

Source Statistics Descriptor, octet 14 (see 3GPP TS 23.107 [81])
Bits
4 3 2 1
In MS to network direction

0 0 0 0 
unknown
0 0 0 1

speech

The network shall consider all other values as unknown.

In network to MS direction

Bits 4 to 1 of octet 14 are spare and shall be coded all 0.

The Source Statistics Descriptor value is ignored if the Traffic Class is Interactive class or Background class.

Signalling Indication, octet 14 (see 3GPP TS 23.107 [81])

Bit
5

In MS to network direction and in network to MS direction:

0

Not optimised for signalling traffic

1

Optimised for signalling traffic


If set to '1' the QoS of the PDP context is optimised for signalling

The Signalling Indication value is ignored if the Traffic Class is Conversational class, Streaming class or Background class.
Bits 8 to 6 of octet 14 are spare and shall be coded all 0.
Maximum bit rate for downlink (extended), octet 15
Bits
8 7 6 5 4 3 2 1
In MS to network direction and in network to MS direction:
0 0 0 0 0 0 0 0
Use the value indicated by the Maximum bit rate for downlink in octet 9.






For all other values: Ignore the value indicated by the Maximum bit rate for downlink in octet 9





and use the following value:
0 0 0 0 0 0 0 1
The maximum bit rate is 8600 kbps + ((the binary coded value in 8 bits) * 100 kbps),
0 1 0 0 1 0 1 0
giving a range of values from 8700 kbps 
to 16000 kbps in 100 kbps increments.

0 1 0 0 1 0 1 1
The maximum bit rate is 16 Mbps + ((the binary coded value in 8 bits - 01001010) * 1 Mbps),
1 0 1 1 1 0 1 0
giving a range of values from 17 Mbps to 128 Mbps in 1 Mbps increments.

1 0 1 1 1 0 1 1
The maximum bit rate is 128 Mbps + ((the binary coded value in 8 bits - 10111010) * 2 Mbps),
1 1 1 1 1 0 1 0
giving a range of values from 130 Mbps to 256 Mbps in 2 Mbps increments.

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Guaranteed bit rate for downlink (extended), octet 16 

Bits
8 7 6 5 4 3 2 1
In MS to network direction and in network to MS direction:
0 0 0 0 0 0 0 0
Use the value indicated by the Guaranteed bit rate for downlink in octet 13.






For all other values: Ignore the value indicated by the Guaranteed bit rate for downlink in octet 9





and use the following value:
0 0 0 0 0 0 0 1
The guaranteed bit rate is 8600 kbps + ((the binary coded value in 8 bits) * 100 kbps),
0 1 0 0 1 0 1 0
giving a range of values from 8700 kbps to 16000 kbps in 100 kbps increments.

0 1 0 0 1 0 1 1
The guaranteed bit rate is 16 Mbps + ((the binary coded value in 8 bits - 01001010) * 1 Mbps),
1 0 1 1 1 0 1 0
giving a range of values from 17 Mbps to 128 Mbps in 1 Mbps increments.

1 0 1 1 1 0 1 1
The guaranteed bit rate is 128 Mbps + ((the binary coded value in 8 bits - 10111010) * 2 Mbps),
1 1 1 1 1 0 1 0
giving a range of values from 130 Mbps to 256 Mbps in 2 Mbps increments.

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Maximum bit rate for uplink (extended), octet 17


This field is an extension of the Maximum bit rate for uplink in octet 8. The coding is identical to that of the Maximum bit rate for downlink (extended).

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Guaranteed bit rate for uplink (extended), octet 18 

This field is an extension of the Guaranteed bit rate for uplink in octet 12. The coding is identical to that of the Guaranteed bit rate for downlink (extended).

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

	*** NEXT CHANGE


10.5.6.12
Traffic Flow Template 

The purpose of the traffic flow template information element is to specify the TFT parameters and operations for a PDP context. In addition, this information element may be used to transfer extra parameters to the network (e.g. the Authorization Token; see 3GPP TS 24.229 [95]). The TFT may contain packet filters for the downlink direction, the uplink direction or packet filters that apply for both directions. The packet filters determine the traffic mapping to PDP contexts. The downlink packet filters shall be applied by the network and the uplink packet filters shall be applied by the MS. A packet filter that applies for both directions shall be applied by the network as a downlink packet filter and by the MS as an uplink filter.
The traffic flow template is a type 4 information element with a minimum length of 3 octets. The maximum length for the IE is 257 octets.
NOTE 1:
The IE length restriction is due to the maximum length that can be encoded in a single length octet.

NOTE 2:
A maximum size IPv4 packet filter can be 32 bytes. Therefore, 7 maximum size IPv4 type packet filters, plus the last packet filter which can contain max 30 octets can fit into one TFT, i.e. if needed not all packet filter components can be defined into one message. A maximum size Ipv6 packet filter can be 60 bytes. Therefore, only 4 maximum size IPv6 packet filters can fit into one TFT. However, using "Add packet filters to existing TFT", it's possible to create a TFT including 16 maximum size Ipv4 or IPv6 filters.

The traffic flow template information element is coded as shown in figure 10.5.144/3GPP TS 24.008 and table 10.5.162/3GPP TS 24.008.
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	Traffic flow template IEI
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	TFT operation code
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	Number of packet filters
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Figure 10.5.144/3GPP TS 24.008: Traffic flow template information element

	
	8
7
6
5
4
3
2
1
	

	
	Packet filter identifier 1
	Octet 4

	
	Packet filter identifier 2
	Octet 5

	
	…
	

	
	Packet filter identifier N
	Octet N+3


Figure 10.5.144a/3GPP TS 24.008: Packet filter list when the TFT operation is "delete packet filters from existing TFT" (z=N+3)
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	Packet filter identifier 1
	Octet 4

	
	Packet filter evaluation precedence 1
	Octet 5

	
	Length of Packet filter contents 1
	Octet 6

	
	Packet filter contents 1
	Octet 7

Octet m

	
	Packet filter identifier 2
	Octet m+1

	
	Packet filter evaluation precedence 2
	Octet m+2

	
	Length of Packet filter contents 2
	Octet m+3

	
	Packet filter contents 2
	Octet m+4

Octet n

	
	…
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Octet y

	
	Packet filter identifier N
	Octet y+1

	
	Packet filter evaluation precedence N
	Octet y+2

	
	Length of Packet filter contents N
	Octet y+3

	
	Packet filter contents N
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Figure 10.5.144b/3GPP TS 24.008: Packet filter list when the TFT operation is "create new TFT", or "add packet filters to existing TFT" or "replace packet filters in existing TFT"
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	Parameter identifier 1
	Octet z+1

	
	Length of Parameter contents 1
	Octet z+2

	
	Parameter contents 1
	Octet z+3

Octet k

	
	Parameter identifier 2
	Octet k+1

	
	Length of Parameter contents 2
	Octet k+2

	
	Parameter contents 2
	Octet k+3

Octet p

	
	…
	Octet p+1

Octet q

	
	Parameter identifier N
	Octet q+1

	
	Length of Parameter contents N
	Octet q+2

	
	Parameter contents N
	Octet q+3

Octet v


Figure 10.5.144c/3GPP TS 24.008: Parameters list
Table 10.5.162/3GPP TS 24.008: Traffic flow template information element

	
TFT operation code (octet 3)
Bits
8 7 6

0 0 0 Spare
0 0 1 Create new TFT

0 1 0 Delete existing TFT

0 1 1 Add packet filters to existing TFT

1 0 0 Replace packet filters in existing TFT

1 0 1 Delete packet filters from existing TFT 
1 1 0 No TFT operation
1 1 1 Reserved 

The TFT operation code "No TFT operation" shall be used if a parameters list is included but no packet filter list is included in the traffic flow template information element.


E bit (bit 5 of octet 3)

The E bit indicates if a parameters list is included in the TFT IE and it is encoded as follows:

0
parameters list is not included

1
parameters list is included
Number of packet filters (octet 3)

The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 3 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing TFT" operation and for the "no TFT operation", the number of packet filters shall be coded as 0. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 16. 

Packet filter list (octets 4 to z)

The packet filter list contains a variable number of packet filters. For the "delete existing TFT" operation and the "no TFT operation", the packet filter list shall be empty.

For the "delete packet filters from existing TFT" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 3.

For the "create new TFT", "add packet filters to existing TFT" and "replace packet filters in existing TFT" operations, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 3.

Each packet filter is of variable length and consists of 

-
a packet filter identifier and direction (1 octet); 
-
a packet filter evaluation precedence (1 octet);

- 
the length of the packet filter contents (1 octet); and
-
the packet filter contents itself (v octets).

The packet filter identifier field is used to identify each packet filter in a TFT. The least significant 4 bits are used. 
The packet filter direction is used to indicate, in bits 5 and 6, for what traffic direction the filter applies:

00 - pre Rel-7 TFT filter
01 - downlink only
10 - uplink only
11 - bidirectional

Bits 8 through 7 are spare bits.

The packet filter evaluation precedence field is used to specify the precedence for the packet filter among all packet filters in all TFTs associated with this PDP address. Higher the value of the packet filter evaluation precedence field, lower the precedence of that packet filter is. The first bit in transmission order is the most significant bit.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit. 

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter.

The term local refers to the MS and the term remote refers to an external network entity.

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1 

0 0 0 1 0 0 0 0
IPv4 remote address type
0 0 1 0 0 0 0 0
IPv6 remote address type
0 0 1 1 0 0 0 0
Protocol identifier/Next header type
0 1 0 0 0 0 0 0
Single local port type
0 1 0 0 0 0 0 1
Local port range type
0 1 0 1 0 0 0 0
Single remote port type 
0 1 0 1 0 0 0 1
Remote port range type
0 1 1 0 0 0 0 0
Security parameter index type
0 1 1 1 0 0 0 0
Type of service/Traffic class type
1 0 0 0 0 0 0 0
Flow label type

All other values are reserved.

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv6 remote address type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and a sixteen octet IPv6 address mask field. The IPv6 address field shall be transmitted first.

For "Protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

For "Single local port type" and "Single remote port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

For "Local port range type" and "Remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "Security parameter index", the packet filter component value field shall be encoded as four octet which specifies the IPSec security parameter index.

For "Type of service/Traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet Type-of-Service/Traffic Class field and a one octet Type-of-Service/Traffic Class mask field. The Type-of-Service/Traffic Class field shall be transmitted first.

For "Flow label type", the packet filter component value field shall be encoded as three octet which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.
Parameters list (octets z+1 to v)

The parameters list contains a variable number of parameters that may be transferred. If the parameters list is included, the E bit is set to 1; otherwise, the E bit is set to 0.

Each parameter included in the parameters list is of variable length and consists of:

-
a parameter identifier (1 octet); 
-
the length of the parameter contents (1 octet); and
-
the parameter contents itself (v octets). 

The parameter identifier field is used to identify each parameter included in the parameters list and it contains the hexadecimal coding of the parameter identifier. Bit 8 of the parameter identifier field contains the most significant bit and bit 1 contains the least significant bit. In this version of the protocol, the following parameter identifiers are specified:

-
01H (Authorization Token);

-
02H (Flow Identifier) ; and
-
03H (Packet Filter Identifier).

If the parameters list contains a parameter identifier that is not supported by the receiving entity the corresponding parameter shall be discarded.

The length of parameter contents field contains the binary coded representation of the length of the parameter contents field. The first bit in transmission order is the most significant bit.

When the parameter identifier indicates Authorization Token, the parameter contents field contains an authorization token, as specified in 3GPP TS 29.207 [100]. The first octet is the most significant octet of the authorization token and the last octet is the least significant octet of the authorization token.
The parameters list shall be coded in a way that an Authorization Token (i.e. a parameter with identifier 01H) is always followed by one or more Flow Identifiers (i.e. one or more parameters with identifier 02H).

If the parameters list contains two or more consecutive Authorization Tokens without any Flow Identifiers in between, the receiver shall treat this as a semantical TFT error.

When the parameter identifier indicates Flow Identifier, the parameter contents field contains the binary representation of a flow identifier. The Flow Identifier consists of four octets. Octets 1 and 2 contains the Media Component number as specified in 3GPP TS 29.207 [100]. Bit 1 of octet 2 is the least significant bit, and bit 8 of octet 1 is the most significant bit. Octets 3 and 4 contains the IP flow number as specified in 3GPP TS 29.207 [100]. Bit 1 of octet 4 is the least significant bit, and bit 8 of octet 3 is the most significant bit.

When the parameter identifier indicates Packet Filter Identifier, the parameter contents field contains the binary representation of one or more packet filter identifiers. Each packet filter identifier is encoded in one octet, in the 4 least significant bits. This parameter is used by the MS to identify one or more packet filters in a TFT when modifying the QoS of a PDP context without modifying the packet filter itself.


	*** NEXT CHANGE


11.2.1
Timer T3240 and Timer T3241

Timer T3240 is started in the mobile station when:

-
the mobile station receives a LOCATION UPDATING ACCEPT message completing a location updating procedure in the cases specified in subclauses 4.4.4.6 and 4.4.4.8;

-
the mobile station receives a LOCATION UPDATING REJECT message in the cases specified in subclause 4.4.4.7;

-
the mobile station has sent a CM SERVICE ABORT message as specified in subclause 4.5.1.7;

-
the mobile station has released or aborted all MM connections in the cases specified in 4.3.2.5, 4.3.5.2, 4.5.1.1, and 4.5.3.1.

Timer T3240 is stopped, reset, and started again at receipt of an MM message.

Timer T3240 is stopped and reset (but not started) at receipt of a CM message that initiates establishment of an CM connection (an appropriate SETUP, REGISTER, or CP-DATA message as defined in 3GPP TS 24.008, 3GPP TS 24.010 [21] or 3GPP TS 24.011 [22]).

Timer T3241 is started in the mobile station when entering MM state RR CONNECTION RELEASE NOT ALLOWED.

Timer T3241 is stopped and reset (but not started) when the MM state RR CONNECTION RELEASE NOT ALLOWED is left.

If timer T3241 expires, the MS shall abort the RR connection and enter the MM state MM IDLE. 

	*** NEXT CHANGE


11.3
Timers of circuit-switched call control

Table 11.3/3GPP TS 24.008: Call control timers - MS side

	TIM

NUM.
	TIM VAL
	STATE OF CALL
	CAUSE OF START
	NORMAL STOP
	AT FIRST EXPIRY
	AT SECOND EXPIRY

	T303
	30s
	Call initiated
	CM SER RQ sent
	CALL PROC, or REL COMP received
	Clear the call
	Timer is not restarted

	T305
	30s
	Disconnect Request
	DISC sent
	REL or DISC received
	REL sent.
	Timer is not restarted

	T308
	30s
	Release request
	REL sent
	REL COMP or REL received
	Retrans. RELEASE restart T308
	Call ref. release

	T310

Note 1
	30s
	Outgoing call Proceeding
	CALL PROC received
	ALERT,CONN, DISC or PROG rec.
	Send DISC
	Timer is not restarted

	T313
	30s
	Connect Request
	CONN sent
	CONNect ACKnowledge received
	Send DISC
	Timer is not restarted

	T323
	30s
	Modify Request
	MOD sent
	MOD COMP or MOD REJ received
	Clear the call
	Timer is not restarted

	T324 
	15s
	Modify request
	MOD received
	MOD COMP or MOD REJ sent
	MOD REJ with old bearer capability
	Timer is not restarted

	T332
	30s
	Wait for network info
	START_CC sent
	CC-EST. received
	Clear the call
	Timer is not restarted

	T335
	30s
	CC-Est. Confirmed
	CC-EST CONF.sent
	RECALL received
	Clear the call
	Timer is not restarted

	T336
	10s
	
	START DTMF sent
	START DTMF ACK or START DTMF REJECT received
	
	Timer is not restarted

	
	
	
	
	
	The MS considers the DTMF Procedure (for the digit) to be terminated
	

	T337
	10s
	
	STOP DTMF sent
	STOP DTMF ACK received
	The MS considers the DTMF procedure (for the current digit) to be terminated
	Timer is not restarted


NOTE 1:
T310 is not started if progress indicator #1, #2, or #64 has been delivered in the CALL PROCEEDING message or in a previous PROGRESS message.

Table 11.4/3GPP TS 24.008: Call control timers - network side

	TIM

NUM.
	DFT TIM VAL
	STATE OF CALL
	CAUSE FOR START
	NORMAL STOP
	AT FIRST EXPIRY
	AT SECOND EXPIRY

	T301

Note 1
	Min180s
	Call received
	ALERT received
	CONN received
	Clear the call
	Timer is not restarted

	T303
	Note 2
	Call present
	SETUP sent
	CALL CONF or REL COMP received
	Clear the call
	Timer is not restarted

	T305
	30s
	Disconnect Indication
	DISC without progress indic. #8 sent or CCBS Possible
	REL or DISC received
	Network sends RELEASE
	Timer is not restarted

	T306
	30s
	Disconnect Indication
	DISC with progress indic. #8 sent but no CCBS possible
	REL or DISC received
	Stop the tone/ announc. Send REL
	Timer is not restarted

	T308
	Note 2
	Release request
	REL sent
	REL COMP or REL received
	Retrans. RELEASE restart T308
	Release call reference

	T310
	Note 2
	Incoming call proceeding
	CALL CONF received
	ALERT, CONN or DISC received
	Clear the call
	Timer is not restarted

	T313
	Note 2
	Connect Indication
	CON sent
	CON ACK received
	Clear the call
	Timer is not restarted

	T323
	30s
	Modify request
	MOD sent
	MOD COMP or MOD REJ received
	Clear the call
	Timer is not restarted

	T331
	Note 2
	CC Connec. Pending
	CM-SERV PROMPT sent
	START CC received
	Clear the call
	Timer is not restarted

	T333
	Note 2
	CC-Est. Present
	START CC received
	CC-EST.CONF or REL COMP received
	Clear the call
	Timer is not restarted

	T334

Note 3
	Min 15s
	CC-Est. Confirmed
	RECALL sent
	SETUP received
	Clear the call
	Timer is not restarted

	T338
	Note 2
	Disconnect indication
	DISC with CCBS possible
	REL or DISC received
	stop any tone/ announc. Send REL
	Timer is not restarted


NOTE 1:
The network may already have applied an internal alerting supervision function; e.g. incorporated within call control. If such a function is known to be operating on the call, then timer T301 is not used.

NOTE 2:
These time values are set by the network operator.

NOTE 3:
When applied to the supplementary service CCBS, the timer T334 can either represent the recall timer T4 or the notification timer T10 (see 3GPP TS 23.093 [88a]). Thus the timer T334 can take two different values. 3GPP TS 23.093 [88a] defines the range of these values.

	*** NEXT CHANGE


B.2.2
Compatibility/Subscription checking of the SETUP message

At the calling side the network shall check that the basic service(s) requested by the calling MS in the Bearer Capability information element(s) match(es) with the basic services provided to that subscriber by the PLMN. If for at least one bearer capability information element contained in the SETUP message a mismatch is detected, then the network shall proceed as follows:

-
if the SETUP message contained two bearer capability information elements for only one of which a mismatch is detected, the network shall either:

-
under the conditions specified in 3GPP TS 27.001 [36] (e.g. TS 61 and TS 62), accept the SETUP message with a CALL PROCEEDING message containing the, possibly negotiated, bearer capability information element for which no mismatch is detected, or

-
reject the call using one of the causes listed in annex H.

-
otherwise the network shall reject the call using one of the causes listed in annex H.

Network services are described in 3GPP TS 22.002 [3] and 3GPP TS 22.003 [4] as bearer services and teleservices, respectively.

	*** NEXT CHANGE


C.2.1
Definition of types of information

There are three different types of information that the calling PLMN user may specify during call setup to identify low layer capabilities needed in the network and in the destination terminal:

a)
type I information is information about the calling terminal which is only used at the destination end to allow a decision regarding terminal compatibility. An example would be the user information layer 3 protocol. Type I information is encoded in octets 5 to 7 of the low layer compatibility information element;

b)
type II information is only used by the network (PLMN) to which the calling user is connected for selection of PLMN specific network resources, e.g. channel type or specific functionality within the interworking function (IWF, see 3GPP TS 23.093 [88a]). This type of information is always present. An example is the connection element. Type II information is coded in:

i)
octet 3 of the bearer capability information element when the information transfer capability required by the calling user is speech ;

ii)
octets 3, 4, 5, and optionally octet 7 of the bearer capability information element when the information transfer capability required by the calling user is not speech;

c)
type III information is required for selection of a basic service from the choice of basic services offered by the network and together with type II information for selection of an appropriate interworking function (IWF, see 3GPP TS 29.007 [38]), as well as for terminal compatibility checking at the destination terminal. An example is the information transfer capability. Type III information is always present and is encoded in:

i)
octet 3 of the bearer capability information element when the information transfer capability required by the calling user is speech ;

ii)
octets 3, 5, 6, 6a, 6b and 6c of the bearer capability information element when the information transfer capability required by the calling user is not speech;

	*** NEXT CHANGE


Annex D (informative):
Examples of bearer capability information element coding

This annex gives examples of the coding of bearer capability information elements for various telecommunication services. This annex is included for information purposes only. In the case of any inconsistency between this annex and 3GPP TS 27.001 [36], then 3GPP TS 27.001 [36] shall take precedence over this annex.

	*** NEXT CHANGE


Annex E (informative):
Comparison between call control procedures specified in 3GPP TS 24.008 and ITU-T Recommendation Q.931

This annex summarizes a comparison of the procedures for call control as specified in ITU-T Recommendation Q.931 (blue book) and 3GPP TS 24.008.

If no comment is given, it means that the procedures specified in ITU-T Recommendation Q.931 and 3GPP TS 24.008 are similar. However, it should be noted that even in such cases the procedures may be described in slightly different ways in the two documents.

Table E.1/3GPP TS 24.008: Circuit-switched call control procedures

	Procedure
	Q.931
	3GPP TS 24.008

	Call establishment at the originating interface
	5.1
	5.2.1

	
	
	

	- call request
	5.1.1
	5.2.1.1.1

en-bloc sending only

	
	
	

	- B-channel selection originating
	5.1.2
	not applicable

	
	
	

	- overlap sending
	5.1.3
	not supported

	
	
	

	- invalid call information
	5.1.4
	5.2.1.1.2

	
	
	

	- call proceeding, en-bloc sending
	5.1.5.1
	5.2.1.1.3

	
	
	

	- call proceeding, overlap sending
	5.1.5.2
	not supported

	
	
	

	- notification of interworking at the originating interf.
	5.1.6
	5.2.1.1.4

	
	
	

	- call confirmation indication
	5.1.7
	5.2.1.1.5

	
	
	

	- call connected
	5.1.8
	5.2.1.1.6

	
	
	

	- call rejection
	5.1.9
	5.2.1.1.7

	
	
	

	- transit network selection
	5.1.10
	5.2.1.1.8

	
	
	


Table E.1/3GPP TS 24.008: Circuit-switched call control procedures (continued)

	Procedure
	Q.931
	3GPP TS 24.008

	Call establishment at the destination interface
	5.2
	5.2.2

	
	
	

	- call indication
	5.2.1
	5.2.2.1

procedure for multiple terminal configuration not required, i.e. delivery of SETUP messages on broadcast data links is not supported

	
	
	

	- compatibility checking
	5.2.2
	5.2.2.2

equivalent, except that delivery of SETUP messages on broadcast data links is not supported

	
	
	

	- B-channel selection destination
	5.2.3
	not applicable

	
	
	

	- overlap receiving
	5.2.4
	not supported

	
	
	

	- call confirmation information
	5.2.5
	5.2.2.3

equivalent, except that delivery of SETUP messages on broadcast data links is not supported

	
	
	

	- notification of interworking at the terminating interf.
	5.2.6
	5.2.2.4

	
	
	

	- call accept indication
	5.2.7
	5.2.2.5

	
	
	

	- active indication
	5.2.8
	5.2.2.6

equivalent, except that SETUP messages are not sent on broadcast data links

	
	
	

	- non-selected user clearing
	5.2.9
	not applicable

	
	
	

	


Table E.1/3GPP TS 24.008: Circuit-switched call control procedures (continued)

	Procedure
	Q.931
	3GPP TS 24.008

	Call clearing
	5.3
	5.4

	
	
	

	- terminology
	5.3.1
	5.4.1

terminology adapted to A/Gb mode and GERAN Iu mode applications

	
	
	

	- exception conditions
	5.3.2
	5.4.2

only case a) of clause 5.3.2 of Rec. Q.931 applies. All other exceptions apply to functions which are not relevant to A/Gb mode and GERAN Iu mode

	
	
	

	- clearing initiated by the user/MS
	5.3.3
	5.4.3

	
	
	

	- clearing initiated by the network
	5.3.4
	5.4.4

	
	
	

	- clearing when tones/announcements are provided
	5.3.4.1
	5.4.4.1.1 and 5.4.4.2.1

exception: if not already connected, the traffic channel is connected in order to provide the tone/announcement

	
	
	

	- clearing when tones/announcements are not provided
	5.3.4.2
	5.4.4.1.2 and 5.4.4.2.3

	
	
	

	- completion of clearing
	5.3.4.3
	5.4.4.1.3 and 5.4.4.2.5

	
	
	

	Clear collision
	5.3.5
	5.4.5

	
	
	

	


Table E.1/3GPP TS 24.008: Circuit-switched call control procedures (continued)

	Procedure
	Q.931
	3GPP TS 24.008

	In-band tones and announcements
	5.4
	5.5.1

	
	
	

	Restart procedure
	5.5
	not supported

	
	
	

	Call rearrangements
	5.6
	5.3.4

call suspension/call re-establishment not supported on the radio path.

The functions, if required, are to be supported locally in the MS. On the radio interface, the notification procedure of Rec. Q.931 (clause5.6.7) applies

	
	
	

	Call collisions
	5.7
	5.5.2

call collisions cannot occur

	
	
	

	Emergency call establishment at the originating interface
	not specified

not supported
	5.2.1.2

	
	
	

	In-call modification
	Annex O

Rec. Q.931 is incomplete with regard to in-call modification procedures
	5.3.4

	
	
	

	DTMF protocol control procedures
	not specified

not supported
	5.3.3

	
	
	

	Call re-establishment
	not specified

not supported
	5.5.4

	
	
	

	Status enquiry procedure
	5.8.10, 5.8.11
	5.5.3

	
	
	

	User-to-user signalling
	7
	3GPP TS 24.010 [21]

	
	
	

	User notification procedure
	5.9
	5.3.1


	*** NEXT CHANGE


L.1
Mapping of NAS procedure to RRC establishment cause(Iu mode only)

When MM requests the establishment of a RR connection, the RRC establishment cause used by the MS shall be selected according to the CS NAS procedure as specified in table L.1.1.
Table L.1.1/3GPP TS 24.008: Mapping of CS NAS procedure to establishment cause 

	CS NAS procedure
	RRC Establishment cause (according 3GPP TS 25.331 [23c])

	Originating CS speech call
	Originating Conversational Call

	Originating CS data call
	Originating Conversational Call

	CS Emergency call
	Emergency call

	Call re-establishment
	Call re-establishment

	Location update
	Registration

	IMSI Detach
	Detach

	MO SMS via CS domain
	Originating Low Priority Signalling

	Supplementary Services
	Originating High Priority Signalling

	Answer to circuit switched paging
	Set equal to the value of the paging cause used in the reception of paging in the RRC layer

	SS part of Location services
	Originating High Priority Signalling


When GMM requests the establishment of a PS signalling connection, the RRC establishment cause used by the MS shall be selected according to the PS NAS procedure as specified in Table L.1.2.

Table L.1.2/3GPP TS 24.008: Mapping of PS NAS procedure to establishment cause

	PS NAS procedure
	RRC Establishment cause (according 3GPP TS 25.331 [23c])

	GPRS Attach
	Registration

	Routing Area Update – for the case of ‘Directed Signalling Connection Re-Establishment (see chapter 4.7.2.5.)
	Call Re-Establishment

	Routing area Update – all cases other than ‘Directed Signalling Connection Re-Establishment
	Registration

	GPRS Detach
	Detach

	Request to re-establish RABs
	Either ‘Originating Conversational Call’ or ‘Originating Streaming Call’ or ‘Originating Interactive Call’ or ‘Originating Background Call ‘ – depending on the Traffic Class in QoS of the "most demanding" RAB. (see Note 1)

	Request to establish a PS signalling connection for MBMS 
	MBMS reception or MBMS p-t-p RB request

	Activate PDP Context
	Either ‘Originating Conversational Call’ or ‘Originating Streaming Call’ or ‘Originating Interactive Call’ or ‘Originating Background Call ‘ – depending on the Traffic Class in QoS of the "most demanding" RAB. (see Note 1) –
If Traffic Class in QoS is not ‘Conversational Class’ or ‘Streaming Class’ or ‘Interactive Class’ or ‘Background Class’ but is ‘Subscribed Traffic Class’, then ‘Originating Subscribed traffic Call’ shall be used. 

	Modify PDP Context
	Originating High Priority Signalling

	Deactivate PDP Context
	Originating High Priority Signalling

	MO SMS via PS domain
	Originating Low Priority Signalling

	SS part of Location services
	Originating High Priority Signalling

	Answer to packet paging
	Set equal to the value of the paging cause used in the reception of paging in the RRC layer

	NOTE 1:
For classification of "most demanding" Traffic Class the following ranking order applies: "Conversational" followed by "Streaming" followed by "Interactive" followed by "Background", where "Conversational" is the most demanding Traffic class in terms of being delay sensitive. 
In chosing the "most demanding" Traffic Class all already active PDP Context together with the PDP Context to be activated shall be considered


NOTE: 
The RRC establishment cause may be used by the network to prioritise the connection establishment request from the MS at high load situations in the network.
	*** NEXT CHANGE


O.4.4
IM Status

The purpose of the IM Status is to provide information about the IMS capability and registration state of a specific public user identity and it MS. 

NOTE:
The definition of what is a public user identity can be found in 3GPP TS 23.003 [10]. 

The IM Status information element is coded as shown in figure O.5/3GPP TS 24.008 and table O.5/3GPP TS 24.008.

The IM Status is a type 1 information element with 1 octet length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	IM Status IEI
	0

Spare
	0

spare
	IM
Status
	octet 1


Figure O.5/3GPP TS 24.008 IM Status contents

Table O.5/3GPP TS 24.008: IM Status contents

	IM Status (octet 1)

	

	Bits

	2
	1
	

	0
	0
	MS is not IM subsystem capable

	0
	1
	MS is IM subsystem registered

	1
	0
	MS is IM subsystem capable and willing to register to IM subsystem  (NOTE 1)

	1
	1
	MS is IM subsystem capable but will not register to IM subsystem  (NOTE 2)

	

	Bits 3 to 4 of octet 1 are spare and shall be coded as zero.

	NOTE 1:
This value indicates that a terminal can be configured to allow IMS registration without user intervention when required, for example when prompted by receiving an IM Status of "MS is IM subsystem registered" or “MS is IM subsystem capable and willing to register to IM subsystem” during establishment of a CS call.

NOTE 2:
This value indicates that the terminal will not IMS register without user permission.



	*** NEXT CHANGE


O.5.5
Semantically incorrect IEs

When an IE with semantically incorrect contents is received, the foreseen reactions specified for the respective procedure are performed (e.g. in the context of CSI see 3GPP TS 24.279 [116], clauses 5, 6). If however no such reactions are specified, the UE shall ignore the IE.
	*** END OF CHANGES
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