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1. Overall Description:

Based on reviewing CRs and LSs on ISIM and IMC, TSG SA has concluded the following.
ISIM is a common security module that can be used with any IMS access technology, and the existing definition which makes ISIM an application residing on UICC is still valid. Proposed CR 146 on 33.203 to define ISIM different from ISIM application was not approved in TSG SA #41.
A new common security and identity module IMC will be specified for IMS terminals supporting only non-3GPP accesses. It is optional for such non-3GPP terminals to support ISIM, but if neither ISIM nor USIM is available, then IMC will be used.

Even though the services that ISIM and IMC provide to IMS protocol have commonalities, IMC shall be specified as an entity that is independent of ISIM. 
All affected groups are requested to work in parallel to avoid delays.
2. Actions:

To TSG CT1 group.

ACTION: 
3GPP SA asks CT1 to specify the data contents of IMC entity and the use of IMC as a common mechanism to any non-3GPP IMS access technology in the IMS protocol procedures.
To TSG CT6 group.

ACTION: 
No action.
To TSG SA1 group.

ACTION: 
3GPP SA asks SA1 to add IMC definition and service requirements to stage 1 specifications.

To TSG SA2 group.

ACTION: 
3GPP SA asks SA2 to specify the architectural impact of IMC entity in the stage 2 IMS specifications.

To TSG SA3 group.

ACTION: 
3GPP SA asks SA3 to modify the security requirements of IMC entity in line with the above decisions.
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