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*** 2nd Change ***

4.4
Gateway Control Session Procedures

There are two kinds of Gateway Control (GC) sessions:

· A Gateway Control session that serves a single IP-CAN session (e.g. S-GW/BBERF connecting to PDN-GW using S5/S8 PMIP according to 23.402 [22]). 

· A Gateway Control session that serves all the IP-CAN sessions from the same UE (e.g. a GW/BBERF connecting to PDN-GW using S2c according to TS 23.402 [22]).

These Gateway Control sessions are initiated in connection with IP-CAN session establishment and Initial Attach respectively. For the first case, the PCRF will identify that the GC session serves a single IP-CAN session based on the PDN Identifier received in the request.

An access network may support mobility with BBERF change. The new BBERF shall establish new Gateway Control sessions according to the procedures defined for the new access type and the PCRF shall correlate those sessions with ongoing IP-CAN sessions as part of the handover procedure.

These scenarios are shown separately in different flows. 

In the following procedures, the V-PCRF is included to depict the roaming scenarios. H-PCRF will act as a PCRF for non-roaming UEs.
*** 3rd Change ***

4.4.1
Gateway Control Session Establishment
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Figure 4.4.1-1 Gateway Control Session Establishment.

1. The BBERF receives a message or indication that it shall establish a Gateway Control session  
2. The BBERF initiates a Gateway Control session with the H-PCRF by sending a CCR using the CC-Request-Type AVP set to the value INITIAL_REQUEST to the H-PCRF. The BBERF provides UE identity information, the IP-CAN type. If present the the PDN identifier and the UE IP address are also provided. If applicable for the IP-CAN type, it additionally provides information whether NW-initiated procedures are supported. 

When the UE is roaming, the following steps are executed instead of step 2:

2a. The BBERF initiates a Gateway Control session with the V-PCRF by sending a CCR using the CC-Request-Type AVP set to the value INITIAL_REQUEST to the V-PCRF. The BBERF provides UE identity information, the IP-CAN type. If present the PDN identifier and the UE IP address are also provided. If applicable for the IP-CAN type, it additionally provides information whether NW-initiated procedures are supported. 

2b.
The V-PCRF determines based on the UE identity information that the request is for a roaming user. The V-PCRF checks, based on the PDN identifier received in the request and roaming agreements, if the V-PCRF have send the request to the H-PCRF. If not, the V-PCRF may generate QoS rules based on VPLMN roaming agreements. The V-PCRF shall additionally select the bearer control mode if applicable for the particular IP-CAN type. 

2c.
The V-PCRF sends the CCR command to the H-PCRF.

3. The H-PCRF stores the information received in the Diameter CCR.
4. If the H-PCRF requires subscription-related information and does not have it, the H-PCRF sends a request to the SPR in order to receive the information.

5. The SPR replies with the subscription related information containing the information about the allowed service(s), QoS information and PCC Rules information.

6. The H-PCRF may select or generate and store PCC Rule(s) in preparation for the anticipated Gx session and derive the QoS rules from them, and may derive the QoS information per QCI applicable to that IP-CAN session for non-GBR bearers.

7. The H-PCRF stores the selected QoS Rules and PCC Rules. If applicable the H-PCRF selects the Bearer Control Mode that will apply during the Gateway Control session.
8. The H-PCRF acknowledges the Gateway Control Session by sending a Diameter CCR to the BBERF.The H-PCRF includes the selected BCM if applicable, the QoS rules and QoS information per QCI and
the event triggers. 
When the UE is roaming, the following steps are executed instead of step 8:

8a. The H-PCRF acknowledges the Gateway Control Session by sending a Diameter CCR to the V-PCRF. The V-PCRF includes the QoS rules and QoS information per QCI and also provides the event triggers. 
8b.
The V-PCRF enforces visited operator policies regarding QoS authorization requested by the H-PCRF as indicated by the roaming agreements. 

8c.
If the V-PCRF denies an authorization, it informs the H-PCRF and may provide the acceptable QoS Information for the service.

8d.
The H-PCRF may provide new or modified QoS rules to the V-PCRF

8e.
The V-PCRF acknowledges the Gateway Control Session and provisions, when applicable, the selected BCM, policy decisions and event triggers to the BBERF.

9. The BBERF installs the received QoS Rules. If QoS information is received per QCI, the BBERF shall set the upper limit accordingly for the MBR that the BBERF assigns to the non-GBR bearer(s) for that QCI.
*** End of Changes ***
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